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Introduction

Upon further examination of the agreed SAE task list from CT1#45, additional tasks and comments are required to provide a complete list of CT1 aspects to be included.
Proposal

Discuss and agree the comments below. These comments should be reflected in the CT1 SAE open items list. A draft update of the open items list reflecting the comments below is provided with this paper. 
Network Attachment procedures are currently missing. These should be added to the task list with subsection for provision of default IP access service. Local breakout will also need to be specified – still awaiting for decision from SA2 on the Local Breakout architecture, in particular for IMS services.
Network selection procedures – selection of PLMN + RAT, including non-3GPP access types. Currently this aspect is lagging in SA2 and there is also related work in SA1. However, it is discussed in the TR 23.882, Section 7.21. SAE gateway selection procedures should also be included in this task item.
NAS mobility procedures – these are relevant to only 3GPP access types. Although some non-3GPP accesses may have the notion of NAS signalling, any such NAS signalling procedures would fall outside of the SAE standardisation scope. 

Attach procedures (for NAS mobility procedures) will only be applicable for 3GPP access types. However, Mobility mode decision procedures (i.e. Simple IP vs Mobile IP) should be provided for both 3GPP and non-3GPP access. Scenarios of PMIP and CMIP support in the UE and in the network may have to be considered. Inter-technology handovers with Network-based mobility (e.g. PMIP) may have some impact to task item 5.2.
SAE impacts on existing capabilities – terminal impacts due to MIP support must be included. The existing capabilities require enrichment to deal with the presence/absence of MIP client in terminals. 

CT1 security aspects – Include MME signalling security aspects. Current assumption is that MME signalling secured individually. 

Bearer control and QoS aspects – for non-3GPP access (PDF/WLAN) bearer control is different or may not be applicable since NAS procedures may not exist. 

