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	First change


6.1.3.1
PDP context activation

The purpose of this procedure is to establish a PDP context between the MS and the network for a specific QoS on a specific NSAPI. The PDP context activation may be initiated by the MS or the initiation may be requested by the network.

Each PDP address may be described by one or more PDP contexts in the MS or the network. The PDP Context Activation procedure is used to activate the first PDP context for a given PDP address and APN, whereas all additional contexts associated to the same PDP address and APN are activated with the secondary PDP context activation procedure. When more than one PDP context is associated to a PDP address, there shall be a Traffic Flow Template (TFT), including one or more packet filters, for each or all but one context. The downlink and uplink packet filters are considered separately. If present, the TFT shall be sent transparently either from the MS via the SGSN to the GGSN to enable packet classification and policing for downlink data transfer in the GGSN or from the GGSN via the SGSN to the MS to be used in a network requested secondary PDP context activation procedure (see subclause 6.1.3.2) and enable packet classification and policing for uplink data transfer in the MS (see 3GPP TS 23.060 [74]).

6.1.3.1.1
Successful PDP context activation initiated by the mobile station

In order to request a PDP context activation, the MS sends an ACTIVATE PDP CONTEXT REQUEST message to the network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. The message contains the selected NSAPI, PDP type, requested QoS and, if the MS requests a static address, the PDP address. The MS shall ensure that the selected NSAPI is not currently being used by another Session Management entity in the MS. The MS shall indicate the support of Network Requested Bearer Control procedures in the protocol configuration options information element and it may also indicate the preferred Bearer Control Mode in the protocol configuration options information element (see 3GPP TS 23.060) [74]).
Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message, the network selects a radio priority level based on the QoS negotiated and may reply with an ACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the message ACTIVATE PDP CONTEXT ACCEPT the MS shall stop timer T3380, shall enter the state PDP-ACTIVE. If the protocol configuration options information element is present, the network may indicate the Bearer Control Mode that shall be used. If the protocol configuration options information element is not present, the MS shall apply Bearer Control Mode 'MS only' for all active PDP contexts sharing the same PDP Address and APN. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure.

NOTE 1: 
If the MS requested a value for a QoS parameter that is not within the range specified by 3GPP TS 23.107, the network should negotiate the parameter to a value that lies within the specified range.

In A/Gb mode, the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. If the LLC SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation procedure.

In Iu mode, both the network and the MS shall store the LLC SAPI and the radio priority in the PDP context. If a Iu mode to A/Gb mode system change is performed, the new SGSN shall initiate establishment of the logical link using the negotiated QoS profile, the negotiated LLC SAPI, and selected radio priority level stored in the PDP context as in a A/Gb mode to A/Gb mode Routing Area Update.

An MS, which is capable of operating in both A/Gb mode and Iu mode, shall use a valid LLC SAPI, while an MS which is capable of operating only in Iu mode shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network. When the MS uses a valid LLC SAPI, the network shall return a valid LLC SAPI. The network shall return the "LLC SAPI not assigned" value only when the MS uses the "LLC SAPI not assigned" value.

NOTE 2:
The radio priority level and the LLC SAPI parameters, though not used in Iu mode, shall be included in the messages, in order to support handover between Iu mode and A/Gb mode networks.
	*** Next change ***


6.1.3.2
Secondary PDP Context Activation Procedure

The purpose of this procedure is to establish an additional PDP context between the MS and the network for a specific Traffic Flow Template (TFT) and QoS profile on a specific NSAPI, when one or more PDP contexts has/have already been established for the particular PDP address and APN. The MS shall include a request for a TFT if a PDP context without a TFT is presently active, for the particular PDP address. The secondary PDP context activation procedure may either be initiated by the MS or requested by the network.
6.1.3.2.1
Successful Secondary PDP Context Activation Procedure Initiated by the MS

In order to request a PDP context activation with the same PDP address and APN as an already active PDP context, the MS shall send an ACTIVATE SECONDARY PDP CONTEXT REQUEST message to the network, enter the state PDP-ACTIVE-PENDING and start timer T3380. The message shall contain the selected NSAPI. The MS shall ensure that the selected NSAPI is not currently being used by another Session Management entity in the MS. The message shall also include a QoS profile, a requested LLC SAPI and the Linked TI. The QoS profile is the requested QoS. [Editor's note: style changed to normal] If present, the TFT shall be sent transparently through the SGSN to the GGSN to enable packet classification and policing for downlink data transfer.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST, the network shall validate the message by verifying the TI given in the Linked TI IE to be any of the active PDP context(s). The same GGSN address shall be used by the SGSN as for the already established PDP context(s) for that PDP address. The network shall select a radio priority level based on the QoS negotiated and shall reply with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, if the request can be accepted.

NOTE 1: 
If the MS requested a value for a QoS parameter that is not within the range specified by 3GPP TS 23.107 [81], the network should negotiate the parameter to a value that lies within the specified range.

Upon receipt of the message ACTIVATE SECONDARY PDP CONTEXT ACCEPT, the MS shall stop timer T3380 and enter the state PDP-ACTIVE. If the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure. 

In A/Gb mode the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the LLC SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation procedure.

In Iu mode, both SGSN and MS shall store the LLC SAPI and the radio priority in the PDP context. If an Iu mode to A/Gb mode Routing Area Update is performed, the new SGSN shall initiate establishment of the logical link using the negotiated LLC SAPI, the negotiated QoS profile and selected radio priority level stored in the PDP context as in an A/Gb mode to A/Gb mode Routing Area Update.

An MS, which is capable of operating in both A/Gb mode and Iu mode, shall use a valid LLC SAPI, while an MS which is capable of operating only in Iu mode shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid unnecessary value range checking and any other possible confusion in the network. When the MS uses a valid LLC SAPI, the network shall return a valid LLC SAPI. The network shall return the "LLC SAPI not assigned" value only when the MS uses the "LLC SAPI not assigned" value.

NOTE 2:
The radio priority level and the LLC SAPI parameters, though not used in Iu mode, shall be included in the messages, in order to support handover between Iu mode and A/Gb mode networks.

6.1.3.2.1a
Successful Secondary PDP Context Activation Procedure Requested by the network
In order to request a PDP context activation with the same PDP address and APN as an already active PDP context, the network shall send a REQUEST SECONDARY PDP CONTEXT ACTIVATION message to the MS and start timer T3385. The message contains a required QoS, Linked TI and TFT. The TFT shall be sent transparently through the SGSN to the MS to enable packet classification and policing for uplink and downlink data transfer. 
Upon receipt of a REQUEST SECONDARY PDP CONTEXT ACTIVATION message, the MS shall then either initiate the secondary PDP context activation procedure as described in the subclause 6.1.3.2.1 or shall reject the activation request by sending a REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message as described in subclause 6.1.3.2.2a. The value of the reject cause IE of the REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message shall indicate the reason for rejection, e.g. "insufficient resources to activate another context".

The ACTIVATE SECONDARY PDP CONTEXT REQUEST message sent by the MS in order to initiate the secondary PDP context activation procedure shall contain the required QoS and Linked TI in the REQUEST SECONDARY PDP CONTEXT ACTIVATION message. The MS may also include TFT if it wishes to change the proposed downlink packet filters.
Upon receipt of the ACTIVATE SECONDARY PDP CONTEXT REQUEST message, the network shall stop timer T3385.

The same procedures then apply as described for MS initiated secondary PDP context activation.

6.1.3.2.2
Unsuccessful Secondary PDP Context Activation Procedure initiated by the MS

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST message, the network may reject the MS initiated PDP context activation by sending an ACTIVATE SECONDARY PDP CONTEXT REJECT message to the MS. The message shall contain a cause code that typically indicates one of the following:

# 26:
insufficient resources;

# 30:
activation rejected by GGSN;

# 31:
activation rejected, unspecified;

# 32:
service option not supported;

# 33:
requested service option not subscribed;

# 34:
service option temporarily out of order;

# 41:
semantic error in the TFT operation;

# 42:
syntactical error in the TFT operation;

# 43:
unknown PDP context;

# 44:
semantic errors in packet filter(s);

# 45:
syntactical errors in packet filter(s);

# 46:
PDP context without TFT already activated; or
# 48:
activation rejected, BCM violation
# 95:
111:
protocol errors.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REJECT message, the MS shall stop timer T3380 and enter the state PDP-INACTIVE.

6.1.3.2.2a
Unsuccessful secondary PDP context activation requested by the network

Upon receipt of the REQUEST SECONDARY PDP CONTEXT ACTIVATION message, the MS may reject the network requested secondary PDP context activation by sending the REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message to the network. The message contains the same TI as included in the REQUEST SECONDARY PDP CONTEXT ACTIVATION and an additional cause code that typically indicates one of the following causes:


# 26:
insufficient resources;


# 31:
activation rejected, unspecified;

# 40:
feature not supported;

# 41:
semantic error in the TFT operation;


# 42:
syntactical error in the TFT operation;

# 43:
unknown PDP context;

# 44:
semantic errors in packet filter(s);


# 45:
syntactical errors in packet filter(s);

# 46:
PDP context without TFT already activated; or


# 95 - 111: protocol errors.

The network shall stop timer T3385 and enter state PDP-INACTIVE.
6.1.3.2.3
Abnormal cases

The following abnormal cases can be identified:

a)
Expiry of timers


In the mobile station: 


On the first expiry of the timer T3380, the MS shall resend the ACTIVATE SECONDARY PDP CONTEXT REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure; no automatic PDP context activation re-attempt shall be performed. 


On the network side: 


On the first expiry of the timer T3385, the network shall resend the message REQUEST SECONDARY PDP CONTEXT ACTIVATION and shall reset and restart timer T3385. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3385, the network shall release possibly allocated resources for this activation and shall abort the procedure. 

b)
MS initiated secondary PDP context activation procedure for an already activated PDP context (on the network side) 


If the NSAPI matches that of an already activated PDP context, the network shall deactivate the existing PDP context locally without notification to the MS and proceed with the requested PDP context activation. The case of a TI match is described in subclause 8.3.2.
c)
no PDP context with Linked TI activated (on the network side)

The network shall check whether there is an activated PDP context for the TI given in the Linked TI IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the specified TI, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code indicating "unknown PDP context".

d)
no PDP context with Linked TI activated (on the mobile station side) 


The MS shall check whether there is an activated PDP context for the TI given in the Linked TI IE in the REQUEST SECONDARY PDP CONTEXT ACTIVATION message. If there is no active PDP context for the specified TI, the MS shall reply with a REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message, cause code indicating "unknown PDP context"

If there exists a PDP context for the TI given in the Linked TI IE, then the TFT in the request message is checked for different types of TFT IE errors as follows:

a)
Semantic errors in TFT operations:

1)
When the TFT operation is an operation other than "Create a new TFT" or "No TFT operation".


The network shall reject the activation request with cause "semantic error in the TFT operation".


The MS shall reject the activation request with cause "semantic error in the TFT operation".

b)
Syntactical errors in TFT operations:

1)
When the TFT operation = "Create a new TFT" and the packet filter list in the TFT IE is empty.

2)
When the TFT operation = "No TFT operation" with a non-empty packet filter list in the TFT IE

3)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.


The network shall reject the activation request with cause "syntactical error in the TFT operation".


The MS shall reject the activation request with cause "syntactical error in the TFT operation".

c)
Semantic errors in packet filters:

1)
When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter. How the network or the MS determines a semantic error in a packet filter is outside the scope of the present document.


The network shall reject the activation request with cause "semantic errors in packet filter(s)".


The MS shall reject the activation request with cause "semantic errors in packet filter(s)".

d)
Syntactical errors in packet filters:

1)
When the TFT operation = "Create a new TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

2)
When the TFT operation = "Create a new TFT" and two or more packet filters in all TFTs associated with this PDP address and APN would have identical packet filter precedence values.

3)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.


In case 2) the network shall not diagnose an error, further process the new activation request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the MS and the network, the network shall deactivate the PDP context(s) for which it has deleted the packet filters.


In cases 1) and 3) the network shall reject the activation request with cause "syntactical errors in packet filter(s)".


In case 2) the MS shall not diagnose an error, further process the new activation request and, if it was processed successfully, delete the old packet filters which have identical filter precedence values. Furthermore, by means of explicit peer-to-peer signalling between the network and the MS, the MS shall deactivate the PDP context(s) for which it has deleted the packet filters.


In cases 1) and 3) the MS shall reject the activation request with cause "syntactical errors in packet filter(s)".

Otherwise, the network shall accept the activation request by replying to the MS with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message. In case of network requested secondary PDP context activation procedure the MS shall accept the activation request by replying to the network with an ACTIVATE SECONDARY PDP CONTEXT REQUEST message.
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Figure 6.5/3GPP TS 24.008: MS initiated secondary PDP context activation procedure
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	*** Next change ***


6.1.3.3.1
Network initiated PDP Context Modification

In order to initiate the procedure, the network sends the MODIFY PDP CONTEXT REQUEST message to the MS and starts timer T3386. The message shall contain the new QoS and the radio priority level and LLC SAPI that shall be used by the MS in A/Gb mobe at the lower layers for the transmission of data related to the PDP context.The MODIFY PDP CONTEXT REQUEST message may also contain modified packet filters in the TFT information element that shall be applied to that specific PDP context. 

The network informs the MS about the Bearer Control Mode to be applied for all active PDP contexts sharing the same PDP Address and APN by indicating the selected Bearer Control Mode parameter in the protocol configuration options information element. This information is either explicitly given in the MODIFY PDP CONTEXT REQUEST message or implicitly by not sending it. The MS shall act according to the presence of the protocol configuration options information element and the value of the selected Bearer Control Mode parameter in the MODIFY PDP CONTEXT REQUEST message:

-
if the protocol configuration options information element is not present, the MS shall apply Bearer Control Mode 'MS only' for all active PDP contexts sharing the same PDP Address and APN.

-
if the selected Bearer Control Mode parameter is not present in the protocol configuration options information element, the MS shall apply Bearer Control Mode 'MS only' for all active PDP contexts sharing the same PDP Address and APN. 
-
if the selected Bearer Control Mode parameter is present in the protocol configuration options information element, the MS shall apply Bearer Control Mode according to the content of the selected Bearer Control Mode parameter in the protocol configuration options information element for all active PDP contexts sharing the same PDP Address and APN.
Upon receipt of the MODIFY PDP CONTEXT REQUEST message the MS shall reply with the MODIFY PDP CONTEXT ACCEPT message, if the MS accepts the new QoS and the indicated LLC SAPI.
If the MS does not accept the new QoS or the indicated LLC SAPI, the MS shall initiate the PDP context deactivation procedure for the PDP context - the reject cause IE value of the DEACTIVATE PDP CONTEXT REQUEST message shall indicate "QoS not accepted".

The network shall upon receipt of the MODIFY PDP CONTEXT ACCEPT message stop timer T3386.

In A/Gb mode, the network shall establish, reconfigure or continue using the logical link with the new QoS for the LLC SAPI indicated in the MODIFY PDP CONTEXT REQUEST message.

In Iu mode, the network shall establish, reconfigure or continue using the Radio Access Bearer with the new QoS indicated in the MODIFY PDP CONTEXT REQUEST message.

	*** Next change ***


8.3.2
Session Management

The mobile station and network shall ignore a session management message with TI EXT bit = 0. Otherwise, the following procedures shall apply: 

a)
Whenever any session management message except ACTIVATE PDP CONTEXT REQUEST, ACTIVATE SECONDARY PDP CONTEXT REQUEST, or SM-STATUS is received by the network specifying a transaction identifier which is not recognized as relating to an active PDP context or MBMS context,or to a PDP context or MBMS context that is in the process of activation or deactivation, the network shall send a SM-STATUS message with cause #81 "invalid transaction identifier value" using the received transaction identifier value including the extension octet and remain in the PDP-INACTIVE state.

b)
Whenever any session management message except REQUEST PDP CONTEXT ACTIVATION, REQUEST SECONDARY PDP CONTEXT ACTIVATION, REQUEST MBMS CONTEXT ACTIVATION, or SM-STATUS is received by the MS specifying a transaction identifier which is not recognized as relating to an active context or to a context that is in the process of activation or deactivation, the MS shall send a SM-STATUS message with cause #81 "invalid transaction identifier value" using the received transaction identifier value including the extension octet and remain in the PDP-INACTIVE state.

c)
When a REQUEST PDP CONTEXT ACTIVATION message or REQUEST MBMS CONTEXT ACTIVATION message is received by the MS with a transaction identifier flag set to "1", this message shall be ignored.

d)
When an ACTIVATE PDP CONTEXT REQUEST message is received by the network specifying a transaction identifier which is not recognized as relating to a PDP context that is in the process of activation, and with a transaction identifier flag set to "1", this message shall be ignored.

e)
Whenever an ACTIVATE PDP CONTEXT REQUEST or ACTIVATE SECONDARY PDP CONTEXT REQUEST message is received by the network specifying a transaction identifier relating to a PDP context or MBMS context not in state PDP-INACTIVE, the network shall deactivate the old PDP context or MBMS context relating to the received transaction identifier without notifying the MS. Furthermore, the network shall continue with the activation procedure of a new PDP context as indicated in the received message.
Whenever an ACTIVATE MBMS CONTEXT REQUEST message is received by the network specifying a transaction identifier relating to an MBMS context not in state PDP-INACTIVE, the network shall deactivate the old MBMS context relating to the received transaction identifier without notifying the MS. Furthermore, the network shall continue with the activation procedure of a new MBMS context as indicated in the received message.
f)
Whenever a REQUEST PDP CONTEXT ACTIVATION or REQUEST SECONDARY PDP CONTEXT ACTIVATION message is received by the MS specifying a transaction identifier relating to a PDP context or MBMS context not in state PDP-INACTIVE, the MS shall locally deactivate the old PDP context or MBMS context relating to the received transaction identifier. Furthermore, the MS shall continue with the activation procedure of a new PDP context as indicated in the received message.
 Whenever a REQUEST MBMS CONTEXT ACTIVATION message is received by the MS specifying a transaction identifier relating to a PDP context or MBMS context not in state PDP-INACTIVE, the MS shall locally deactivate the old PDP context or MBMS context relating to the received transaction identifier. Furthermore, the MS shall continue with the activation procedure of a new MBMS context as indicated in the received message.

g)
When an ACTIVATE SECONDARY PDP CONTEXT REQUEST message is received by the network with a transaction identifier flag set to "1", this message shall be ignored.

	*** Next change ***


8.5.5
Session management

a)
If the message is a DEACTIVATE PDP CONTEXT REQUEST, a DEACTIVATE PDP CONTEXT ACCEPT message shall be returned. All resources allocated for that context shall be released.

b)
If the message is a REQUEST PDP CONTEXT ACTIVATION, a REQUEST PDP CONTEXT ACTIVATION REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

c)
If the message is an ACTIVATE PDP CONTEXT REQUEST, an ACTIVATE PDP CONTEXT REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

d)
If the message is an ACTIVATE SECONDARY PDP CONTEXT REQUEST, an ACTIVATE SECONDARY PDP CONTEXT REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

e)
If the message is a MODIFY PDP CONTEXT REQUEST, a MODIFY PDP CONTEXT REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

f)
If the message is a REQUEST MBMS CONTEXT ACTIVATION, a REQUEST MBMS CONTEXT ACTIVATION REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

g)
If the message is an ACTIVATE MBMS CONTEXT REQUEST, an ACTIVATE MBMS CONTEXT REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

h)
If the message is a REQUEST SECONDARY PDP CONTEXT ACTIVATION, a REQUEST SECONDARY PDP CONTEXT ACTIVATION REJECT message with cause # 96 "Invalid mandatory information" shall be returned.

	*** Next change ***


9.5
GPRS Session Management Messages

9.5.1
Activate PDP context request

This message is sent by the MS to the network to request activation of a PDP context.

See table 9.5.1/3GPP TS 24.008.

Message type:
activate PDP context request

Significance:

global

Direction:


MS to network

Table 9.5.1/3GPP TS 24.008: Activate PDP context request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context request message identity
	Message type

10.4
	M
	V
	1

	
	Requested NSAPI
	Network service access point identifier 10.5.6.2
	M
	V
	1

	
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Requested QoS
	Quality of service

10.5.6.5
	M
	LV
	13-15

	
	Requested PDP address
	Packet data protocol address

10.5.6.4
	M
	LV
	3 - 19

	28
	Access point name
	Access point name

10.5.6.1
	O
	TLV
	3 - 102

	27
	Protocol configuration options
	Protocol configuration options 10.5.6.3
	O
	TLV
	3 - 253


9.5.1.1
Access point name

This IE is included in the message when the MS selects a specific external network to be connected to.

9.5.1.2
Protocol configuration options

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network. 
This IE shall be included to indicate MS support of Network Requested Bearer Control procedures and may include information about the MS preferred Bearer Control Mode.
9.5.2
Activate PDP context accept

This message is sent by the network to the MS to acknowledge activation of a PDP context.

See table 9.5.2/3GPP TS 24.008.

Message type:
activate PDP context accept

Significance:

global

Direction:


network to MS

Table 9.5.2/3GPP TS 24.008: Activate PDP context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Activate PDP context accept message identity
	Message type

10.4
	M
	V
	1

	
	Negotiated LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Negotiated QoS
	Quality of service

10.5.6.5
	M
	LV
	13-15

	
	Radio priority
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

10.5.1.8
	M
	V
	1/2

	2B
	PDP address
	Packet data protocol address

10.5.6.4
	O
	TLV
	4-20

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3-253

	34
	Packet Flow Identifier
	Packet Flow Identifier

10.5.6.11
	O
	TLV
	3


9.5.2.1
PDP address

This IE shall be included by the network if the MS has requested the activation of a PDP context with the PDP type IPv4 or IPv6 and dynamic addressing.

9.5.2.2
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS. This IE is also included to indicate the selected Bearer Control Mode to be applied for all active PDP contexts sharing the same PDP Address and APN.
9.5.2.3
Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. The network shall not include this IE if the MS has not indicated PFC procedure support in PFC feature mode field of MS Network Capability IE.

If the MS has not indicated PFC procedure support, then it shall ignore this IE, if received.

	*** Next change ***


9.5.15a
Request Secondary PDP Context Activation

This message is sent by the network to the MS to request activation of a secondary PDP context.

See table 9.5.15a/3GPP TS 24.008.

Message type:
request SECONDARY PDP context activation

Significance:

global

Direction:


network to MS

Table 9.5.15a/3GPP TS 24.008: request SeCONDARY PDP context activation message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Request secondary PDP context activation message identity
	Message type

10.4
	M
	V
	1

	
	Required QoS
	Quality of service 

10.5.6.5
	M
	LV
	13-15

	
	Linked TI
	Linked TI

10.5.6.7
	M
	LV
	2-3

	36
	TFT
	Traffic Flow Template

10.5.6.12
	O
	TLV
	3-257

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253


9.5.15.1a
TFT
This IE shall be included if a linked PDP context without TFT has already been activated. This IE provides the MS with uplink and downlink packet filters when the protocol configuration options information element indicates the selected Bearer Control Mode ‘Network only’.
9.5.15.2a
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS. This IE is also included in the message to indicate the selected Bearer Control Mode to be applied.
9.5.15b
Request Secondary PDP Context Activation Reject

This message is sent by the MS to the network to reject the request of a secondary PDP context activation. 

See table 9.5.15b/3GPP TS 24.008.

Message type:
request SECONDARY PDP context ACTIVATION reject

Significance:

global

Direction:


MS to network

Table 9.5.15b/3GPP TS 24.008: request SECONDARY PDP context ACTIVATION reject message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Request secondary PDP context activation reject message identity
	Message type

10.4
	M
	V
	1

	
	SM cause
	SM cause

10.5.6.6
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253


9.5.15.1b
Protocol configuration options

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
	*** Next change ***


9.5.9
Modify PDP context request (Network to MS direction)

This message is sent by the network to the MS to request modification of an active PDP context. See table 9.5.9/3GPP TS 24.008.

Message type:
modify PDP context request (NETWORK to MS Direction)
Significance:

global

Direction:


network to MS

Table 9.5.9/3GPP TS 24.008: modify PDP context request (Network to MS direction) message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Modify PDP context request message identity
	Message type

10.4
	M
	V
	1

	
	Radio priority
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	GGSN-initiated
	GGSN-initiated identifier
10.5.1.8
	M
	V
	1/2

	
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	New QoS
	Quality of service

10.5.6.5
	M
	LV
	13-15

	2B
	PDP address
	Packet data protocol address

10.5.6.4
	O
	TLV
	4-20

	34
	Packet Flow Identifier
	Packet Flow Identifier

10.5.6.11
	O
	TLV
	3

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 – 253

	36
	TFT
	Traffic Flow Template

10.5.6.12
	O
	TLV
	3-257


9.5.9.1
PDP address

If the MS requested external PDN address allocation at PDP context activation via an APN and this was confirmed by the network in the ACTIVATE PDP CONTEXT ACCEPT message, then the network shall include the PDP address IE in the MODIFY PDP CONTEXT REQUEST message once the address has been actually allocated, in order to update the PDP context in the MS.

9.5.9.2
Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. The network shall not include this IE if the MS has not indicated PFC procedure support in PFC feature mode field of MS Network Capability IE.

If this IE is not included, the MS shall keep the old Packet Flow Identifier value. If the MS has not indicated PFC procedure support, then it shall ignore this IE, if received.

9.5.9.3
Protocol configuration options

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the MS. This IE is also included to indicate the selected Bearer Control Mode to be applied.
9.5.9.4
TFT

This IE is included in the message to provide the MS with uplink and downlink packet filters when the protocol configuration options information element indicates the selected Bearer Control Mode ‘Network only’.
	*** Next change ***


10.4
Message Type

The message type IE and its use are defined in 3GPP TS 24.007 [20]. Tables 10.3/3GPP TS 24.008, 10.4/3GPP TS 24.008, and 10.4a/3GPP TS 24.008 define the value part of the message type IE used in the Mobility Management protocol, the Call Control protocol, and Session management protocol.

Table 10.2/3GPP TS 24.008: Message types for Mobility Management

	
	
	
	
	
	
	
	
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	x
	x
	0
	0
	-
	-
	-
	-
	
	Registration messages:

	
	
	
	
	0
	0
	0
	1
	
	- IMSI DETACH INDICATION

	
	
	
	
	0
	0
	1
	0
	
	- LOCATION UPDATING ACCEPT

	
	
	
	
	0
	1
	0
	0
	
	- LOCATION UPDATING REJECT

	
	
	
	
	1
	0
	0
	0
	
	- LOCATION UPDATING REQUEST

	
	
	
	
	
	
	
	
	
	

	x
	x
	0
	1
	-
	-
	-
	-
	
	Security messages:

	
	
	
	
	0
	0
	0
	1
	
	- AUTHENTICATION REJECT

	
	
	
	
	0
	0
	1
	0
	
	- AUTHENTICATION REQUEST

	
	
	
	
	0
	1
	0
	0
	
	- AUTHENTICATION RESPONSE

	
	
	
	
	1
	1
	0
	0
	
	- AUTHENTICATION FAILURE…………..

	
	
	
	
	1
	0
	0
	0
	
	- IDENTITY REQUEST

	
	
	
	
	1
	0
	0
	1
	
	- IDENTITY RESPONSE

	
	
	
	
	1
	0
	1
	0
	
	- TMSI REALLOCATION COMMAND

	
	
	
	
	1
	0
	1
	1
	
	- TMSI REALLOCATION COMPLETE

	
	
	
	
	
	
	
	
	
	

	x
	x
	1
	0
	-
	-
	-
	-
	
	Connection management messages:

	
	
	
	
	0
	0
	0
	1
	
	- CM SERVICE ACCEPT

	
	
	
	
	0
	0
	1
	0
	
	- CM SERVICE REJECT

	
	
	
	
	0
	0
	1
	1
	
	- CM SERVICE ABORT

	
	
	
	
	0
	1
	0
	0
	
	- CM SERVICE REQUEST

	
	
	
	
	0
	1
	0
	1
	
	- CM SERVICE PROMPT

	
	
	
	
	0
	1
	1
	0
	
	- Reserved (see NOTE)

	
	
	
	
	1
	0
	0
	0
	
	- CM RE-ESTABLISHMENT REQUEST

	
	
	
	
	1
	0
	0
	1
	
	- ABORT

	
	
	
	
	
	
	
	
	
	

	x
	x
	1
	1
	-
	-
	-
	-
	
	Miscellaneous messages:

	
	
	
	
	0
	0
	0
	0
	
	- MM NULL

	
	
	
	
	0
	0
	0
	1
	
	- MM STATUS

	
	
	
	
	0
	0
	1
	0
	
	- MM INFORMATION

	
	
	
	
	
	
	
	
	
	


NOTE:
This value was allocated but never used in earlier phases of the protocol.

When the radio connection started with a core network node of earlier than R99, bit 8 shall be set to 0 and bit 7 is reserved for the send sequence number in messages sent from the mobile station. In messages sent from the network, bits 7 and 8 are coded with a "0". See 3GPP TS 24.007 [20].

When the radio connection started with a core network node of R'99 or later, bits 7 and 8 are reserved for the send sequence number in messages sent from the mobile station. In messages sent from the network, bits 7 and 8 are coded with a "0". See 3GPP TS 24.007 [20].

Table 10.3/3GPP TS 24.008: Message types for Call Control and call related SS messages

	
	
	
	
	
	
	
	
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	x
	x
	0
	0
	0
	0
	0
	0
	
	escape to nationally specific 

	
	
	
	
	
	
	
	
	
	message types; see 1) below

	
	
	
	
	
	
	
	
	
	

	x
	x
	0
	0
	-
	-
	-
	-
	
	Call establishment messages:

	
	
	
	
	0
	0
	0
	1
	
	- ALERTING

	
	
	
	
	1
	0
	0
	0
	
	- CALL CONFIRMED

	
	
	
	
	0
	0
	1
	0
	
	- CALL PROCEEDING

	
	
	
	
	0
	1
	1
	1
	
	- CONNECT

	
	
	
	
	1
	1
	1
	1
	
	- CONNECT ACKNOWLEDGE

	
	
	
	
	1
	1
	1
	0
	
	- EMERGENCY SETUP

	
	
	
	
	0
	0
	1
	1
	
	- PROGRESS

	
	
	
	
	0
	1
	0
	0
	
	- CC-ESTABLISHMENT

	
	
	
	
	0
	1
	1
	0
	
	- CC-ESTABLISHMENT CONFIRMED

	
	
	
	
	1
	0
	1
	1
	
	- RECALL

	
	
	
	
	1
	0
	0
	1
	
	- START CC

	
	
	
	
	0
	1
	0
	1
	
	- SETUP

	
	
	
	
	
	
	
	
	
	

	x
	x
	0
	1
	-
	-
	-
	-
	
	Call information phase messages:

	
	
	
	
	0
	1
	1
	1
	
	- MODIFY

	
	
	
	
	1
	1
	1
	1
	
	- MODIFY COMPLETE

	
	
	
	
	0
	0
	1
	1
	
	- MODIFY REJECT

	
	
	
	
	0
	0
	0
	0
	
	- USER INFORMATION

	
	
	
	
	1
	0
	0
	0
	
	- HOLD

	
	
	
	
	1
	0
	0
	1
	
	- HOLD ACKNOWLEDGE

	
	
	
	
	1
	0
	1
	0
	
	- HOLD REJECT

	
	
	
	
	1
	1
	0
	0
	
	- RETRIEVE

	
	
	
	
	1
	1
	0
	1
	
	- RETRIEVE ACKNOWLEDGE

	
	
	
	
	1
	1
	1
	0
	
	- RETRIEVE REJECT

	
	
	
	
	
	
	
	
	
	

	x
	x
	1
	0
	-
	-
	-
	-
	
	Call clearing messages:

	
	
	
	
	0
	1
	0
	1
	
	- DISCONNECT

	
	
	
	
	1
	1
	0
	1
	
	- RELEASE

	
	
	
	
	1
	0
	1
	0
	
	- RELEASE COMPLETE

	
	
	
	
	
	
	
	
	
	

	x
	x
	1
	1
	-
	-
	-
	-
	
	Miscellaneous messages:

	
	
	
	
	1
	0
	0
	1
	
	- CONGESTION CONTROL

	
	
	
	
	1
	1
	1
	0
	
	- NOTIFY

	
	
	
	
	1
	1
	0
	1
	
	- STATUS

	
	
	
	
	0
	1
	0
	0
	
	- STATUS ENQUIRY

	
	
	
	
	0
	1
	0
	1
	
	- START DTMF

	
	
	
	
	0
	0
	0
	1
	
	- STOP DTMF

	
	
	
	
	0
	0
	1
	0
	
	- STOP DTMF ACKNOWLEDGE

	
	
	
	
	0
	1
	1
	0
	
	- START DTMF ACKNOWLEDGE

	
	
	
	
	0
	1
	1
	1
	
	- START DTMF REJECT

	
	
	
	
	1
	0
	1
	0
	
	- FACILITY

	
	
	
	
	
	
	
	
	
	


1):
When used, the message type is defined in the following octet(s), according to the national specification.

When the radio connection started with a core network node of earlier than R99, bit 8 shall be set to 0 and bit 7 is reserved for the send sequence number in messages sent from the mobile station. In messages sent from the network, bits 7 and 8 are coded with a "0". See 3GPP TS 24.007 [20]. 

When the radio connection started with a core network node of R'99 or later, bits 7 and 8 are reserved for the send sequence number in messages sent from the mobile station. In messages sent from the network, bits 7 and 8 are coded with a "0". See 3GPP TS 24.007 [20].

Table 10.4/3GPP TS 24.008: Message types for GPRS mobility management

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	-
	-
	-
	-
	-
	-
	
	Mobility management messages

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Attach request   

	0
	0
	0
	0
	0
	0
	1
	0
	
	Attach accept 

	0
	0
	0
	0
	0
	0
	1
	1
	
	Attach complete

	0
	0
	0
	0
	0
	1
	0
	0
	
	Attach reject   

	0
	0
	0
	0
	0
	1
	0
	1
	
	Detach request   

	0
	0
	0
	0
	0
	1
	1
	0
	
	Detach accept                     

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	1
	0
	0
	0
	
	Routing area update request

	0
	0
	0
	0
	1
	0
	0
	1
	
	Routing area update accept

	0
	0
	0
	0
	1
	0
	1
	0
	
	Routing area update complete

	0
	0
	0
	0
	1
	0
	1
	1
	
	Routing area update reject                                                        

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	1
	1
	0
	0
	
	Service Request

	0
	0
	0
	0
	1
	1
	0
	1
	
	Service Accept

	0
	0
	0
	0
	1
	1
	1
	0
	
	Service Reject 

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	1
	0
	0
	0
	0
	
	P-TMSI reallocation command  

	0
	0
	0
	1
	0
	0
	0
	1
	
	P-TMSI reallocation complete  

	0
	0
	0
	1
	0
	0
	1
	0
	
	Authentication and ciphering req

	0
	0
	0
	1
	0
	0
	1
	1
	
	Authentication and ciphering resp

	0
	0
	0
	1
	0
	1
	0
	0
	
	Authentication and ciphering rej

	0
	0
	0
	1
	1
	1
	0
	0
	
	Authentication and ciphering failure

	0
	0
	0
	1
	0
	1
	0
	1
	
	Identity request                

	0
	0
	0
	1
	0
	1
	1
	0
	
	Identity response                                                                  

	0
	0
	1
	0
	0
	0
	0
	0
	
	GMM status                       

	0
	0
	1
	0
	0
	0
	0
	1
	
	GMM information

	
	
	
	
	
	
	
	
	
	


Table 10.4a/3GPP TS 24.008: Message types for GPRS session management

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	1
	-
	-
	-
	-
	-
	-
	
	Session management messages

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	0
	0
	0
	1
	
	Activate PDP context request

	0
	1
	0
	0
	0
	0
	1
	0
	
	Activate PDP context accept 

	0
	1
	0
	0
	0
	0
	1
	1
	
	Activate PDP context reject 

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	0
	1
	0
	0
	
	Request PDP context activation 

	0
	1
	0
	0
	0
	1
	0
	1
	
	Request PDP context activation rej.   

	0
	1
	0
	0
	0
	1
	1
	0
	
	Deactivate PDP context request  

	0
	1
	0
	0
	0
	1
	1
	1
	
	Deactivate PDP context accept   

	0
	1
	0
	0
	1
	0
	0
	0
	
	Modify PDP context request(Network to MS direction)

	0
	1
	0
	0
	1
	0
	0
	1
	
	Modify PDP context accept (MS to network direction)

	0
	1
	0
	0
	1
	0
	1
	0
	
	Modify PDP context request(MS to network direction)

	0
	1
	0
	0
	1
	0
	1
	1
	
	Modify PDP context accept (Network to MS direction)

	0
	1
	0
	0
	1
	1
	0
	0
	
	Modify PDP context reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	1
	0
	1
	
	Activate secondary PDP context request

	0
	1
	0
	0
	1
	1
	1
	0
	
	Activate secondary PDP context accept

	0
	1
	0
	0
	1
	1
	1
	1
	
	Activate secondary PDP context reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	0
	0
	0
	0
	
	Reserved: was allocated in earlier phases of the protocol

	0
	1
	0
	1
	0
	0
	0
	1
	
	Reserved: was allocated in earlier phases of the protocol

	0
	1
	0
	1
	0
	0
	1
	0
	
	Reserved: was allocated in earlier phases of the protocol

	0
	1
	0
	1
	0
	0
	1
	1
	
	Reserved: was allocated in earlier phases of the protocol

	0
	1
	0
	1
	0
	1
	0
	0
	
	Reserved: was allocated in earlier phases of the protocol

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	0
	1
	0
	1
	
	SM Status

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	0
	1
	1
	0
	
	Activate MBMS Context Request

	0
	1
	0
	1
	0
	1
	1
	1
	
	Activate MBMS Context Accept

	0
	1
	0
	1
	1
	0
	0
	0
	
	Activate MBMS Context Reject

	0
	1
	0
	1
	1
	0
	0
	1
	
	Request MBMS Context Activation

	0
	1
	0
	1
	1
	0
	1
	0
	
	Request MBMS Context Activation Reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	1
	0
	1
	1
	
	Request Secondary PDP Context Activation 

	0
	1
	0
	1
	1
	1
	0
	0
	
	Request Secondary PDP Context Activation Reject   


	*** Next change ***


10.5.6.3
Protocol configuration options

The purpose of the protocol configuration options information element is to:

-
transfer external network protocol options associated with a PDP context activation, and

-
transfer additional (protocol) data (e.g. configuration parameters, error codes or messages/events) associated with an external protocol or an application.

The protocol configuration options is a type 4 information element with a minimum length of 3 octets and a maximum length of 253 octets. 

The protocol configuration options information element is coded as shown in figure 10.5.136/3GPP TS 24.008 and table 10.5.154/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Protocol configuration options IEI
	octet 1

	Length of protocol config. options contents
	octet 2

	1
ext
	0
0
0
0
Spare
	Configuration
protocol
	octet 3

	Protocol ID 1

	octet 4
octet 5

	Length of protocol ID 1 contents
	octet 6

	
Protocol ID 1 contents
	octet 7

octet m

	Protocol ID 2

	octet m+1
octet m+2

	Length of protocol ID 2 contents
	octet m+3

	
Protocol ID 2 contents
	octet m+4

octet n

	
. . .
	octet n+1

octet u

	Protocol ID n-1

	octet u+1
octet u+2

	Length of protocol ID n-1 contents
	octet u+3

	
Protocol ID n-1 contents
	octet u+4

octet v

	Protocol ID n

	octet v+1
octet v+2

	Length of protocol ID n contents
	octet v+3

	
Protocol ID n contents
	octet v+4

octet w

	Container ID 1
	octet w+1

octet w+2

	Length of container ID 1 contents
	octet w+3

	Container ID 1 contents
	octet w+4

octet x

	
. . .
	octet x+1

octet y

	Container ID n
	octet y+1

octet y+2

	Length of container ID n contents
	octet y+3

	Container ID n contents
	octet y+4

octet z


Figure 10.5.136/3GPP TS 24.008: Protocol configuration options information element 

Table 10.5.154/3GPP TS 24.008: Protocol configuration options information element

	Configuration protocol (octet 3)
Bits
3 2 1
0 0 0
PPP for use with IP PDP type


All other values are interpreted as PPP in this version of the protocol.

After octet 3, i.e. from octet 4 to octet z, two logical lists are defined:

-
the Configuration protocol options list (octets 4 to w), and

-
the Additional parameters list (octets w+1 to z).

Configuration protocol options list (octets 4 to w)

The configuration protocol options list contains a variable number of logical units, they may occur in an arbitrary order within the configuration protocol options list.

Each unit is of variable length and consists of a:

-
protocol identifier (2 octets);
-
the length of the protocol identifier contents of the unit (1 octet); and
-
the protocol identifier contents itself (n octets).

The protocol identifier field contains the hexadecimal coding of the configuration protocol identifier. Bit 8 of the first octet of the protocol identifier field contains the most significant bit and bit 1 of the second octet of the protocol identifier field contains the least significant bit.

If the configuration protocol options list contains a protocol identifier that is not supported by the receiving entity the corresponding unit shall be discarded.

The length of the protocol identifier contents field contains the binary coded representation of the length of the protocol identifier contents field of a unit. The first bit in transmission order is the most significant bit.

The protocol identifier contents field of each unit contains information specific to the configuration protocol specified by the protocol identifier.
PPP

At least the following protocol identifiers (as defined in RFC 3232 [103]) shall be supported in this version of the protocol:

-
C021H (LCP);
-
C023H (PAP);
-
C223H (CHAP);and
-
8021H (IPCP).

The support of other protocol identifiers is implementation dependent and outside the scope of the present document.

The protocol identifier contents field of each unit corresponds to a “Packet” as defined in RFC 1661 [102] that is stripped off the “Protocol” and the “Padding” octets.

The detailed coding of the protocol identifier contents field is specified in the RFC that is associated with the protocol identifier of that unit.

Additional parameters list (octets w+1 to z)

The additional parameters list is included when special parameters and/or requests (associated with a PDP context) need to be transferred between the MS and the network. These parameters and/or requests are not related to a specific configuration protocol (e.g. PPP), and therefore are not encoded as the "Packets" contained in the configuration protocol options list.

The additional parameters list contains a list of special parameters, each one in a separate container. The type of the parameter carried in a container is identified by a specific container identifier. In this version of the protocol, the following container identifiers are specified:

MS to network direction:

-
0001H (P-CSCF Address Request);

-
0002H (IM CN Subsystem Signaling Flag);
-
0003H (DNS Server Address Request); 
-
0004H (Not Supported);
-    0005H (MS Support of Network Requested Bearer Control indicator);
-    0006H (Preferred Bearer Control Mode Mode – ‘Network only’); and

-    0007H (Preferred Bearer Control Mode Mode – ‘MS only’).
Network to MS direction:

-
0001H (P-CSCF Address);

-
0002H (IM CN Subsystem Signaling Flag);

-
0003H (DNS Server Address); 
-
0004H (Policy Control rejection code); 
-     0005H (Selected Bearer Control Mode – ‘Network only’); and
-     0006H (Selected Bearer Control Mode – ‘MS only’).
If the additional parameters list contains a container identifier that is not supported by the receiving entity the corresponding unit shall be discarded.

The container identifier field is encoded as the protocol identifier field and the length of container identifier contents field is encoded as the length of the protocol identifier contents field.

When the container identifier indicates P-CSCF Address Request or DNS Server Address Request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored.

When the container identifier indicates IM CN Subsystem Signaling Flag (see 3GPP TS 24.229 [95]), the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored. In Network to MS direction this information may be used by the MS to indicate to the user whether the requested dedicated signalling PDP context was successfully established.

When the container identifier indicates P-CSCF Address, the container identifier contents field contains one IPv6 address corresponding to a P-CSCF address (see 3GPP TS 24.229 [95]). This IPv6 address is encoded as an 128-bit address according to RFC 3513 [99]. When there is need to include more than one P-CSCF address, then more logical units with container identifier indicating P-CSCF Address are used.

When the container identifier indicates DNS Server Address, the container identifier contents field contains one IPv6 DNS server address (see 3GPP TS 27.060 [36a]). This IPv6 address is encoded as an 128-bit address according to RFC 3513 [99]. When there is need to include more than one DNS server address, then more logical units with container identifier indicating DNS Server Address are used.
When the container identifier indicates Policy Control rejection code, the container identifier contents field contains a Go interface related cause code from the GGSN to the UE (see 3GPP TS 29.207 [100]). The length of container identifier contents indicates a length equal to one. If the container identifier contents field is empty or its actual length is greater than one octect, then it shall be ignored by the receiver.
NOTE 1: The additional parameters list and the configuration protocol options list are logically separated since they carry different type of information. The beginning of the additional parameters list is marked by a logical unit, which has an identifier (i.e. the first two octets) equal to a container identifier (i.e. it is not a protocol identifier).


	*** Next change ***


10.5.6.6
SM cause

The purpose of the SM cause information element is to indicate the reason why a session management request is rejected.

The SM cause is a type 3 information element with 2 octets length.

The SM cause information element is coded as shown in figure 10.5.139/3GPP TS 24.008 and table 10.5.157/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	SM cause IEI
	octet 1

	Cause value
	octet 2


Figure 10.5.139/3GPP TS 24.008: SM cause information element

Table 10.5.157/3GPP TS 24.008: SM cause information element

	Cause value (octet 2)

Bits

8 7 6 5 4 3 2 1
0 0 0 0 1 0 0 0
Operator Determined Barring
0 0 0 1 1 0 0 0
MBMS bearer capabilities insufficient for the service
0 0 0 1 1 0 0 1
LLC or SNDCP failure(A/Gb mode only)
0 0 0 1 1 0 1 0
Insufficient resources
0 0 0 1 1 0 1 1
Missing or unknown APN
0 0 0 1 1 1 0 0 
Unknown PDP address or PDP type
0 0 0 1 1 1 0 1
User authentication failed
0 0 0 1 1 1 1 0 
Activation rejected by GGSN

0 0 0 1 1 1 1 1
Activation rejected, unspecified

0 0 1 0 0 0 0 0
Service option not supported

0 0 1 0 0 0 0 1
Requested service option not subscribed

0 0 1 0 0 0 1 0
Service option temporarily out of order

0 0 1 0 0 0 1 1
NSAPI already used (not sent)

0 0 1 0 0 1 0 0
Regular deactivation

0 0 1 0 0 1 0 1
QoS not accepted

0 0 1 0 0 1 1 0
Network failure

0 0 1 0 0 1 1 1
Reactivation required

0 0 1 0 1 0 0 0
Feature not supported

0 0 1 0 1 0 0 1
Semantic error in the TFT operation

0 0 1 0 1 0 1 0
Syntactical error in the TFT operation

0 0 1 0 1 0 1 1
Unknown PDP context

0 0 1 0 1 1 0 0 
Semantic errors in packet filter(s)

0 0 1 0 1 1 0 1 
Syntactical errors in packet filter(s)

0 0 1 0 1 1 1 0
PDP context without TFT already activated 

0 0 1 0 1 1 1 1
Multicast group membership time-out 

0 0 1 1 1 1 1 1
Activation rejected, BCM violation

0 1 0 1 0 0 0 1
Invalid transaction identifier value

0 1 0 1 1 1 1 1
Semantically incorrect message

0 1 1 0 0 0 0 0
Invalid mandatory information

0 1 1 0 0 0 0 1
Message type non-existent or not implemented

0 1 1 0 0 0 1 0
Message type not compatible with the protocol state

0 1 1 0 0 0 1 1
Information element non-existent or not implemented

0 1 1 0 0 1 0 0
Conditional IE error

0 1 1 0 0 1 0 1
Message not compatible with the protocol state

0 1 1 0 1 1 1 1
Protocol error, unspecified

0 1 1 1 0 0 0 0
APN restriction value incompatible with active PDP context

Any other value received by the mobile station shall be treated as 0010 0010, "Service option temporarily out of order”. Any other value received by the network shall be treated as 0110 1111, "Protocol error, unspecified".

NOTE:
The listed cause values are defined in Annex I




	*** Next change ***


10.5.6.12
Traffic Flow Template 

The purpose of the traffic flow template information element is to specify the TFT parameters and operations for a PDP context. In addition, this information element may be used to transfer extra parameters to the network (e.g. the Authorization Token; see 3GPP TS 24.229). The TFT includes packet filters for the downlink direction, the uplink direction or both. One set of packet filters may apply for both directions. The packet filters determine the traffic mapping to PDP contexts. The downlink packet filters shall be applied by the network and the uplink packet filters shall be applied by the MS.
The traffic flow template is a type 4 information element with a minimum length of 3 octets. The maximum length for the IE is 257 octets.
NOTE 1:
The IE length restriction is due to the maximum length that can be encoded in a single length octet.

NOTE 2:
A maximum size IPv4 packet filter can be 32 bytes. Therefore, 7 maximum size IPv4 type packet filters, plus the last packet filter which can contain max 30 octets can fit into one TFT, i.e. if needed not all packet filter components can be defined into one message. A maximum size Ipv6 packet filter can be 60 bytes. Therefore, only 4 maximum size IPv6 packet filters can fit into one TFT. However, using "Add packet filters to existing TFT", it's possible to create a TFT including 8 maximum size Ipv4 or IPv6 filters.

The traffic flow template information element is coded as shown in figure 10.5.144/3GPP TS 24.008 and table 10.5.162/3GPP TS 24.008.

	
	8
7
6
5
4
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1
	

	
	Traffic flow template IEI
	Octet 1

	
	Length of traffic flow template IE
	Octet 2

	
	TFT operation code
	E bit
	Number of packet filters
	Octet 3

	
	Packet filter list 


	Octet 4

Octet z

	
	Parameters list


	Octet z+1

Octet v


Figure 10.5.144/3GPP TS 24.008: Traffic flow template information element
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1
	

	
	Packet filter identifier 1
	Octet 4

	
	Packet filter identifier 2
	Octet 5

	
	…
	

	
	Packet filter identifier N
	Octet N+3


Figure 10.5.144a/3GPP TS 24.008: Packet filter list when the TFT operation is "delete packet filters from existing TFT" (z=N+3)

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Packet filter identifier 1
	Octet 4

	
	Packet filter evaluation precedence 1
	Octet 5

	
	Length of Packet filter contents 1
	Octet 6

	
	Packet filter contents 1
	Octet 7

Octet m

	
	Packet filter identifier 2
	Octet m+1

	
	Packet filter evaluation precedence 2
	Octet m+2

	
	Length of Packet filter contents 2
	Octet m+3

	
	Packet filter contents 2
	Octet m+4

Octet n

	
	…
	Octet n+1

Octet y

	
	Packet filter identifier N
	Octet y+1

	
	Packet filter evaluation precedence N
	Octet y+2

	
	Length of Packet filter contents N
	Octet y+3

	
	Packet filter contents N
	Octet y+4

Octet z


Figure 10.5.144b/3GPP TS 24.008: Packet filter list when the TFT operation is "create new TFT", or "add packet filters to existing TFT" or "replace packet filters in existing TFT"

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Parameter identifier 1
	Octet z+1

	
	Length of Parameter contents 1
	Octet z+2

	
	Parameter contents 1
	Octet z+3

Octet k

	
	Parameter identifier 2
	Octet k+1

	
	Length of Parameter contents 2
	Octet k+2

	
	Parameter contents 2
	Octet k+3

Octet p

	
	…
	Octet p+1

Octet q

	
	Parameter identifier N
	Octet q+1

	
	Length of Parameter contents N
	Octet q+2

	
	Parameter contents N
	Octet q+3

Octet v


Figure 10.5.144c/3GPP TS 24.008: Parameters list
Table 10.5.162/3GPP TS 24.008: Traffic flow template information element

	
TFT operation code (octet 3)
Bits
8 7 6

0 0 0 Spare
0 0 1 Create new TFT

0 1 0 Delete existing TFT

0 1 1 Add packet filters to existing TFT

1 0 0 Replace packet filters in existing TFT

1 0 1 Delete packet filters from existing TFT 
1 1 0 No TFT operation
1 1 1 Reserved 

The TFT operation code "No TFT operation" shall be used if a parameters list is included but no packet filter list is included in the traffic flow template information element.


E bit (bit 5 of octet 3)

The E bit indicates if a parameters list is included in the TFT IE and it is encoded as follows:

0
parameters list is not included

1
parameters list is included
Number of packet filters (octet 3)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 3 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing TFT" operation and for the "no TFT operation", the number of packet filters shall be coded as 0. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 8. 

Packet filter list (octets 4 to z)

The packet filter list contains a variable number of packet filters. For the "delete existing TFT" operation and the "no TFT operation", the packet filter list shall be empty.

For the "delete packet filters from existing TFT" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 3.

For the "create new TFT", "add packet filters to existing TFT" and "replace packet filters in existing TFT" operations, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 3.

Each packet filter is of variable length and consists of 

-
a packet filter identifier and direction (1 octet); 
-
a packet filter evaluation precedence (1 octet);

- 
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (v octets).

The packet filter identifier field is used to identify each packet filter in a TFT. The least significant 3 bits are used. 
The packet filter direction is used to indicate, in bits 4 and 5, for what traffic direction the filter applies:

00 - pre Rel-7 TFT filter
01 - downlink only
10 - uplink only
11 - bidirectional

Bits 8 through6 are spare bits.

The packet filter evaluation precedence field is used to specify the precedence for the packet filter among all packet filters in all TFTs associated with this PDP address. Higher the value of the packet filter evaluation precedence field, lower the precedence of that packet filter is. The first bit in transmission order is the most significant bit.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit. 

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.
By local is meant the MS and by remote is meant an external network entity.
Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 1 0 0 0 0 0
IPv6 remote address type
0 0 1 1 0 0 0 0
Protocol identifier/Next header type
0 1 0 0 0 0 0 0
Single local port type
0 1 0 0 0 0 0 1
Local port range type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/Traffic class type
1 0 0 0 0 0 0 0
Flow label type

All other values are reserved.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv6 remote address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.

For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "Single local port type" and "Single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "Local port range type" and "Remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index.

For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.
Parameters list (octets z+1 to v)

The parameters list contains a variable number of parameters that may be transferred. If the parameters list is included, the E bit is set to 1; otherwise, the E bit is set to 0.

Each parameter included in the parameters list is of variable length and consists of:

-
a parameter identifier (1 octet); 
-
the length of the parameter contents (1 octet); and
-
the parameter contents itself (v octets). 

The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:

-
01H (Authorization Token);

-
02H (Flow Identifier).

If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.

The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.

When the parameter identifier indicates Authorization Token, the parameter contents field contains an authorization token, as specified in 3GPP TS 29.207. The first octet is the most significant octet of the authorization token and the last octet is the least significant octet of the authorization token.
The parameters list shall be coded in a way that an Authorization Token (i.e. a parameter with identifier 01H) is always followed by one or more Flow Identifiers (i.e. one or more parameters with identifier 02H).

If the parameters list contains two or more consecutive Authorization Tokens without any Flow Identifiers in between, the receiver shall treat this as a semantical TFT error.

When the parameter identifier indicates Flow Identifier, the parameter contents field contains the binary representation of a flow identifier. The Flow Identifier consists of four octets. Octets 1 and 2 contains the Media Component number as specified in 3GPP TS 29.207 [100]. Bit 1 of octet 2 is the least significant bit, and bit 8 of octet 1 is the most significant bit. Octets 3 and 4 contains the IP flow number as specified in 3GPP TS 29.207 [100]. Bit 1 of octet 4 is the least significant bit, and bit 8 of octet 3 is the most significant bit.




	*** Next change ***


11.2.3
Timers of GPRS session management

Table 11.2c/3GPP TS 24.008: GPRS session management timers - MS side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY

	T3380
	30s
	PDP-
ACTIVE-PEND or MBMS ACTIVE-PENDING
	ACTIVATE PDP CONTEXT REQUEST, ACTIVATE SECONDARY PDP CONTEXT REQUEST or ACTIVATE MBMS CONTEXT REQUEST sent
	ACTIVATE 
PDP CONTEXT ACCEPT, ACTIVATE 
SECONDARY PDP CONTEXT ACCEPT or ACTIVATE MBMS CONTEXT ACCEPT received

ACTIVATE
PDP CONTEXT REJECT, ACTIVATE
SECONDARY PDP CONTEXT REJECT or ACTIVATE MBMS CONTEXT REJECT received
	Retransmission of ACTIVATE PDP
CONTEXT REQ, ACTIVATE SECONDARY PDP CONTEXT REQUEST or ACTIVATE MBMS CONTEXT REQUEST

	T3381 
	8s
	PDP-MODIFY-PENDING
	MODIFY PDP CONTEXT REQUEST sent
	MODIFY PDP CONTEXT ACCEPT received
	Retransmission of MODIFY PDP CONTEXT REQUEST

	T3390
	8s
	PDP-
INACT-PEND 
	DEACTIVATE PDP CONTEXT REQUEST sent
	DEACTIVATE PDP CONTEXT ACC
received
	Retransmission of DEACTIVATE
PDP CONTEXT REQUEST


NOTE:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

Table 11.2d/3GPP TS 24.008: GPRS session management timers - network side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY

	T3385
	8s
	PDP-
ACT-PEND or 
MBMS ACTIVE-PENDING
	REQUEST PDP CONTEXT ACTIVATION or 
REQUEST SECONDARY PDP CONTEXT ACTIVATION or 
REQUEST MBMS CONTEXT ACTIVATION sent
	ACTIVATE PDP CONTEXT REQUEST or
ACTIVATE SECONDARY PDP CONTEXT REQUEST or 
ACTIVATE MBMS CONTEXT REQUEST received
	Retransmission of REQUEST PDP CONTEXT ACTIVATION or
REQUEST SECONDARY PDP CONTEXT ACTIVATION or 
REQUEST MBMS CONTEXT ACTIVATION

	T3386
	8s
	PDP-
MOD-PEND
	MODIFY PDP CONTEXT REQUEST sent
	MODIFY PDP CONTEXT ACC received
	Retransmission of MODIFY PDP CONTEXT REQ

	T3395
	8s
	PDP-
INACT-PEND or 
MBMS INACTIVE-PENDING
	DEACTIVATE PDP CONTEXT REQUEST sent
	DEACTIVATE PDP CONTEXT ACC received
	Retransmission of DEACTIVATE PDP CONTEXT REQ


NOTE:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

	*** Next change ***


Annex I (informative):
GPRS specific cause values for GPRS Session Management

I.1
Causes related to nature of request

Cause value = 8 Operator Determined Barring

This cause code is used by the network to indicate that the requested service was rejected by the SGSN due to Operator Determined Barring.

Cause value = 24 MBMS bearer capabilities insufficient for the service


This cause code is used by the network to indicate that an MBMS context activation request was rejected by the network, because the MBMS bearer capabilities are insufficient for the MBMS service.

Cause value = 25 LLC or SNDCP failure (A/Gb mode only)


This cause code is used by the MS indicate that a PDP context is deactivated because of a LLC or SNDCP failure (e.g. if the SM receives a SNSM-STATUS.request message with cause "DM received " or " invalid XID response ", see 3GPP TS 44.065 [78])

Cause value = 26 Insufficient resources


This cause code is used by the MS or by the network to indicate that a PDP context activation request, secondary PDP context activation request, PDP context modification request, or MBMS context activation request cannot be accepted due to insufficient resources. 

Cause value = 27 Unknown or missing access point name


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network because the access point name was not included although required or if the access point name could not be resolved.

Cause value = 28 Unknown PDP address or PDP type


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network because the PDP address or type could not be recognised.

Cause value = 29 User authentication failed


This cause code is used by the network to indicate that the requested service was rejected by the external packet data network due to a failed user authentication.

Cause value = 30 Activation rejected by GGSN


This cause code is used by the network to indicate that the requested service was rejected by the GGSN.

Cause value = 31 Activation rejected, unspecified


This cause code is used by the network to indicate that the requested service was rejected due to unspecified reasons.

Cause value = 32 Service option not supported


This cause code is used by the network when the MS requests a service which is not supported by the PLMN.

Cause value = 33 Requested service option not subscribed


See Annex G, clause 4.

Cause value = 34 Service option temporarily out of order


See Annex G, clause 4. 

Cause value = 35 NSAPI already used


This cause code may be used by a network to indicate that the NSAPI requested by the MS in the PDP context activation request is already used by another active PDP context of this MS.

Never to be sent, but can be received from a R97/R98 network at PDP context activation

Cause value = 36 Regular deactivation


This cause code is used to indicate a regular MS or network initiated PDP context deactivation or a regular network initiated MBMS context deactivation.

Cause value = 37 QoS not accepted


This cause code is used by the MS if the new QoS cannot be accepted that were indicated by the network in the PDP Context Modification procedure.

Cause value = 38 Network failure


This cause code is used by the network to indicate that the PDP context deactivation or the MBMS context deactivation is caused by an error situation in the network. 

Cause value = 39 Reactivation requested


This cause code is used by the network to request a PDP context reactivation after a GGSN restart.

Cause value = 40 Feature not supported


This cause code is used by the MS to indicate that the PDP context activation or the MBMS context activation initiated by the network is not supported by the MS.

Cause value = 41 semantic error in the TFT operation.


This cause code is used by the network or the MS to indicate that the there is a semantic error in the TFT operation included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 42 syntactical error in the TFT operation.


This cause code is used by the network or the MS to indicate that there is a syntactical error in the TFT operation included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 43 unknown PDP context


This cause code is used by the network or the MS to indicate that the PDP context identified by the Linked TI IE in the secondary PDP context activation request or network requested secondary PDP context activation is not active. 

Cause value = 44 semantic errors in packet filter(s)


This cause code is used by the network or the MS to indicate that there is one or more semantic errors in packet filter(s) of the TFT included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation .

Cause value = 45 syntactical error in packet filter(s)


This cause code is used by the network or the MS to indicate that there is one or more syntactical errors in packet filter(s) of the TFT included in a secondary PDP context activation request or an MS-initiated PDP context modification or a network requested secondary PDP context activation.

Cause value = 46 PDP context without TFT already activated


This cause code is used by the network to indicate that the network has already activated a PDP context without TFT.

Cause value = 47 Multicast group membership time-out


This cause code is used by the network to indicate that the MBMS context is deactivated because the timer supervising the IGMP group membership interval (see RFC 3376 [107], subclause 8.4) or the MLD multicast listener interval (see RFC 2710 [108], subclause 7.4) expired.

Cause value = 48 Activation rejected, BCM violation


This cause code is used by the network or the MS to indicate that the requested service was rejected because of Bearer Control Mode violation.

Cause value = 112 APN restriction value incompatible with active PDP context.


This cause code is used by the network to indicate that a requested primary PDP context or an MBMS context has an APN restriction value that is not allowed in combination with a currently active PDP context. Restriction values are defined in 3GPP TS 23.060 [74], subclause 15.4.

I.2
Causes related to invalid messages

Cause value = 81 Invalid transaction identifier value.


See annex H, subclause H.5.1.

Cause value = 95 Semantically incorrect message.


See annex H, subclause H.5.5.

Cause value = 96 Invalid mandatory information.


See annex H, subclause H.6.1.

Cause value = 97 Message type non-existent or not implemented.


See annex H, subclause H.6.2.

Cause value = 98 Message not compatible with protocol state.


See annex H, subclause H.6.3.

Cause value = 99 Information element non-existent or not implemented.


See annex H, subclause H.6.4.

Cause value = 100 Conditional IE error.


See annex H, subclause H.6.5.

Cause value = 101 Message not compatible with protocol state.


See annex H, subclause H.6.6.

Cause value = 111 Protocol error, unspecified.


See annex H, subclause H.6.8.

I.3
Void

	*** End of change ***
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