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PROPOSED CHANGE

5.3.1.4
Storing presence attributes by multipart/related or content indirection

The PUA shall implement the "multipart/related" content type as described in RFC 2387 [14] if it wants to aggregate other Multipurpose Internet Mail Extensions (MIME) objects with the "application/pidf+xml" content type. 

When a presence attribute has a value of a MIME object, the PUA shall either:

a)
publish the presence document and the MIME object utilizing the "multipart/related" content-type in the PUBLISH request; or

b)
make use of content indirection.

When the PUA decides to use the content indirection mechanism for publishing an initial or modified value of a presence attribute the PUA shall follow the following procedure:

a)
either store the MIME object behind an HTTP URI on the PS or ensure that the MIME object and a HTTP URL pointing to that MIME object already exists on the PS;

b)
use the "multipart/related" content type as described in RFC 2387 [14] with the content indirection mechanism as specified in RFC 4483 [40] for the publication of presence information format as follows:

-
set a CID URI referencing to other MIME multipart body which contains the content indirection information as the value of the XML element whose value is delivered as an indirect content;

-
include the presence document of the format "application/pidf+xml" or "application/pidf-diff+xml" in the root of the body of the "multipart/related" content;

-
specify the part having information about the MIME object by using the "message/external-body" content type, defining the HTTP URI, versioning information and other information about the MIME object as described in RFC 4483 [40].

NOTE 1:
The versioning information is used for determining whether or not the MIME object indirectly referenced by a URI has changed or not;

When storing a MIME object on the PS the PUA shall:

a)
construct as many HTTP URIs as many objects to be stored; and

b)
formulate every HTTP URI according to a predefined directory structure.

NOTE 2:
The PUA  has the root directory for storing the MIME objects on the PS preconfigured.

NOTE 3:
The PUA needs to store the MIME objects on the PS behind the HTTP URI(s) created previously using standard HTTP procedures as defined in RFC 2616 [15].

PROPOSED CHANGE

5.3.3.3
Publication acceptance of presence information

The PS shall act as an Event State Compositor (ESC).

When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9] subclause 5.7.1.5. In case of successful authentication and authorization, the PS shall process the PUBLISH request in accordance with RFC 3903 [23].

If the PUBLISH request contained the "application/pidf-diff+xml" content-type as described in draft-ietf-simple-partial-pidf-format [38], the PS shall process the PUBLISH request in accordance with RFC 3903 [23] and draft-ietf-simple-partial-publish [45].
If the PUBLISH request contained the "multipart/related" content type and the PS supports the content type, the PS shall process the content as follows:

-
if a MIME multipart contains a MIME object of a content type supported by the PS, either store the MIME object in case of initial publication or replace an existing content in case of modify operation; and

-
if a multipart includes the "message/external-body" content type and the content indirection as described in RFC 4483 [40] is supported by the PS, ensure that it has access to the MIME object indicated by the URI and that the MIME object exists; and associate the value of the presence attribute that refers to the MIME object with the MIME object and additional information about it.

If the PS does not support the content type used for publishing MIME objects then the PS shall send a 415 (Unsupported Media Type) response and indicate the supported content types in the Accept header.

NOTE:
If the PS receives a HTTP request for storing a MIME object on the PS meaning that the HTTP URI points to a predefined directory reserved for storing MIME objects and the request is an HTTP PUT request, the PS replaces any existing content referenced by the Request-URI with the content of the request. If the Request-URI points to an uncreated directory, the PS creates the directory, stores the content there and associates the content with the Request-URI. For all requests, i.e. HTTP PUT, HTTP GET and HTTP DELETE requests, the PS generates an appropriate response in accordance with RFC 2616 [15].
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