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1
Introduction

The Communication Diversion service needs to be able to divert sessions and requires that the P-Asserted-Identity remains the same. This does not work with the currently specified originating nor terminating procedures. (See also contribution 06bTD115 that contains a description of the problem.)

The current document proposes a fundamental solution that allows a communication diversion service to forward a call to a new destination, keep the P-Asserted-Identity the same and invoke subsequent applications on behalf of the served user.

It is recognized that this solution requires a new header to be standardized by the IETF. Therefore we think it is not feasible to progress this proposal in the TISPAN R1 timeframe. For this reason we have submitted another contribution 09TD235 that proposes a short term solution in order to make CDIV service work in the TISPAN R1 timeframe.

2.
Fundamental Problem

2.1
Outline

The fundamental problem that causes problems with the sketched diversion scenarios is threefold:

1. The P-Asserted-Identity header concept is overloaded.

2. The Request-URI header concept is overloaded.

3. CSCF uses exactly the same procedures for peer to peer signalling and for AS invocation on the ISC interface.

This used not to be a problem, but now a diversion service is standardized that needs the P-Asserted-Identity to remain the same throughout the signalling chain in order to present the original caller to the receiving end. The current procedures can not support this because the requirement that the diversion service puts are conflicting with the currently defined procedures. There is no good justification for this limitation, therefore this document proposes a solution to this design error in the current specifications. 

First the following subchapter describe more detailed the problems outlined in this introductory section. 

2.2
The P-Asserted-Identity header concept is overloaded.

The P-Asserted-Identity represents the identity of the calling user in the originating domain.

However in the originating S-CSCF procedure the P-Asserted-Identity is used to authenticate the served user in case of user to user signalling arriving on the Mw interface, but also in the case of AS to user signalling on the ISC interface. This also happens if the originating procedure is invoked by an AS in another domain (not the originating domain), which actually is the case when an AS wants to divert a call.

Also in the originating AS procedure the P-Asserted-Identity is used to authenticate the served user on requests arriving on the ISC interface using the originating procedure. This also happens if the AS is invoked with the originating procedure in another domain then the originating domain, which actually is the case for subsequent AS invocations after another AS diverted the call.

2.3
The Request-URI header concept is overloaded.

The Request-URI represents the target identity for an INVITE request (used for routing).

However in the terminating S-CSCF procedure the Request-URI is used to authenticate the served user in case of user to user signalling arriving on the Mw interface, but also in the case of AS to user signalling on the ISC interface. This also happens if the terminating procedure is invoked by an AS in another domain (not the terminating domain), which actually is the case when an AS wants to divert a call by using the terminating procedure. (Note: This is not the preferred procedure for diverting calls, but it is used in a proposed short term solution.)

Also in the terminating AS procedure the Request-URI is used to authenticate the served user on requests arriving on the ISC interface using the terminating procedure. This also happens if the AS is invoked with the originating procedure in another domain then the terminating domain.

2.4
CSCF uses exactly the same procedures for handling incoming user to user signalling and for incoming AS to user signalling on the ISC interface.

One of the problems that is encountered when trying to divert calls with the current CSCF procedures is that the S-CSCF procedures authenticate the request coming from the AS on the P-Asserted-Identity for the originating procedure and on the Request-URI for the terminating user.

There is no good reason for this step for requests arriving on the ISC interface, because the S-CSCF knows when it receives a request from an AS that is related to an ongoing procedure who is the served user. It causes problem when a diversion services tries to divert a call, because:

1. When it uses the originating procedure it wants to use the original P-Asserted-Identity but that does not represent the served user.

2. When it used the terminating procedure it wants to use the diverted-to parties identity as a Request-URI but that does not represent the served user.

This means that currently neither of both procedures can be used without jeopardizing the requirements that the telephony diversion service puts on the signalling to the end user. 

3
Solution

3.1
Outline of the Solution

The solution to the sketched problems is to recognize that there is a difference between requests arriving on the Mw interface and on the ISC interface. And that the existing headers should not be used on the ISC interface to represent the served user.

3.2
Introduction of a new header indicating the served user

To undo the overloading of the existing headers (problem 1&2) a new header is proposed to carry the information on the ISC interface on the party that is being served for the current request. This header will be only available on the ISC interface and stripped by the S-CSCF when forwarding the request to the terminating user/network.

A proposed name for the header is P-Served-User-Identity.

The new proposed header shall contain the identity of the served user and shall contain an indication on the session case that is currently being executed.

Examples:

P-Served-User-Identity: sip:alice@home1.net;orig

P-Served-User-Identity: sip:bob@home2.net;termunreg

P-Served-User-Identity: sip:bob@home2.net;termreg

The P-Served-User-Identity header is used:

- By the S-CSCF on forwarding a request to an AS to indicated the served user.

- By the receiving AS to authenticate the served user for which the request is to be processed.

- The sending AS copies the P-Served-User-Identity to the request it forwards to the S-CSCF.

- The S-CSCF that receives a request on the ISC interface authenticates the served user based on the Original Dialog Identifier (ODI) and the stored identity. Or if this is a call out of the blue the P-Asserted-Identity in the originating call case or the Request-URI in the terminating call case. Before forwarding a request an available P-Served-User-Identity will be stripped from the request.
3.3
Restructure the Originating procedure

3.3.1
Outline of the restructured Originating procedure

The solution we propose to fix the originating procedure is to split the originating procedure in three phases:

1. Sub procedure for pre-processing incoming request on the user to user signalling plane

2. Sub procedure for processing the initialFilterCriteria for the request

3. Sub procedure for post-processing the request before forwarding it to the terminating user/network.

3.3.2
Sub procedure for pre-processing incoming request

Entered when a request is received on the Mw interface:

1. Authenticate the request based on the P-Asserted-Identity.

2. Perform other preprocessing steps from the originating procedure.

3. Start iFC processing and invoke AS, insert P-Served-User-Identity in the request to the AS

3.3.3 Sub procedure for processing initialFilterCriteria

Entered when a request is received on the ISC interface:

1. In case the original dialog identifier (ODI) is present, authenticate based on the stored identity for the ODI.

2. In case the ODI is not present, this is a call out of the blue, authenticate based on P-Asserted-Identity.

3. Perform normal iFC processing (as currently defined)

4. When a matching iFC is found ensure that a valid P-Served-User-Identity is present in the request that is forwarded to the AS.

5. If no matching iFC is found proceed with post-processing of the request 

3.3.4 Sub procedure for post-processing the request

Entered when iFC processing for a request is finished and the request is ready for forwarding to a terminating  user/network:

1. Remove P-Served-User-Identity header

2. Perform all the necessary steps as currently defined to prepare the request for forwarding

3. Resolve the next hop and forward the request.

3.4
Restructure the Terminating procedure

3.4.1
Outline of the restructured Originating procedure

The solution we propose to fix the terminating procedure is to split the terminating procedure in three phases:

1. Sub procedure for pre-processing incoming request on the user to user signalling plane

2. Sub procedure for processing the initialFilterCriteria for the request

3. Sub procedure for post-processing the request before forwarding it to the terminating user/network.

3.4.2
Sub procedure for pre-processing incoming request

Entered when a request is received on the Mw interface:

1. Authenticate the request based on the Request-URI.

2. Perform other preprocessing steps from the terminating procedure.

3. Start iFC processing and invoke AS, insert P-Served-User-Identity in the request to the AS

3.4.3 Sub procedure for processing initialFilterCriteria

Entered when a request is received on the ISC interface:

1. In case the original dialog identifier (ODI) is present, authenticate based on the stored identity for the ODI.

2. In case the ODI is not present, this is a call out of the blue, authenticate based on Request-URI.

3. Perform normal iFC processing (as currently defined)

4. When a matching iFC is found ensure that a valid P-Served-User-Identity is present in the request that is forwarded to the AS.

5. If no matching iFC is found proceed with post-processing of the request 

3.4.4 Sub procedure for post-processing the request

Entered when iFC processing for a request is finished and the request is ready for forwarding to a terminating  user/network:

1. Remove P-Served-User-Identity header

2. Perform all the necessary steps as currently defined to prepare the request for forwarding

3. Resolve the next hop and forward the request.

3.5
Example showing the operation of the proposed solution

The following picture shows a request from an originating user O arriving at a terminating S-CSCF of a diverting user F, the S-CSCF forwards the request to the AS-F 1 which executes diversion logic, and sends a retargeted request down to the S-CSCF ordering the originating procedure for the new leg towards diverted-to user T.

In the new originating procedure the S-CSCF finds that an originating service has to be invoked that resides in AS-F 2.

The picture shows what the values of the headers will be during this whole process.
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4 Conclusion/Proposal

To consider the proposed solution and if accepted create a CR on WI03019 and 24.229.
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