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1 Introduction
In the CSI phase 1, WI for Stage 3 Specification of Combining CS and IMS services & Capability Detection and Exchange mechanism has established. In this WI, the radio capability exchange and the SIP based terminal capability exchange are to be studied. In this discussion paper we want to provide a solution to the SIP based terminal capability exchange.
2 Discussions
For the SIP based terminal capability, it can be regarded as relatively static capability information of the SIP based terminal. Compared with the radio capability information
, the SIP based terminal capability information usually can keep unchanged for a long time. Unless the terminal is changed or the terminal capability is changed
, the capability of this terminal will remain the same.
Taken this into consideration, the SIP based terminal capability exchange procedure does not need to occur every time the user initiates a registration procedure or a session initiation procedure. On the contrary, this procedure should be initiated only when the terminal capability information is changed for some reasons. In this way, it is ensured that every capability exchange procedure is valid. Also it can increase the efficiency of terminal capability exchange, thereby avoiding unnecessary resource and bearer establishment.
In our solution the terminal capability exchange procedure can be improved by adding a device identifier in the (SIP) messages for SIP based terminal capability exchange. The device identifier is an identifier which uniquely identifies a terminal of the user. For example, the IMEI can be looked as a kind of device identifier.
Two cases are listed below to describe how to use the device identifier in detail.
Case 1:

As the terminal capability exchange is based on the Public User Identity rather than the terminal itself, if a Public User Identity is shared by multiple Private User Identities, the receiving UE can not know which UE the received capability information is related to. Similarly during the session establishment procedure, the UE can not decide whether a CS bearer should be established based on multiple sets of capability information for the same Public User Identity.

By using the device identifier, the originating UE can send the terminal capability information to the peer with not only the IMPU but also its device identifier. The receiving UE will store the capability information based on the IMPU and the device identifier. In the same way, both the endpoints will store the capability information of the peer with both the IMPU and the device identifier related. During the subsequent service interactions, all the UEs involved should carry the device identifier of itself in the messages, and the peer endpoint will recognize by the device identifier which terminal is communicating with and what decision should make.
Case 2:

In the current implementation of capability exchange, it is not considered that the user may change his terminal at any time, which causes the stored terminal capability in the peer endpoint is out-of-date. Currently there is no mechanism for the peer to be notified of this, and the peer will still use the out-of-dated capability information to make decision that a new bearer is to be established, which increases the probability of failure.

Similar with the sharing IMPU case, by adding a device identifier in the terminal capability exchange procedure, both the endpoints will store the terminal capability information based on the IMPU and the device identifier. If one user changes his terminal, during the next time he initiates a session with the peer, the peer will know this by matching device identifier locally and decide to initiate a new terminal capability exchange procedure. In such a way, it is ensured that the change of terminal will be known immediately by the peer when establishment of a new bearer is needed.
If the terminal capability is changed due to an external device is attached or detached, the handling is the same.

In order to use the memory of terminal economically, the terminal can start a timer when it receives the terminal capability information of peer endpoint. If the terminal capability information is queried before the timer’s expiration, the timer will be restarted. Otherwise on the expiration of the timer, the terminal will delete the terminal capability information related to the stored device identifier so as to avoiding the invalid information occupying the memory of terminal for a long time.
2 Proposals

In the implementation of CSI, add the device identifier as one element in the SIP based terminal capability exchange procedure.

�无线能力并不是分配无线资源时确定的，是取决于用户当前所在的小区的，所以实际上在一次呼叫中由于小区切换也可能发生变换，理想情况下应该尽可能接近准备发起CSI相关的第二个连接时交互，但目前限于信息交互能力，特别是在CS的信息交互能力，退而求其次在每次呼叫建立时交互＝＝因此此处描述有些不确


�为什么引入这个呢？如果这样那么设备标识也解决不了吧？现在终端设备能力是相对静态的，因此采用独立于会话的方式交互后保存留做后用，而无线能力是动态的每次交互应该已经达成共识，只是能力交互中存在多终端和用户更换终端的困扰，所以，请考虑有无必要在此论述终端能力信息的相对静态呢？（看看23.279中是否由可直接引用的描述）





