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In association with the companion CR, this discussion document shows how the existing annex B has been modified to create the proposed annex D.

Contents of the annex, as summarised in the CR cover, are as follows:

· access to IMS is IPv6 only; 

· WLAN tunnels are used to access IMS, and these are assumed to be used in the same manner as general purpose PDP contexts;

· P-CSCF discovery is performed using DHCP only; 

· media grouping is not available; 

· service based local policy and use of the media authorization token is not available; 

· there is no WLAN specific coding of the P-Access-Network-ID header beyond identification of the access technology; 

· there are no WLAN specific charging parameters carried to IMS.
Annex D (normative):
IP-Connectivity Access Network specific concepts when using I-WLAN to access IM CN subsystem

D.1
Scope

The present annex defines IP-CAN specific requirements for a call control protocol for use in the IP Multimedia (IM) Core Network (CN) subsystem based on the Session Initiation Protocol (SIP), and the associated Session Description Protocol (SDP), where the IP-CAN is I-WLAN.

D.2
I-WLAN aspects when connected to the IM CN subsystem

D.2.1
Introduction

A WLAN UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by I-WLAN to provide packet-mode communication between the WLAN UE and the IM CN subsystem.

Requirements for the WLAN UE on the use of these packet-mode services are specified in this clause. Requirements for the PDG and 3GPP AAA server in support of this communication are specified in 3GPP TS 24.234 [8C].

When using I-WLAN, each IP-CAN bearer is provided by a I-WLAN tunnel.
D.2.2
Procedures at the WLAN UE

D.2.2.1
I-WLAN tunnel activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the WLAN UE shall:


b)
establish a I-WLAN tunnel used for SIP signalling using the PLMN selection criteria as described in 3GPP TS 24.234 [8C]. This I-WLAN tunnel shall remain active throughout the period the WLAN UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration. As a result, the I-WLAN tunnel provides the WLAN UE with information that makes the WLAN UE able to construct an IPv6 address;






The WLAN UE may use this I-WLAN tunnel to carry IM CN subsystem-related signalling. 




c)
acquire a P-CSCF address(es).

The methods for P-CSCF discovery are:

I.
Employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41] as described in subclause 9.2.1.





In case several P-CSCF addresses are provided to the WLAN UE, the selection of P-CSCF address shall be performed according to the resolution of host name as indicated in RFC 3261 [26]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the WLAN UE is implementation specific.


The WLAN UE may request a DNS Server IPv6 address(es) via RFC 3315  [40].


D.2.2.1A
Modification of a PDP context used for SIP signalling

Not applicable.



D.2.2.1B
Re-establishment of the PDP context for signalling

Not applicable.


D.2.2.2
Session management procedures

Not applicable.


D.2.2.3
Mobility management procedures

Not applicable.


D.2.2.4
Cell selection and lack of coverage 

Not applicable.


D.2.2.5
PDP contexts for media

D.2.2.5.1
General requirements

The WLAN UE can establish media streams that belong to different SIP sessions on the same WLAN tunnel.

During establishment of a session, the WLAN UE establishes data streams(s) for media related to the session. Such data stream(s) may result in activation of additional WLAN tunnels. 

D.2.2.5.1A
Activation or modification of PDP contexts for media

Media grouping is not applicable to WLAN UEs.

Reception of media authorization token in the P-Media-Authorization header from the P-CSCF according to RFC 3313 [31] is not applicable to WLAN UEs.





















D.2.2.5.2
Special requirements applying to forked responses

Not applicable.









D.2.2.5.3
Unsuccessful situations

If the WLAN UE identifies a failure of WLAN tunnel, the WLAN UE shall either terminate the session or retransmit the message up to three times. 
D.3
Application usage of SIP

D.3.1
Procedures at the WLAN UE

D.3.1.1
Additional coding rules for P-Access-Network-Info header

The WLAN UE shall populate the P-Access-Network-Info header, where use is specified in subclause 5.1, with the following contents:

1)
the access-type field set to one of "IEEE-802.11a" or "IEEE-802.11b" as appropriate to the radio access technology in use; and
2)
an access –info parameter set to a null value. This release of this specification does not define values for use in this parameter.




D.4
I-WLAN specific encoding for SIP header extensions

D.4.1
P-Charging-Vector header














The access-network-charging-info parameter is an instance of generic-param from the current charge-params component of P-Charging-Vector header.

The access-network-charging-info parameter includes alternative definitions for different types access networks.

This version of this specification does not define extensions to the access-network-charging-info parameter for use in –WLAN.



When the access network charging information is included in the P-Charging-Vector and necessary information is not available from the I-WLAN then null or zero values are included.
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