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1. Introduction

This document discusses NSSAA in roaming cases when the UE sends the requested mapped NSSAI in the Registration Request message.

2. Discussion

In CT1#123-E, document C1-202669 was postponed due to a claim from one company that performing NSSAA when the UE first enters a new VPLMN is considered to be re-initiation of NSSAA and that “re-NSSAA happens after the inter PLMN change procedure and should not impact what currently are authorized during inter PLMN change. After the inter PLMN change procedure is done, then AMF initiates the re-NSSAA procedure(s), if any”.

This document attempts to look at the current specifications to see if such a claim can be backed by any supporting stage 2 or stage 3 texts.

Some points for the analysis:
· From TS 24.501, section 4.6.2.4
1. “A serving PLMN shall perform network slice-specific authentication and authorization for the S-NSSAI(s) of the HPLMN which are subject to it based on subscription information” 

Comment A: when the UE enters a VPLMN, then that VPLMN becomes the serving PLMN. From 1), the AMF can run NSSAA based on subscription information

2. “The network slice-specific authentication and authorization procedure can be invoked or revoked by an AMF for a UE supporting network slice-specific authentication and authorization at any time”

Comment B: the text “at any time” means that the VPLMN can decide to run NSSAA when the UE first access the VPLMN

· From TS 24.501, the registration procedure for mobility and periodic registration update (section 5.5.1.3)

3. During the registration procedure, an AMF within the same serving PLMN can already decide to run NSSAA (text not pasted for brevity)

Comment C: an AMF in the same serving PLMN can decide to run NSSAA during a registration procedure for mobility and periodic registration update. The NSSAA can be run on the contents of the Requested NSSAI IE if sent
Comment D: the specification already supports the use of the Requested NSSAI IE in roaming cases when the UE has the slice information of the target VPLMN. Hence, from Comment C and Comment D, it can be concluded that the specification already supports NSSAA for roaming cases, but currently NSSAA is only considering the Requested NSSAI IE
Comment E: the policies of a new target VPLMN are independent from policies of the source VPLMN. Hence, from bullet 2) and Comment B, a new VPLMN can decide to run NSSAA when a UE first enters the VPLMN and this is inline with the current ability to run NSSAA “at any time” 

Comment F: when a UE first enters a VPLMN, from the serving AMF point of view, when an NSSAA is run it is the first invocation of NSSAA for that AMF. Hence, for that AMF it is not a re-initiation of NSSAA 

The following observations can be made:
· Observation 1: the current specification allows an AMF to run NSSAA “at any time”

· Observation 2: a VPLMN can have policies to run NSSAA when a UE first enters the VPLMN
· Observation 3: to the source company’s knowledge, there is no requirement that prohibits a VPLMN from initiating NSSAA for the UE when it first enters the VPLMN 

· Observation 4: to the source company’s knowledge, there is no requirement stating that a VPLMN has to first allow the slices from a source VPLMN before running NSSAA as per the previous claim
· Observation 5: the Requested NSSAI IE is already used for roaming cases and the existing text therefore already covers roaming cases
· Observation 6: in roaming cases, the Requested mapped NSSAI IE has not yet been considered i.e. NSSAA does not work for all roaming cases
Based on the observations above, the following conclusions can be made:

· A target VPLMN can have policies to run NSSAA for a UE when the UE registers for a first time

· The UE may send the Requested mapped NSSAI IE in the Registration Request message

· For NSSAA to work in all cases, the AMF needs to consider the entries of the Requested mapped NSSAI IE
3. Conclusion
This document has analysed existing text on NSSAA and listed the following observations:

· Observation 1: the current specification allows an AMF to run NSSAA “at any time”

· Observation 2: a VPLMN can have policies to run NSSAA when a UE first enters the VPLMN
· Observation 3: to the source company’s knowledge, there is no requirement that prohibits a VPLMN from initiating NSSAA for the UE when it first enters the VPLMN
· Observation 4: to the source company’s knowledge, there is no requirement stating that a VPLMN has to first allow the slices from a source VPLMN before running NSSAA as per the previous claim
· Observation 5: the Requested NSSAI IE is already used for roaming cases and the existing text therefore already already covers roaming cases
· Observation 6: in roaming cases, the Requested mapped NSSAI IE has not yet been considered i.e. NSSAA does not work for all roaming cases
Based on the observations above, the following conclusions can be made:

· A target VPLMN can have policies to run NSSAA for a UE when the UE registers for a first time

· The UE may send the Requested mapped NSSAI IE in the Registration Request message

· For NSSAA to work in all cases, the AMF needs to consider the entries of the Requested mapped NSSAI IE
Proposal: CT1 is kindly requested to take the information above into account and progress the CR that allows the VPLMN AMF to run NSSAA on the requested mapped NSSAI as proposed in C1-203676.
