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1. Introduction
This contribution moves text from TR 24.883 clause 312.2 into TS 29.582 clause 12.2 with appropriate adjustments to internal and external references.
It was noted that the TS 29.582 skeleton has a level 2 heading for "Procedures" and has moved "On-network disposition notifications" to 12.3. However, in both TS 24.282 and TR 24.883, the moved "On-network disposition notifications" heading is numbered 12.2. Appropriate corrections are applied here.

2. Reason for Change
Initial text for TS 29.582.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.582 v0.0.1.
* * * First Change * * * *


12.2
Disposition notifications

12.2.1
IWF performing the MCData participating role
12.2.1.1
Participating IWF procedures
If the IWF performing the MCData participating role decides to send a disposition notification 
the IWF shall follow the procedures of clause 12.2.1.2.
Upon receipt of a SIP 202 (Accepted) response in response to the SIP MESSAGE request, the IWF:

1)
can perform internal actions to process the response.
Upon receipt of a SIP 200 (OK) response in response to the SIP MESSAGE request, the IWF:

1)
can perform internal actions to process the response.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, the IWF:

1)
can perform internal actions to process the response.
12.2.1.2
Sending a disposition notification message

The IWF performing the participating role may follow the procedures in this clause to:

-
indicate to an MCData client that an SDS message was delivered, read or delivered and read when the originating client requested a delivery, read or delivery and read report; or
-
indicate to the participating MCData function serving the MCData user that an SDS message was undelivered.

Before sending a disposition notification the IWF performing the participating role needs to determine:

-
the group identity related to an SDS message request received as part of a group communication. The IWF performing the participating role determines the group identity from the contents of the <mcdata-calling-group-id> element contained in the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SDS message request; and

-
the MCData user targeted for the disposition notification. The IWF performing the participating role determines the targetted MCData user from the contents of the <mcdata-calling-user-id> element contained in the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SDS message request.

The IWF performing the participating role generates a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the clarifications given below.

The IWF performing the participating role:

1)
shall build the SIP MESSAGE request as specified in clause 6.2.4.1;
2)
shall follow the rules specified in clause 6.4 for the handling of MIME bodies in a SIP message when processing the remaining steps in this clause;

3)
shall insert in the SIP MESSAGE request an application/resource-lists+xml MIME body containing the MCData ID of the targeted MCData user, according to rules and procedures of IETF RFC 5366 [20];

4)
if sending a disposition notification in response to an MCData group data request, shall include an <mcdata-calling-group-id> element set to the MCData group identity in the application/vnd.3gpp.mcdata-info+xml MIME body;

5)
if sending an SDS notification, shall generate an SDS NOTIFICATION message and include it in the SIP MESSAGE request as specified in clause 6.2.3.1; and
6)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].
12.2.1.3
Participating IWF receives disposition notification from a controlling MCData function

Upon receipt of a:

-
"SIP MESSAGE request for SDS disposition notification for terminating MCData client "; 

The IWF:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;

2)
shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request to identify the user homed in the IWF;

3)
if the identity of the user homed in the IWF does not exist, then the participating IWF shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps; and
4)
can perform internal actions to process the message.
If the IWF determines that a SIP 2xx response shall be sent on behalf of a user homed in the IWF in response to the SIP MESSAGE requests, the IWF shall send a SIP 2xx response to the controlling MCData function.
If the IWF determines that a SIP 4xx, 5xx or 6xx response shall be sent on behalf of a user homed in the IWF in response to the SIP MESSAGE request, the IWF shall send the response to the controlling MCData function.
12.2.2
IWF performing the MCData controlling role
When triggered by:
-
receipt of a "SIP MESSAGE request for SDS disposition notification for MCData server"; or

-
the IWF determining that it shall send an SDS disposition notification
the IWF performing the MCData controlling role:
1) if the IWF has received the SIP MESSAGE; 
a)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

b)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
c)
if the incoming SIP MESSAGE request does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in clause 4.7, and shall not continue with the rest of the steps;

d)
shall attempt to correlate the disposition notification to the original SDS request using the values contained in the Conversation ID and Message ID of the SDS NOTIFICATION message contained in the application/vnd.3gpp.mcdata-signalling MIME body of the SIP MESSAGE; and
e)
if unable to correlate the disposition notification as determined by step d), shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response including warning text set to "216 unable to correlate the disposition notification" in a Warning header field as specified in clause 4.7, and shall not continue with the rest of the steps;

2)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];

3)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6] in the outgoing SIP MESSAGE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [6] in the outgoing SIP MESSAGE request;

5)
shall set the Request-URI to the public service identity of the terminating participating MCData function associated with the MCData user to be invited ;
NOTE 1:
How the IWF finds the public service identity of the terminating MCData participating function is out of the scope of the present document.
6)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";

7)
shall copy the MCData ID of the MCData user listed in the MIME resources body of the incoming SIP MESSAGE request, or the MCData ID of the participant homed in the IWF, into the <mcdata-request-uri> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP MESSAGE request;

8)
if an incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with an <mcdata-calling-group-id> element:

a)
shall retrieve the group document for the MCData group id contained in the <mcdata-calling-group-id> element from the group management server, if not already cached, and identify the group members;
NOTE 2:
How the IWF obtains the group document is out scope of the present document.
b)
shall verify that the MCData ID contained in the <mcdata-calling-user-identity> element matches to a group member. If there is no match, the IWF shall reject the SIP request with a SIP 403 (Forbidden) response including warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in clause 4.7, and shall not continue with the rest of the steps;

c)
if MCData disposition notifications need to be aggregated and an aggregated disposition notification has not yet been sent:

i)
if timer TDC1 (disposition aggregation timer) is not running, shall start timer TDC1 (disposition aggregation timer) with the timer value as specified in 3GPP TS 24.282 [82] subclause F.2.2;

ii)
shall copy the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request to the outgoing SIP MESSAGE request;

NOTE 3:
If the aggregated MCData disposition notifications do not fit into one SIP MESSAGE request, then the IWF needs to generate a new SIP MESSAGE request for the remaining disposition notifications.

iii)
on expiry of timer TDC1 (disposition aggregation timer) shall continue with step 9; and

iv)
if all MCData disposition notifications have been received from all group members shall continue with step 9; and

d)
if MCData disposition notifications do not need to be aggregated, shall copy the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request to the outgoing SIP MESSAGE request and shall continue with step 9;

9)
if an incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body without an <mcdata-calling-group-id> element shall copy the application/vnd.3gpp.mcdata-signalling MIME body in the received SIP MESSAGE request to the outgoing SIP MESSAGE request;

10)
when notifying other users:

a)
shall send the SIP MESSAGE request to those users homed in the MCData system according to rules and procedures of 3GPP TS 24.229 [4]; and
b)
can perform internal actions to process the response (e.g. notify users homed in the IWF); and
11)
when acknowledging the triggering event:
a)shall generate a SIP 202 (Accepted) response in response to any 

-
"SIP MESSAGE request for SDS disposition notification for MCData server".
* * * End Changes * * * *

