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1 Introduction
Network slice-specific authentication and authorization was defined in 3GPP TS 23.501 and 23.502. According to the procedure, CN uses message transfer mechanism on Nausf , Namf and Naaa to transfer the EAP message between UE and AAA-S, and NAS MM is in charge of the EAP ID acquisition and EAP-request/response/result delivery for UE.

As EAP ID acquisition is requested by AMF, the interaction between UE and AMF is different from a real NAS transport. This step can be considered separately from EAP-request/response/result delivery.

Since the authorization/authentication by an DN-AAA server during the PDU Session establishment regards as a similar procedure in latest CT1 meeting, there is a brief comparison with it.

2 Comparison with PDU Session authorization/authentication
There are two main differences as follows.
1) PDU session authorization/authentication is a procedure occurs during PDU Session Establishment procedure, while NSSAA is independent of Registration procedure. 

That is, the delay of PDU session authorization/authentication impacts PDU Session Establishment , because of the timers of the latter. 

NSSAA has less impact to UE, due to some mechanisms already defined in TS. 
· According to TS 23.501 clause 5.15.5.2.1 ( Registration to a set of Network Slices)and TS23.502 clause 4.2.9.2(Network Slice-Specific Authentication and Authorization),NSSAA is a result of Registration procedure. Even if all the S-NSSAI(s) in the Requested NSSAI are to be subject to Network Slice-Specific Authentication and Authorization, AMF replies to the UE with Registration Accept message. If the Network Slice-Specific Authentication and Authorization fails for all S-NSSAIs in the Allowed NSSAI, the AMF shall execute the Network-initiated Deregistration procedure with the list of Rejected S-NSSAIs.
· According to TS 23.501 clause 5.15.3	(Subscription aspects),It is recommended that at least one of the Subscribed S-NSSAIs marked as default S-NSSAI is not subject to Network Slice-specific Authentication and Authorization, in order to ensure access to services even when Network Slice-specific Authentication and Authorization fails.
· According to TS 23.501/23.502/24.501， default configured NSSAI and UE configuration parameter update procedure defined in UE Network Slice configuration can help UE have a S-NSSAI to use.

2) SMF is an authenticator and triggers to perform PDU session authorization/authentication ,while AMF is an authenticator and triggers to perform NSSAA.AMF has upper layer logic  to read EAP msg in the latter, as SMF does in the former. That is,  AMF has logic to know state of  NSSAA of each S-NSSAI.

The figures of two procedures are as follows:



Figure 1: Network slice-specific authentication and authorization procedure (Figure 4.2.9.2-1 of 3GPP TS 23.502)


 Figure 2: PDU session authorization/authentication procedure (Figure 11.1.2-1 of 3GPP TS 33.501)


3  Suggestions for EAP ID acquisition
As NSSAA is the result of Registration procedure, all the S-NSSAI(s) need to be authenticated are sent to UE in Rejected NSSAI with pending indication within Registration Accept message, and UE knows it has the NSSAA capability. The EAP ID(s) with related S-NSSAI(s) can be given by using piggyback in the Registration Complete message with EAP container in multiple payload format , without extra and independent Identity Request message(s).   

Consider the re-authentication of a S-NSSAI, AMF can record the EAP ID- S-NSSAI mapping list.

4 Suggestions for EAP-request/response/result delivery
For safety and reliability of upper layer, such as AAA-s send/re-send overload EAP messages, AAA-P should have capability to perform efficient control , as it knows authentication procedure more than AMF, and can avoid CN control impacting on upper layer.

For avoiding UE waiting indefinitely for completion of  NSSAA, UE need to has timer or logic to solve the problem. Otherwise, even if AMF has a retransmission timer, the abnormal of AAA-s or flow control of CN can still cause UE to wait for a long time.  

For impact of EAP procedure failure, as analysed in section 2 ,the worst case is that network uses UPU procedure to give UE a new configured S-NSSAI, if NSSAA of all the requested S-NSSAIs are failed.
 
For extension and compatibility, EAP container is a small change. 

For abnormal cases, if AMF plays a role of detecting the abnormity and decides to abort the NSSAA,  how to notify the UE and AAA-s needs to be considered. Without notification, abortion of NSSAA is still up to upper layer and its timers.

5 Conclusion
We propose the followings:
· To consider NAS transport procedure to meet the requirement of  normal case.
· To discuss the abnormal case with SA2 and SA3. 
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