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Abstraction:
this contribution provides analysis of different solutions to solve the RACS ID unsynchronization issue when the UE moves between the RACS supporting network and the RACS non-supporting network, and proposes a way forward.
1. Introduction

C1-194425 in CT1#119 meeting triggered the discussion for the RACS ID unsynchronization issues between the UE and the network when the UE moves between the RACS supporting network node and the RACS non-supporting network node.
CT1 agreed that the RACS ID unsynchronization issue could happen and further discussion is needed to find the proper solution.

This contribution analyzed all the possible solutions and proposed a way forward to solve this issue.
2. Analysis

The reasons why the RACS ID unsynchronization issue exists are captured as following:

-
the UE only needs to signal a valid RACS ID at initial registration and when changing the valid RACS ID;
-
the network only signal a valid RACS ID in the REGISTRATION ACCEPT message when the network assigns a network-assigned UE radio capability ID to a UE;

-
There is no explicit indication of the network supporting RACS;

-
There is no explicit indication when the network decides to reuse the RACS ID signalled earlier.

2.1 Possible solutions


2.1.1 SoIution 1- combined solution
Please note that for features like MICO mode and eDRX, the UE and the network can only use the feature when the RACS ID was successfully negotiated and the network provided explicit indication of the negotiated result during the last registration procedure.

If the RACS uses the same negotiation procedure like MICO mode and eDRX, i.e., the UE and the network can only use the RACS ID when the RACS ID was successfully negotiated and the network provided explicit indication of the RACS ID in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message. The synchronization of RACS ID can be guaranteed between the UE and the Network. However this is not efficient in signalling aspects.
Solution 1: negotiation of RACS ID during every registration procedure.
Pros: synchronization can be guaranteed both in EPS and 5G; the RACS can be reactivated naturally when moves from RACS non-supporting MME to RACS supporting MME.
Cons: signalling non- efficiency.

2.1.2 Solution 2- network based solution
In order to improve the signalling efficiency, a network based solution can be derived. The main idea is to let the network to signal a valid RACS ID to UE when unsynchronization of the RACS ID might happen, such scenarios could be:
a)
when the network receives the first registration request message from the UE;

b)
when the network receives the registration request message from the UE that moves from a network node that does not support RACS
Please note that the above case a) is a super set of case b). Case b) has already covers all the possible cases that the unsynchronization of the RACS ID between the UE and the network could happen.

Please note that for EPS, the network solution works a little different, as the network controls whether the UE signals RACS ID by including the UE radio capability ID is requested IE in the SECURITY MODE COMMAND message. Therefore in EPS, if the UE has moved from a network node that does not support RACS, the MME can retrieve the UE radio capability ID from the UE via SECURITY MODE COMMAND message, and decides whether to re-assign a new UE radio capability ID based on existing mechanism.
Solution 2: the network always assigns the RACS ID when the network receives the registration request message from the UE that moves from a network node that does not support RACS

 Pros: no impact on UE side, synchronization can be guaranteed; could work well both in EPS and 5G. Reactivation of RACS can be achieved naturally.
Cons: the network need to decide whether the old network node support RACS or not.
2.1.3 SoIution 3- UE based solution
Solution 3 is UE based solution, which requires the UE to signal a valid RACS ID to the network in appropriate cases, for example:
a) during every mobility registration update procedure; which requires no complexity logic in the UE, but heavy signalling due to signal RACS ID in every mobility registration update procedure
b) when the UE moves to a new network node. The UE is not aware of whether the new network node supports RACS or not, therefore the scenarios can’t be further narrowed.
For both solution 3-a) and 3-b), the UE based solution can work well in 5G, and synchronization of RACS ID can be guaranteed. However due to the UE’s  sending of RACS ID is actually controlled by the network via security mode command message, the UE based solution can’t solve the issue in EPS without change of MME behaviour, which may requires a similar check logic in MME as in solution 2.
2.1.3 Conclusion
Based on the above analysis, the UE based solution labelled as solution 3 can’t solve the issue in EPS without the change of MME behaviour. The solution 1 can synchronize RACS ID well in EPS and 5G, with very simple logic and heavy signalling. The network based solution labelled as solution 2 can work well both in EPS and 5G with changes only in network side, and synchronization of RACS ID and reactivation of RACS can be achieved naturally. The comparison has been captured in the following table:
Table 1. Comparison of possible solutions

	
	Solve issues in 5G?
	Solve issues in LTE?
	Impact to UE
	Impact in the network

	Solution 1
	yes
	yes
	- Signalling RACS ID in every registration request message;

- Simple logic;

- Heavy signalling;
	- Signalling RACS ID in every registration accept message;

- Simple logic;

- Heavy signalling;

	Solution 2
	yes
	yes
	no
	- Signalling RACS ID when the network receives the registration request message from the UE that moves from a network node that does not support RACS;

- Check source node supporting RACS or not;



	Solution 3
	yes
	No, without changes on MME similar to solution 2
	- Signalling RACS ID when the UE moves to a new network node.
- Check whether it is moving to a new network node.


	no


Conclusion:
Considering the comparison in the above table, it is proposed to use network based solution as way forward to solve the unsynchronization of RACS ID issue.
3 Proposal

This contribution proposed to use network based solution as way forward to solve the unsynchronization of RACS ID issue. The source company has submitted related CRs in C1-196161 and C1-196162.
