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	TS 33.501 v16.0.0 states (text added by S3-193051):

----------------------

I.2
Authentication in standalone non-public networks
I.2.2 
EAP framework, selection of authentication method, and EAP method credentials

...

The UE and the serving network may support 5G AKA, EAP-AKA', or any other key-generating EAP authentication method. 

Selection of the authentication methods is dependent on NPN configuration.

...

----------------------

TS 24.501 subclause 5.4.1.2.2.2 describes how to select PLMN identity for SNN generation but does not describe how to select SNPN identity for SNN generation.
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***** change *****
5.4.1.2.2.2
Initiation
In order to initiate the EAP based primary authentication and key agreement procedure using EAP-AKA', the AUSF shall send an EAP-request/AKA'-challenge message as specified in IETF RFC 5448 [40]. The AUSF shall set the AT_KDF_INPUT attribute of the EAP-request/AKA'-challenge message to the SNN. The SNN is in format described in subclause 9.12.1. The AUSF may include AT_RESULT_IND attribute in the EAP-request/AKA'-challenge message.

The network shall select an ngKSI value. If an ngKSI is contained in an initial NAS message during a 5GMM procedure, the network shall select a different ngKSI value. The network shall send the selected ngKSI value to the UE along with each EAP message. The network shall send the ABBA value as described in subclause 9.11.3.10 to the UE along with the EAP request message and EAP-success message.
Upon receiving an EAP-request/AKA'-challenge message, the UE shall check whether the UE has a USIM, shall check the key derivation function indicated in AT_KDF attributes as specified in IETF RFC 5448 [40], and if the value of the Key derivation function field within the received AT_KDF attribute, is of value 1, shall check:

a)
whether the network name field of the AT_KDF_INPUT attribute is the SNN constructed according to subclause 9.12.1; and
b)
whether the network name field of the AT_KDF_INPUT attribute matches the PLMN identity or the SNPN identity saved in the UE.

When not operating in SNPN access mode, the PLMN identity the UE uses for the above network name check is as follows:

a)
when the UE moves from 5GMM-IDLE mode to 5GMM-CONNECTED mode, until the first handover, the UE shall use the PLMN identity of the selected PLMN; and

b)
after handover or inter-system change to N1 mode in 5GMM-CONNECTED mode:

1)
if the target cell is not a shared network cell, the UE shall use the PLMN identity received as part of the broadcast system information;

2)
if the target cell is a shared network cell and the UE has a valid 5G-GUTI, the UE shall use the PLMN identity that is part of the 5G-GUTI; and

3)
if the target cell is a shared network cell and the UE has a valid 4G-GUTI, but not a valid 5G-GUTI, the UE shall use the PLMN identity that is part of the 4G-GUTI.
When operating in SNPN access mode, the SNPN identity the UE uses for the above network name check is the SNPN identity of the selected SNPN.

