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Abstract of the contribution: Cases when current signalling of RACS ID from UE to network is not sufficient are identified and discussion of solutions is proposed.
1. Introduction

NAS needs to support signaling of a RACS ID from the UE to the network to indicate the current radio capability configuration of the UE. This paper discusses in what cases RACS ID signaling may be needed from a stage 3 perspective.
2. Discussion
2.1 Overview
A RACS ID is used to identify UE radio capability information shared between the network and the UE to avoid repeated signaling of UE radio capability information over the air. RACS can be supported in both 5GS and EPS.
Stage 2 (23.501/23.401) specifies two main cases when the UE includes a valid RACS ID in NAS signaling:

1. At initial registration/attach; and

2. When the UE needs to signal a different RACS ID than the last signaled RACS ID.

At initial registration the RACS ID in use is stored by the network in the UE context (MME/AMF) and at inter-MME/inter-AMF mobility, the RACS supporting CN functions signal the UE context including the RACS ID from source to target.

In cases when the UE needs to update the used RACS ID, e.g. at change of UE radio capability configuration or at inter-PLMN mobility, the UE triggers TAU/mobility registration including the new RACS ID.

Observation 1: Following stage 2, the UE only needs to signal a valid RACS ID at initial registration and when changing the valid RACS ID. At mobility, the valid RACS ID is forwarded in the UE context between CN functions.
2.2 RACS support
2.2.1 RACS support, general

RACS is an optional feature introduced in Rel-16. Even if PLMN-wide support in a network would seem to be the most efficient way to use RACS, a mix of RACS supporting and RACS non-supporting CN functions is possible. Stage 2 assumes MME/AMF peer RACS support is known via configuration. Non-PLMN wide RACS support can be considered in e.g. roll-out scenarios, mixed vendor networks and function variation in EPS vs 5GS.
A UE supporting RACS indicates this support in initial registration/attach and mobility registration/mobility TAU, but the UE is not aware of the MME/AMF RACS support when these procedures are triggered. Further, in the normal successful case when a UE signaled valid RACS ID is known by the network and accepted, there is no explicit indication of this back to the UE.
The consequence of the above in combination with observation 1 is that a UE will not repeat signaling of a valid RACS ID at mobility across a PLMN, even if there is a mix of RACS supporting and RACS non-supporting MMEs/AMFs.
2.2.2 RACS support, 5GS

In 5GS Rel-15, UE radio capabilities are part of the UE context and passed between AMFs. This means that at mobility from a RACS supporting AMF to a RACS non-supporting AMF the source AMF is expected to know that the target AMF does not support RACS and can include the full UE radio capabilities in the UE context and the target AMF does not need to retrieve this information via RAN over the air. RACS is no longer in use in the network, but there is no additional signaling.
In the other direction, at mobility from a RACS non-supporting AMF to a RACS supporting AMF the source AMF will include the full UE radio capabilities to the target AMF. The target AMF will not get a RACS ID from the UE but could retrieve the RACS ID corresponding to the received UE radio capabilities, if known in the network (or allocate a new RACS ID). The target AMF knows that the UE supports RACS but does not know if the UE and network share the same RACS ID, or even if the RACS ID used in the network was previously assigned to the UE or not.
Observation 2: At mobility from a RACS non-supporting AMF to a RACS supporting AMF, synchronization of the used RACS ID can be lost between UE and network.

To secure that RACS ID synchronization is not lost between the UE and the network, several solutions are possible, e.g.:
1) Include the valid RACS ID in mobility registration request;

2) Request the UE to provide its valid RACS ID in applicable cases; or

3) Include the valid RACS ID in mobility registration accept in applicable cases.

Proposal 1: It is proposed to discuss whether a solution is needed for possible loss of RACS ID synchronization in 5GS and what solution is preferred.

2.2.2 RACS support, EPS
In EPS not supporting RACS, UE radio capabilities are not passed between MMEs but retrieved by the individual MME via RAN over the air. This means that at mobility from a RACS supporting MME to a RACS non-supporting MME, the target MME will retrieve the UE radio capabilities from the UE via RAN. RACS is no longer in use in the network but compared to legacy there is no additional signaling.

In the other direction, at mobility from a RACS non-supporting MME to a RACS supporting MME, RACS will not be in use and the target MME will get neither a valid RACS ID nor UE radio capabilities from the source MME. The target AMF will not get a RACS ID from the UE. The target AMF knows that the UE supports RACS but does not know if the UE has a valid RACS ID.

Observation 3: At mobility from a RACS non-supporting MME to a RACS supporting MME RACS is deactivated and further action is needed to (re-)activate RACS.
To secure that RACS is (re-) activated between the UE and the network, several solutions are possible, e.g.:

1) Retrieve UE radio capabilities via RAN and find a valid RACS ID known in the network (possible loss of RACS ID synchronization);

2) Include the valid RACS ID in mobility registration request; or
3) Request the UE to provide its valid RACS ID in applicable cases.
Proposal 2: It is proposed to discuss whether a solution is needed for (re-)activation of RACS in EPS and what solution is preferred.

2.2.2 RACS support, IWK
At 5GS-EPS IWK the same principle issues as intra-system mobility between RACS supporting and RACS non-supporting network functions apply. It might however be a more common deployment to use RACS in one system and not the other, e.g. in 5GS and not in EPS.
Proposal 3: It is proposed to discuss whether a solution is needed for (re-)activation of RACS at IWK and what solution is preferred.

3. Proposal

As discussed above, there are cases when RACS ID synchronization can be lost between UE and network, and cases when RACS is deactivated without (re-)activation at mobility to a RACS supporting system. The following proposals are made:
Proposal 1: It is proposed to discuss whether a solution is needed for possible loss of RACS ID synchronization in 5GS and what solution is preferred.

Proposal 2: It is proposed to discuss whether a solution is needed for (re-)activation of RACS in EPS and what solution is preferred.

Proposal 3: It is proposed to discuss whether a solution is needed for (re-)activation of RACS at IWK and what solution is preferred.

The authors of this paper are happy to prepare and provide CRs to CT1#120 to introduce solutions for the above issues.

