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1 Abstract

This document discussses how to structure the NID values.
2. Discussion
2.1 stage-2 requirements
TS 23.501 states:

------------------

The NID shall support two assignment models:

-
Locally managed NIDs are assumed to be self-managed by SNPNs (i.e. chosen individually by SNPNs) at deployment time (and may therefore not be unique) but use a different numbering space than the universally managed NIDs as defined in TS 23.003 [19].

-
Universally managed NIDs are assumed to be globally unique.

NOTE 2:
Which legal entities manage the number space is beyond the scope of this specification.

------------------
Stage-2 requires two different types of a NID - a Locally managed NID and a Universally managed NID. In order to avoid conflicts between (a) a self-generated Locally managed NID and (b) a Universally managed NID, 3GPP needs to define which bit(s) in a NID indicate whether a NID is a Locally managed NID or a Universally managed NID.

Proposal-1: 3GPP defines which bit(s) in a NID indicate whether a NID is a Locally managed NID or a Universally managed NID.

Stage-2 does not state which legal entity assigns Universally managed NIDs. It is possible that two legal entities declare themselves to be responsible for assignment of Universally managed NIDs and provide the same NID value to different SNPN service providers.
Proposal-2: 3GPP defines how to obtain a Universally managed NID.

In order to enable quick deployment of SNPNs, assignment of a NID should be a simple as possible. This can be achieved by a Universally managed NID including a unique identifier identifying an organization of the service provider (assigned by a registration authority) and including some bits identifying a particular SNPN within the service provider (assigned by the service provider itself):

Proposal-3: 3GPP defines that a Universally managed NID contains:

-
a unique identifier identifying an organization of the service provider, assigned by a registration authority; and

-
some bits identifying an SNPN within the service provider, assigned by the service provider itself.

Based on the above, NIDs can be structured as in Figure-1 and Figure-2.
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Figure 1: Locally managed NID
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Figure 2: Universally managed NID.
NOTE 1:
Semantic of NIDs with 10B in bits 2 and 1 of octet 5 would be unassigned and left for future use.

3GPP can use one of the following existing unique identifiers identifying an organization.

-
an IANA assigned private enterprise number (see https://www.iana.org/assignments/enterprise-numbers/enterprise-numbers) of 32 bits length; or
-
an IEEE assigned OUI (see http://standards-oui.ieee.org/oui.txt) of 24 bits length;
or 3GPP can specify own registry of unique identifiers identifying organizations.
Proposal-3:
Discuss which registry of unique identifiers identifying organizations to use.
4. Proposal

It is proposed to discuss the above and select a CT1 preferred way on how to structure a NID.
It is proposed to send an LS to SA2, RAN2 and CT4, asking them to confirm that CT1 preferred way on how to structure NID is OK.
