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	It is specified that the UE can indicate the maximum number of packet filters that can be supported for a PDU session in the Maximum number of supported packet filters IE of the PDU SESSION ESTABLISHMENT REQUEST message and the PDU SESSION MODIFICATION REQUEST message.
In section 6.4.2.2, for the PDU SESSION MODIFICATION REQUESTmessage, it is only specified that “For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, and the UE supports more than 16 packet filters for this PDU session, the UE shall indicate the maximum number of packet filters supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message.”
However, the software and hardware resources for the packet filters in the UE could be shared among different PDU sessions. This means, 
If there are few established PDU sessions, the maximum number of packet filters that can be supported for each PDU session could be large; and if there are many established PDU sessions, the maximum number of packet filters that can be supported for each PDU session could be small.
So, the UE has the needs to dynamically notify the network of the maximum number of packet filters that can be supported for each PDU session.
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[bookmark: _Toc533172080]***** Next change *****
6.3.2.2	Network-requested PDU session modification procedure initiation
In order to initiate the network-requested PDU session modification procedure, the SMF shall create a PDU SESSION MODIFICATION COMMAND message.
If the authorized QoS rules of the PDU session is modified or is marked as to be synchronised with the UE, the SMF shall set the authorized QoS rules IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS rules of the PDU session. The SMF shall ensure that the number of the packet filters used in the authorized QoS rules of the PDU Session does not exceed the maximum number of packet filters supported by the UE for the PDU session. The SMF may bind service data flows for which the UE has requested traffic segregation to a dedicated QoS flow for the PDU session, if possible. Otherwise the SMF may bind the service data flows to an existing QoS flow. The SMF shall use only one dedicated QoS flow for traffic segregation. If the UE has requested traffic segregation for multiple service data flows with different QoS handling, the SMF shall bind all these service data flows to a single QoS flow. If the SMF allows traffic segregation for service data flows in a QoS rule, then the SMF shall create a new authorized QoS rule for these service data flows and shall delete packet filters corresponding to these service data flows from the other authorized QoS rules.
[bookmark: _GoBack]If the authorized QoS flow descriptions of the PDU session is modified or is marked as to be synchronised with the UE, the SMF shall set the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS flow descriptions of the PDU session.
If SMF creates a new authorized QoS rule for a new QoS flow, then SMF shall include the authorized QoS flow description for that QoS flow in the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message, if:
a)	the newly created authorized QoS rules is for a new GBR QoS flow;
b)	the QFI of the new QoS flow is not the same as the 5QI of the QoS flow identified by the QFI; or
c)	the new QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.2 of 3GPP TS 23.502 [9].
If the session-AMBR of the PDU session is modified, the SMF shall set the selected Session-AMBR IE of the PDU SESSION MODIFICATION COMMAND message to the session-AMBR of the PDU session.
If interworking with EPS is supported for the PDU session and if the mapped EPS bearer contexts of the PDU session is modified, the SMF shall set the mapped EPS bearer contexts IE of the PDU SESSION MODIFICATION COMMAND message to the mapped EPS bearer contexts of the PDU session. If the association between a QoS flow and the mapped EPS bearer context is changed, the SMF shall set the EPS bearer identity parameter in authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message to the new EPS bearer identity associated with the QoS flow.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the PDU SESSION MODIFICATION REQUEST message includes a 5GSM capability IE, the SMF shall:
a)	if the RQoS bit is set to:
1)	"Reflective QoS supported", consider that the UE supports reflective QoS for this PDU session; or
2)	"Reflective QoS not supported", consider that the UE does not support reflective QoS for this PDU session; and;
b)	if the MH6-PDU bit is set to:
1)	"Multi-homed IPv6 PDU session supported", consider that this PDU session is supported to use multiple IPv6 prefixes; or 
2)	"Multi-homed IPv6 PDU session not supported", consider that this PDU session is not supported to use multiple IPv6 prefixes.
If the SMF considers that reflective QoS is supported for QoS flows belonging to this PDU session, the SMF may include the RQ timer IE set to an RQ timer value in the PDU SESSION MODIFICATION COMMAND message.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and the PDU SESSION MODIFICATION REQUEST message includes a Maximum number of supported packet filters IE, :
-    if there is no stored maximum number of supported packet filters for this PDU session,
-     the SMF shall consider this number as the maximum number of packet filters that can be supported by the UE for this PDU session. 
-   Otherwise,
-    the SMF shall update the stored maximum number of supported packet filter for the PDU session with this number. The SMF shall ensure that the number of the packet filters used in the authorized QoS rules of the PDU Session does not exceed the maximum number of packet filters supported by the UE for the PDU session.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet", the PDU SESSION MODIFICATION REQUEST message does not include a Maximum number of supported packet filters IE:
-    if there is no stored maximum number of supported packet filters for this PDU session,
-    Otherwise the SMF considers that the UE supports 16 packet filters for this PDU session.
-    Otherwise,
-    the SMF shall consider the stored maximum number of supported packet filters for this PDU session does not change.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall consider that the maximum data rate per UE for user-plane integrity protection supported by the UE for uplink and the maximum data rate per UE for user-plane integrity protection supported by the UE for downlink are valid for the lifetime of the PDU session.
For a PDN connection established when in S1 mode, upon the first inter-system change from S1 mode to N1 mode, if the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure and the SMF determines, based on local policies or configurations in the SMF and the Always-on PDU session requested IE in the PDU SESSION MODIFICATION REQUEST message (if available), that either:
a)	the requested PDU session needs to be an always-on PDU session, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session required"; or
b)	the requested PDU session shall not be an always-on PDU session and:
i)	if the UE included the Always-on PDU session requested IE, the SMF shall include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message and shall set the value to "Always-on PDU session not allowed"; or
ii)	if the UE did not include the Always-on PDU session requested IE, the SMF shall not include the Always-on PDU session indication IE in the PDU SESSION MODIFICATION COMMAND message.
If the value of the RQ timer is set to "deactivated" or has a value of zero, the UE considers that RQoS is not applied for this PDU session and remove the derived QoS rule(s) associated with the PDU session, if any.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to the PTI of the PDU SESSION MODIFICATION REQUEST message received as part of the UE-requested PDU session modification procedure.
If the network-requested PDU session modification procedure is not triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to "No procedure transaction identity assigned".
If the selected SSC mode of the PDU session is "SSC mode 3" and the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the SMF shall include 5GSM cause #39 "reactivation requested" , in the PDU SESSION MODIFICATION COMMAND message, and may include the PDU session address lifetime in a PDU session address lifetime PCO parameter in the Extended protocol configuration options IE of the PDU SESSION MODIFICATION COMMAND message.
The SMF shall send the PDU SESSION MODIFICATION COMMAND message, and the SMF shall start timer T3591 (see example in figure 6.3.2.2.1).
NOTE:	If the SMF requests the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [9], the reallocation requested indication indicating whether the SMF is to be reallocated or the SMF is to be reused is provided to the AMF.


Figure 6.3.2.2.1: Network-requested PDU session modification procedure


***** Next change *****
[bookmark: _Toc533172103]6.4.2.2	UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to the allocated PTI value.
The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session.
The UE shall not perform the UE-requested PDU session modification procedure for a PDU session for LADN when the UE is located outside the LADN service area.
If the UE requests a specific QoS handling, the UE shall include the requested QoS rules IE indicating requested QoS rules and the requested QoS flow descriptions IE indicating requested QoS flow descriptions for the specific QoS handling. The QoS rules IE includes the packet filters which describe the service data flows requested by the UE. The specific QoS parameters requested by the UE is specified in the QoS flow descriptions IE. If the UE requests the network to bind specific service data flows to a dedicated QoS flow, the UE shall create a new QoS rule by setting the rule operation code to "Create new QoS rule" and shall set the segregation bit to "Segregation requested" for the corresponding QoS rule in the QoS rules IE. The UE shall set the QRI values to "no QoS rule identifier assigned" in the requested QoS rules IE, if the QoS rules are newly created; otherwise, the UE shall set the QRI values to those of the existing QoS rules for which the specific QoS handling applies. The UE shall set the QFI values to "no QoS flow identifier assigned" in the requested QoS flow descriptions IE, if the QoS flow descriptions are newly created; otherwise, the UE shall set the QFI values to the QFIs of the existing QoS flow descriptions for which the specific QoS handling applies.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, and: 
a)	the UE is performing the PDU session modification procedure to indicate the support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; or
b)	the UE is performing the PDU session modification procedure to indicate that reflective QoS is not supported, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure to revoke the previously indicated support of reflective QoS, the UE shall set the RQoS bit to "Reflective QoS not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message. The UE shall not indicate support for reflective QoS for this PDU Session for the remaining lifetime of the PDU Session.
NOTE:	The determination to revoke the usage of reflective QoS by the UE for a PDU session is implementation dependent.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv6" or "IPv4v6" PDU session type, and:
a)	the UE is performing the PDU session modification procedure to indicate the support of Multi-homed IPv6 PDU session, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message; or
b)	the UE is performing the PDU session modification procedure to indicate that Multi-homed IPv6 PDU session is not supported, the UE shall set the MH6-PDU bit to "Multi-homed IPv6 PDU session not supported" in the 5GSM capability IE of the PDU SESSION MODIFICATION REQUEST message.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the PDU session is of "IPv4", "IPv6", "IPv4v6", or "Ethernet" PDU session type, and the UE supports more than 16 packet filters for this PDU session, the UE shall indicate the maximum number of packet filters supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message.
If the UE want to change the maximum number of packet filters that can be supported, the UE shall indicate the new maximum number of packet filters supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message. The UE should ensure that the number of the packet filters being used for the PDU Session does not exceed the new maximum number of packet filters supported for the PDU session.
If the UE want to change the maximum number of packet filter that can be supported, the UE shall indicate the new maximum number of packet filters supported for the PDU session in the Maximum number of supported packet filters IE of the PDU SESSION MODIFICATION REQUEST message. The UE should ensure that the number of the packet filters being used for the PDU Session does not exceed the new maximum number of packet filters supported for the PDU session.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface, the UE shall include the Integrity protection maximum data rate IE in the PDU SESSION MODIFICATION REQUEST message.
If the UE is performing the PDU session modification procedure to request the deletion of a non-default QoS rule due to errors in QoS operations or packet filters, the UE shall include the 5GSM cause IE in the PDU SESSION MODIFICATION REQUEST message as described in subclause 6.4.1.3.
Even if the timer T3396, T3584, or T3585 is running or is deactivated, the UE shall indicate a change of 3GPP PS data off UE status associated to a PDU session, by including the extended protocol configuration options IE in the PDU SESSION MODIFICATION REQUEST message and setting the 3GPP PS data off UE status.
For a PDN connection established when in S1 mode, after the first inter-system change from S1 mode to N1 mode, if the UE is operating in single-registration mode in the network supporting N26 interface and the UE requests the PDU session to be an always-on PDU session in the 5GS, the UE shall include the Always-on PDU session requested IE and set the value of the IE to "Always-on PDU session requested" in the PDU SESSION MODIFICATION REQUEST message.
The UE shall transport the PDU SESSION MODIFICATION REQUEST message, the PDU session ID, and the request type set to "modification request", using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3581 (see example in figure 6.4.2.2.1).

[bookmark: _Toc533172353]***** Next change *****
8.3.7.4	Maximum number of supported packet filters
This IE shall be included in the message when the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet"; in one of the following cases:
-    the UE can support more than 16 packet filters for this PDU session, and the UE is sending the message after an inter-system change from S1 mode to N1 mode.
-    the UE wants to change the value of maximum number of supported packet filters which has been indicated to the network before.
***** Next change *****
[bookmark: _Toc533172497]9.11.4.9	Maximum number of supported packet filters
The purpose of the Maximum number of supported packet filters information element is for the UE to indicate to the network the maximum number of packet filters, associated with signaled QoS rules, that can be supported by the UE for the PDU session that is being established, when the PDU session type "IPv4", "IPv6", "IPv4v6" or "Ethernet".
The Maximum number of supported packet filters is coded as shown in figure 9.11.4.9.1 and table 9.11.4.9.1.
The Maximum number of supported packet filters is a type 3 information element with a length of 3 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Maximum number of supported packet filters IEI
	octet 1

	Maximum number of supported packet filters
	octet 2

	Maximum number of supported packet filters (continued)
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	octet 3


Figure 9.11.4.9.1: Maximum number of supported packet filters information element
Table 9.11.4.9.1: Maximum number of supported packet filters information element
	Maximum number of supported packet filters (octet 2 to 3)

	
In the Maximum number of supported packet filters field bit 8 of the first octet is the most significant bit and bit 6 of second octet is the least significant bit. Bit 5 to bit 1 of the second octet are spare bits and shall be coded as zero.
If the UE wants to change the value of maximum number of supported packet filters as described in subclause 8.3.7.4,
-   the number of supported packet filters shall be in the range of 16 to 1024;
Otherwise,
-   Thethe number of supported packet filters shall be in the range of 17 to 1024. 
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