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1. Introduction
This contributions introduces some changes that are slightly more than editorial.
2. Reason for Change
Changes:
-
First change: there are two 113.2.2 subclauses, the second should be 113.2.3
-
Second change: 106.3.2.1.6A remove the 'A'

-
Third change: remove "first-to-answer" from titles in 111.1
-
Fourth change: add "10" in front of "4.4.2", it's an internal subclause, in 111.1.1.2.1.2
-
Fifth change: fixes subclause number and title of 113.2.3.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-051.
* * * First Change * * * *
113.2.3
Location reporting configuration

Procedures for requesting participants homed in the IWF to report location information are out of scope of the current document.
* * * Second Change * * * *
106.3.2.1.6
IWF sending a SIP BYE request

When the IWF is ending participation in an MCPTT session and decides to send a SIP BYE request, the IWF:

1)
shall interact with the media plane as specified in subclause 6.4 in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request as specified in 3GPP TS 24.229 [4];

3)
shall set the Request-URI to the MCPTT session identity of the MCPTT session;

4)
shall set the P-Asserted-Identity header field of the outgoing SIP BYE request to the public service identity of the IWF;

5)
may insert an application/vnd.3gpp.mcptt-info+xml MIME body into the outgoing SIP BYE request; and

6)
shall send the SIP BYE request toward the controlling MCPTT function, according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BYE request the IWF should complete any further actions necessary to dissociate the LMR user from the MCPTT session and shall interact with the media plane to release any resources as specified in subclause 6.4 in 3GPP TS 24.380 [5] for releasing media plane resources associated with the SIP session with the controlling MCPTT function.

* * * Third Change * * * *
111
Private call call control

111.1
On-network private call 
111.1.1
Private call with floor control 
111.1.1.2.1.1
Originating procedures
* * * Fourth Change * * * *
111.1.1.2.1.2
IWF terminating procedures

This subclause is referenced from other procedures.
The IWF performing the participating role:

1)
may reject the SIP INVITE request for any other reason outside the scope of this specification otherwise, continue with the rest of the steps.

2)
if the SIP INVITE request is rejected in step 1), shall respond toward the controlling MCPTT function either with appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response and skip the rest of the steps of this subclause;

3)
if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

c)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;

4)
if the SDP offer of the SIP INVITE request contains an "a=key-mgmt" attribute field with a "mikey" attribute value containing a MIKEY-SAKKE I_MESSAGE:

a)
shall extract the MCPTT ID of the originating MCPTT from the initiator field (IDRi) of the I_MESSAGE as described in 3GPP TS 33.180 [78];

b)
shall convert the MCPTT ID to a UID as described in 3GPP TS 33.180 [78];

c)
shall use the UID to validate the signature of the MIKEY-SAKKE I_MESSAGE as described in 3GPP TS 33.180 [78];

d)
if authentication verification of the MIKEY-SAKKE I_MESSAGE fails, shall reject the SIP INVITE request with a SIP 488 (Not Acceptable Here) response as specified in IETF RFC 4567 [47], and include warning text set to "136 authentication of the MIKEY-SAKE I_MESSAGE failed" in a Warning header field as specified in subclause 104.4; and

e)
if the signature of the MIKEY-SAKKE I_MESSAGE was successfully validated:

i)
shall extract and decrypt the encapsulated PCK using the terminating user's (KMS provisioned) UID key as described in 3GPP TS 33.180 [78]; and

ii)
shall extract the PCK-ID, from the payload as specified in 3GPP TS 33.180 [78];

NOTE:
With the PCK successfully shared between the originating and the terminating parties, the IWF and the MCPTT client are able to use SRTP/SRTCP to create a secure session.
5)
shall perform the automatic commencement procedures specified in subclause 106.2.3.1.1 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the IWF is configured for automatic commencement mode for the user receiving the call;

c)
SIP INVITE request contains a Priv-Answer-Mode header field with the value of "Auto" and the IWF is able to process an automatic commencement; and

6)
shall perform the manual commencement procedures specified in subclause 106.2.3.2.1 if either of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the IWF is configured for manual commencement mode for the user receiving the call;

b)
SIP INVITE request contains a Priv-Answer-Mode header field with the value of "Manual" and the IWF is able to process a manual commencement.

Upon receiving the SIP CANCEL request cancelling a SIP INVITE request for which a dialog exists at the IWF performing the participating role and a SIP 200 (OK) response has not yet been sent to the SIP INVITE request then the IWF performing the participating role:

1)
shall send a SIP 200 (OK) response to the SIP CANCEL request according to 3GPP TS 24.229 [4]; and

2)
shall send a SIP 487 (Request Terminated) response to the SIP INVITE request according to 3GPP TS 24.229 [4].

Upon receiving a SIP BYE request for an established dialog, the IWF performing the participating role:

1)
shall follow the procedures in subclause 111.1.4.2.

* * * Fourth Change * * * *
113.2.3
Location reporting request
Procedures for requesting participants homed in the IWF to report location information are out of scope of the current document.
