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1. Introduction
2. Reason for Change
Change
1)
fix numbering, 106.3.3.1.1 should be to the existing TS
2) 
-
106.3.3.1.1.20 should be to the existing TS (2 instances)

-
106.3.3.1.1.11 should be to the existing TS (6 instances)

3)
106.3.5.2 should be 6.3.5.2
4)
6.6.2.3 should be to the existing TS. The IWF role need not be mentioned, it can be any.
Revision 1:

-
added reference to TS 24.379 in step 4 of 3rd change
-
removed 10 from two references

-
fixed hard spaces

-
added "3GPP" in front of one reference

3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-051.
* * * First Change * * * *

111.1.1.4.1
Originating procedures

Editor's Note:
Terminating procedures for IWF performing the controlling role are needed.

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the IWF performing the controlling role.
The IWF performing the controlling role:

1)
shall generate a SIP INVITE request as specified in subclause 106.3.3.1.2;
2)
shall set the <mcptt-calling-user-id> to the calling user's MCPTT ID in the outgoing SIP INVITE;
3)
if the received SIP INVITE request contains an authorised request for an MCPTT emergency private call as determined by subclause 6.3.3.1.13.2:

a)
shall set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true";
b)
if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 106.3.3.1.13.1, perform the procedures specified in subclause 106.3.3.1.12; and

c)
if the received SIP INVITE request did not contain an alert indication or contains an alert indication set to a value of "true" and is not an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false";
4)
shall copy the MCPTT ID of the called MCPTT user into the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;
5)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited;
NOTE 1:
How the IWF performing the controlling role finds the address of the terminating MCPTT participating function is out of the scope of the current release.
NOTE 2:
The terminating MCPTT user is part of a partner MCPTT system, therefore the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
6)
shall include a Resource-Priority header field populated with the values for an MCPTT emergency private call as specified in subclause 106.3.3.1.19, if either of the following conditions is met:

a)
if the request is for an MCPTT emergency private call as determined in step 2 above; or

b)
the originating user homed in the IWF is in an in-progress emergency private call state with the targeted MCPTT user;
7)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 106.2.1 and with a media stream of the offered media-floor control entity and according to the procedures specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.1 with the IWF acting as the controlling MCPTT function;
8)
shall send the SIP INVITE request towards the core network according to 3GPP TS 24.229 [4]; and

9)
shall start a private call timer with a value set to the configured max private call duration for the user.
Upon receiving SIP 200 (OK) response for the SIP INVITE request the IWF performing the controlling role:

1)
shall cache the contact received in the Contact header field; and
2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
Upon expiry of the private call timer, the IWF performing the controlling role shall follow the procedure for releasing private call session as specified in subclause 111.1.4.4.
* * * Second Change * * * *

112.1.3.2
Handling of a SIP MESSAGE request for emergency alert cancellation

Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCPTT function" containing an application/vnd.3gpp.mcptt-info+xml MIME body with the <alert-ind> element set to a value of "false", the IWF performing the controlling role:

1)
if the received SIP MESSAGE request is an unauthorised request for an MCPTT emergency alert cancellation as specified in subclause 106.3.3.1.13.1:

a)
and if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 106.3.3.1.13.4, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:

i)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcptt-info+xml MIME body as specified in 3GPP TS 24.379 [81] clause F.1 with the <mcpttinfo> element containing the <mcptt-Params> element with the <alert-ind> element set to a value of "true";

ii)
if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcpttinfo> element set to a value of "false" and if the in-progress emergency state of the group is set to a value of "true" and this is an unauthorised request for an MCPTT emergency call cancellation as determined in step i) above, shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP 403 (Forbidden) response; and

iii)
shall send the SIP 403 (Forbidden) response according to rules and procedures of 3GPP TS 24.229 [4] and skip the rest of the steps; and

b)
and if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation as specified in 3GPP TS 24.379 [81] subclause 106.3.3.1.13.4 and the in-progress emergency state of the MCPTT group is set to a value of "true":

i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
shall clear the cache of the MCPTT ID of the MCPTT user that triggered the setting of the in-progress emergency state of the MCPTT group to "true";
iii)
shall generate SIP re-INVITE request to the other affiliated and joined members of the MCPTT group as specified in subclause 106.3.3.1.6. The IWF performing the controlling role:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request shall interact with the media plane as specified in 3GPP TS 24.380 [5];

iv)
for each of the affiliated but not joined members of the group:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11 with the IWF acting as the controlling MCPTT function;
B)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request; and

C)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

v)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
vi)
shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;

vii)
shall generate a SIP MESSAGE request as described in 3GPP TS 24.379 [81], subclause 6.3.3.1.20, with the IWF acting as the controlling MCPTT function to indicate successful receipt of the request for emergency alert cancellation

viii)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP MESSAGE request:

A)
the <alert-ind> element set to a value of "true";

B)
the <alert-ind-rcvd> element set to a value of true;
C)
the <emergency-ind> element set to a value of "false"; and

D)
the <mcptt-client-id> element with the MCPTT client ID that was included in the incoming SIP MESSAGE request; and
ix)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4]; and
2)
if the received SIP MESSAGE request is an authorised request for an MCPTT emergency alert cancellation as specified in subclause 106.3.3.1.13.1:

a)
if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall clear the cache of the MCPTT ID of the MCPTT user identified by the <originated-by> element as having an outstanding MCPTT emergency alert;
b)
if the received SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, clear the cache of the MCPTT ID of the sender of the SIP MESSAGE request as having an outstanding MCPTT emergency alert;
Editor’s Note:
Handling of states in the IWF requires further study.
c)
if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 106.3.3.1.13.4, for each of the affiliated but not joined members of the group:
i)
shall generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency alert as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11 with the IWF acting as the controlling MCPTT function;

ii)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request;

iii)
if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;
iv)
shall include an <alert-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request; and

v)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];

d)
if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation as specified in subclause 106.3.3.1.13.4 and the in-progress emergency state of the MCPTT group is set to a value of "true":
i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
cache the information that the MCPTT user has cancelled the outstanding in-progress emergency state of the group;
iii)
shall generate SIP re-INVITES requests to the other affiliated and joined members of the MCPTT group as specified in subclause 106.3.3.1.6. The MCPTT controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

iv)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11 with the IWF acting as the controlling MCPTT function;
B)
include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the value of the <mcptt-calling-user-id> element in the received SIP MESSAGE request;

C)
if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

D)
include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to a value of "false"; and

E)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

e)
shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
f)
shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4].

g)
shall generate a SIP MESSAGE request as described in 3GPP TS 24.379 [81], subclause 6.3.3.1.20, with the IWF acting as the controlling MCPTT function to indicate successful receipt of the request for emergency alert cancellation;

h)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body, the <alert-ind> element set to a value of "false" and the <alert-ind-rcvd> set to "true";

i)
shall populate the <mcptt-client-id> element with the MCPTT client ID that was included in the incoming SIP MESSAGE request;
j)
if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcpttinfo> element set to a value of "false":

i)
if this is an authorised request for an MCPTT emergency call cancellation as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.13.4, shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request; and

B)
otherwise, if this is an unauthorised request for an MCPTT emergency call cancellation as specified in subclause 106.3.3.1.13.4, and the in-progress emergency state of the group is set to a value of "true", shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request; and

k)
shall send the SIP MESSAGE request according to the rules and procedures of 3GPP TS 24.229 [4].

Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the IWF performing the controlling role shall follow the procedures specified in 3GPP TS 24.229 [4].

If the IWF performing the controlling role needs to generate a SIP MESSAGE for emergency alert cancellation, the IWF performing the controlling role:

1)
if the request for emergency alert a cancellation is an unauthorised request for an MCPTT emergency alert cancellation:

a)
and if the request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation, shall skip the rest of the steps; and

b)
if the request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation and the in-progress emergency state of the MCPTT group is set to a value of "true":

Editor’s Note:
it is FFS how the IWF determines the in-progress emergency state of the MCPTT group.
i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
shall generate SIP re-INVITE requests to the other affiliated and joined members of the MCPTT group as specified in subclause 106.3.3.1.6. The IWF performing the controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE shall interact with the media plane as specified in 3GPP TS 24.380 [5];

iii)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11 with the IWF acting as the controlling MCPTT function;
B)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to the MCPTT ID of the user homed in the IWF; and

C)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

Editor’s Note:
the need for sending of MESSAGE described in steps above requires further study. 
2)
if the request is an authorised request for an MCPTT emergency alert cancellation:

a)
if the request does not contain an <emergency-ind> element or is an unauthorised request for an MCPTT emergency call cancellation, for each of the affiliated but not joined members of the group:
i)
shall generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency alert as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11 with the IWF acting as the controlling MCPTT function;

ii)
shall include an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request set to the MCPTT ID of the user homed in the IWF;
iii)
shall include an <alert-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request; and

iv)
shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];

b)
if the request contains an <emergency-ind> element and is an authorised request for an MCPTT emergency call cancellation.4 and the in-progress emergency state of the MCPTT group is set to a value of "true":
i)
shall set the in-progress emergency state of the group to a value of "false";
ii)
cache the information that the MCPTT user has cancelled the outstanding in-progress emergency state of the group;
iii)
shall generate SIP re-INVITES requests to the other affiliated and joined members of the MCPTT group as specified in subclause 106.3.3.1.6. The IWF performing the controlling function:
A)
for each affiliated and joined member shall send the SIP re-INVITE request towards the MCPTT client as specified in 3GPP TS 24.229 [4]; and

B)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

iv)
for each of the affiliated but not joined members of the group shall:
A)
generate a SIP MESSAGE request notification of the cancellation of the MCPTT user's emergency call as specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.11 with the IWF acting as the controlling MCPTT function;
B)
include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-calling-user-id> element set to MCPTT ID of the user home in the IWF;

C)
include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to a value of "false"; and

D)
shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

c)
if this is an unauthorised request for an MCPTT emergency call cancellation, and the in-progress emergency state of the group is set to a value of "true", shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP MESSAGE request; and

d)
shall send the SIP MESSAGE requests according to the rules and procedures of 3GPP TS 24.229 [4].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the IWF performing the controlling role shall follow the procedures specified in 3GPP TS 24.229 [4].

* * * Third Change * * * *
110.1.1.5.5
Initiating a temporary group session

Upon receiving a "SIP INVITE request for controlling MCPTT function of an MCPTT group" when a prearranged group session is not ongoing, the IWF performing the non-controlling role shall:

NOTE 1:
The difference between a "SIP INVITE request for controlling MCPTT function of an MCPTT group" and a "SIP INVITE request for non-controlling MCPTT function of an MCPTT group" is that the latter SIP INVITE request contains the isfocus media feature tag in the Contact header field.
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The IWF performing the non-controlling role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall determine if the media parameters are acceptable and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

4)
shall retrieve the group document from the group management server for the MCPTT group ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request and carry out initial processing as specified in 3GPP TS 24.379 [81], subclause 6.3.5.2, with the IWF acting as the non-controlling MCPTT function, and continue with the rest of the steps if the checks in 3GPP TS 24.379 [81], subclause 6.3.5.2 succeed;

NOTE 2:
If the checks are not successful, the SIP response to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" is already sent in 3GPP TS 24.379 [81], subclause 6.3.5.2, with the IWF acting as the controlling MCPTT function.

5)
shall cache the content of the SIP INVITE request;

6)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

7)
shall authorize the MCPTT user in the <mcptt-calling-user-id> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the "SIP INVITE request for controlling MCPTT function of an MCPTT group" as specified in 3GPP TS 24.379 [81], subclause 6.3.5.4, with the IWF acting as the non-controlling MCPTT function, if the MCPTT user is unauthorized to initiated a pre-arranged group session the IWF performing the non-controlling role shall send a SIP 403 (Forbidden) response with the warning text set to "119 user is not authorised to initiate the group call" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4.

8)
shall generate a SIP INVITE request to the controlling MCPTT function as specified in subclause 106.3.4.1.4; and

9)
shall send the SIP INVITE request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the SIP INVITE request sent to the controlling MCPTT function as specified above, the IWF performing the non-controlling role:

1)
shall send the SIP ACK request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4];

2)
shall generate a SIP 200 (OK) to the "SIP INVITE request for controlling MCPTT function of an MCPTT group" as specified in 3GPP TS 24.229 populated as follows:

a)
shall include an SDP answer as specified in subclause 106.3.4.2.1 based on the SDP answer in the SIP 200 (OK) response;

b)
shall include the public service identifier of the IWF performing the non-controlling role in the P-Asserted-Identity header field;

c)
shall include the warning text set to "148 MCPTT group is regrouped" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4; and

d)
shall send the SIP 200 (OK) request according to 3GPP TS 24.229;

NOTE 3:
As long as the MCPTT group is regrouped the floor control messages in the media plane include a grouped regrouped indication as specified in 3GPP TS 24.380 [5].

3)
shall start acting as a non-controlling MCPTT function and interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.5;

4)
shall determine the members to invite to the prearranged group call as specified in subclause 106.3.5.5 and per the policies of the LMR system; and

5)
shall invite each MCPTT group member determined in step 4) immediately above, to the group session, as specified in subclause 110.1.1.5.1.

Upon receipt of other final SIP responses with the exception of the SIP 2xx response to the INVITE request sent to the controlling MCPTT function as specified above, the IWF performing the non-controlling role:

1)
shall send the SIP ACK response to the controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

2)
shall start acting as a controlling MCPTT function as specified in subclause 110.1.1.4 and invite members as specified in subclause 106.3.4.1.2.
NOTE 4:
Regardless if the controlling MCPTT function accepts or rejects the SIP INVITE request sent above the prearranged group session continues to be initiated with only the members of the group homed on the non-controlling MCPTT function of the group being invited to the group call.
The IWF performing the non-controlling role shall handle SIP responses (other than the SIP 2xx response) to the SIP INVITE requests sent to invited members as specified in 3GPP TS 24.229.

Upon receipt of a SIP 2xx response to SIP INVITE requests sent to invited members or upon determining that at least one participant homed in the IWF is affiliated, the IWF performing the non-controlling role:

1)
shall send the SIP ACK request as specified in 3GPP TS 24.229 [4]; and

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * Fourth Change * * * *
106.6.2.2
Keys used in confidentiality protection procedures

Confidentiality protection uses an XPK to encrypt the data which (depending on who is the sender and who is the receiver of the encrypted information) can be an SPK as specified in 3GPP TS 24.379 [81] subclause 4.8. An XPK-ID (SPK-ID) is used to key the XPK (SPK). It is assumed that before the procedures in this subclause are called, the SPK/SPK-ID is available on the sender and recipient of the encrypted content as described in 3GPP TS 24.379 [81] subclause 4.8.

The procedures in 3GPP TS 24.379 [81], subclause 6.6.2.3 and 3GPP TS 24.379 [81] subclause 6.6.2.4 are used with a XPK equal to the SPK and a XPK-ID equal to the SPK-ID in the following circumstances as described in 3GPP TS 33.180 [78]:

1)
IWF sends confidentiality protected content to an MCPTT server in the same domain; and

2)
IWF sends confidentiality protected content to an MCPTT server in another domain.
