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2. Reason for change
TR 23.735 states:
-------------

-
The enhanced Public Warning System shall support enabling the IoT UE supporting enhanced PWS to identify information that can be mapped to an event or a disaster and perform a UE implementation-specific action associated with the information.

-------------
and TS 22.268 states:

-------------

9.4.1
Requirements for ePWS-UE with no user interface

ePWS-UEs with no user interface shall be able to receive a Warning Notification broadcast from the 3GPP network.
Subject to the intended function of the ePWS-UE (e.g. IoT) which has no user interface and regional regulatory requirements, the ePWS-UE may either:

1. Ignore Warning Notification; or

2. Take actions consistent with the ePWS-UE function (e.g. IoT) in response to specific Warning Notifications based on the content of the Warning Notification, e.g. shut down machinery or trigger a building alarm system.

-------------

Trigerring of such action might need an additional security solution.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.735.
* * * Change * * * *

5.x
Key issue x
ePWS can be used to trigger IoT UEs receiving warning message to perform a UE implementation-specific action e.g. shut down of machinery or triggering of a building alarm system.
It needs to be determined whether a solution is needed for protection of PWS messages intended to trigger an IoT UE to perform such UE implementation-specific action.
* * * Change * * * *

