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Introduction

The present document contains some proposed subclauses for inclusion in TR 24.883 "Mission Critical Systems Connection to LMR." These are all modifications of text in TS 24.282, with the subclause numbers prefixed by '30'.

In looking at these subclauses, it was concluded that the following subclauses from TS24.282 clause 4 will not be needed in TR 24.883:

4.2.1, 4.2.2, 4.2.3, 4.4, 4.6, 4.8.

* * * First Change * * * *

304
General
304.1
MCData overview
The MCData service supports communication between a pair of users (i.e. one-to-one communication) and several users (i.e. group communication), where each user has the ability to 
share data using Short Data Service (SDS
.

The present document provides the signalling control protocol enhancements to support the MCData architectural procedures for MCData SDS interworking between on‑network Mission Critical users and LMR users as specified in 3GPP TS 23.283[80]. 

The present document makes use of the existing IMS procedures specified in 3GPP TS 24.229 [4].
The procedures in this document allow an on‑network MCData user to:
-
send a standalone SDS using signalling control plane to an LMR user or a group including at least one LMR user; and
-
send a standalone SDS using media plane to an LMR user or a group including at least one LMR user. 



The procedures in this document allow an LMR user to:
-
send a standalone SDS using signalling control plane to an on‑nework MCData user or a group of on‑network MCData users; and
-
send a standalone SDS using media plane to an on‑nework MCData user or a group of on‑network MCData users. 
The present document does not support the interworking of SDS sessions with LMR users.


The MCData procedures provided by the present document refer to:

-
the media plane procedures defined in 3GPP TS 24.582 [xa]
-
the group management procedures defined in 3GPP TS 24.481 [31];

-
the identity management procedures defined in 3GPP TS 24.482 [49]; and

-
the security procedures defined in 3GPP TS 33.180 [78].

The MCData procedures provided by the present document access the configuration parameters provided by 3GPP TS 24.483 [45] and 3GPP TS 24.484 [50].
The following procedures are provided within this document:

-
common procedures are specified in clause 306;

-
procedures for registration in the IM CN subsystem and service authorisation are specified in clause 307;

-
procedures for affiliation are specified in clause 308;

-
procedures for SDS are specified in clause 309;


-
procedures for transmission and reception control are specified in clause 311;
-
procedures for dispositions and notifications are specified in clause 312; and
-
procedures for communication release are specified in clause 313.
Editor's note:
check the above list before completion of the present document.
The MCData UE primarily obtains access to the MCData service via E-UTRAN, using the procedures defined in 3GPP TS 24.301 [70]. The LMR user obtains access to the MCData service via the IWF. The procedures by which the LMR user accesses the IWF are outside the scope of the present document.
304.2
Identity, URI and address assignments
304.2.3
MCData client ID
The MCData client ID is described in TS 24.482 [82] subclause 4.8.
304.5
MCData Protocol

Subclause 315 describes the TLV based message formats used in MCData communications. Annex I of 3GPP TS 24.379 [81] describes the standard format of the messages and the encoding rules for each type of information element.

304.7
Protection of TLV signalling and media content

The protection of TLV signalling and media content is based on 3GPP MCData security solution as defined in 3GPP TS 33.180 [78].
For different security requirements of different information elements of a MCData message, the information elements of MCData messages are bifurcated in the following components:

-
MCData Data signalling payload: information elements necessary for identification and management of the MCData messages e.g. conversation identifiers, session identifiers, transaction identifiers, disposition requests, etc. This payload is confidentiality and integrity protected between the MCData Client and the MCData server and between the MCData server and the IWF.

-
MCData Data payload: the actual user payload for MCData user or application consumption. This payload is confidentiality and integrity protected between the MCData client and the IWF.

An SDS message can be sent over both signalling plane and media plane. When an SDS message is sent using signalling plane, the body included in the SIP MESSAGE request, which carries MCData Data signalling payload, is protected between each entity separately if protection is applied. On the other hand the body included in the SIP MESSAGE request which carries the MCData Data payload is protected between the MC Data client and the IWF. The procedures for the protection of the SDS messages over the signalling plane are specified in 3GPP TS 24.282 [82]. Protection of SDS messages over the media control plane is specified in 3GPP TS 24.582 [xb].
NOTE:
The method by which SDS messages are protected between the IWF and the LMR user is outside the scope of the present document.

304.9
Warning Header Field

304.9.1
General

An IWF can include a free text string in a SIP response to a SIP request. When the IWF includes a free text string in a response to a SIP MESSAGE or SIP INVITE request the free text string is included in a Warning header field as specified in IETF RFC 3261 [24]. The IWF  includes the Warning code set to 399 (miscellaneous warning) and includes the host name set to the host name of the IWF.

EXAMPLE: Warning: 399 TETRA.gov.uk "200 user not authorised to transmit data"

304.9.2
Warning texts

The warning texts are specified in 3GPP TS 24.282 [82] subclause 4.9.2.







	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


* * * End of Changes * * * *
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