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***** First change *****
4.6.2.2
NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is associated with a PLMN identity and an access type. Each of the configured NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. The S-NSSAI(s) in the rejected NSSAI for the current PLMN shall be considered rejected for the current PLMN regardless of the access type. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.

The UE stores NSSAIs as follows:
a)
The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN, the UE shall:

1)
replace any stored configured NSSAI for this PLMN with the new configured NSSAI for this PLMN;

2)
delete any stored mapping of each S-NSSAI of the configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN and, if available, store the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN;

3)
delete any stored allowed NSSAI for this PLMN and, if available, the stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if the UE received the new configured NSSAI for this PLMN and the “registration requested” indication in the same CONFIGURATION UPDATE COMMAND message but without any new allowed NSSAI for this PLMN included; and

4)
delete any rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.

If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI.
b)
The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN is received, the UE shall:

1)
replace any stored allowed NSSAI for this PLMN with the new allowed NSSAI for this PLMN; and

2)
delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN and, if available, store the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN.


The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN.
NOTE:
Whether the UE stores the allowed NSSAI and the mapping of the allowed NSSAI to the configured NSSAI for the HPLMN also when the UE is switched off is implementation specific.
c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered over all access types, the rejected NSSAI for the current PLMN shall be deleted. Once the UE is deregistered over an access type, the rejected NSSAI for the current PLMN and registration area combination corresponding to the access type shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area.
***** Next change *****
5.5.1.2.2
Initial registration initiation
The UE in state 5GMM-DEREGISTERED shall initiate the registration procedure for initial registration by sending a REGISTRATION REQUEST message to the AMF,
a)
when the UE performs initial registration for 5GS services;

b)
when the UE performs initial registration for emergency services;

c)
when the UE performs initial registration for SMS over NAS; and

d)
when the UE moves from GERAN to NG-RAN coverage or the UE moves from a UTRAN to NG-RAN coverage.

The UE initiates the registration procedure for initial registration by sending a REGISTRATION REQUEST message to the AMF, starting timer T3510. If timer T3502 is currently running, the UE shall stop timer T3502. If timer T3511 is currently running, the UE shall stop timer T3511.
If the UE holds a valid 5G-GUTI, the UE shall indicate the 5G-GUTI in the 5GS mobile identity IE. Otherwise, if a SUCI is available, the UE shall include the SUCI in the 5GS mobile identity IE. If the UE is initiating the registration procedure for emergency services and does not hold a valid 5G-GUTI or SUCI, the PEI shall be included in the 5GS mobile identity IE.
If the UE is operating in the dual-registration mode and it is in EMM state EMM-REGISTERED, the UE shall include the UE status IE with the EMM registration status set to “UE is in EMM-REGISTERED state”.
NOTE 1:
Inclusion of the UE status IE with this setting corresponds to the indication that the UE is “moving from EPC” as specified in 3GPP TS 23.502 [9].

If the last visited registered TAI is available, the UE shall include the last visited registered TAI in the REGISTRATION REQUEST message.

If the UE requests the use of SMS over NAS, the UE shall include the SMS requested IE in the REGISTRATION REQUEST message and set the SMS requested bit of the SMS requested IE to “SMS over NAS supported”.

If the UE supports MICO mode and requests the use of MICO mode, then the UE shall include the MICO indication IE in the REGISTRATION REQUEST message.
If the UE wants to use the UE specific DRX parameters, the UE shall include the Requested DRX parameters IE in the REGISTRATION REQUEST message.
The UE shall include the requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wants to register and may include the mapping of the requested NSSAI which is the mapping of each S-NSSAI of the requested NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if available, in the REGISTRATION REQUEST message. If the UE has allowed NSSAI or configured NSSAI for the current PLMN, the requested NSSAI shall be either:

a)
the configured NSSAI for the current PLMN, or a subset thereof as described below, if the UE has no allowed NSSAI for the current PLMN;

b)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, if the UE has an allowed NSSAI for the current PLMN; or

c)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, plus one or more S-NSSAIs from the configured NSSAI for which no corresponding S-NSSAI is present in the allowed NSSAI and those are neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.

If the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a configured NSSAI not associated with a PLMN, the UE shall include the S-NSSAI(s) in the Requested NSSAI IE of the REGISTRATION REQUEST message using the configured NSSAI not associated with a PLMN. If the UE has no allowed NSSAI for the current PLMN, no configured NSSAI for the current PLMN, and no configured NSSAI not associated with a PLMN, the UE shall not include a requested NSSAI in the REGISTRATION message.

The subset of configured NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the configured NSSAI applicable to the current PLMN, if the S-NSSAI is neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.
The subset of allowed NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the allowed NSSAI for the current PLMN, if the rejected S-NSSAI(s) is added by the configuration update procedure and the S-NSSAI is neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.
NOTE 2:
How the UE selects the subset of configured NSSAI or allowed NSSAI to be provided in the requested NSSAI is implementation.


If the UE initiates an initial registration for emergency services or needs to prolong the established NAS signalling connection after the completion of the initial registration procedure (e.g. due to uplink signalling pending), it shall set the “follow-on request pending” indication to 1.
If the UE supports S1 mode, the UE shall:

-
set the S1 mode bit to “S1 mode supported” in the 5GMM capability IE of the REGISTRATION REQUEST message;

-
include the S1 UE network capability IE in the REGISTRATION REQUEST message; and

-
if the UE supports sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST message with request type set to “handover” to transfer a PDU session from N1 mode to S1 mode, set the HO attach bit to “attach request message containing PDN connectivity request with request type set to handover to transfer PDU session from N1 mode to S1 mode supported” in the 5GMM capability IE of the REGISTRATION REQUEST message.

If the UE has one or more stored UE policy sections, the UE shall include the UPSI LIST TRANSPORT message (see annex D) in the Payload container IE of the REGISTRATION REQUEST message.
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Figure 5.5.1.2.2.1: Registration procedure for initial registration
***** Next change *****
5.5.1.3.2
Mobility and periodic registration update initiation

The UE in state 5GMM-REGISTERED shall initiate the registration procedure for mobility and periodic registration update by sending a REGISTRATION REQUEST message to the AMF,

a)
when the UE detects entering a tracking area that is not in the list of tracking areas that the UE previously registered in the AMF;

b)
when the periodic registration updating timer T3512 expires;

c)
when requested by the CONFIGURATION UPDATE COMMAND message;

d)
when the UE in state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE either receives a paging or the UE receives a NOTIFICATION message with access type indicating 3GPP access over the non-3GPP access for PDU sessions associated with 3GPP access;

e)
upon inter-system change from S1 mode to N1 mode;

f)
when the UE receives an indication of “RRC Connection failure” from the lower layers and has no signalling or user uplink data pending (i.e. when the lower layer requests NAS signalling connection recovery);

g)
when the UE changes the 5GMM capability or the S1 UE network capability or both;

h)
when the UE’s usage setting changes;
i)
when the UE needs to change the slice(s) it is currently registered to;

j)
when the UE changes the UE specific DRX parameters;

k)
when the UE in state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE receives a request from the upper layers to establish a PDU session for emergency services; or
l)
when the UE needs to register for SMS over NAS, indicate a change in the requirements to use SMS over NAS, or de-register from SMS over NAS.

If item b) is the only reason for initiating the registration procedure for mobility and periodic registration update, the UE shall indicate “periodic registration updating” in the 5GS registration type IE; otherwise the UE shall indicate “mobility registration updating”.

If the UE indicates “mobility registration updating” in the 5GS registration type IE and the UE supports S1 mode, the UE shall:

-
set the S1 mode bit to “S1 mode supported” in the 5GMM capability IE of the REGISTRATION REQUEST message;

-
include the S1 UE network capability IE in the REGISTRATION REQUEST message; and

-
if the UE supports sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST message with request type set to “handover” to transfer a PDU session from N1 mode to S1 mode, set the HO attach bit to “attach request message containing PDN connectivity request with request type set to handover to transfer PDU session from N1 mode to S1 mode supported” in the 5GMM capability IE of the REGISTRATION REQUEST message.

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode and has one or more stored UE policy sections, the UE shall include the UPSI LIST TRANSPORT message (see annex D) in the Payload container IE of the REGISTRATION REQUEST message.
The UE in state 5GMM-REGISTERED shall initiate the registration procedure for mobility and periodic update by sending a REGISTRATION REQUEST message to the AMF when the UE needs to request the use of SMS over NAS transport or the current requirements to use SMS over NAS transport change in the UE. The UE shall include the SMS requested IE in the REGISTRATION REQUEST message as specified in subclause 5.5.1.2.2.

When initiating a registration procedure for mobility and periodic registration update for periodic registration update of 5GS services (i.e. the 5GS registration type IE is set to “periodic registration updating”) and the requirements to use SMS over NAS have not changed in the UE, the UE shall not include the SMS requested IE in the REGISTRATION REQUEST message.

If the UE no longer requires the use of SMS over NAS, then the UE shall include the SMS requested IE in the REGISTRATION REQUEST message with the SMS requested bit set to “SMS over NAS not supported”.

After sending the REGISTRATION REQUEST message to the AMF the UE shall start timer T3510. If timer T3502 is currently running, the UE shall stop timer T3502. If timer T3511 is currently running, the UE shall stop timer T3511.

If the last visited registered TAI is available, the UE shall include the last visited registered TAI in the REGISTRATION REQUEST message.

The UE shall handle the 5GS mobility identity IE in the REGISTRATION REQUEST message as follows:

a)
if the UE is operating in the single-registration mode, performs inter-system change from S1 mode to N1 mode, and the UE holds a valid 4G-GUTI, the UE shall include the 5G-GUTI mapped from the 4G-GUTI as specified in 3GPP TS 23.003 [4] in the 5GS mobility identity IE. Additionally, if the UE holds a valid 5G‑GUTI, the UE shall include the 5G-GUTI in the Additional GUTI IE in the REGISTRATION REQUEST message; and

b)
for all other cases, if the UE holds a valid 5G-GUTI, the UE shall indicate the 5G-GUTI in the 5GS mobile identity IE.

If the UE supports MICO mode and requests the use of MICO mode, then the UE shall include the MICO indication IE in the REGISTRATION REQUEST message.
If the UE wants to change the UE specific DRX parameters, the UE shall include the Requested DRX parameters IE in the REGISTRATION REQUEST message.
If the UE is initiating the registration procedure for mobility and periodic registration update, the UE may include the Uplink data status IE to indicate which PDU session(s) have pending user data to be sent. If the UE has one or more active always-on PDU sessions and the user-plane resources for these PDU sessions are not established, the UE shall include the Uplink data status IE and indicate that the UE has pending user data to be sent for those PDU sessions. If the UE is located outside the LADN service area, the UE shall not include the PDU session for LADN in the Uplink data status IE.

When the registration procedure for mobility and periodic registration update is initiated in 5GMM-IDLE mode, the UE may include a PDU session status IE in the REGISTRATION REQUEST message, indicating which PDU sessions associated with the access type the REGISTRATION REQUEST message is sent over are active in the UE.
If the UE received a paging message with the access type indicating non-3GPP access, the UE shall include the Allowed PDU session status IE in the REGISTRATION REQUEST message indicating the PDU session(s) that the UE allows to re-establish over 3GPP access.

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode, the UE:

2018) shall include the UE status IE with the EMM registration status set to “UE is in EMM-REGISTERED state” in the REGISTRATION REQUEST message;

NOTE 1:
Inclusion of the UE status IE with this setting corresponds to the indication that the UE is “moving from EPC” as specified in 3GPP TS 23.502 [9], subclause 4.11.1.3.3 and 4.11.2.3.

b)
may include the PDU session status IE in the REGISTRATION REQUEST message indicating the status of the PDU session(s) mapped during the inter-system change from S1 mode to N1 mode from the PDN connection(s) for which the EPS indicated that interworking to 5GS is supported, if any (see subclause 6.1.4.1); and

c)
shall include a TRACKING AREA UPDATE REQUEST message as specified in 3GPP TS 24.301 [15] in the EPS NAS message container IE in the REGISTRATION REQUEST message.

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode and the UE has at least one PDN connection with active EPS bearer context(s) for which interworking to 5GS is supported as specified in subclause 6.1.4.1, the UE shall include the S-NSSAI(s) associated with the established PDN connection(s) for which interworking to 5GS is supported in the Requested NSSAI IE of the REGISTRATION REQUEST message.
The UE shall include the requested NSSAI containing the S-NSSAI(s) corresponding to the slices to which the UE wants to register and may include the mapping of requested NSSAI which is the mapping of each S-NSSAI of the requested NSSAI to the S-NSSAI(s) of the configured NSSAI for the HPLMN, if available, in the REGISTRATION REQUEST message. If the UE has allowed NSSAI or configured NSSAI for the current PLMN, the requested NSSAI shall be either:

a)
the configured NSSAI for the current PLMN, or a subset thereof as described below, if the UE has no allowed NSSAI for the current PLMN;

b)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, if the UE has an allowed NSSAI for the current PLMN; or

c)
the allowed NSSAI for the current PLMN, or a subset thereof as described below, plus one or more S-NSSAIs from the configured NSSAI for which no corresponding S-NSSAI is present in the allowed NSSAI and those are neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.

If the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN and has a configured NSSAI not associated with a PLMN, the UE shall include the S-NSSAI(s) in the Requested NSSAI IE of the REGISTRATION REQUEST message using the configured NSSAI not associated with a PLMN. If the UE has no allowed NSSAI for the current PLMN, no configured NSSAI for the current PLMN, and no configured NSSAI not associated with a PLMN, the UE shall not include a requested NSSAI in the REGISTRATION REQUEST message.

The subset of configured NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the configured NSSAI applicable to this PLMN, if the S-NSSAI is neither in the rejected NSSAIs for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.
The subset of allowed NSSAI provided in the requested NSSAI consists of one or more S-NSSAIs in the allowed NSSAI for this PLMN, if the rejected S-NSSAI(s) is added by the configuration update procedure and the S-NSSAI is neither in the rejected NSSAI for the current PLMN nor in the rejected NSSAI for the current PLMN and registration area combination.

NOTE 2:
How the UE selects the subset of configured NSSAI or allowed NSSAI to be provided in the requested NSSAI is implementation.


If the UE initiates the mobility and periodic registration updating procedure upon request of the upper layers to establish a PDU session for emergency services or needs to prolong the established NAS signalling connection after the completion of the registration procedure for mobility and periodic registration update (e.g. due to uplink signalling pending but no user data pending), it shall set the “follow-on request pending” indication to 1.
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Figure 5.5.1.3.2.1: Registration procedure for mobility and periodic registration update
***** Next change *****
8.2.6.1
Message definition
The REGISTRATION REQUEST message is sent by the UE to the AMF. See table 8.2.6.1.1.

Message type:
REGISTRATION REQUEST

Significance:

dual

Direction:


UE to network

Table 8.2.6.1.1: REGISTRATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended Protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration request message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration type
	5GS registration type

9.10.3.7
	M
	LV
	2

	
	ngKSI
	NAS key set identifier

9.10.3.29
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	5GS mobile identity
	5GS mobile identity

9.10.3.4
	M
	LV
	5-TBD

	C-
	Non-current native NAS key set identifier
	NAS key set identifier

9.10.3.29
	O
	TV
	1

	10
	5GMM capability
	5GMM capability

9.10.3.1
	O
	TLV
	3-15

	2E
	UE security capability
	UE security capability

9.10.3.49
	O
	TLV
	4-6

	2F
	Requested NSSAI
	NSSAI

9.10.3.34
	O
	TLV
	4-146

	52
	Last visited registered TAI
	5GS tracking area identity

9.10.3.8
	O
	TV
	7

	65
	S1 UE network capability
	S1 UE network capability

9.10.3.44
	O
	TLV
	4-15

	40
	Uplink data status
	Uplink data status
9.10.2.53
	O
	TLV
	4-34

	50
	PDU session status
	PDU session status

9.10.2.7
	O
	TLV
	4-34

	B-
	MICO indication
	MICO indication
9.10.3.28
	O
	TV
	1

	2B
	UE status
	UE status

9.10.3.52
	O
	TLV
	3

	2C
	Additional GUTI
	5GS mobile identity

9.10.3.4
	O
	TLV
	TBD

	25
	Allowed PDU session status
	Allowed PDU session status

9.10.3.11
	O
	TLV
	4-34

	60
	UE’s usage setting
	UE’s usage setting

9.10.3.51
	O
	TLV
	3

	TBD
	Requested DRX parameters
	DRX parameters 

9.10.3.20
	O
	TBD
	TBD

	7C
	EPS NAS message container
	EPS NAS message container
9.10.3.22
	O
	TLV-E
	TBD

	77
	Payload container
	 Payload container

9.10.3.35
	O
	TLV-E
	4-65538


Editor’s note:
 The content of the REGISTRATION REQUEST message when a limited set of Ies including those needed to establish security in the initial message when it has no NAS security context is FFS.  
***** Next change *****
8.2.7.1
Message definition
The REGISTRATION ACCEPT message is sent by the AMF to the UE. See table 8.2.7.1.1.

Message type:
REGISTRATION ACCEPT

Significance:

dual

Direction:


network to UE

Table 8.2.7.1.1: REGISTRATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration result
	5GS registration result

9.10.3.6
	M
	LV
	2

	2C
	5G-GUTI
	5GS mobile identity

9.10.3.4
	O
	TLV
	13

	4A
	Equivalent PLMNs

	PLMN list

9.10.3.41
	O
	TLV
	5-47

	54
	TAI list
	5GS tracking area identity list

9.10.3.9
	O
	TLV
	9-114

	70
	Allowed NSSAI
	NSSAI

9.10.3.34
	O
	TLV
	4-146

	11
	Rejected NSSAI
	Rejected NSSAI

9.10.3.42
	O
	TLV
	4-82

	31
	Configured NSSAI
	NSSAI

9.10.3.34
	O
	TLV
	4-146

	64
	5GS network feature support
	5GS network feature support

9.10.3.5
	O
	TLV
	3-5

	50
	PDU session status
	PDU session status

9.10.3.40
	O
	TLV
	4-34

	26
	PDU session reactivation result
	PDU session reactivation result

9.10.3.38
	O
	TLV
	4-32

	7E
	PDU session reactivation result error cause
	PDU session reactivation result error cause

9.10.3.39
	O
	TLV-E
	5-515

	79
	LADN information
	LADN information

9.10.3.27
	O
	TLV-E
	12-1707

	B-
	MICO indication
	MICO indication
9.10.3.28
	O
	TV
	1

	27
	Service area list
	Service area list

9.10.3.45
	O
	TLV
	6-114

	5E
	T3512 value
	GPRS timer 3

9.10.2.5
	O
	TLV
	3

	5D
	Non-3GPP de-registration timer value
	GPRS timer 2

9.10.2.4
	O
	TLV
	3

	16
	T3502 value
	GPRS timer 2

9.10.2.4
	O
	TLV
	3

	34
	Emergency number list
	Emergency number list

9.10.3.21
	O
	TLV
	5-50

	35
	Extended emergency number list
	Extended emergency number list

9.10.3.24
	O
	TLV
	TBD

	TBD
	Transparent container
	Transparent container

9.10.3.49
	O
	TBD
	TBD

	78
	EAP message
	EAP message

9.10.2.2
	O
	TLV-E
	7-1503


***** Next change *****
8.2.19.1
Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the AMF to the UE. See table 8.2.19.1.1.

Message type:
CONFIGURATION UPDATE COMMAND

Significance:

dual

Direction:


network to UE

Table 8.2.19.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Configuration update command message identity
	Message type

9.7
	M
	V
	1

	D-
	Configuration update indication
	Configuration update indication

9.10.3.16
	O
	TV
	1

	2C
	5G-GUTI
	5GS mobile identity

9.10.3.4
	O
	TLV
	13

	54
	TAI list
	5GS tracking area identity list

9.10.3.9
	O
	TLV
	9-114

	70
	Allowed NSSAI
	NSSAI

9.10.3.34
	O
	TLV
	4-146

	27
	Service area list
	Service area list

9.10.3.45
	O
	TLV
	6-114

	43
	Full name for network
	Network name

9.10.3.33
	O
	TLV
	3-n

	45
	Short name for network
	Network name

9.10.3.33
	O
	TLV
	3-n

	46
	Local time zone
	Time zone

9.10.3.47
	O
	TV
	2

	47
	Universal time and local time zone
	Time zone and time

9.10.3.48
	O
	TV
	8

	49
	Network daylight saving time
	Daylight saving time

9.10.3.17
	O
	TLV
	3

	79
	LADN information
	LADN information

9.10.3.27
	O
	TLV-E
	3-1707

	B-
	MICO indication
	MICO indication
9.10.3.28
	O
	TV
	1

	31
	Configured NSSAI
	NSSAI

9.10.3.34
	O
	TLV
	4-146

	11
	Rejected NSSAI
	Rejected NSSAI

9.10.3.42
	O
	TLV
	4-42


***** Next change *****
9.10.3.34
NSSAI

The purpose of the NSSAI information element is to identify a collection of S-NSSAIs
The NSSAI information element is coded as shown in figure 9.10.3.34.1 and table 9.10.3.34.1.

The NSSAI is a type 4 information element with a minimum length of 4 octets and a maximum length of 146 octets.

NOTE 1:
The number of S-NSSAI values in a configured NSSAI cannot exceed sixteen.
NOTE 2:
An NSSAI can include more than one S-NSSAIs with same SST values, and optionally same SD values, which are associated with different mapped SST values and optionally mapped SD values.
	8
	7
	6
	5
	4
	3
	2
	1
	

	NSSAI IEI
	octet 1

	Length of NSSAI contents
	octet 2

	S-NSSAI value 1
	octet 3

octet m 

	S-NSSAI value 2
	octet m+1*

octet n*

	…


	octet n+1*

octet u*

	S-NSSAI value n
	octet u+1*

octet v*


Figure 9.10.3.34.1: NSSAI information element
Table 9.10.3.34.1: NSSAI information element

	Value part of the NSSAI information element (octet 3 to v)

The value part of the NSSAI information element consists of one or more S-NSSAI values. Each S-NSSAI value consists of one S-NSSAI and optionally one mapped configured S-NSSAI from the configured NSSAI for the HPLMN.

If the recipient of this information element is the UE, the UE shall store the complete list received. 

If the NSSAI information element conveys a configured NSSAI and more than 16 S-NSSAI values are included in this information element, the UE shall store the first 16 S-NSSAI values and ignore the remaining octets of the information element.

S-NSSAI value:

S-NSSAI value is coded as the length and value part of S-NSSAI information element as specified in subclause 9.8.2.6 starting with the second octet.


***** Next change *****
9.10.3.42
Rejected NSSAI

The purpose of the Rejected NSSAI information element is to identify a collection of rejected S-NSSAIs

The Rejected NSSAI information element is coded as shown in figure 9.10.3.42.1, figure 9.10.3.42.2 and table 9.10.3.42.1.

The Rejected NSSAI is a type 4 information element with a minimum length of 4 octets and a maximum length of 42 octets.


	8
	7
	6
	5
	4
	3
	2
	1
	

	Rejected NSSAI IEI
	octet 1

	Length of Rejected NSSAI contents
	octet 2

	Rejected S-NSSAI 1
	octet 3

octet m 

	Rejected S-NSSAI 2
	octet m+1*

octet n*

	…


	octet n+1*

octet u*

	Rejected S-NSSAI n
	octet u+1*

octet v*


Figure 9.10.3.42.1: Rejected NSSAI information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of rejected S-NSSAI
	Cause value
	octet 1

	SST
	octet 2

	SD
	octet 3*

octet 5*


Figure 9.10.3.42.2: Rejected S-NSSAI

Table 9.10.3.42.1: Rejected NSSAI information element

	Value part of the Rejected NSSAI information element (octet 3 to v)

The value part of the Rejected NSSAI information element consists of one or more rejected S-NSSAIs. Each rejected S-NSSAI consists of one S-NSSAI and an associated cause value. The length of each rejected S-NSSAI can be determined by the ‘length of rejected S-NSSAI’ field in the first octet of the rejected S-NSSAI.

The UE shall store the complete list received. 
Rejected S-NSSAI:



	Cause value (octet 1)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	S-NSSAI not available in the current PLMN

	0
	0
	0
	1
	S-NSSAI not available in the current registration area

	

	All other values are reserved.

	Slice/service type (SST) (octet 2)

This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4].

Slice differentiator (SD) (octet 3 to octet 5)

This field contains the 24 bit SD value. The coding of the SD value part is defined in 3GPP TS 23.003 [4].



	NOTE:
If octet 3 is included, then octet 4 and octet 5 shall be included.
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