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	Reason for change:
	LS S2-186137 from SA2 on “AMF rejecting the NAS Message including invalid DNN” stating “the AMF shall reject the NAS MM Message containing PDU Session Establishment Request from the UE with an appropriate cause indicating that the DNN is not supported”.
Currently if the AMF cannot forward the N1 SM information payload then it will indicate “payload was not forwarded” back to the UE. The current 5GMM cause “payload was not forwarded” is not very informative for the UE 5GSM or upper layers.

There are two of the 5GSM cause values are more informative and seems to fit into this use case, but they are currently defined as 5GSM cause values: 

- Cause #27 – Missing or unknown DNN

      This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved.

- Cause #70 – Missing or unknown DNN in a slice

  This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved, in the slice.

These cause values tell the UE 5GSM layer “the UE shall not send another PDU SESSION ESTABLISHMENT REQUEST message in the PLMN for the same DNN... until the UE is switched off, the USIM is removed…”

Especially cause #27 looks sufficient for the AMF to use in case of the AMF cannot resolve the DNN, or the DNN info is missing. It’s hard to find any use case when an external DN could use this cause, as the resolving DNN failure stop the message already in AMF, thus it’s proposed to re-phrase the cause definition accordingly.

Although the interface between the AMF and the UE is based on 5GMM protocol and the AMF is pure 5GMM, in the UE cause values #27 and #70 shall be transparent for 5GMM and those will cause specific actions in 5GSM protocol only. Therefore it’s proposed to keep those 5GSM specific.
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	Consequences if not approved:
	5GSM layer in the UE is not informed about that PDU session establishment was rejected due to missing or unknown DNN. 5GSM layer in the UE cannot perform actions specified in subclause 6.4.1.4.3 for 5GSM reject cause #27.
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5.4.5.3.2
Network-initiated NAS transport procedure initiation

In connected mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1. 

In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:

a)
include the PDU session information (PDU session ID) in the PDU session ID IE;
b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:

a)
set the Payload container type IE to "SMS";

b)
set the Payload container IE to the SMS payload; and

c)
select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:

1)
if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, and the SMS allowed IE in the 5GMM context of the UE is set to "both 3GPP access and non-3GPP access", then the AMF selects non-3GPP access if the UE is in MICO mode and in 5GMM-IDLE state for 3GPP access. Otherwise, the AMF selects either 3GPP access or non-3GPP access; and

2)
otherwise, the AMF selects 3GPP access.

NOTE:
The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.

In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:

a)
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

b)
set the Payload container IE to the LPP message payload received from the LMF; and

c)
set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.

In case d) in subclause 5.4.5.3.1 i.e. upon reception of a transparent container from the UDM to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "transparent container"; and

b)
set the Payload container IE to the transparent container received from the UDM.

In case e) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to routing failure, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded;
d)
set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded"; and

e)
set the 5GSM specific cause IE to the 5GSM cause #27 "Missing or unknown DNN".

In case f) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to congestion control, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded;

d)
set the 5GMM cause IE to the 5GMM cause #22 "Congestion", the 5GMM cause #67 "insufficient resources for specific slice and DNN" or the 5GMM cause #69 "insufficient resources for specific slice"; and

e)
include the Back-off timer value IE.
In case g) in subclause 5.4.5.3.1 i.e. upon reception of a UE policy container from the PCF to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "UE policy container"; and

b)
set the Payload container IE to the UE policy container received from the PCF.
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Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure

***** Next change *****
5.4.5.3.3
Network-initiated NAS transport of messages
Upon reception of a DL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
 "N1 SM information" and the 5GMM cause IE set to the 5GMM cause #90 "payload was not forwarded" is not included in the DL NAS TRANSPORT message, the 5GSM message in the Payload container IE, 5GSM specific cause IE and the PDU session ID are handled in the 5GSM procedures specified in clause 9;
b)
"SMS", the UE shall forward the content of the Payload container IE to the SMS stack entity;

c)
"LTE Positioning Protocol (LPP) message container", the UE shall forward the content of the Payload container IE and the routing information included in the Additional information IE to the upper layer location services application;

d)
"transparent container", the UE shall pass the payload to the appropriate entity;

Editor's note:
How the UE determines the appropriate entity is FFS and requires input from SA3.
e)
 "N1 SM information" and the 5GMM cause IE is set to the 5GMM cause #90 "payload was not forwarded" in the DL NAS TRANSPORT message, the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message;
f)
"N1 SM information" and:

1)
the 5GMM cause IE is set to the 5GMM cause #22 "Congestion", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to DNN based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE;
2)
the 5GMM cause IE is set to the 5GMM cause #67 "insufficient resources for specific slice and DNN", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to S-NSSAI and DNN based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE; or
3)
the 5GMM cause IE is set to the 5GMM cause #69 "insufficient resources for specific slice", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to S-NSSAI only based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE; and
g)
"UE policy container", the UE policy container in the Payload container IE is handled in the UE policy delivery procedures specified in Annex D.
***** Next change *****
8.2.11.1
Message definition
The DL NAS TRANSPORT message transports message payload and associated information to the UE. See table 8.2.11.1.1.
Message type:
DL NAS TRANSPORT
Significance:

dual

Direction:


network to UE

Table 8.2.11.1.1: DL NAS TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	DL NAS TRANSPORT message identity
	Message type

9.7
	M
	V
	1

	
	Payload container type
	Payload container type
9.10.3.36
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Payload container
	Payload container

9.10.3.35
	M
	LV-E
	3-65537

	70
	PDU session ID
	PDU session identity 2

9.10.3.37
	C
	TV
	2

	24
	Additional information
	Additional information

9.10.2.1
	O
	TLV
	3-n

	58
	5GMM cause
	5GMM cause

9.10.3.2
	O
	TV
	2

	37
	Back-off timer value
	GPRS timer 3

9.10.2.5
	O
	TLV
	3

	xx
	5GSM specific cause
	5GSM specific cause

9.10.3.xx
	O
	TV
	2


***** Next change *****
8.2.11.6
5GSM specific cause

The AMF shall include this IE when the Payload container IE contains an uplink payload which was not forwarded due to missing or unknown DNN.

***** Next change *****
9.10.3.xx
5GSM specific cause
The purpose of the 5GSM specific cause information element is to indicate to 5GSM layer of the UE the reason why a 5GMM request from the UE is rejected by the network.

The 5GSM specific cause information element is coded as shown in figure 9.10.3.xx.2 and table 9.10.3.xx.2.

The 5GSM specific cause is a type 3 information element with 2 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	5GSM specific cause IEI
	octet 1

	Cause value
	octet 2


Figure 9.10.3.xx.2: 5GSM specific cause information element

Table 9.10.3.xx.2 : 5GSM specific cause information element

	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	1
	1
	0
	1
	1
	
	Missing or unknown DNN

	
	
	
	
	
	
	
	
	
	

	Any other value received by the UE shall be treated as 0110 1111, "protocol error, unspecified".


***** Next change *****
B.1
Causes related to nature of request

Cause #26 – Insufficient resources


This 5GSM cause is used by the UE or by the network to indicate that the requested service cannot be provided due to insufficient resources.
Cause #27 – Missing or unknown DNN

This 5GSM cause is used by the network to indicate that the requested service was rejected because the DNN was not included although required or if the DNN could not be resolved.
Cause #28 – Unknown PDU session type


This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the requested PDU session type could not be recognised or is not allowed.

Cause #29 – User authentication or authorization failed


This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN due to a failed user authentication or revoked by the external DN or revoked by the external packet data network.

Cause #31 – Request rejected, unspecified


This 5GSM cause is used by the network or by the UE to indicate that the requested service or operation or the request for a resource was rejected due to unspecified reasons.

Cause #34 – Service option temporarily out of order


This 5GSM cause is sent when the network cannot serve the request because of temporary outage of one or more functions required for supporting the service.

Cause #35 – PTI already in use


This 5GSM cause is used by the network to indicate that the PTI included by the UE is already in use by another active UE requested procedure for this UE.

Cause #36 – Regular deactivation


This 5GSM cause is used to indicate a regular UE or network initiated release of PDU session resources.

Cause #39 – Reactivation requested

This 5GSM cause is used by the network to request a PDU session reactivation.
Cause #43 –Invalid PDU session identity

This 5GSM cause is used by the network or the UE to indicate that the PDU session identity value provided to it is not a valid value or the PDU session context identified by the PDU session identity IE in the request or the command is not active.
Cause #50 – PDU session type IPv4 only allowed


This 5GSM cause is used by the network to indicate that only PDU session type IPv4 is allowed for the requested IP connectivity.

Cause #51 – PDU session type IPv6 only allowed


This 5GSM cause is used by the network to indicate that only PDU session type IPv6 is allowed for the requested IP connectivity.

Cause #54 –PDU session does not exist

This 5GSM cause is used by the network to indicate that the network does not have any information about the PDU session which is requested by the UE to transfer between 3GPP access and non-3GPP access or from the EPS to the 5GS.

Cause #67 – Insufficient resources for specific slice and DNN

This 5GSM cause is by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice and DNN.
Cause #68 – Not supported SSC mode

This 5GSM cause is used by the network to indicate that the requested SSC mode is not supported.
Cause #69 –Insufficient resources for specific slice

This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice.
Cause #70 – Missing or unknown DNN in a slice

This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved, in the slice.

Cause #81 – Invalid PTI value


This 5GSM cause is used by the network or UE to indicate that the PTI provided to it is unassigned or reserved.
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