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***** change *****
[bookmark: _Toc516842947]4.5.3	Operator-defined access categories
Operator-defined access categories can be signalled to the UE using NAS signalling. Each operator-defined access category consists of the following parameters:
Editor's note:	The encoding of the operator-defined access categories is FFS.
Editor's note:	Whether the operator-defined access categories are sent to the UE in a CONFIGURATION UPDATE COMMAND message, a DL NAS TRANSPORT message or another NAS message is FFS.
a)	a precedence value which indicates in which order the UE shall evaluate the operator-defined categories for a match;
b)	an access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE; and
c)	one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:
1)	DNN name;
2)	5QI;
Editor's note:	Whether the 5QI is a suitable access category criteria type is FFS.
3)	OS Id + OS App Id of application triggering the access attempt; or
4)	S-NSSAI; and
d)	optionally, a standardized access category, that is used in combination with the access identities to determine the RRC establishment cause.
Editor's note:	Other access category criteria types, in particular whether QFI is a suitable parameter, are FFS.
Editor's note:	When the standardized access category, that is used in combination with the access identities to determine the establishment cause, is not provided, then it is FFS how the UE derives RRC establishment cause.
NOTE:	An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt match any of the associated access criteria type values.
If the UE is configured with operator-defined access categories for a PLMN, then access control in 5GMM-IDLE mode will only be performed for the event a) defined in subclause 4.5.1.
If the UE is configured with operator-defined access categories for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 4.5.1.
Upon receiving a NAS signalling message with operator-defined access category definitions, the UE shall store the operator-defined access category definitions for the registered PLMN.
[bookmark: _Toc508876825][bookmark: _Toc516007552]***** change *****
[bookmark: _Toc516842951]4.5.5	Exception handling and avoiding double barring
There are several services for which the NAS needs to be informed when the service starts and stops,
-	because, while the service is ongoing, the mapping of other access attempts to a specific access category can be affected; and
-	in order to avoid double barring at the start of these services.
These services are:
a)	emergency service;
b)	MMTEL voice;
c)	MMTEL video;
d)	SMSoIP; and
e)	SMS over NAS.
The UE considers an emergency service a) as started when 5GMM receives a request from upper layers to register for emergency services or to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session". It considers the emergency service as stopped when this PDU session is released. 
In addition, the UE considers an emergency service a) as started when the 5GMM receives a request for emergency services from the upper layer and performs emergency services fallback as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [9]. In this case, the UE considers the emergency service as stopped when:
-	the PDU session for emergency services established during the emergency services fallback is released if the UE has moved to an E-UTRA cell connected to 5GCN; or
-	the service request procedure involved in the emergency services fallback is completed otherwise.
While an emergency service a) is ongoing, any access attempt triggered by the initiation of a registration, de-registration or service request procedure is mapped to access category 2 = emergency.
Once the emergency service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:
-	any service request procedure related to the PDU session associated with request type = "initial emergency request" or "existing emergency PDU session"; and
-	any:
1)	service request procedure; or
2)	registration procedure;
	initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.
NOTE 1:	Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.
Editor's note:	If MT LCS are used during an emergency service to locate the UE, the 5GMM will transfer LCS messages to the network. It is FFS based on which criteria the UE will determine to skip access control for these messages.
For services b) to e) the 5GMM receives explicit start and stop indications from the upper layers.
Editor's note:	Whether explicit start and stop indications for SMS over NAS need to be defined is FFS.
Once the service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:
-	for services b), c) and d), any service request procedure related to the PDU session established for DNN = "IMS"; and
Editor's note:	It has been observed that some operators use an APN different from "IMS" for SMSoIP. How to handle that case when a DNN different from "IMS" is used, is FFS.
-	for services b), c), d) and e), any:
1)	service request procedure; or
2)	registration procedure;
	initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.
While an MMTEL voice call is ongoing:
-	any service request procedure related to the PDU session established for DNN = "IMS" is mapped to access category 4; and
-	any:
1)	service request procedure; or
2)	registration procedure;
	initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 4.
While an MMTEL video call is ongoing and no MMTEL voice call is ongoing:
-	any service request procedure related to the PDU session established for DNN = "IMS" is mapped to access category 5; and
-	any:
1)	service request procedure; or
2)	registration procedure;
	initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 5.
While an SMS over IMS is ongoing, no MMTEL video call is ongoing and no MMTEL voice call is ongoing: 
-	any service request procedure related to the PDU session established for DNN = "IMS" is mapped to access category 6; and
-	any:
1)	service request procedure; or
2)	registration procedure;
	initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 6.
While an SMS over NAS is ongoing, no SMS over IMS is ongoing, no MMTEL video call is ongoing and no MMTEL voice call is ongoing: 
-	any:
1)	service request procedure; or
2)	registration procedure;
	initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery is mapped to access category 6.
NOTE 2:	Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.
If an access category is determined and the access control checking is skipped, the NAS shall determine the RRC establishment cause from one or more determined access identities and the access category as specified in subclause 4.5.6, the NAS shall initiate the procedure to send the initial NAS message for the access attempt and shall provide the RRC establishment cause to lower layers.
[bookmark: _Toc508876836]***** change *****
[bookmark: _Toc516842952][bookmark: _Toc516007553]4.5.6	Mapping between access categories/access identities and RRC establishment cause
When 5GMM requests the establishment of a NAS-signalling connection, the RRC establishment cause used by the UE shall be selected according to one or more determined access identities and the access category as specified in table 4.5.6.1. If the determined access category is an operator-defined access category and there is a standardized access category associated with the operator-defined access category as specified in subclause 4.5.3, the RRC establishment cause used by the UE is selected according to one or more determined access identities and the standardized access category associated with the operator-defined access category.
Table 4.5.6.1: Mapping table for access identities/access categories and RRC establishment cause
	Access identities
	Access categories
	RRC establishment cause is set to

	0
	0 (= MT_acc)
	MT access

	
	1 (= delay tolerant)
	FFS

	
	2 (= emergency)
	Emergency call

	
	3 (= MO_sig)
	MO signalling

	
	4 (= MO MMTel voice)
	MO voice call

	
	5 (= MO MMTel video)
	FFS

	
	6 (= MO SMS and SMSoIP)
	FFS

	
	7 (= MO_data)
	MO data

	1
	Any category
	"High priority access"

	2
	Any category
	"High priority access"

	11, 15
	Any category
	"High priority access"

	12,13,14,
	Any category
	"High priority access"

	NOTE:	See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.


Editor's note:	It is FFS how to determine RRC establishment causes for the access category 1, 5, 6.
***** change *****
[bookmark: _Toc516842963][bookmark: _Hlk517681717]4.7.2.1	General
The mobility management procedures defined over 3GPP access are re-used over non-3GPP access with the following exceptions:
a)	the registration status of the UE's 3GPP access and non-3GPP access 5GMM state machine instances are independent and can be different;
b)	single-registration mode and dual-registration mode do not apply for 5GMM over non-3GPP access;
c)	the RPLMN over non-3GPP access can be different from the RPLMN over 3GPP access. The MCC of the RPLMN over 3GPP access and the MCC of the RPLMN over the non-3GPP access can also be different;
d)	the registration for 3GPP access and for non-3GPP access are performed separately. Like for 3GPP access, an access stratum connection exists before the UE can perform the registration procedure for non-3GPP access. As over non-3GPP access the 5GS operates one single common registration area for an entire PLMN, which is associated with the operator-specific N3GPP TAI for the PLMN, list management of registration areas is not required, and registration updating due to registration area change with the registered PLMN is not performed. Furthermore, the periodic registration update procedure is also not performed. New registration at change of PLMN is required;
e)	the 5GMM over non-3GPP access considers that the N1 NAS signalling connection is established when the lower layers indicate that the access stratum connection is established succcessfully;
f)	the UE-initiated service request procedure via non-3GPP access is supported. Upon indication from the lower layers of non-3GPP access, that the access stratum connection is established between the UE and the network, the UE in 5GMM-REGISTERED state and in 5GMM-IDLE mode over non-3GPP access shall initiate the service request procedure via non-3GPP access. The UE may indicate with the service request message the PDU session(s) associated with non-3GPP access to re-activate user-plane resources for which the UE has pending user data to be sent;
g)	paging procedure is not performed via non-3GPP access;
h)	service area restrictions do not apply for non-3GPP access; and
i)	the non-3GPP access establishment cause for non-3GPP access is determined according to subclause 4.7.2.2.
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[bookmark: _Toc516842964][bookmark: _Hlk517681780]4.7.2.2	Non-3GPP access eEstablishment cause for non-3GPP access
When establishment of a N1 NAS signalling connection over non-3GPP access is initiated, the UE shall determine one or more access identities to be associated with the establishment of the N1 NAS signalling connection as specified in subclause 4.5.2 and table 4.5.2.1, shall select the non-3GPP access establishment cause from the determined one or more access identities and the event which triggered initiation of the NAS signalling connection over non-3GPP access as specified in table 4.7.2.2.1 and shall provide the selected non-3GPP access establishment cause to the lower layers.
Table 4.7.2.2.1: Mapping table for determination of non-3GPP access establishment cause for non-3GPP access
	Access identities
	Type of access attempt
	Requirements to be met
	non-3GPP access Eestablishment cause

	0
	Emergency
	UE is attempting access for an emergency session (NOTE 1)
	Emergency call

	
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	MO signalling

	
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	MO data

	1
	Any
	Any
	"High priority access"

	2
	Any
	Any
	"High priority access"

	11, 15
	Any
	Any
	"High priority access"

	12,13,14,
	Any
	Any
	"High priority access"

	NOTE 1:	This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "initial emergency request" or "existing emergency PDU session", or to re-establish radio bearers for such a PDU session.
NOTE 2:	See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.
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