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	Reason for change:
	In 24.302, there is inconsistency on emergency session establishment for the case when the UE establishes emergency session while the UE is already connected to an ePDG.
1) Subclause 7.2.5 specifies the mandatory requirement on how the UE selects ePDG if it needs to establish an IMS emergency session over untrusted non-3GPP access: 
If the UE needs to establish an IMS emergency session over untrusted non-3GPP access as specified in 3GPP TS 24.229 [67], the UE shall:

-
if the UE is not connected to an ePDG yet, select an ePDG that supports emergency services as described in subclause 7.2.1A;
-
if the UE is already connected to an ePDG that has indicated its capability of support emergency services as specified in subclause 7.4.1.1 and the ePDG is located in the same country where the UE is currently located, reuse ePDG for emergency session; and

-
if the UE is already connected to an ePDG but the ePDG does not support the emergency services or ePDG is not located in the same country where the UE is currently located, first follow procedure described in subclause 7.2.4.1 to disconnect existing IPsec tunnel. The UE shall then select an ePDG that supports emergency services as described in subclause 7.2.1A.

It is specified that if the UE is already connected to an ePDG that supports emergency services and the ePDG is located in the same country as the UE, the same ePDG shall be reused for emergency session.
However in the subsequent paragraphs, the initiation of IKEv2 tunnel establishment for emergency session is optional for this case: 

If the UE is connected to an ePDG selected by the procedure in subclause 7.2.1 and the ePDG has indicated its capability of support emergency service to the UE as specified in subclause 7.4.1.1, the UE, when it requires emergency services, may initiate an IKEv2 tunnel establishment procedure to request for emergency services as specified in subclause 7.2.2 provided that an emergency PDN connection is not already active.

This inconsistency should be fixed as it could lead to misinterpretation that emergency session establishment is optional which is not the case. 
Also it needs to be clarified that the same ePDG is used for initiation of emergency session only when the ePDG is located in the same country where the UE is currently located. In addition, when same ePDG is used for emergency session establishment, the UE includes an emergency indication in "IDr" payload for IKE signalling. 


	
	

	Summary of change:
	For emergency session establishment over untrusted non-3GPP access, if the UE is already connected to an ePDG which supports emergency services and the ePDG is located in the same country, the UE shall initiate an IKEv2 tunnel establishment procedure to request for emergency services using the same ePDG, and the UE includes an emergency indication in "IDr" payload for IKE signalling.
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	Inconsistent requirement lead to misinterpretation and wrong implementation
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7.2.5
Emergency session establishment

If the UE needs to establish an IMS emergency session over untrusted non-3GPP access as specified in 3GPP TS 24.229 [67], the UE shall:

-
if the UE is not connected to an ePDG yet, select an ePDG that supports emergency services as described in subclause 7.2.1A;
-
if the UE is already connected to an ePDG that has indicated its capability of support emergency services as specified in subclause 7.4.1.1 and the ePDG is located in the same country where the UE is currently located, reuse ePDG for emergency session; and

-
if the UE is already connected to an ePDG but the ePDG does not support the emergency services or ePDG is not located in the same country where the UE is currently located, first follow procedure described in subclause 7.2.4.1 to disconnect existing IPsec tunnel. The UE shall then select an ePDG that supports emergency services as described in subclause 7.2.1A.

Once the UE selects an ePDG that supports emergency services as specified in subclause 7.2.1A, or if the UE is already connected to an ePDG and the ePDG is reused for emergency session, the UE shall initiate an IKEv2 tunnel establishment procedure towards this ePDG as described in subclause 7.2.2. Upon receipt of an IKE_SA_INIT response, the UE shall send an IKE_AUTH request message to the ePDG according to subclause 7.2.2.1 with the "IDr" payload containing the string "EMERGENCY", using capital letters only, in the Identification Data. The UE shall set the ID Type field of the "IDr" payload to ID_FQDN.
NOTE:
In this procedure, the only scenario in which the UE is not in the same country as the ePDG it is connected to, is when the UE is not in the country of its HPLMN and the ePDG is in the country of the HPLMN.

In order to establish a new emergency session over an untrusted WLAN, the UE shall include:

-
an INTERNAL_IP4_ADDRESS attribute with the length field set to zero;


an INTERNAL_IP6_ADDRESS attribute with the length field set to zero; or

-
both of the above;

in the CFG_REQUEST Configuration Payload within the IKE_AUTH request message.
In order to perform handover of an emergency session from a 3GPP access network to untrusted WLAN, the UE shall include:

-
the INTERNAL_IP4_ADDRESS attribute set to the IPv4 address of the previously allocated home address information; 


the INTERNAL_IP6_ADDRESS attribute set to the IPv6 address of the previously allocated home address information; or

-
both of the above;

in the CFG_REQUEST Configuration Payload within the IKE_AUTH request message. If the previously allocated home address information consists of both an IPv4 address and an IPv6 prefix, then the UE shall include the INTERNAL_IP4_ADDRESS attribute and the INTERNAL_IP6_ADDRESS attribute in the CFG_REQUEST configuration payload within the IKE_AUTH request message.
If the UE does not receive a response to an IKE_SA_INIT request message sent towards the selected ePDG, then the UE shall repeat the ePDG search as described in 3GPP TS 23.402 [6], excluding the ePDG for which the UE did not receive a response to the IKE_SA_INIT request message. The UE shall stop the establishment of emergency session if it is unable to select an ePDG for emergency bearer services.
If after sending an IKE_AUTH request message to the ePDG to initiate emergency session, the UE receives IKE_AUTH response message from the ePDG containing a Notify payload with a Private Notify Message Type "UNAUTHENTICATED_EMERGENCY_NOT_SUPPORTED", the UE shall follow the steps above to select a new ePDG for emergency session establishment by excluding the ePDGs from which the emergency session request was previously not accepted or by implementation specific means.
If the UE receives the Notify Message Type IMEI_NOT_ACCEPTED as defined in subclause 8.1.2.2, the UE shall not retry the authentication procedure from the same PLMN until switching off, the UICC containing the USIM is replaced, or a UICC containing the USIM is inserted.
If the UE is already connected to an ePDG selected by the procedure in subclause 7.2.1A, the UE is considered as attached for emergency bearer services. In such a case, the UE shall not initiate any addtional IKEv2 tunnel establishment procedure.
If the UE is connected to an ePDG selected by the procedure in subclause 7.2.1, and the ePDG has indicated its capability of support emergency service to the UE as specified in subclause 7.4.1.1 and is located in the same country where the UE is currently located, the UE, when it requires emergency services, shall initiate an IKEv2 tunnel establishment procedure towards the same ePDG to request for emergency session as specified in subclause 7.2.2 provided that an emergency PDN connection is not already active. 
	*** End Change ***


