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2. Reason for Change

User plane stack in Nwu is specified in TS 23.501 as follows:

------------------------------

8.3.2
User Plane for untrusted non 3GPP Access
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Figure 8.3.2-1: User Plane via N3IWF
------------------------------

According to TS 23.502, the GRE layer in Nwu provides RQI and QFI:

------------------------------

4.12.5
UE Requested PDU Session Establishment via Untrusted non-3GPP Access
....
8.
On the user-plane:

-
When the UE has to transmit an UL PDU, the UE shall determine the QFI associated with the UL PDU (by using the QoS rules of the PDU Session), it shall encapsulate the UL PDU inside a GRE packet and shall forward the GRE packet to N3IWF via the IPsec child SA associated with this QFI. The header of the GRE packet carries the QFI associated with the UL PDU.
-
When the N3IWF receives a DL PDU via N3, the N3IWF uses the QFI and the identity of the PDU Session in order to determine the IPsec child SA to use for sending the DL PDU over NWu. The N3IWK encapsulates the DL PDU inside a GRE packet and copies the QFI in the header of the GRE packet. The N3IWF may include also in the GRE header a Reflective QoS Indicator (RQI), which shall be used by the UE to enable reflective QoS.
------------------------------

Conclusion-1:
CT1 needs to specify how to code the QFI and RQI in the GRE header.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.502.
* * * Change * * *
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8.3
Transport of messages over user plane


A user data packet is transported in a GRE encapsulated user data packet as specified in subclause 9.3.x.
The GRE encapsulated user data packet is transported using ESP protocol in transport mode as specified in IETF RFC 4303 [11] between the UE and the N3IWF. In the ESP packet:
a)
the ESP Security Parameter Index is corresponding to the user plane IPsec SA;
b)
the value of next header field shall be set to 2FH; and
c)
the payload data field shall contain the GRE encapsulated user data packet.
* * * Change * * *

9.3.x
GRE encapsulated user data packet
GRE encapsulated user data packet is coded according to figure 9.3.x-1 and table 9.3.x-1.
	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	GRE header
	1 - 8

	Payload packet
	9 - x


Figure 9.3.x-1: GRE encapsulated user data packet 
Table 9.3.x-1: GRE encapsulated user data packet 
	Octet 1 to octet 8 are the GRE header field defined in IETF RFC 2784 [rfc2784] and IETF RFC 2890 [rfc2890]. The GRE header field is coded according to figure 9.3.x-2 and table 9.3.x-2.


	Octet 8 to octet x are the Payload packet field. The Payload packet field contains one user data packet.


	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	C
	Reserved0
	K
	S
	Reserved0
	1

	Reserved0
	Ver
	2

	Protocol type
	3 - 4

	Key
	5 - 8


Figure 9.3.x-2: GRE header field
Table 9.3.x-2: GRE header field
	Bit 7 of octet 1 is the C bit defined in IETF RFC 2784 [rfc2784]. The C bit is set to zero.


	Bits 6, 3, 2, 1 and 0 of octet 1 and bits 7, 6, 5, 4, and 3 of octet 2 are the Reserved0 field defined in IETF RFC 2784 [rfc2784] and IETF RFC 2890 [rfc2890].


	Bit 5 of octet 1 is the K bit defined in IETF RFC 2890 [rfc2890]. The K bit is set to one.


	Bit 4 of octet 1 is the S bit defined in IETF RFC 2890 [rfc2890]. The S bit is set to zero.



	Bits 2, 1 and 0 of octet 2 is the Ver field defined in IETF RFC 2784 [rfc2784].


	Octet 3 and octet 4 are the Protocol Type field defined in IETF RFC 2784 [rfc2784]. The Protocol Type field is set to XXX.


	Octet 5 to octet 8 are the Key field defined in IETF RFC 2890 [rfc2890]. The Key field is coded according to figure 9.3.x-3 and table 9.3.x-3.



Editor's note: value of the Protocol Type field is FFS. the protocol type field contains an EtherType, to be reserved by IEEE at http://standards.ieee.org/develop/regauth/ethertype/index.html.
	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	RQI


	0

Spare
	QFI


	5

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	6

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	7

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	8


Figure 9.3.x-3: Key field of GRE header
Table 9.3.x-3: Key field of GRE header
	RQI (octet 5, bit 7)

	Bit

	7

	0
	
	RQI is not indicated

	1
	
	RQI is indicated

	

	QFI (octet 5, bits 5 to 0)

	Bits

	5
	4
	3
	2
	1
	0
	
	

	0
	0
	0
	0
	0
	0
	
	QFI 0

	


to

	1
	1
	1
	1
	1
	1
	
	QFI 63
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