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1. Introduction
The present pCR suggests a number of technical corrections, mainly to the handling of reflective QoS.

2. Reason for Change

1) The current wording of the first sentence in subclause 6.2.5.1.4.2 ("The UE shall derive a packet filter for UL direction from a DL user data packet as follows: ..") can be misinterpreted so that the UE needs to perform this packet filter derivation for each DL user data packet. 
It is proposed to clarify that the UE needs to do the derivation only if the DL user data packet is marked with a QFI and an RQI.

2) At the last CT1 meeting, C1-181333 introduced the possibility that after an inter-sytem change from EPS to 5GS, the UE can trigger a PDU session modification procedure to indicate its support of reflective QoS to the network. During this PDU session modification the network can also signal an RQ timer value.

The possibility for the UE to receive an RQ timer value during the PDU session modification was introduced in subclause 6.2.5.1.4.3 and 6.2.5.1.4.4, but it was forgotten to update also the sentence about the use of the default standardized RQ timer value:

"… the UE shall start the timer X associated with the derived QoS rule with the RQ timer value received during the UE-requested PDU session establishment procedure (see subclause 6.4.1) or the UE-requested PDU session modification procedure (see subclause 6.4.2). If the RQ timer value was not received in the UE-requested PDU session establishment procedure, the default standardized RQ timer value is used."
So for the case when the PDU session was not created in 5GS (i.e. when there was no UE-requested PDU session establishment procedure), but it was mapped from a PDN connection created in EPS, there are now contradicatory requirements regarding the timer value to be used.
3) Correction of some editorial issues in subclause 6.2.5.1.4.2, item a (missing "of"), and 8.3.6.2 (missing "if the").

4) Currently, in the PDU SESSION MODIFICATION COMMAND message (subclause 8.3.8.1), the Authorized QoS rules IE and the Extended protocol configuration options IE have the same IEI (7B). This is not allowed.
It is proposed to use 7A for the Authorized QoS rules IE. (So far the IEI 7A has only been used for the Requested QoS rules IE in the PDU SESSION MODIFICATION REQUEST message.)
3. Conclusions

---
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501, v 1.0.0.
* * * First Change * * * *

6.2.5.1.4.2
Derivation of packet filter for UL direction from DL user data packet
The UE shall derive a packet filter for UL direction from the DL user data packet as follows:
a)
if the received DL user data packet belongs to a PDU session of IPv4 PDU session type and:

1)
the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25];

2)
the protocol field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [24]; or

3)
the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;


then the packet filter for UL direction contains the following packet filter components:

1)
an IPv4 remote address component set to the value of the source address field of the received DL user data packet;

2)
an IPv4 local address component set to the value of the destination address field of the received DL user data packet;

3)
a protocol identifier/next header type component set to the value of the protocol field of the received DL user data packet;

4)
if the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25] or UDP as specified in IETF RFC 768 [24]:

i)
a single local port type component set to the value of the destination port field of the received DL user data packet; and

ii)
a single remote port type component set to the value of the source port field of the received DL user data packet; and
5)
if the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29]:

i)
a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;

otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;

b)
if the received DL user data packet belongs to a PDU session of IPv6 PDU session type and:

1)
the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25];

2)
the last next header field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [24]; or

3)
the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;


then the packet filter for UL direction contains the following packet filter components:

1)
an IPv6 remote address/prefix length component set to the value of the source address field of the received DL user data packet;

2)
an IPv6 local address/prefix length component set to the value of the destination address field of the received DL user data packet;

3)
a protocol identifier/next header type component set to the value of the last next header field of the received DL user data packet;

4)
if the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25] or UDP as specified in IETF RFC 768 [24]:

i)
a single local port type component set to the value of the destination port field of the received DL user data packet; and

ii)
a single remote port type component set to the value of the source port field of the received DL user data packet; and

5)
if the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29]:

i)
a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;

otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;

c)
if the received DL user data packet belongs to a PDU session of Ethernet PDU session type, the packet filter for UL direction contains the following packet filter components: 

1)
a destination MAC address component set to the source MAC address of the received DL user data packet;

2)
a source MAC address component set to the destination MAC address of the received DL user data packet;

3)
if an 802.1Q C-TAG is included in the received DL user data packet, an 802.1Q C-TAG VID component set to the 802.1Q C-TAG VID of the received DL user data packet and an 802.1Q C-TAG PCP/DEI component set to the 802.1Q C-TAG PCP/DEI of the received DL user data packet;

4)
if an 802.1Q S-TAG is included in the received DL user data packet, an 802.1Q S-TAG VID component set to the 802.1Q S-TAG VID of the received DL user data packet and an 802.1Q S-TAG PCP/DEI component set to the 802.1Q S-TAG PCP/DEI of the received DL user data packet;

5)
If the Ethertype field of the received DL user data packet is set to a value of 1536 or above, an Ethertype component set to the Ethertype of the received DL user data packet;

6)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv4 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet a) above; and

7)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv6 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet b) above; and
d)
if the received DL user data packet belongs to a PDU session of PDU session type other than Ethernet, IPv4 and IPv6, it is not possible to derive a packet filter for UL direction from the DL user data packet.

* * * Next Change * * * *

8.3.6.2
5GSM capability
This IE is included in the message after inter-system change from S1 mode to N1 mode, if the PDU session is of "IPv4", "IPv6" or "Ethernet" PDU session type, and the UE supports reflective QoS.
* * * Next Change * * * *

8.3.8
PDU session modification command

8.3.8.1
Message definition
The PDU SESSION MODIFICATION COMMAND message is sent by the SMF to the UE to indicate a modification of a PDU session. See table 8.3.8.1.1
Message type:
PDU SESSION MODIFICATION COMMAND
Significance:

dual

Direction:


network to UE
Table 8.3.8.1.1: PDU SESSION MODIFICATION COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type

9.7
	M
	V
	1

	73
	5GSM cause
	5GSM cause

9.8.4.2
	O
	TV
	2

	2A
	Session AMBR
	Session-AMBR

9.8.4.8
	O
	TLV
	8

	74
	RQ timer value
	GPRS timer

9.8.4.3
	O
	TV
	2

	7A
	Authorized QoS rules
	QoS rules

9.8.4.7
	O
	TLV-E
	3-65538

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.3
	O
	TLV-E
	4-65538
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