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1. Introduction
This pCR clarifies the inclusion criteria for the S-NSSAI in PDU SESSION ESTABLISHMENT ACCEPT message.
2. Reason for Change
The UE is not mandated to include an S-NSSAI in a PDU SESSION ESTABLISHMENT REQUEST message, i.e.

-
For a non-emergency PDU session, if the NAS message does not contain an S-NSSAI, the AMF determines a default S-NSSAI for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI, or based on operator policy.
-
For an emergency PDU session, the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses locally configured values instead.
Taking the above into account, it is understood from 3GPP TS 23.502 subclause 4.3.2.2.1 on "UE Requested PDU Session Establishment" that the AMF includes an S-NSSAI in the Nsmf_PDUSession_CreateSMContext Request towards the SMF:
3.
From AMF to SMF: Either Nsmf_PDUSession_CreateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, PEI, GPSI, Subscription For PDU Session Status Notification) or Nsmf_PDUSession_UpdateSMContext Request (SUPI, DNN, S-NSSAI, PDU Session ID, AMF ID, Request Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT type, PEI).

It understood from 3GPP TS 23.502 subclause 5.2.8.2.5
on "Nsmf_PDUSession_CreateSMContext service operation" that the S-NSSAI(s) is a required parameter:

Input, Required: SUPI or PEI, DNN, S-NSSAI(s), PDU Session ID, AMF ID (GUAMI), N1 SM container.

Observation 1: The AMF always provides an S-NSSAI to the SMF, i.e. for non-emergency and emergency PDU sessions.
When the SMF is ready to communicate the response to the  PDU SESSION ESTABLISHMENT REQUEST message, the SMF sends a Namf_Communication_N1N2MessageTransfer with an N1 SM Container containing the PDU SESSION ESTABLISHMENT ACCEPT message that the AMF provides to the UE. This contains an S-NSSAI as specified in 3GPP TS 23.502 subclause 4.3.2.2.1:

11.
SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, Access Type, N2 SM information (PDU Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, S-NSSAI, Session-AMBR, PDU Session Type), N1 SM container (PDU Session Establishment Accept (QoS Rule(s), selected SSC mode, S-NSSAI, allocated IPv4 address, interface identifier, Session-AMBR, selected PDU Session Type))). In case of multiple UPFs are used for the PDU Session, the CN tunnel Info contain tunnel information related with the UPF that terminates N3.

……………..

The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE.

……………..
For the PDU SESSION ESTABLISHMENT ACCEPT, 3GPP TS 24.501 subclause 6.4.1.3
states the following:

The SMF shall set the S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

Although the UE may or may not supporting slicing, the UE is not expecting to receive an S-NSSAI for an emergency session.
Observation 2: The "selected NSSAI of the PDU session" text is only applicable to non-emergency PDU sessions. 
3. Conclusions

The S-NSSAI is included in the PDU SESSION ESTABLISHMENT ACCEPT message for non-emergency sessions.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 v1.0.0.
* * * First Change * * * *

<Proposed change in revision marks>

6.4.1.3
UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
a)
either the received SSC mode or the SSC mode modified from the received SSC mode based on the subscription, the SMF configuration, or both if the request type IE is set to "initial request", and the SSC mode IE is included in the PDU SESSION ESTABLISHMENT REQUEST message;

b)
otherwise, either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration.
If the PDU session is an emergency PDU session, the SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to "SSC mode 1". If the PDU session is a non-emergency PDU session of "Ethernet" or "Unstructured" PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1" or "SSC mode 2". If the PDU session is a non-emergency PDU session of "IPv4" or "IPv6" PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3".
If the PDU session is a non-emergency PDU session, the SMF shall set the S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the PDU session type of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IP", the SMF shall select either "IPv4" or "IPv6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
If the selected PDU session type is "IPv6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an interface identifier for the IPv6 link local address.
The SMF shall set the DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the DNN of the PDU session.

The SMF shall set the Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

If the selected PDU session type is "IPv4", "IPv6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GSM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and include the RQ timer IE set to an RQ timer value.
NOTE:
If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication (RQI) to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute (RQA) in QoS profile of the QoS flow during QoS flow establishment. 

If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [26], provided by the DN.

The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3580, shall release the allocated PTI value and shall consider that the PDU session was established.
If the UE requests the PDU session type "IP" and:

a)
the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or

b)
 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";

the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN with a single address PDN type (IPv4 or IPv6) other than the one already activated.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv6" until the PDU session is released.

If the UE requests the PDU session type "IP", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN and the PDU session type "IPv4" until the PDU session is released.

If the selected PDU session type of the PDU session is "Unstructured" or "Ethernet", the UE supports intersystem change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, and the parameters list field of one or more QoS rules received in the QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message contains an EPS bearer identity (EBI) then the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more QoS rules.
* * * Next Change * * * *

<Proposed change in revision marks>
8.3.2.5
S-NSSAI
This IE shall be included in the message when the SMF received from the AMF an S-NSSAI together with the PDU SESSION ESTABLISHMENT REQUEST message, and the PDU session is a non-emergency PDU session.
* * * End Change * * * *
