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***** Next change *****
5.7.1.25.2
Originating procedures

An originating AS supporting the calling number verification as described in RFC 8224 [252]:
1)
may based on local policy insert an Identity header field as specified in RFC 8224 [252] for all initial INVITE requests and MESSAGE requests and shall for this purpose use the identity in the P-Asserted-Identity header field or the From header field;

NOTE:
This option is kept from the original release-14 functionality. If the AS knows the IBCF supports invoking an AS for providing an Identity header field the below actions are more efficient.

2)
may based on local policy perform attestation of the identity of the served user by:

a)
inserting a "verstat" tel URI parameter, specified in subclause 7.2A.20; in the From header field or the P-Asserted-Identity header field if not already present; and

b)
insert an origid header field and an attestation header field if not alredy present; or

3)
may based on local policy perform attestation of the identity of the served diverting user by:

a)
inserting a "verstat" tel URI parameter specified in subclause 7.2A.20 in the History-Info header field.
Editor's Note [WI: eSPECTRE, CR6092]: The origid header field and the attestation header field needs to be defined. The attestation level in this case is "A" or "B", specified in draft-ietf-stir-passport-shaken.
5.7.1.25.3
Terminating procedures

Upon receiving an initial INVITE request or a MESSAGE request containing one or more Identity header fields, an AS supporting the calling number verification as described in RFC 8224 [252] shall if the network indicated support for the calling number verification during registration:

-
use the Identity header field(s) for verification, and based on the outcome of the verification insert a "verstat" tel URI parameter with a value representing the outcome of the verification in the tel URI or SIP URI with the user=phone parameter of each P-Asserted-Identity header field or From header field where the URI contains the calling number that was tested for verification.
***** End of change *****
