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1
Introduction
There is a state 2 requirement to deliver UE policy from the H-PCF or V-PCF to the UE. Since it was not clear whether the requirement should be achieved via hop-by-hop protocols among the UE, the AMF, and the PCF (indicated as Alt-A) or via an end-to-end protocol between the UE and the PCF (indicated as Alt-B), CT1 requested clarification in the LS C1-180712 to SA2. SA2 replied with the LS S2-182619 that regarding the NAS transport protocol for the delivery of the UE Policy and the response from the UE, SA2 concluded that the selection of Alt. A or Alt. B described in CT1 LS should be decided by CT1, according to the above principles. Here, the principles are:
· PCF places UE Policy in a transparent container (not processed by the AMF), i.e. UE Policy container.

· When UE is in CM-CONNECTED, the AMF transfers transparently the UE policy from PCF to the UE and the response from the UE to the PCF. 

· The UE is required to confirm that the UE policies indicated by the PSI is stored. Note that AMF does not know whether the UE policy in the UE Policy container is in segments (policy splitting is the PCF’s role).

· When the UE in CM-IDLE and paging fails, then AMF reports failure to deliver the UE policy to the PCF.

· The PCF provides PSI operations in the UE Policy container.
This paper addresses these alternatives and proposes CT1 to agree Alt-A as the way forward.
2
Discussion
In essence, we prefer Alt-A because Alt-B entails unnecessary complexity whereas both alternatives can achieve transparent and reliable delivery of UE policy: in terms of Alt-A, the (e)PCO IE has been effectively used for transparent delivery of external network protocol options or additional data with the hop-by-hop transport mechanism, and CT1 can enable reliable transmission of an IE over N1 whenever needed; in terms of Alt-B, transparency is naturally achieved via the end-to-end protocol and the 5GMM protocol can be designed to support reliable delivery of upper layer messages. Facets of the unnecessary complexity include the followings:

· protocol details;

· multiple termination points;
· inconsistent network behaviour; and

· formalities.
2.1
Protocol details

With Alt-B, CT1 needs to start discussing details of the protocol, e.g. whether the protocol message is a standard L3 message, whether the policy section identity should be included in the header, which encoding scheme should be chosen, whether the protocol message should be defined using an interface description language.
Taking into account that the only required task is UE policy delivery from the network to the UE, we do not think that such a task deserve a dedicated protocol accompanying a significant amount of discussion points.
2.2
Multiple termination points

Some policy information (e.g. access and mobility related policy information) is provided by the V-PCF and the other policy information (e.g. URSP) is provided by the H-PCF. Thus, if Alt-B is chosen, CT1 needs to define two end-to-end protocols. It does not make sense to define a single end-to-end between the UE and the V-PCF and rely on the N24 interface for delivery of policy information from H-PCF and V-PCF because there is no reason to ignore reliable message delivery features of the N15 and N1 interfaces when one can rely on the N24 interface.
2.3
Inconsistent network behaviour
In case an end-to-end protocol is defined above the 5GMM protocol and an NF identifies a need to send an end-to-end protocol message to the UE, the NF sends the Namf_Communication_N1N2MessageTransfer service. See steps 11, 6a, and 1 of figures 1, 2, and 3, respectively.
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Figure 1: DL 5GSM message transfer example (figure 4.3.2.2.1-1 of 3GPP TS 23.502)
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Figure 2: DL SMS message transfer example (figure 4.13.3.3-1 of 3GPP TS 23.502)
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Figure 3: DL LPP message transfer example (figure 4.13.5.4-1 of 3GPP TS 23.502)

On the other hand, for policy delivery, the PCF uses Npcf services. See step 1 of figure 4.
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Figure 4: UE Configuration Update procedure for transparent UE Policy delivery (figure 4.2.4.3-1 of 3GPP TS 23.502)

If CT1 chooses Alt-B, this would bring an exception in the service-based architecture: the PCF requesting to send an end-to-end protocol message to the UE makes use of an Npcf service, whereas other NFs requesting to send an end-to-end protocol message to the UE makes use of the Namf_Communication_N1N2MessageTransfer service.
2.4
Formalities

Alt-B requires CT1 to discuss whether the end-to-end protocols (one terminated to V-PCF and the other terminated to H-PCF) are captured in two different TSs or these are specified in 3GPP TS 24.501. If CT1 chooses to specify them in new TSs, overhead efforts are inevitable. This concerns us especially considering that we only have one quarter to complete Rel-15 stage 3.

3
Conclusion

Therefore, we propose that CT1 agrees Alt-A as the way forward.
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