Page 1



3GPP TSG-CT WG1 Meeting #110
C1-182282
Kunming (P.R. of China), 16-20 April 2018

	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.229
	CR
	6097
	rev
	-
	Current version:
	14.7.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:

	Redefinition of the emerg-reg timer

	
	

	Source to WG:
	Intel, T-Mobile US

	Source to TSG:
	C1

	
	

	Work item code:
	TEI14
	
	Date:
	2018-04-05

	
	
	
	
	

	Category:
	C
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	CR 5653 rev 4 (C1-164655) introduced a specific timer emerg-reg for the supervision of the emergency registration of an IMS emergency call. Emerg-reg is configurable in the range from 2 to 15 seconds. (Thus it is considerably shorter than the maximum duration of 128s for a 'normal' IMS registration, as defined by SIP Timer F = 64*T1.) As discussed in more detail in C1-182281, on top of these up to 15 seconds, the establishment of the emergency PDN connection in EPS can take another up to 8 seconds. 

1) In a case of emergency with high network signalling load, if a user may have to wait for more than 20 seconds until the UE is even sending the SIP INVITE request to the network, the user is likely to hang up and dial again, because he is going to panic or getting frustrated. When this is done by a larger group of users, it will increase the load on the network.

2) As can be seen from C1-182281, there are additional phases in the preparation of the emergency call, like the communication back and forth between IMS client and cellular protocol stack, the IP address configuration and the P-CSCF discovery, which are currently not supervised by any standardized timer. So in worst case the preparation of the IP-CAN bearer can take even more than 8 seconds, or the procedure can get stuck while no (standardized) supervision timer is running.

In order to overcome 1 and 2, it is proposed to define a single timer on IMS level which is supervising the whole "preparation phase", starting with the decision to select the IMS for the setup of the emergency call, until the emergency registration has been completed successfully (or the UE determines that the initial emergency registration is not needed). The timer should be configurable in the range from 8 to 20 seconds.

To avoid that the emergency registration itself is supervised by 2 IMS timers (i.e. by emerg-reg and the new timer) and that the overall "preparation phase" can take too long (if the new timer and emerg-reg are run one after the other), it is proposed to redefine the start and stop criteria of the emerg-reg timer so that it is supervising the whole preparation phase.

It is proposed to apply the CR starting with Rel-14 (where emerg-reg was introduced), because otherwise Rel-14 and Rel-15 UEs configured with the same value for emerg-reg would show a different behavior (i.e. emerg-reg would typcially expire at different points in time).

	
	

	Summary of change:
	Start/stop criteria for timer emerg-reg are redefined: the timer is to be started with the decision to select the IMS for the setup of the emergency call, and stopped when the emergency registration has been completed successfully or the UE determines that the initial emergency registration is not needed. The value is configurable in the range from 8 to 20 seconds.

	
	

	Consequences if not approved:
	1) Preparation phase for an IMS emergency call via EPS can take more than 20 seconds. Users in an emergency situation may hang up and dial again, thus creating additional signalling load.

2) There are phases during the call preparation which are not supervised by a standardized timer. So the procedure may get stuck without standardized recovery mechanism.
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5.1.6
Emergency service

5.1.6.1
General

A CS and IM CN subsystem capable UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt an emergency call setup using appropriate access technology specific procedures.
The UE shall determine, whether it is currently attached to its home operator's network (e.g. HPLMN) or to a different network than its home operator's network (e.g. VPLMN) by applying access technology specific procedures described in the access technology specific annexes.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is currently registered and the IP-CAN does not define emergency bearers, the UE shall attempt an emergency call as described in subclause 5.1.6.8.4.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is currently registered and the IP-CAN defines emergency bearers and the core network has indicated that it supports emergency bearers, the UE shall:
1)
perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)
attempt an emergency call as described in subclause 5.1.6.8.3.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is not currently registered, the UE shall:

1)
perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)
attempt an emergency call as described in subclause 5.1.6.8.3.

If the IM CN subsystem is selected and the UE is attached to a different network than its home operator's network (e.g. VPLMN), the UE shall:

1)
perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)
attempt an emergency call as described in subclause 5.1.6.8.3.

If the UE supports the emerg-reg timer defined in table 7.8.1, the UE shall start the emerg-reg timer when the UE detects the request for an emergency service and the IM CN subsystem is selected. The UE shall stop the timer when the UE determines that an initial emergency registration, as described in subclause 5.1.6.2, is not required or upon receipt of any final SIP response during the initial emergency registration. When the emerg-reg timer expires, the UE shall consider that the emergency registration has failed and apply the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 4.1. The UE may support being pre-configured for the Emerg-reg timer using one or more of the following methods:

a)
the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C];

b)
the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.103 [15B]; and
c)
the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G].
If the UE is configured with both the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G] and the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Timer_Emerg-reg leaf of the EFIMSConfigData file shall take precedence.

NOTE:
Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15B].

If the IM CN subsystem is selected and the UE has no credentials the UE can make an emergency call without being registered. The UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

An IP-CAN can, dependent on the IP-CAN capabilities, provide local emergency numbers (including information about emergency service categories) to the UE which has that capability, in order for the UE to recognize these numbers as emergency call.

5.1.6.2
Initial emergency registration

When the user initiates an emergency call, if emergency registration is needed (including cases described in subclause 5.1.6.2A), the UE shall perform an emergency registration prior to sending the SIP request related to the emergency call.

The UE shall have only one valid emergency registration at any given time. If the UE initiates a new emergency registration using different contact address, and the previous emergency registration has not expired, the UE shall consider the previous emergency registration as expired.

IP-CAN procedures for emergency registration are defined in 3GPP TS 23.167 [4B] and in each access technology specific annex.

When a UE performs an initial emergency registration the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions and modifications:

a)
the UE shall include a "sos" SIP URI parameter in the Contact header field as described in subclause 7.2A.13, indicating that this is an emergency registration and that the associated contact address is allowed only for emergency service; and

b)
the UE shall populate the From and To header fields of the REGISTER request with:

-
the first entry in the list of public user identities provisioned in the UE;

-
the default public user identity obtained during the normal registration, if the UE is not provisioned with a list of public user identites, but the UE is currently registered to the IM CN subsystem; and

-
the derived temporary public user identity, in all other cases.

When the UE performs an initial emergency registration and whilst this emergency registration is active, the UE shall:

-
handle the emergency registration independently from any other ongoing registration to the IM CN subsystem;
-
handle any signalling or media related IP-CAN for the purpose of emergency calls independently from any other established IP-CAN for IM CN subsystem related signalling or media; and

-
handle all SIP signalling and all media related to the emergency call independently from any other ongoing IM CN subsystem signalling and media.

If:

1)
the UE receives a 420 (Bad Extension) response to the REGISTER request for initial emergency registration containing an "sos" SIP URI parameter in the Contact header field;

2)
the UE does not support GPRS-IMS-Bundled authentication; and
3)
the response contains a 3GPP IM CN subsystem XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) and <action> child element set to "anonymous-emergencycall" (see table 7.6.3); 
the UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

If:

1)
the UE receives a 403 (Forbidden) response to the REGISTER request for initial emergency registration containing an "sos" SIP URI parameter in the Contact header field; and
2)
the response contains a 3GPP IM CN subsystem XML body that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2) and <action> child element set to "anonymous-emergencycall" (see table 7.6.3); 
the UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

***** Next change *****
7.8
IM CN subsystem timers

Table 7.8.1 shows recommended values for timers specific to the IM CN subsystem.

Table 7.8.1: IM CN subsystem
	Timer 
	Value to be applied at the UE
	Value to be applied at the P-CSCF
	Value to be applied at the S-CSCF
	Meaning

	reg-await-auth
	not applicable
	not applicable
	4 minutes
	The timer is used by the S-CSCF during the authentication procedure of the UE for registration. For detailed usage of the timer see subclause 5.4.1.2.

The authentication procedure may take in the worst case as long as 2 times Timer F. The IM CN subsystem value for Timer F is 128 seconds.

	request-await-auth
	not applicable
	not applicable
	4 minutes
	The timer is used by the S-CSCF during the authentication procedure of the UE for requests different than REGISTER. For detailed usage of the timer see subclause 5.4.3.6.1.

The authentication procedure may take in the worst case as long as 2 times Timer F. The IM CN subsystem value for Timer F is 128 seconds.

	emerg-reg
	Configurable value between 8 seconds and 20 seconds 
	not applicable
	not applicable
	The timer is used by the UE during the emergency registration procedure including any required IP-CAN procedures. For detailed usage of the timer see subclause 5.1.6.1.

	emerg-request
	Configurable value between 5 seconds and 15 seconds 
	not applicable
	not applicable
	The timer is used by the UE during initial request for emergency service. For detailed usage of the timer see subclause 5.1.6.8.1.


NOTE:
The UE and the P-CSCF use the value of the reg-await-auth timer to set the SIP level lifetime of the temporary set of security associations.

