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1. Introduction
The navigation panel of my MSWord clienst shows unexpexted "headings". I have included a screenshot:
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Figure 1: navigation panel showing figures 9.8.3.5.1 and 9.8.3.6.1 and table 9.8.3.5.1

Figures 9.8.3.5.1 and 9.8.3.6.1 and table 9.8.3.5.1 should not be listed in the navigation panel.

2. Reason for Change
Some figure or table headings, items of bulleted lists and definitions show up in a pane that is only supposed to show (sub)clause headings.

3. Conclusions

Remove the unexpected entries.
4. Proposal

Select the unexpected entries and briefly hold "CRTL" & "q", simultaneously.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

5GMM-IDLE mode: In this specification, if the term is used standalone, a UE in 5GMM-IDLE mode means the UE can be either in 5GMM-IDLE mode over 3GPP access or in 5GMM-IDLE mode over non-3GPP access.
5GMM-CONNECTED mode: In this specification, if the term is used standalone, a UE in 5GMM-CONNECTED mode means the UE can be either in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED mode over non-3GPP access.
5GMM-IDLE mode over 3GPP access: A UE is in 5GMM-IDLE mode over 3GPP access when no N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-IDLE mode over 3GPP access used in the present document corresponds to the term CM-IDLE state for 3GPP access used in 3GPP TS 23.501 [5].
5GMM-CONNECTED mode over 3GPP access: A UE is in 5GMM-CONNECTED mode over 3GPP access when a N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-CONNECTED mode over 3GPP access used in the present document corresponds to the term CM-CONNECTED state for 3GPP access used in 3GPP TS 23.501 [5].
5GMM-IDLE mode over non-3GPP access: A UE is in 5GMM-IDLE mode over non-3GPP access no N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-IDLE mode over non-3GPP access used in the present document corresponds to the term CM-IDLE state for non-3GPP access used in 3GPP TS 23.501 [5].
5GMM-CONNECTED mode over non-3GPP access: A UE is in 5GMM-CONNECTED mode over non-3GPP access when it has N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-CONNECTED mode over non-3GPP access used in the present document corresponds to the term CM-CONNECTED state for non-3GPP access used in 3GPP TS 23.501 [5].
Access stratum connection: A peer to peer access stratum connection between either the UE and the NG-RAN for 3GPP access or the UE and the N3IWF for non-3GPP access. The access stratum connection for 3GPP access corresponds to an RRC connection via the Uu reference point. The creation of the access stratum connection for non-3GPP access corresponds to the completion of the IKE_SA_INIT exchange (see IETF RFC 7296 [32]) via the NWu reference point.
DNN based congestion control: Type of congestion control at session management level that is applied to reject session management requests from UEs or release PDU sessions when the associated DNN is congested.
General NAS level congestion control: Type of congestion control at mobility management level that is applied at a general overload or congestion situation in the network, e.g. lack of processing resources.
Last visited registered TAI: A TAI which is contained in the registration area that the UE registered to the network and which identifies the tracking area last visited by the UE.
N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.

PDU session for LADN: A PDU session with a DNN associated with a LADN.
Registered for emergency services: A UE is registered for emergency services if it has successfully completed initial registration for emergency services or if it has only one PDU session established which is for emergency services.
Rejected NSSAI: Rejected NSSAI for the current PLMN or rejected NSSAI for the current PLMN and registration area combination.
Rejected NSSAI for the current PLMN: A set of S-NSSAIs which was included in the requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current PLMN".
Rejected NSSAI for the current PLMN and registration area combination: A set of S-NSSAIs which was included in the requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current registration area".
Selected core network type information: A type of core network (EPC or 5GCN) selected by the UE NAS layer in case of an E-UTRA cell connected to both EPC and 5GCN.
UE configured for high priority access in selected PLMN: A UE configured with one or more access identities equal to 1, 2, or 11-15 applicable in the selected PLMN as specified in subclause 4.5.2. Definition derived from 3GPP TS 22.261 [2].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [5] apply:

5G access network

5G core network

5G QoS flow

5G QoS identifier

5G-GUTI

5G System
5G-S-TMSI

Allowed area

Allowed NSSAI

AMF region

AMF set

Configured NSSAI

Local area data network

Network slice

NG-RAN
Non-allowed area

Non-seamless non-3GPP offload

PDU session
PDU session type

PEI

Requested NSSAI

SUPI
SUCI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [16] apply:

5G security context

5G NAS security context

Current 5G security context

Full native 5G security context

K'AME
KAMF
KASME
Mapped security context

Native 5G security context
Non-current 5G security context

Partial native 5G security context
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [23] apply:

NG connection

* * * Next Change * * * *

5.4.2.7
Abnormal cases on the network side
The following abnormal cases can be identified:

a)
Lower layer failure before the SECURITY MODE COMPLETE or SECURITY MODE REJECT message is received.

The network shall abort the security mode control procedure.

b)
Expiry of timer T3560.

The network shall, on the first expiry of the timer T3560, retransmit the SECURITY MODE COMMAND message and shall reset and start timer T3560. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3560, the procedure shall be aborted.
NOTE:
If the SECURITY MODE COMMAND message was sent to create a mapped 5GS security context during inter-system change from S1 mode to N1 mode, then the network does not generate new values for the nonceAMF and the nonceUE, but includes the same values in the SECURITY MODE COMMAND message (see the subclause 6.7.2 in 3GPP TS 33.501 [16]).
c)
Collision between security mode control procedure and registration, service request or de-registration procedure not indicating switch off.

The network shall abort the security mode control procedure and proceed with the UE initiated procedure.

d)
Collision between security mode control procedure and other 5GMM procedures than in item c.

The network shall progress both procedures.
e)
Lower layers indication of non-delivered NAS PDU due to handover:


If the SECURITY MODE COMMAND message could not be delivered due to an intra AMF handover and the target TA is included in the TAI list, then upon successful completion of the intra AMF handover the AMF shall retransmit the SECURITY MODE COMMAND message. If a failure of the handover procedure is reported by the lower layer and the N1 signalling connection exists, the AMF shall retransmit the SECURITY MODE COMMAND message.
* * * Next Change * * * *

5.6.1.6
Service request procedure for initiating a PDU session for emergency services not accepted by the network

If the service request for initiating a PDU session for emergency services cannot be accepted by the network, the UE shall perform the procedures as described in subclause 5.6.1.5. Then if the UE is in the same selected PLMN where the last service request was attempted, the UE shall:

a)
inform the upper layers of the failure of the procedure; or

NOTE:
This can result in the upper layers requesting another emergency call attempt using domain selection as specified in 3GPP TS 23.167 [9].

b)
de-register locally, if not de-registered already, attempt initial registration for emergency services.
Editor's note:
If the service request for initiating a PDU session for emergency services fails due to abnormal cases in subclause 5.6.1.7, how the UE performs is FFS.

* * * Next Change * * * *

8.2.25.1
Message definition

The SECURITY MODE COMMAND message is sent by the AMF to the UE to establish NAS signalling security. See table 8.2.25.1.1.

Message type:
SECURITY MODE COMMAND

Significance:

dual

Direction:


network to UE

Table 8.2.25.1.1: SECURITY MODE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Security mode command message identity
	Message type

9.7
	M
	V
	1

	
	Selected NAS security algorithms
	NAS security algorithms

9.8.3.24
	M
	V
	1

	
	NAS key set identifier
	NAS key set identifier

9.8.3.27
	M
	V
	1

	
	Replayed UE security capabilities
	UE security capability

9.8.3.55
	M
	LV
	3-5

	E-
	IMEISV request
	IMEISV request

9.8.3.23
	O
	TV
	1

	55
	Replayed nonceUE
	Nonce

9.8.3.32
	O
	TV
	5

	56
	NonceAMF
	Nonce

9.8.3.32
	O
	TV
	5

	4F
	HashAMF
	HashAMF
9.8.3.22
	O
	TV
	9

	78
	EAP message
	EAP message
9.8.3.16
	O
	TLV-E
	7


* * * Next Change * * * *

8.2.26.1
Message definition

The SECURITY MODE COMPLETE message is sent by the UE to the AMF in response to a SECURITY MODE COMMAND message. See table 8.2.26.1.1.

Message type:
SECURITY MODE COMPLETE

Significance:

dual

Direction:


UE to network

Table 8.2.26.1.1: SECURITY MODE COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Security mode complete message identity
	Message type

9.6
	M
	V
	1

	2C
	IMEISV
	5G mobile identity

9.8.3.4
	O
	TLV
	TBD

	7D
	NAS message container
	NAS message container

9.8.3.23
	O
	TLV-E
	3-n


* * * Next Change * * * *

8.6.27.1
Message definition

The SECURITY MODE REJECT message is sent by the UE to the AMF to indicate that the corresponding security mode command has been rejected. See table 8.2.27.1.1.

Message type:
SECURITY MODE REJECT

Significance:

dual

Direction:


UE to network

Table 8.2.27.1.1: SECURITY MODE REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Security mode reject message identity
	Message type

9.6
	M
	V
	1

	
	5GMM cause
	5GMM cause

9.8.3.2
	M
	V
	1


* * * Next Change * * * *

8.3.15.1
Message definition
The 5GSM STATUS message is sent by the SMF or the UE to pass information on the status of the indicated PDU session and report certain error conditions. See table 8.3.15.1.1.

Message type:
5GSM STATUS
Significance:

dual

Direction:


both

Table 8.3.15.1.1: 5GSM STATUS message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	5GSM STATUS message identity
	Message type

9.7
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.8.4.2
	M
	V
	1


* * * Next Change * * * *

9.8.3.5
5GS network feature support
The purpose of the 5GS network feature support information element is to indicate whether certain features are supported by the network.
The 5GS network feature support information element is coded as shown in figure 9.8.3.5.1 and table 9.8.3.5.1.

The 5GS network feature support is a type 4 information element with a minimum length of 3 octets and a maximum length of 5 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	5GS network feature support IEI
	octet 1

	Length of 5GS network feature support contents
	octet 2

	0

Spare
	0

Spare
	IWK N26
	EMF
	EMC
	IMS VoPS
	octet 3

	0
	0
	0
	0
	0
	0
	0
	0
	

	Spare
	octet 4*- 5*


Figure 9.8.3.5.1: 5GS network feature support information element

Table 9.8.3.5.1: 5GS network feature support information element

	IMS voice over PS session indicator (IMS VoPS) (octet 3, bit1 and bit 2)

	This bit indicates the support of IMS voice via 5GS

	Bit

	2
	1
	
	
	

	0
	0
	
	
	IMS voice over PS session not supported

	0
	1
	
	
	IMS voice over PS session supported over 3GPP access only

	1
	0
	
	
	IMS voice over PS session supported over non-3GPP access only

	1
	1
	
	
	IMS voice over PS session supported over both 3GPP access and non 3GPP access

	

	Emergency service support indicator (EMC) (octet 3, bit 3 and bit 4)

	This bit indicates the support of emergency services in 5GS

	Bit

	4
	3
	
	
	

	0
	0
	
	
	Emergency services not supported

	0
	1
	
	
	Emergency services supported in NR connected to 5GC only

	1
	0
	
	
	Emergency services supported in E-UTRA connected to 5GC only

	1
	1
	
	
	Emergency services supported in NR connected to 5GC and E-UTRA connected to 5GC

	

	Emergency service fallback indicator (EMF) (octet 3, bit 5)

	This bit indicates the support of emergency services fallback

	Bit

	5
	
	
	
	

	0
	
	
	
	Emergency service fallback not supported

	1
	
	
	
	Emergency service fallback supported

	

	Interworking without N26 interface indicator (IWK N26) (octet 3, bit 6)

	This bit indicates the ability to support interworking without the N26 interface

	Bit

	6
	
	
	
	

	0
	
	
	
	Interworking without N26 not supported

	1
	
	
	
	Interworking without N26 supported

	

	Bits 7 to 8 of octet 3 are spare and shall be coded as zeros

All bits in octets 4 -5 are spare and shall be coded as zero, if the respective octet is included in the information element.


* * * Next Change * * * *

9.8.3.6
5GS registration result
The purpose of the 5GS registration result information element is to specify the result of a registration procedure.

The 5GS registration result information element is coded as shown in figure 9.8.3.6.1 and table 9.8.3.6.1.

The 5GS registration result is a type 1 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	5GS registration result IEI
	0

Spare
	5GS registration result value
	octet 1


Figure 9.8.3.6.1: 5GS registration result information element

Table 9.8.3.6.1: 5GS registration result information element

	5GS registration result value (octet 1)

	Bits

	3
	2
	1
	
	

	0
	0
	1
	
	3GPP access 

	0
	1
	0
	
	Non-3GPP access

	0
	1
	1
	
	3GPP access and Non-3GPP access

	
	
	
	
	

	All other values are spare.

	

	Bit 4 of octet 1 is spare and shall be coded as zero.


* * * Next Change * * * *

9.8.3.27
NAS key set identifier
The NAS key set identifier is allocated by the network.

The NAS key set identifier information element is coded as shown in figure 9.8.3.27.1 and table 9.8.3.27.1.

The NAS key set identifier is a type 1 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS key set identifier IEI
	TSC


	NAS key set identifier
	octet 1


Figure 9.8.3.27.1: NAS key set identifier information element

Table 9.8.3.27.1: NAS key set identifier information element

	Type of security context flag (TSC) (octet 1)

	

	Bit

	4
	
	
	

	0
	
	
	native security context (for KSIAMF)

	1
	
	
	mapped security context (for KSIASME)

	

	TSC does not apply for NAS key set identifier value "111".

	

	NAS key set identifier (octet 1)

	

	Bits

	3
	2
	1
	

	
	
	
	

	0
	0
	0
	

	through
	possible values for the NAS key set identifier

	1
	1
	0
	

	
	
	
	

	1
	1
	1
	no key is available (UE to network);

	
	
	
	reserved (network to UE)


* * * Next Change * * * *

9.8.3.28
NAS message container

The purpose of the NAS message container IE is to encapsulate a NAS message without NAS security header.

The NAS message container information element is coded as shown in figure 9.8.3.28.1 and table 9.8.3.28.1.

The NAS message container is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS message container IEI
	octet 1

	Length of NAS message container contents
	octet 2

	
	octet 3

	
	octet 4

	NAS message container contents
	

	
	octet n


Figure 9.8.3.28.1: NAS message container information element
Table 9.8.3.28.1: NAS message container information element
	NAS message container contents (octet 4 to octet n); Max value of 65535 octets

	

	This IE can contain a REGISTRATION REQUEST message as defined in subclause 5.5.1, or a SERVICE REQUEST message as defined in subclause 5.6.1.


* * * Next Change * * * *

9.8.3.29
NAS security algorithms
The purpose of the NAS security algorithms information element is to indicate the algorithms to be used for ciphering and integrity protection.

The NAS security algorithms information element is coded as shown in figure 9.8.3.29.1 and table 9.8.3.29.1.

The NAS security algorithms is a type 3 information element with a length of 2 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NAS security algorithms IEI
	octet 1

	Type of ciphering algorithm
	Type of integrity protection algorithm
	octet 2


Figure 9.8.3.29.1: NAS security algorithms information element

Table 9.8.3.29.1: NAS security algorithms information element

	Type of integrity protection algorithm (octet 2, bit 1 to 3)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	5GS integrity algorithm 5G-IA0 (null integrity protection algorithm)

	0
	0
	0
	1
	5GS integrity algorithm 128-5G-IA1

	0
	0
	1
	0
	5GS integrity algorithm 128-5G-IA2

	0
	0
	1
	1
	5GS integrity algorithm 128-5G-IA3

	0
	1
	0
	0
	5GS integrity algorithm 5G-IA4

	0
	1
	0
	1
	5GS integrity algorithm 5G-IA5

	0
	1
	1
	0
	5GS integrity algorithm 5G-IA6

	0
	1
	1
	1
	5GS integrity algorithm 5G-IA7

	

	All other values are reserved.

	

	Type of ciphering algorithm (octet 2, bit 5 to 7)

	Bits

	8
	7
	6
	5
	

	0
	0
	0
	0
	5GS encryption algorithm 5G-EA0 (null ciphering algorithm)

	0
	0
	0
	1
	5GS encryption algorithm 128-5G-EA1

	0
	0
	1
	0
	5GS encryption algorithm 128-5G-EA2

	0
	0
	1
	1
	5GS encryption algorithm 128-5G-EA3

	0
	1
	0
	0
	5GS encryption algorithm 5G-EA4

	0
	1
	0
	1
	5GS encryption algorithm 5G-EA5

	0
	1
	1
	0
	5GS encryption algorithm 5G-EA6

	0
	1
	1
	1
	5GS encryption algorithm 5G-EA7

	

	All other values are reserved.

	


* * * Next Change * * * *

9.8.3.38
PDU session reactivation result error cause

The purpose of the PDU session reactivation result error cause information element is to indicate error causes for PDU session ID(s) where there was a failure to activate the user plane resources.

The PDU session reactivation result error cause information element is coded as shown in figure 9.8.3.38.1 and table 9.8.3.38.1.

The PDU session reactivation result error cause is a type 6 information element with a minimum length of 5 octets and a maximum length of 515 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU session reactivation result error cause IEI
	octet 1

	Length of PDU session reactivation result error cause
	octet 2

	
	octet 3

	PDU session ID
	octet 4

	cause value 
	octet 5

	
	

	….
	

	
	

	PDU session ID
	octet 514*

	cause value
	octet 515*


Figure 9.8.3.38.1: PDU session reactivation result error cause information element
Table 9.8.3.38.1: PDU session reactivation result error cause information element

	PDU session ID is coded same as PDU session ID IE (see subclause 9.4).

The cause value is coded same as second octet of 5GMM cause information element (see subclause 9.8.3.2).


* * * Next Change * * * *

9.8.3.55
UE security capability
The UE security capability information element is used by the network to indicate which security algorithms are supported by the UE in N1 mode and S1 mode. Security algorithms supported in N1 mode are supported both for NAS and for AS security.

The UE security capability information element is coded as shown in figure 9.8.3.55.1 and table 9.8.3.55.1.

The UE security capability is a type 4 information element with a minimum length of 4 octets and a maximum length of 6 octets.

Octets 5 and 6 are optional. If octet 5 is included, then also octet 6 shall be included.

If the UE did not indicate support of any security algorithm for S1 mode octets 5 and 6 shall not be included.
	8
	7
	6
	5
	4
	3
	2
	1
	

	UE security capability IEI
	octet 1

	Length of UE security capability contents
	octet 2

	5G-EA0
	128-

5G-EA1
	128-

5G-EA2
	128-
5G-EA3
	5G-EA4
	5G-EA5
	5G-EA6
	5G-EA7
	octet 3

	5G-IA0
	128-

5G-IA1
	128-

5G-IA2
	128-
5G-IA3
	5G-IA4
	5G-IA5
	5G-IA6
	5G-IA7
	octet 4

	EEA0
	128-

EEA1
	128-

EEA2
	128-
EEA3
	EEA4
	EEA5
	EEA6
	EEA7
	octet 5*

	EIA0
	128-

EIA1
	128-

EIA2
	128-
EIA3
	EIA4
	EIA5
	EIA6
	EIA7
	octet 6*


Figure 9.8.3.55.1: UE security capability information element

Table 9.8.3.55.1: UE security capability information element

	5GS encryption algorithms supported (octet 3)

	

	5GS encryption algorithm 5G-EA0 supported (octet 3, bit 8)

	0
	
	
	
	5GS encryption algorithm 5G-EA0 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA0 supported

	

	5GS encryption algorithm 128-5G-EA1 supported (octet 3, bit 7)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA1 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA1 supported

	

	5GS encryption algorithm 128-5G-EA2 supported (octet 3, bit 6)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA2 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA2 supported

	

	5GS encryption algorithm 128-5G-EA3 supported (octet 3, bit 5)

	0
	
	
	
	5GS encryption algorithm 128-5G-EA31 not supported

	1
	
	
	
	5GS encryption algorithm 128-5G-EA3 supported

	

	5GS encryption algorithm 5G-EA4 supported (octet 3, bit 4)

	0
	
	
	
	5GS encryption algorithm 5G-EA4 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA4 supported

	

	5GS encryption algorithm 5G-EA5 supported (octet 3, bit 3)

	0
	
	
	
	5GS encryption algorithm 5G-EA5 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA5 supported

	

	5GS encryption algorithm 5G-EA6 supported (octet 3, bit 2)

	0
	
	
	
	5GS encryption algorithm 5G-EA6 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA6 supported

	

	5GS encryption algorithm 5G-EA7 supported (octet 3, bit 1)

	0
	
	
	
	5GS encryption algorithm 5G-EA7 not supported

	1
	
	
	
	5GS encryption algorithm 5G-EA7 supported

	

	EPS integrity algorithms supported (octet 4)

	

	5GS integrity algorithm 5G-IA0 supported (octet 4, bit 8)

	0
	
	
	
	5GS integrity algorithm 5G-IA0 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA0 supported

	

	5GS integrity algorithm 128-5G-IA1 supported (octet 4, bit 7)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA1 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA1 supported

	

	5GS integrity algorithm 128-5G-IA2 supported (octet 4, bit 6)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA2 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA2 supported

	

	5GS integrity algorithm 128-5G-IA3 supported (octet 4, bit 5)

	0
	
	
	
	5GS integrity algorithm 128-5G-IA3 not supported

	1
	
	
	
	5GS integrity algorithm 128-5G-IA3 supported

	

	5GS integrity algorithm 5G-IA4 supported (octet 4, bit 4)

	0
	
	
	
	5GS integrity algorithm 5G-IA4 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA4 supported

	

	5GS integrity algorithm 5G-IA5 supported (octet 4, bit 3)

	0
	
	
	
	5GS integrity algorithm 5G-IA5 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA5 supported

	

	5GS integrity algorithm 5G-IA6supported (octet 4, bit 2)

	0
	
	
	
	5GS integrity algorithm 5G-IA6 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA6 supported

	

	5GS integrity algorithm 5G-IA7 supported (octet 4, bit 1)

	0
	
	
	
	5GS integrity algorithm 5G-IA7 not supported

	1
	
	
	
	5GS integrity algorithm 5G-IA7 supported

	

	EPS encryption algorithms supported (octet 5)

	

	EPS encryption algorithm EEA0 supported (octet 5, bit 8)

	0
	
	
	
	EPS encryption algorithm EEA0 not supported

	1
	
	
	
	EPS encryption algorithm EEA0 supported

	

	EPS encryption algorithm 128-EEA1 supported (octet 5, bit 7)

	0
	
	
	
	EPS encryption algorithm 128-EEA1 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA1 supported

	

	EPS encryption algorithm 128-EEA2 supported (octet 5, bit 6)

	0
	
	
	
	EPS encryption algorithm 128-EEA2 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA2 supported

	

	EPS encryption algorithm 128-EEA3 supported (octet 5, bit 5)

	0
	
	
	
	EPS encryption algorithm 128-EEA3 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA3 supported

	

	EPS encryption algorithm EEA4 supported (octet 5, bit 4)

	0
	
	
	
	EPS encryption algorithm EEA4 not supported

	1
	
	
	
	EPS encryption algorithm EEA4 supported

	

	EPS encryption algorithm EEA5 supported (octet 5, bit 3)

	0
	
	
	
	EPS encryption algorithm EEA5 not supported

	1
	
	
	
	EPS encryption algorithm EEA5 supported

	

	EPS encryption algorithm EEA6 supported (octet 5, bit 2)

	0
	
	
	
	EPS encryption algorithm EEA6 not supported

	1
	
	
	
	EPS encryption algorithm EEA6 supported

	

	EPS encryption algorithm EEA7 supported (octet 5, bit 1)

	0
	
	
	
	EPS encryption algorithm EEA7 not supported

	1
	
	
	
	EPS encryption algorithm EEA7 supported

	

	EPS integrity algorithms supported (octet 6)

	

	EPS integrity algorithm EIA0 supported (octet 6, bit 8)

	0
	
	
	
	EPS integrity algorithm EIA0 not supported

	1
	
	
	
	EPS integrity algorithm EIA0 supported

	

	EPS integrity algorithm 128-EIA1 supported (octet 6, bit 7)

	0
	
	
	
	EPS integrity algorithm 128-EIA1 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA1 supported

	

	EPS integrity algorithm 128-EIA2 supported (octet 6, bit 6)

	0
	
	
	
	EPS integrity algorithm 128-EIA2 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA2 supported

	

	EPS integrity algorithm 128-EIA3 supported (octet 6, bit 5)

	0
	
	
	
	EPS integrity algorithm 128-EIA3 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA3 supported

	

	EPS integrity algorithm EIA4 supported (octet 6, bit 4)

	0
	
	
	
	EPS integrity algorithm EIA4 not supported

	1
	
	
	
	EPS integrity algorithm EIA4 supported

	

	EPS integrity algorithm EIA5 supported (octet 6, bit 3)

	0
	
	
	
	EPS integrity algorithm EIA5 not supported

	1
	
	
	
	EPS integrity algorithm EIA5 supported

	

	EPS integrity algorithm EIA6 supported (octet 6, bit 2)

	0
	
	
	
	EPS integrity algorithm EIA6 not supported

	1
	
	
	
	EPS integrity algorithm EIA6 supported

	

	EPS integrity algorithm EIA7 supported (octet 6, bit 1)

	0
	
	
	
	EPS integrity algorithm EIA7 not supported

	1
	
	
	
	EPS integrity algorithm EIA7 supported

	


