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1. Overall Description:

In working on Rel-15 functionality, SA3 noted that the following SA3-defined MCData message types were not defined in Table 15.2.2-1 of TS 24.282 and no appropriate message type values had been assigned.
The payloads are:

-
Protected SDS Signalling Payload.

-
Protected FD Signalling Payload.

-
Protected Data Payload.

-
Protected SDS notification message.

-
Protected FD notification message.

-
Protected FD network notification message.

-
Protected Communication release message. 

-
Protected binary data representing the file.

-
Authenticated Data Payload.

-
Authenticated and Protected Data Payload.
These payloads are defined in Clause 8.5 of TS 33.180. To allow a receiver to understand the type of MCData message received, SA3 requests that a message type value is assigned for each of these messages for both Rel-14 and Rel-15. 
2. Actions:

To CT1 group.

ACTION: 
SA3 asks CT1 to assign values to the message types above in TS 24.282.
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