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2. Reason for Change

SA2 agreed S2-182623 updating mechanism for providing PCF originated policies to the UE. This CR was approved by Mar 2018 SA plenary.
S2-182623 states:
-----------------

2.
 If a UE is in CM-IDLE, the AMF triggers Network Triggered Service Request (in clause 4.2.3.3), if the UE is not reachable the AMF report to the PCF that the UE Policy container could not be delievered to the UE. If the UE is in CM-CONNECTED, the AMF transfers transparently the UE Policy container (UE Access and PDU session selection related information) received from the PCF to the UE. The UE Policy container includes the list of PSIs to notify the UE that one or more PSIs were added, removed or modified. as described in TS 23.503 [20].
-----------------

Given that S2-182623 requires AMF to ensure delivery of the UE policy container to the UE in CM-IDLE and to report to PCF when the delivery is not successful, the AMF needs to ensure the same in CM-CONNECTED too.
In order to detect whether the delivery of the UE policy container to the UE in CM-CONNECTED is successful or not, the AMF needs to use a NAS procedure consisting of a request and a response (such as CONFIGURATION UPDATE COMMAND message and CONFIGURATION UPDATE COMPLETE message).

If solely one-shot messages (such as DL NAS TRANSPORT message and UL NAS TRANSPORT message) were used, AMF could not be sure that the UE policy container was delivered to the UE and thus cannot detect whether the delivery of the UE policy container to the UE in CM-CONNECTED is successful or not.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501.
* * * Change * * *
5.4.4
Generic UE configuration update procedure

5.4.4.1
General
The purpose of this procedure is to allow the AMF to update UE configuration by providing new parameter information within the command or requesting the UE to perform a mobility and periodic registration update procedure with the network to update the parameters.

The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

The following parameters are supported by the generic UE configuration update procedure without the need for triggering the UE to perform the mobility and periodic registration update procedure:

a)
5G-GUTI;
b)
TAI list;
c)
Service area list;

d)
Network identity and Time zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time); and

e)
LADN information; and

f)
UE policy container.


The following parameters may trigger the UE to perform Registration Update procedure:
a)
Allowed NSSAI.

The following parameters require triggering the UE to perform the mobility and periodic registration update procedure:

a)
MICO; and

b)
Configured NSSAI.

Editor's note:
Other parameters requiring negotiation are FFS.
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Figure 5.4.4.1.1: Generic UE configuration update procedure

5.4.4.2
Generic UE configuration update procedure initiated by the network 

The AMF shall initiate the generic UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. 
The AMF shall in the CONFIGURATION UPDATE COMMAND message either:

a)
include one or more of 5G-GUTI, TAI list, allowed NSSAI that may include the mapping to the configured NSSAI for the HPLMN, LADN information, service area list, MICO indication NITZ information, or configured NSSAI that may include the mapping to the configured NSSAI for the HPLMN;
b)
indicate registration requested;
c)
a combination of a) and b); or

d)
include a UE policy container.

If an acknowledgement from the UE is requested, the AMF shall indicate acknowledgement requested in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and shall start timer T3555. Acknowledgement shall be requested for all parameters except when only NITZ is included.

To initiate parameter re-negotiation between the UE and network, the AMF shall indicate "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message. In this case, the acknowledgement shall be requested.
If a new allowed NSSAI information or AMF re-configuration of supported S-NSSAIs requires an AMF relocation, the AMF shall indicate "registration requested" in the Configuration update indication IE and include the Allowed NSSAI IE in the CONFIGURATION UPDATE COMMAND message. In this case, the acknowledgement shall be requested. 

If the AMF includes the Configured NSSAI in the CONFIGURATION UPDATE COMMAND message, the AMF shall indicate "registration requested" in the Configuration update indication IE in the message.

The CONFIGURATION UPDATE COMMAND message shall not include both a new allowed NSAI information and a new configured NSSAI information.

During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.
5.4.4.3
Generic UE configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE.

If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and:

a)
if all information elements included are successfully accepted by the UE; or

b)
if "registration requested" in the Configuration update indication IE is indicated;
the UE shall send a CONFIGURATION UPDATE COMPLETE message.

If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

If the UE receives a new service area list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new service area list as valid and the old service area list as invalid; otherwise, the UE shall consider the old service area list, if any, as valid.

If the UE receives new NITZ information in the CONFIGURATION UPDATE COMMAND message, the UE considers the new NITZ information as valid and the old NITZ information as invalid; otherwise, the UE shall consider the old NITZ information as valid.
If the UE receives a LADN information IE in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the old LADN information as invalid and the new LADN information as valid, if any; otherwise, the UE shall consider the old LADN information as valid.

If the UE receives a MICO indication and an indication for "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message as specified in subclause 5.5.1.3 to re-negotiate MICO mode with the network. If there is also a new allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message after releasing the existing NAS signalling connection as described below for updating the allowed NSSAI, and re-negotiate MICO mode with the network.
If the UE receives a new allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new allowed NSSAI as valid, store the allowed NSSAI as specified in subclause 4.6.2.2 and consider the old allowed NSSAI as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid.

If the UE receives an allowed NSSAI in the CONFIGURATION UPDATE COMMAND message and the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU session context(s).

If the UE receives a new configured NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new configured NSSAI for the registered PLMN as valid and the old configured NSSAI for the registered PLMN as invalid; otherwise, the UE shall consider the old configured NSSAI for the registered PLMN as valid. See subclause 4.6.2.2. In this case, the UE shall delete the stored allowed NSSAI, any rejected NSSAI for the current PLMN, and any rejected NSSAI for the current PLMN and registration area combination and perform a mobility registration updating procedure as specified in subclause 5.5.1.3 to obtain a new allowed NSSAI.

If the CONFIGURATION UPDATE COMMAND message indicates "registration requested" in the Configuration update indication IE and a new allowed NSSAI is included, the UE shall set the 5G-GUTI as invalid and wait for the network to release the N1 NAS signalling connection prior to a registration update procedure is performed using SUPI and including the new allowed NSSAI in the requested NSSAI as specified in subclause 5.3.1.2. When the NAS signalling connection is released the UE shall deactivate the PDU session(s) context locally, if any. At a successful registration update, the UE should re-establish any previously active PDU sessions. If the UE was registered over both 3GPP access and non-3GPP access with the same PLMN, the UE should register again over both 3GPP access and non-3GPP access on the same PLMN. In this case, the UE should first register over the 3GPP access.

If the CONFIGURATION UPDATE COMMAND message contains a UE policy container, the UE shall provide the UE policy container to the upper layers and wait for receiving a UE policy container from the upper layers. Upon receiving a UE policy container from the upper layers, the UE shall include the UE policy container received from upper layers in the CONFIGURATION UPDATE COMPLETE message.
Editor's note:
Further details on handling of specific IEs are FFS.

Editor's note:
it is FFS whether the AMF indicates which access technology the parameters in the message are associated to.

5.4.4.4
Generic UE configuration update completion by the network

Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer T3555.

If a new 5G-GUTI was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.
If a new TAI list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new TAI list as valid and the old TAI list as invalid.
If a new service area list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new service area list as valid and the old service area list as invalid.
If new allowed NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new Allowed NSSAI information as valid and the old allowed NSSAI information as invalid. In addition, if registration requested was indicated in the CONFIGURATION UPDATE COMMAND message, the AMF shall initiate the release of the N1 NAS signalling connection.

If a LADN information IE was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the old LADN information as invalid and the new LADN information as valid, if any.
If the CONFIGURATION UPDATE COMPLETE message contains the UE policy container, the AMF shall provide the UE policy container to the PCF.
Editor's note:
Further details on handling of specific IEs are FFS.

5.4.4.5
Abnormal cases in the UE

The following abnormal cases can be identified:
a)
Transmission failure of the CONFIGURATION UPDATE COMPLETE message.

Editor's note:
Handling of this abnormal case if FFS.
5.4.4.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Expiry of timer T3555.


The network shall, on the first expiry of the timer T3555, retransmit the CONFIGURATION UPDATE COMMAND message and shall reset and start timer T3555. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3555, the procedure shall be aborted and if the CONFIGURATION UPDATE COMMAND message contains the UE policy container IE, the AMF shall inform the PCF that the UE policy container could not be delivered to the UE.

b)
Lower layer failure.

If a lower layer failure is detected before the CONFIGURATION UPDATE COMPLETE message is received, the old and the new 5G-GUTI shall be considered as valid until the old 5G-GUTI can be considered as invalid by the AMF. If a new TAI list was provided in the CONFIGURATION UPDATE COMMAND message, the old and new TAI list shall also be considered as valid until the old TAI list can be considered as invalid by the AMF.

During this period the AMF:

1)
may first use the old 5G-S-TMSI from the old 5G-GUTI for paging within the area defined by the old TAI list for an implementation dependent number of paging attempts for network originated transactions. If a new TAI list was provided with old 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the new TAI list should also be used for paging. Upon response from the UE, the AMF may re-initiate the CONFIGURATION UPDATE COMMAND. If the response is received from a tracking area within the old and new TAI list, the network shall re-initiate the CONFIGURATION UPDATE COMMAND message. If no response is received to the paging attempts, the network may use the new 5G-S-TMSI from the new 5G-GUTI for paging for an implementation dependent number of paging attempts. In this case, if a new TAI list was provided with new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the new TAI list shall be used instead of the old TAI list. Upon response from the UE the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid. If no response is received to the paging attempts, the AMF may use the IMSI for paging for an implementation dependent number of paging attempts;
2)
shall consider the new 5G-GUTI as valid if it is used by the UE and, additionally, the new TAI list as valid if it was provided with this 5G-GUTI in the CONFIGURATION UPDATE COMMAND message; and

3)
may use the identification procedure followed by a new generic UE configuration update procedure if the UE uses the old 5G-GUTI.
* * * Change * * *
8.2.19
Configuration update command
8.2.19.1
Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the AMF to the UE. See table 8.2.19.1.1.

Message type:
CONFIGURATION UPDATE COMMAND
Significance:

dual

Direction:


network to UE

Table 8.2.19.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Configuration update command message identity
	Message type

9.7
	M
	V
	1

	
	Configuration update indication
	Configuration update indication

9.8.3.12
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	2C
	5G-GUTI
	5GS mobile identity

9.8.3.4
	O
	TLV
	13

	54
	TAI list
	Tracking area identity list

9.8.3.52
	O
	TLV
	8-98

	70
	Allowed NSSAI
	NSSAI

9.8.3.33
	O
	TLV
	4-74

	27
	Service area list
	Service area list

9.8.3.47
	O
	TLV
	6-194

	43
	Full name for network
	Network name

9.8.3.31
	O
	TLV
	3-n

	45
	Short name for network
	Network name

9.8.3.31
	O
	TLV
	3-n

	46
	Local time zone
	Time zone

9.8.3.53
	O
	TV
	2

	47
	Universal time and local time zone
	Time zone and time

9.8.3.54
	O
	TV
	8

	49
	Network daylight saving time
	Daylight saving time

9.8.3.13
	O
	TLV
	3

	79
	LADN information
	LADN information
9.8.3.24
	O
	TLV-E
	3-1579

	B-
	MICO indication
	MICO indication
9.8.3.26
	O
	TV
	1

	31
	Configured NSSAI
	NSSAI

9.8.3.33
	O
	TLV
	4-146

	x
	UE policy container
	UE policy container
9.8.3.x
	O
	TLV-E
	3-65537


8.2.19.2
5G-GUTI
This IE may be included to assign a new 5G GUTI to the UE.
8.2.19.3
TAI list
This IE may be included to assign a new TAI list to the UE.
8.2.19.4
Allowed NSSAI
This IE may be included to assign a new allowed NSSAI to the UE. 

8.2.19.5
Service area list
This IE may be included to assign a new service area list to the UE. 

8.2.19.6
Full name for network
This IE may be included to assign a new full name for network to the UE.
8.2.19.7
Short name for network
This IE may be included to assign a new short name for network to the UE.
8.2.19.8
Local time zone
This IE may be included to assign a new local time zone to the UE.
8.2.19.9
Universal time and local time zone
This IE may be included to assign new universal time and local time zone to the UE.
8.2.19.10
Network daylight saving time
This IE may be included to assign new network daylight saving time to the UE.
8.2.19.11
LADN information
This IE may be included to assign new LADN information to the UE or delete the LADN information at the UE side.
8.2.19.12
MICO indication
This IE may be included to assign a new MICO indication to the UE.
8.2.19.13
Configured NSSAI

The AMF shall include this IE if the AMF wants to provide the UE with a new configured NSSAI for the current PLMN.

8.2.19.x
UE policy container
This IE is included when the network provides UE policy container to the UE.
* * * Change * * *
8.2.20
Configuration update complete
8.2.20.1
Message definition
The CONFIGURATION UPDATE COMPLETE message is sent by the UE to the AMF. See table 8.2.20.1.1.

Message type:
CONFIGURATION UPDATE COMPLETE
Significance:

dual

Direction:


UE to network
Table 8.2.20.1.1: CONFIGURATION UPDATE COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Configuration update complete message identity
	Message type

9.7
	M
	V
	1

	x
	UE policy container
	UE policy container
9.8.3.x
	O
	TLV-E
	3-65537


8.2.20.x
UE policy container
This IE is included when the UE provides UE policy container to the network.
* * * Change * * *
9.8.3.x
UE policy container
The purpose of the UE policy container information element is to transport information related to a UE policy.

The UE policy container information information element is coded as shown in figure 9.8.3.x.1 and table 9.8.3.x.1.

The UE policy container information is a type 6 information element with a minimum length of 3 octets and a maximum length of 65537 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	UE policy container IEI
	octet 1

	Length of UE policy container contents
	octet 2

	
	octet 3

	
	octet 4

	UE policy container contents
	

	
	octet n


Figure 9.8.3.x.1: Policy information information element

Table 9.8.3.x.1: Policy information information element

	UE policy container contents (octet 3 to octet n); max value of 65535 octets
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