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2. Reason for Change
SA2 agreed S2-182707 and S2-182708 adding IPv4v6 PDU session type and eliminating IP PDU session type. Mar 2018 SA plenary approved S2-182707 and S2-182708 as part of SP-180125.
Stage-3 needs to be aligned accordingly.
Furthermore:
-	This pCR aligns code points assigned to "IPv4" (01B), "IPv6" (10B), "IPv4v6" (11B) in PDU session type IE with those assigned in PDN type IE in TS 24.301.
-	This pCR also corrects Ipv4 to IPv4 and Ipv6 to IPv6.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501.

* * * Change * * *
6.1.4	Coordination between 5GSM and ESM
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Upon inter-system change from N1 mode to S1 mode in EMM-IDLE mode, the UE shall create the default EPS bearer context from the QoS flow of the default QoS rule and create the dedicated EPS bearer context(s) from the other QoS flow(s) in the PDU session context, if available. The UE uses the parameters from each PDU session context for which interworking to EPS is supported to create corresponding default EPS bearer context and optionally dedicated EPS bearer context(s) as follows:
a)	the PDU session type of the PDU session context shall be mapped to the PDN type of the default EPS bearer context as follows:
1)	the PDN type shall be set to "non-IP" if the PDU session type is "Ethernet" or "Unstructured";
2)	the PDN type shall be set to "IPv4" if the PDU session type is "IPv4"; and
3)	the PDN type shall be set to "IPv6" if the PDU session type is "IPv6"; and
4)	the PDN type shall be set to "IPv4v6" if the PDU session type is "IPv4v6";
b)	the PDU address of the PDU session context shall be mapped to the PDN address of the default EPS bearer context;
c)	the DNN of the PDU session shall be mapped to the APN of the default EPS bearer context;
d)	for each PDU session context of a PDU session in state PDU SESSION ACTIVE or PDU SESSION MODIFICATION PENDING the UE shall set the state of the mapped EPS bearer context(s) to BEARER CONTEXT ACTIVE; and
e)	for any other PDU session context of a PDU session the UE shall set the state of the mapped EPS bearer context(s) to BEARER CONTEXT INACTIVE.
Additionally, the UE shall set for each QoS flow in the PDU session context:
a)	the EPS bearer identity to the EPS bearer identity received in the parameters of a QoS rule for the QoS flow;
b)	the EPS QoS parameters to the mapped EPS QoS parameters received in the parameters of a QoS rule for the QoS flow;
c)	the extended EPS QoS parameters to the mapped extended EPS QoS parameters received in the parameters of a QoS rule for the QoS flow; and
d)	the traffic flow template to the mapped traffic flow template received in the parameters of a QoS rule for the QoS flow, if available.
Interworking to 5GS is supported for a PDN connection, if the corresponding default EPS bearer context includes a PDU session identity, session AMBR and one or more QoS rules (see 3GPP TS 24.301 [12]).
Upon successful completion of an attach procedure or tracking area updating procedure after inter-system change from N1 mode to S1 mode (see 3GPP TS 24.301 [12]), the UE shall delete any UE derived QoS.
Upon inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE uses the parameters from the default EPS bearer context of each PDN connection for which interworking to 5GS is supported to create a corresponding PDU session context as follows:
a)	the PDN type of the default EPS bearer context optionally associated with locally available information associated with the PDN connection (either "Ethernet" or "Unstructured") shall be mapped to the PDU session type of the PDU session context as follows:
1)	if the PDN type is "non-IP", the PDU session type is set to the locally available information associated with the PDN connection (either "Ethernet" or "Unstructured"), if available;
2)	if the PDN type is "IPv4" the PDU session type is set to "IPv4"; and
3)	if the PDN type is "IPv6", the PDU session type is set to "IPv6"; and
4)	if the PDN type is "IPv4v6", the PDU session type is set to "IPv4v6";
b)	the PDN address of the default EPS bearer context shall be mapped to PDU address of the PDU session context;
c)	the APN of the default EPS bearer context shall be mapped to the DNN of the PDU session context;
d)	for each default EPS bearer context in state BEARER CONTEXT ACTIVE or BEARER CONTEXT MODIFY PENDING the UE shall set the state of the mapped PDU session context to PDU SESSION ACTIVE; and
e)	for any other default EPS bearer context the UE shall set the state of the mapped PDU session context to PDU SESSION INACTIVE.
Additionally, the UE shall set:
a)	the PDU session identity of the PDU session context to the PDU session identity included by the UE in the protocol configuration options IE or extended protocol configuration options IE in the PDN CONNECTIVITY REQUEST message;
b)	the S-NSSAI of the PDU session context to the S-NSSAI included by the network in the protocol configuration options IE or extended protocol configuration options IE in the ACTIVATE DEFAULT EPS BEARER REQUEST message;
c)	the session-AMBR of the PDU session context to the session-AMBR included by the network in the protocol configuration options IE or extended protocol configuration options IE in the ACTIVATE DEFAULT EPS BEARER REQUEST message; and 
d)	the SSC mode of the PDU session context to "SSC mode 1".
For each EPS bearer context of the PDN connection, the UE shall create QoS flow(s) each of which is associated with the QoS rule(s) received in the protocol configuration options IE or extended protocol configuration options IE in the ACTIVATE DEFAULT EPS BEARER REQUEST message, ACTIVATE DEDICATED EPS BEARER REQUEST message, and/or MODIFY EPS BEARER REQUEST message (see 3GPP TS 24.301 [12]).
[bookmark: _Toc505611609]When a QoS flow is deleted, all the associated EPS bearer context information that are mapped from the deleted QoS flow shall be deleted from the UE and the network. When an EPS bearer is released, all the associated QoS flow context information that are mapped from the released EPS bearer shall be deleted from the UE and the network.
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6.2.2	PDU session types
The following PDU Session types are supported:
a)	IPv4;
b)	IPv6;
c)	IPv4v6;
dc)	Ethernet (EtherType as defined in IEEE 802.3); and
ed)	Unstructured.
IP address allocation for IPv4, and IPv6 and IPv4v6 PDU session types is described in subclause 6.2.4.
Neither a MAC nor an IP address is allocated by the 5GCN to the UE for Ethernet PDU session type.
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This clause specifies IP address allocation for the PDU session.
In this release of specification, PDU sessions can be initiated with the PDU session type IP shall support only one IP version, i.e. IPv4 PDU session type or IPv6 PDU session type, or with both IP versions, i.e. IPv4v6 PDU session type.
IP address allocation to the UE shall be performed by SMF based on the one or both selected IP versions and operator policies. If IPv4 PDU session type is selected, an IPv4 address is allocated to the UE. If IPv6 PDU session type is selected, an IPv6 prefix and an interface identifier for the IPv6 link local address are allocated to the UE. If IPv4v6 PDU session type is selected, an IPv4 address, an IPv6 prefix and an interface identifier for the IPv6 link local address are allocated to the UE.
For IPv4 PDU session type and for IPv4v6 PDU session type, the UE:
a)	shall obtain an IPv4 address via:
1)	NAS signalling as specified in subclause 6.2.4.2; or
2)	DHCPv4; and
b)	may obtain IPv4 configuration parameters (e.g. DNS server address) via DHCPv4.
For IPv6 PDU session type and for IPv4v6 PDU session type, the UE:
a)	shall build an IPv6 link local address based on the allocated interface identifier for the IPv6 link local address;
b)	shall obtain /64 IPv6 prefix via IPv6 stateless address autoconfiguration as specified in 3GPP TS 23.501 [5] and IETF RFC 4862 [30]; and
c)	may obtain IPv6 configuration parameters via stateless DHCPv6 as specified in IETF RFC 3736 [29].
The UE capable of IPv6 shall support acting as a type C host as specified in IETF RFC 4191 [27].
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6.2.4.2	IP address allocation via NAS signalling
The UE shall set the PDU session type IE in the PDU SESSION ESTABLISHMENT REQUEST message, based on its IP stack capabilities if the UE requests IP connectivity as follows:
a)	A UE:
1)	which is IPv6 and IPv4 capable, shall set the PDU session type IE to IPv4, IPv6 or IPv4v6 according to UE configuration or received policy.
2)	which is only IPv6 capable, shall set the PDU session type IE to IPv6.
3)	which is only IPv4 capable, shall set the PDN type IE to IPv4.
b)	When the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall set the PDU session type IE to IPv4v6.
If the UE wants to use DHCPv4 for IPv4 address assignment, it shall indicate that to the network within the Extended protocol configuration options IE in the PDU SESSION ESTABLISHMENT REQUEST.
On receipt of the PDU SESSION ESTABLISHMENT REQUEST message sent by the UE, the network when allocating an IP address shall take into account the PDU session type IE, the operator's policies of the network, and the user's subscription data and:
a)	if the UE requests the PDU session type IPv4v6, but the subscription or SMF configuration is limited to IPv4 only or IPv6 only for the requested DNN, the network shall set the PDU session type IE to either "IPv4" or "IPv6" and the 5GSM cause value to #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed" in the PDU SESSION ESTABLISHMENT ACCEPT message, respectively. The UE shall not subsequently initiate another UE requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) to obtain a PDU session type different from the one allowed by the network;
b)	if the network sets the PDU session type IE to IPv4, the network shall include an IPv4 address in the PDU address IE; and
c)	if the network sets the PDU session type IE to IPv6, the network shall include an interface identifier for the IPv6 link local address in the PDU address IE; and.
[bookmark: _Toc505868510]d)	if the network sets the PDU session type IE to IPv4v6, the network shall include an IPv4 address and an interface identifier for the IPv6 link local address in the PDU address IE.
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In a PDU session of IPv4, IPv6, IPv4v6 and Ethernet PDU session type, the NAS protocol enables different forwarding treatments of UL user data packets in one or more QoS flows based on signalled QoS rules, derived QoS rules or any combination of them.
In a PDU session of Unstructured PDU session type, all UL user data packets are associated with the same QoS flow.
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6.2.5.1.1.2	Signalled QoS rules
The NAS protocol enables the network to provide the UE with signalled QoS rules associated with a PDU session.
The network can provide the UE with one or more signalled QoS rules associated with a PDU session at the PDU session establishment or at QoS flow establishment.
Each signalled QoS rule contains:
a)	an indication of whether the QoS rule is the default QoS rule;
b)	a QoS rule identifier (QRI);
c)	a QoS flow identifier (QFI);
d)	optionally, a set of packet filters;
e)	a precedence value;
f)	if the flow is a GBR QoS flow:
1)	Guaranteed flow bit rate (GFBR) for UL;
2)	Guaranteed flow bit rate (GFBR) for DL;
3)	Maximum flow bit rate (MFBR) for UL;
4)	Maximum flow bit rate (MFBR) for DL; and
5)	optionally averaging window, applicable for both UL and DL;
g)	5QI, if the QFI is not the same as the 5QI of the QoS flow identified by the QFI;
h)	optionally, an EPS bearer identity (EBI), mapped EPS QoS parameters, mapped extended EPS QoS parameters and mapped traffic flow template if the QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.2 of 3GPP TS 23.501 [5].
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1)	If the QoS rule is the default rule of a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, the set of packet filters contains only one of the following:
A)	a match-all packet filter for UL direction;
B)	a match-all packet filter for UL and DL directions;
C)	one or more packet filters for UL direction (other than the match-all packet filter for UL direction); or
D)	one or more packet filters for UL and DL directions (other than the match-all packet filter for UL and DL directions).
	The set of packet filters can additionally contain zero or more packet filters for DL direction.
Editor's note:	Encoding of match-all packet filter is FFS.
2)	If the QoS rule is a QoS rule of a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type and is not the default QoS rule, the set of packet filters contains:
A)	zero or more packet filters for UL direction (other than the match-all packet filter for UL direction); or
B)	zero of more packet filters for both UL and DL directions (other than the match-all packet filter for UL and DL directions).
	The set of packet filters can additionally contain zero or more packet filters for DL direction.
3)	For PDU session of unstructured PDU session type, there is only one QoS rule associated with it and the set of packet filters of that QoS rule is empty.
If the UE requests a new QoS flow, it shall assign a precedence value for the signalled QoS rule which is not in the range from 70 to 99 (decimal).
If the averaging window is not included in a QoS rule for a GBR QoS flow with a 5QI indicated in 3GPP TS 23.501 [5] table 5.7.4-1, the averaging window associated with the 5QI in 3GPP TS 23.501 [5] table 5.7.4-1 applies for the averaging window.
If the averaging window is not included in a QoS rule for a GBR QoS flow with a 5QI not indicated in 3GPP TS 23.501 [5] table 5.7.4-1, the standardized value of two seconds is used as the averaging window.
Within a PDU session:
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b)	there is at least one signalled QoS rule;
c)	one signalled QoS rule is the default QoS rule; and
d)	there can be zero, one or more signalled QoS rules associated with a given QFI.
[bookmark: _Toc500935798][bookmark: _Toc501355990][bookmark: _Toc501367079][bookmark: _Toc501369092][bookmark: _Toc501373538][bookmark: _Toc501376339][bookmark: _Toc501377469][bookmark: _Toc501378026][bookmark: _Toc501395195][bookmark: _Toc501395752][bookmark: _Toc501442662][bookmark: _Toc501575015][bookmark: _Toc501576322][bookmark: _Toc505611622][bookmark: _Toc508712549][bookmark: _Toc508802140][bookmark: _Toc508871447]* * * Change * * *
6.2.5.1.1.3	Derived QoS rules
Derived QoS rules are applicable only for PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type.
The reflective QoS in the UE creates derived QoS rules associated with a PDU session based on DL user data packets received via the PDU session.
Each derived QoS rule contains: 
a)	a QoS flow identifier (QFI);
b)	a packet filter for UL direction; and
c)	a precedence value of 80 (decimal).
NOTE:	On the network side, the corresponding QoS rule can be associated with a different precedence value in the range from 70 to 99 (decimal).
Within a PDU session:
a)	there can be zero, one or more derived QoS rules associated with a given QFI; and
b)	there can be up to one derived QoS rule associated with a given packet filter for UL direction.
In the UE, a timer X runs for each derived QoS rule.
[bookmark: _Toc492387976][bookmark: _Toc492388566][bookmark: _Toc492394450][bookmark: _Toc492395039][bookmark: _Toc492455871][bookmark: _Toc492456461][bookmark: _Toc492466281][bookmark: _Toc492466871]Editor's note:	Creation and maintaining of derived QoS rules generates additional requirements for the UE processing capacity. The UE can support only a limited number of concurrent derived QoS rules. Whether the maximum number of concurrent derived QoS rules should be standardized or implementation specific is FFS.
Editor's note:	The UE actions when the maximum number of concurrent derived QoS rules is exceeded (e.g. whether the UE deletes the least used derived QoS rule or stop deriving new QoS rules etc.) is FFS.
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For PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, upon receiving an UL user data packet from the upper layers for transmission via a PDU session, the UE shall attempt to associate the UL user data packet with:
a)	the QFI of a signalled QoS rule associated with the PDU session which has a set of packet filters containing a packet filter for UL direction matching the UL user data packet or containing a packet filter for both UL and DL directions matching the UL user data packet; or
b)	the QFI of a derived QoS rule associated with the PDU session which has the packet filter for UL direction matching the UL user data packet.
by evaluating the QoS rules in increasing order of their precedence values until the UL user data packet is associated with a QFI or all QoS rules are evaluated.
For PDU session of unstructured PDU session type, upon receiving an UL user data packet from the upper layers for transmission via a PDU session, the UE shall associate the UL user data packet with the QFI of the default QoS rule associated with the PDU session.
If the UL user data packet is associated with a QFI, the UE shall pass the QFI along the UL user data packet to the lower layers for transmission.
NOTE:	Marking of the UL user data packet with the QFI is performed by the lower layers.
If all QoS rules are evaluated and the UL user data packet is not associated with a QFI, the UE shall discard the UL user data packet.
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The UE may support reflective QoS.
If the UE supports the reflective QoS, the UE shall support the procedures in the following subclauses.
The reflective QoS is applicable in a PDU session of IPv4, IPv6, IPv4v6 and Ethernet PDU session type. The reflective QoS is not applicable in a PDU session of Unstructured PDU session type.
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6.2.5.1.4.2	Derivation of packet filter for UL direction from DL user data packet
The UE shall derive a packet filter for UL direction from a DL user data packet as follows:
a)	if the received DL user data packet belongs to a PDU session of IPv4 or IPv4v6 PDU session type and is an IPv4 packet and:
1)	the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25];
2)	the protocol field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [24]; or
3)	the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;
	then the packet filter for UL direction contains the following packet filter components:
1)	an IPv4 remote address component set to the value of the source address field of the received DL user data packet;
2)	an IPv4 local address component set to the value of the destination address field of the received DL user data packet;
3)	a protocol identifier/next header type component set to the value of the protocol field of the received DL user data packet;
4)	if the protocol field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25] or UDP as specified in IETF RFC 768 [24]:
i)	a single local port type component set to the value of the destination port field of the received DL user data packet; and
ii)	a single remote port type component set to the value of the source port field of the received DL user data packet; and
5)	if the protocol field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29]:
i)	a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;
	otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;
b)	if the received DL user data packet belongs to a PDU session of IPv6 or IPv4v6 PDU session type and is an IPv6 packet and:
1)	the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25];
2)	the last next header field of the received DL user data packet indicates UDP as specified in IETF RFC 768 [24]; or
3)	the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29] and an uplink IPSec SA corresponding to a downlink IPSec SA indicated in the security parameters index field of the received DL user data packet exists;
	then the packet filter for UL direction contains the following packet filter components:
1)	an IPv6 remote address/prefix length component set to the value of the source address field of the received DL user data packet;
2)	an IPv6 local address/prefix length component set to the value of the destination address field of the received DL user data packet;
3)	a protocol identifier/next header type component set to the value of the last next header field of the received DL user data packet;
4)	if the last next header field of the received DL user data packet indicates TCP as specified in IETF RFC 793 [25] or UDP as specified in IETF RFC 768 [24]:
i)	a single local port type component set to the value of the destination port field of the received DL user data packet; and
ii)	a single remote port type component set to the value of the source port field of the received DL user data packet; and
5)	if the last next header field of the received DL user data packet indicates ESP as specified in IETF RFC 4303 [29]:
i)	a security parameter index type component set to the security parameters index of the uplink IPSec SA corresponding to the downlink IPSec SA indicated in the security parameters index field of the received DL user data packet;
	otherwise it is not possible to derive a packet filter for UL direction from the DL user data packet;
c)	if the received DL user data packet belongs to a PDU session of Ethernet PDU session type, the packet filter for UL direction contains the following packet filter components: 
1)	a destination MAC address component set to the source MAC address of the received DL user data packet;
2)	a source MAC address component set to the destination MAC address of the received DL user data packet;
3)	if an 802.1Q C-TAG is included in the received DL user data packet, an 802.1Q C-TAG VID component set to the 802.1Q C-TAG VID of the received DL user data packet and an 802.1Q C-TAG PCP/DEI component set to the 802.1Q C-TAG PCP/DEI of the received DL user data packet;
4)	if an 802.1Q S-TAG is included in the received DL user data packet, an 802.1Q S-TAG VID component set to the 802.1Q S-TAG VID of the received DL user data packet and an 802.1Q S-TAG PCP/DEI component set to the 802.1Q S-TAG PCP/DEI of the received DL user data packet;
5)	If the Ethertype field of the received DL user data packet is set to a value of 1536 or above, an Ethertype component set to the Ethertype of the received DL user data packet;
6)	if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv4 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet a) above; and
7)	if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv6 data, the UE shall also add to the packet filter for UL direction the IP-specific components based on the contents of the IP header of the received DL user data packet as described in bullet b) above; and
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6.2.5.1.4.3	Creating a derived QoS rule by reflective QoS in the UE
[bookmark: _Toc484956914][bookmark: _Toc485044355][bookmark: _Toc485218001][bookmark: _Toc485220174][bookmark: _Toc485220529]If the UE receives a DL user data packet marked with a QFI and an RQI, the DL user data packet belongs to a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, and the UE does not have a derived QoS rule with the same packet filter for UL direction as the packet filter for UL direction derived from the DL user data packet as specified in subclause 6.2.5.1.4.2, then the UE shall create a new derived QoS rule as follows:
a)	the QFI of the derived QoS rule is set to the received QFI;
b)	the precedence value of the derived QoS rule is set to 80 (decimal); and
c)	the packet filter for UL direction of the derived QoS rule is set to the derived packet filter for UL direction;
and the UE shall start the timer X associated with the derived QoS rule with the RQ timer value received during the UE-requested PDU session establishment procedure (see subclause 6.4.1) or the UE-requested PDU session modification procedure (see subclause 6.4.2). If the RQ timer value was not received in the UE-requested PDU session establishment procedure, the default standardized RQ timer value is used.
Editor's note: FFS what is the default standardized RQ timer value.
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6.2.5.1.4.4	Updating a derived QoS rule by reflective QoS in the UE
If the UE receives a DL user data packet associated with a QFI and an RQI, the DL user data packet belongs to a PDU session of IPv4, IPv6, IPv4v6 or Ethernet PDU session type, and the UE has a derived QoS rule with the same packet filter for UL direction as the packet filter for UL direction derived from the DL user data packet as specified in subclause 6.2.5.1.4.2: 
a)	the UE shall re-start the timer X associated with the derived QoS rule with the RQ timer value received during the UE-requested PDU session establishment procedure (see subclause 6.4.1) or the UE-requested PDU session modification procedure (see subclause 6.4.2). If the RQ timer value was not received in the UE-requested PDU session establishment procedure, the default standardized RQ timer value is used; and
b)	if the QFI value associated with the DL user data packet is different from the QFI value stored for the derived QoS rule, the UE shall replace the QFI value stored for the derived QoS rule with the new QFI value for the derived QoS rule.
Editor's note:	FFS what is the default standardized RQ timer value.
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In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall allocate a PDU session ID which is not currently being used by another PDU session over either 3GPP access or non-3GPP access.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE requests to establish a new non-emergency PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to one of the following values: the IP version capability as specified in subclause 6.2.4.2, "Ethernet" or "Unstructured".
NOTE:	When the UE initiates the UE-requested PDU session establishment procedure to transfer an existing non-IP PDN connection in the EPS to the 5GS, the UE can use locally available information associated with the PDN connection to select the PDU session type between "Ethernet" and "Unstructured".
If the UE requests to establish a new non-emergency PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode. If the UE requests to establish a PDU session of "IPv4", "IPv6" or "IPv4v6" PDU session type, the UE shall either omit the SSC mode IE or set the SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3". If the UE requests to establish a PDU session of "Ethernet" or "Unstructured" PDU session type, the UE shall either omit the SSC mode IE or set the SSC mode IE to "SSC mode 1" or "SSC mode 2". If the UE requests transfer of an existing PDN connection in the EPS to the 5GS, the UE shall set the SSC mode IE to "SSC mode 1".
If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [28].
If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session. The UE may perform the UE-requested PDU session establishment procedure to transfer an existing emergency PDU session or an existing PDN connection for emergency bearer services.
If the UE operating in the single-registration mode performs mobility from S1 mode to N1 mode and the UE wants to establish a PDU session corresponding to an existing PDN connection in EPS for which interworking to 5GS is supported, the UE shall:
a)	set the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message and in the UL NAS TRANSPORT message to the stored PDU session ID corresponding to the PDN connection; and
b)	set the S-NSSAI in the UL NAS TRANSPORT message to the stored S-NSSAI associated with the PDU session ID only if the S-NSSAI is included in the allowed NSSAI.
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID of the PDU session being established;
c)	if the request type is set to:
1)	"initial request" and the UE determined to establish a new PDU session based on a URSP rule including one or more S-NSSAIs in the URSP (see subclause 6.2.9):
i)	in case of a non-roaming scenario, an S-NSSAI in the allowed NSSAI which corresponds to one of the S-NSSAI(s) in the URSP rule, if any; or
ii)	in case of a roaming scenario:
A)	one of the mapped configured S-NSSAI(s) in the allowed NSSAI which corresponds to one of the S-NSSAI(s) in the URSP rule, if any; and
B)	the S-NSSAI in the allowed NSSAI associated with the S-NSSAI in A);
2)	"existing PDU session", an S-NSSAI, which is an S-NSSAI associated with the PDU session and, if available in roaming scenarios, a mapped configured S-NSSAI from the configured NSSAI for the HPLMN;
d)	the requested DNN, if the request type is set to "initial request" or "existing PDU session", and the UE requests a connectivity to a DNN other than the default DNN;
e)	the request type which is set to:
1)	"initial request", if the UE is not registered for emergency services and the UE requests to establish a new non-emergency PDU session;
2)	"existing PDU session", if the UE is not registered for emergency services and the UE requests:
i)	handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or
ii)	transfer of an existing PDN connection for non-emergency bearer services in the EPS to the 5GS;
3)	"initial emergency request", if the UE requests to establish a new emergency PDU session; and
4)	"existing emergency PDU session", if the UE requests:
i)	handover of an existing emergency PDU session between 3GPP access and non-3GPP access; or
ii)	transfer of an existing PDN connection for emergency bearer services in the EPS to the 5GS; and
f)	the old PDU session ID which is the PDU session ID of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested";
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3580 (see example in figure 6.4.1.2.1).


Figure 6.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, optionally a DNN, the request type, and optionally an old PDU session ID, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN.
[bookmark: _Toc479765924][bookmark: _Toc484956791][bookmark: _Toc485044232][bookmark: _Toc485217878][bookmark: _Toc485220051][bookmark: _Toc485220406]If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session" and the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:
a)	if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [16] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and
b)	if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #29 "user authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [16] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.
If the SMF receives the old PDU session ID from the AMF and a PDU session exists for the old PDU session ID, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [6] is accepted by the UE.
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6.4.1.3	UE-requested PDU session establishment procedure accepted by the network
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:
a)	either the received SSC mode or the SSC mode modified from the received SSC mode based on the subscription, the SMF configuration, or both if the request type IE is set to "initial request", and the SSC mode IE is included in the PDU SESSION ESTABLISHMENT REQUEST message;
b)	otherwise, either the default SSC mode for the data network listed in the subscription or the SSC mode associated with the SMF configuration.
If the PDU session is an emergency PDU session, the SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to "SSC mode 1". If the PDU session is a non-emergency PDU session of "Ethernet" or "Unstructured" PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1" or "SSC mode 2". If the PDU session is a non-emergency PDU session of "IPv4", or "IPv6" or "IPv4v6" PDU session type, the SMF shall set the selected SSC mode IE to "SSC mode 1", "SSC mode 2", or "SSC mode 3".
The SMF shall set the S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.
The SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the PDU session type of the PDU session.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4v6 ", the SMF shall select either "IPv4", or "IPv6" or "IPv4v6" as the selected PDU session type IE of the PDU session. If the subscription, the SMF configuration, or both, are limited to IPv4 only or IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed", or #51 "PDU session type IPv6 only allowed", respectively, in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT ACCEPT message.
If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
If the selected PDU session type is "IPv6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an interface identifier for the IPv6 link local address allocated to the UE in the PDU session.
If the selected PDU session type is "IPv4v6", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address and an interface identifier for the IPv6 link local address, allocated to the UE in the PDU session.
The SMF shall set the DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the DNN of the PDU session.
The SMF shall set the Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.
If the selected PDU session type is "IPv4", "IPv6", "IPv4v6" or "Ethernet" and if the PDU SESSION ESTABLISHMENT REQUEST message includes a 5GSM capability IE with the RQoS bit set to "Reflective QoS supported", the SMF shall consider that reflective QoS is supported for QoS flows belonging to this PDU session and include the RQ timer IE set to an RQ timer value.
NOTE:	If the 5G core network determines that reflective QoS is to be used for a QoS flow, the SMF sends reflective QoS indication (RQI) to UPF to activate reflective QoS. If the QoS flow is established over 3GPP access, the SMF also includes reflective QoS Attribute (RQA) in QoS profile of the QoS flow during QoS flow establishment. 
If the DN authentication of the UE was performed and completed successfully, the SMF shall set the EAP message IE of the PDU SESSION ESTABLISHMENT ACCEPT message to an EAP-success message as specified in IETF RFC 3748 [26], provided by the DN.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
[bookmark: _Toc479765925]Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3580, shall release the allocated PTI value and shall consider that the PDU session was established.
[bookmark: _Toc484956792][bookmark: _Toc485044233][bookmark: _Toc485217879][bookmark: _Toc485220052][bookmark: _Toc485220407]If the UE requests the PDU session type "IPv4v6" and:
a)	the UE receives the selected PDU session type set to "IPv4" and does not receive the 5GSM cause value #50 "PDU session type IPv4 only allowed"; or
b)	 the UE receives the selected PDU session type set to "IPv6" and does not receive the 5GSM cause value #51 "PDU session type IPv6 only allowed";
the UE may subsequently request another PDU session for the other IP version using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) with a single address PDN type (IPv4 or IPv6) other than the one already activated.
If the UE requests the PDU session type "IPv4v6", receives the selected PDU session type set to "IPv4" and the 5GSM cause value #50 "PDU session type IPv4 only allowed", the UE shall not subsequently request another PDU session for "IPv6" using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) and the PDU session type "IPv6" until the PDU session is released.
If the UE requests the PDU session type "IPv4v6", receives the selected PDU session type set to "IPv6" and the 5GSM cause value #51 "PDU session type IPv6 only allowed", the UE shall not subsequently request another PDU session for "IPv4" using the UE-requested PDU session establishment procedure to the same DNN (or no DNN, if no DNN was indicated by the UE) and the same S-NSSAI (or no S-NSSAI, if no S-NSSAI was indicated by the UE) and the PDU session type "IPv4" until the PDU session is released.
[bookmark: _Toc492387786][bookmark: _Toc492388376][bookmark: _Toc492394261][bookmark: _Toc492394850][bookmark: _Toc492455682][bookmark: _Toc492456272][bookmark: _Toc492466092][bookmark: _Toc492466682][bookmark: _Toc500935561][bookmark: _Toc501356026][bookmark: _Toc501367115][bookmark: _Toc501369128][bookmark: _Toc501373574][bookmark: _Toc501376375][bookmark: _Toc501377505][bookmark: _Toc501378062][bookmark: _Toc501395231][bookmark: _Toc501395788][bookmark: _Toc501442698][bookmark: _Toc501575051][bookmark: _Toc501576358][bookmark: _Toc505611662]If the selected PDU session type of the PDU session is "Unstructured" or "Ethernet", the UE supports intersystem change from N1 mode to S1 mode, the UE does not support establishment of a PDN connection for the PDN type set to "non-IP" in S1 mode, and the parameters list field of one or more QoS rules received in the QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message contains an EPS bearer identity (EBI) then the UE shall locally remove the EPS bearer identity (EBI) from the parameters list field of such one or more QoS rules.
[bookmark: _Toc508712589][bookmark: _Toc508802180][bookmark: _Toc508871487]* * * Change * * *
[bookmark: _Toc500935610][bookmark: _Toc501356163][bookmark: _Toc501367252][bookmark: _Toc501369265][bookmark: _Toc501373711][bookmark: _Toc501376512][bookmark: _Toc501377642][bookmark: _Toc501378199][bookmark: _Toc501395368][bookmark: _Toc501395925][bookmark: _Toc501442835][bookmark: _Toc501575188][bookmark: _Toc501576495][bookmark: _Toc505611829][bookmark: _Toc508712776][bookmark: _Toc508802367][bookmark: _Toc508871674][bookmark: _Toc479765935][bookmark: _Toc484956832][bookmark: _Toc485044273][bookmark: _Toc485217919][bookmark: _Toc485220092][bookmark: _Toc485220447][bookmark: _Toc477529235][bookmark: _Toc477529233][bookmark: _Toc492387829][bookmark: _Toc492388419][bookmark: _Toc492394304][bookmark: _Toc492394893][bookmark: _Toc492455725][bookmark: _Toc492456315][bookmark: _Toc492466135][bookmark: _Toc492466725][bookmark: _Toc469661408][bookmark: _Toc190445951][bookmark: _Toc190665738]8.3.1.4	5GSM capability
This IE is included in the message when the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU session type and the UE supports Reflective QoS.
[bookmark: _Toc492387833][bookmark: _Toc492388423][bookmark: _Toc492394308][bookmark: _Toc492394897][bookmark: _Toc492455729][bookmark: _Toc492456319][bookmark: _Toc492466139][bookmark: _Toc492466729][bookmark: _Toc500935615][bookmark: _Toc501356168][bookmark: _Toc501367257][bookmark: _Toc501369270][bookmark: _Toc501373716][bookmark: _Toc501376517][bookmark: _Toc501377647][bookmark: _Toc501378204][bookmark: _Toc501395373][bookmark: _Toc501395930][bookmark: _Toc501442840][bookmark: _Toc501575193][bookmark: _Toc501576500][bookmark: _Toc505611834][bookmark: _Toc508712781][bookmark: _Toc508802372][bookmark: _Toc508871679][bookmark: _Toc479765937][bookmark: _Toc484956834][bookmark: _Toc485044275][bookmark: _Toc485217921][bookmark: _Toc485220094][bookmark: _Toc485220449]* * * Change * * *
[bookmark: _Toc508877318][bookmark: _Toc479765936][bookmark: _Toc484956833][bookmark: _Toc485044274][bookmark: _Toc485217920][bookmark: _Toc485220093][bookmark: _Toc485220448][bookmark: _Toc492387832][bookmark: _Toc492388422][bookmark: _Toc492394307][bookmark: _Toc492394896][bookmark: _Toc492455728][bookmark: _Toc492456318][bookmark: _Toc492466138][bookmark: _Toc492466728][bookmark: _Toc500935614][bookmark: _Toc501356167][bookmark: _Toc501367256][bookmark: _Toc501369269][bookmark: _Toc501373715][bookmark: _Toc501376516][bookmark: _Toc501377646][bookmark: _Toc501378203][bookmark: _Toc501395372][bookmark: _Toc501395929][bookmark: _Toc501442839][bookmark: _Toc501575192][bookmark: _Toc501576499][bookmark: _Toc505611833][bookmark: _Toc508712780][bookmark: _Toc508802371][bookmark: _Toc508871678]8.3.2.1	Message definition
The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the SMF to the UE in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session. See table 8.3.2.1.1.
Message type:	PDU SESSION ESTABLISHMENT ACCEPT
Significance:		dual
Direction:			network to UE
Table 8.3.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT ACCEPT message identity
	Message type
9.7
	M
	V
	1

	
	Selected PDU session type
	PDU session type
9.8.4.6
	M
	V
	1/2

	
	Selected SSC mode
	SSC mode
9.8.4.10
	M
	V
	1/2

	
	DNN
	DNN
9.8.3.15
	M
	LV
	2-TBD

	
	Authorized QoS rules
	QoS rules
9.8.4.7
	M
	LV-E
	2-65537

	
	Session AMBR
	Session-AMBR
9.8.4.8
	M
	LV
	TBD

	73
	5GSM cause
	5GSM cause
9.8.4.2
	O
	TV
	2

	29
	PDU address
	PDU address
9.8.4.5
	O
	TLV
	7, 11 or 15

	74
	RQ timer value
	GPRS timer
9.8.4.4
	O
	TV
	2

	22
	S-NSSAI
	S-NSSAI
9.8.3.45
	O
	TLV
	3-10

	78
	EAP message
	EAP message
9.8.3.16
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.8.4.3
	O
	TLV-E
	4-65538



* * * Change * * *
8.3.2.2	5GSM cause
This IE is included when the selected PDU session type which is different from the PDU session type requested by the UE.
[bookmark: _Toc492387834][bookmark: _Toc492388424][bookmark: _Toc492394309][bookmark: _Toc492394898][bookmark: _Toc492455730][bookmark: _Toc492456320][bookmark: _Toc492466140][bookmark: _Toc492466730][bookmark: _Toc500935616][bookmark: _Toc501356169][bookmark: _Toc501367258][bookmark: _Toc501369271][bookmark: _Toc501373717][bookmark: _Toc501376518][bookmark: _Toc501377648][bookmark: _Toc501378205][bookmark: _Toc501395374][bookmark: _Toc501395931][bookmark: _Toc501442841][bookmark: _Toc501575194][bookmark: _Toc501576501][bookmark: _Toc505611835][bookmark: _Toc508712782][bookmark: _Toc508802373][bookmark: _Toc508871680]* * * Change * * *
8.3.2.3	PDU address
This IE is included when the selected PDU session type is "IPv4", "IPv6" or "IPv4v6"“Ipv4” or “Ipv6”.
[bookmark: _Toc492387836][bookmark: _Toc492388426][bookmark: _Toc492394311][bookmark: _Toc492394900][bookmark: _Toc492455732][bookmark: _Toc492456322][bookmark: _Toc492466142][bookmark: _Toc492466732][bookmark: _Toc500935618][bookmark: _Toc501356171][bookmark: _Toc501367260][bookmark: _Toc501369273][bookmark: _Toc501373719][bookmark: _Toc501376520][bookmark: _Toc501377650][bookmark: _Toc501378207][bookmark: _Toc501395376][bookmark: _Toc501395933][bookmark: _Toc501442843][bookmark: _Toc501575196][bookmark: _Toc501576503][bookmark: _Toc505611837][bookmark: _Toc508712784][bookmark: _Toc508802374][bookmark: _Toc508871681][bookmark: _Toc500935611][bookmark: _Toc501356164][bookmark: _Toc501367253][bookmark: _Toc501369266][bookmark: _Toc501373712][bookmark: _Toc501376513][bookmark: _Toc501377643][bookmark: _Toc501378200][bookmark: _Toc501395369][bookmark: _Toc501395926][bookmark: _Toc501442836][bookmark: _Toc501575189][bookmark: _Toc501576496][bookmark: _Toc505611830][bookmark: _Toc508712777][bookmark: _Toc508802368][bookmark: _Toc508871675]* * * Change * * *
[bookmark: _Toc508802393][bookmark: _Toc508871700][bookmark: _Toc484956844][bookmark: _Toc485044285][bookmark: _Toc485217931][bookmark: _Toc485220104][bookmark: _Toc485220459][bookmark: _Toc492387849][bookmark: _Toc492388439][bookmark: _Toc492394324][bookmark: _Toc492394913][bookmark: _Toc492455745][bookmark: _Toc492456335][bookmark: _Toc492466155][bookmark: _Toc492466745][bookmark: _Toc500935634][bookmark: _Toc501356187][bookmark: _Toc501367276][bookmark: _Toc501369289][bookmark: _Toc501373735][bookmark: _Toc501376536][bookmark: _Toc501377666][bookmark: _Toc501378223][bookmark: _Toc501395392][bookmark: _Toc501395949][bookmark: _Toc501442859][bookmark: _Toc501575212][bookmark: _Toc501576519][bookmark: _Toc505611854][bookmark: _Toc508712802]8.3.6.2	5GSM capability
This IE is included in the message after inter-system change from S1 mode to N1 mode, PDU session is of "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU session type, and the UE supports reflective QoS.
[bookmark: _Toc508802394][bookmark: _Toc508871701]* * * Change * * *
[bookmark: _Toc477529481][bookmark: _Toc492387880][bookmark: _Toc492388470][bookmark: _Toc492394355][bookmark: _Toc492394944][bookmark: _Toc492455776][bookmark: _Toc492456366][bookmark: _Toc492466186][bookmark: _Toc492466776][bookmark: _Toc500935671][bookmark: _Toc501356275][bookmark: _Toc501367364][bookmark: _Toc501369377][bookmark: _Toc501373823][bookmark: _Toc501376624][bookmark: _Toc501377751][bookmark: _Toc501378308][bookmark: _Toc501395477][bookmark: _Toc501396034][bookmark: _Toc501442944][bookmark: _Toc501575297][bookmark: _Toc501576605][bookmark: _Toc505611953][bookmark: _Toc508712913][bookmark: _Toc508802505][bookmark: _Toc508871812][bookmark: _Toc492387876][bookmark: _Toc492388466][bookmark: _Toc492394351][bookmark: _Toc492394940][bookmark: _Toc492455772][bookmark: _Toc492456362][bookmark: _Toc492466182][bookmark: _Toc492466772][bookmark: _Toc500935667][bookmark: _Toc190445963][bookmark: _Toc190665744]9.8.4.5	PDU address
The purpose of the PDU address information element is to assign to the UE:
-	 an IPpv4 address associated with a PDU session;
-	 and can provide the UE with an interface identifier for the IPpv6 link local address associated with thea PDU session; or
-	an IPv4 address and an interface identifier for the IPv6 link local address, associated with the PDU session.
The PDU address information element is coded as shown in figure 9.8.4.5.1 and table 9.8.4.5.1.
The PDN address is a type 4 information element with length of 7, 11 or 151 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU address IEI
	octet 1

	Length of PDU address contents
	octet 2

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	PDU session type value
	octet 3

	
PDU address information

	octet 4

octet x


Figure 9.8.4.5.1: PDU address information element
Table 9.8.4.5.1: PDU address information element
	PDU session type value (octet 3)

	Bits

	4
	3
	2
	1
	

	0
	0
	01
	10
	IPv4

	0
	0
	1
	01
	IPv6

	0
	0
	1
	1
	IPv4v6

	

	All other values are reserved.

	

	PDU address information (octet 4 to x)

	

	If the PDU session type value indicates IPpv4, the PDU address information in octet 4 to octet 7 contains an IPpv4 address.

	

	If the PDU session type value indicates IPpv6, the PDU address information in octet 4 to octet 11 contains an interface identifier for the IPv6 link local address.

	

	If the PDU session type value indicates IPv4v6, the PDU address information in octet 4 to octet 11 contains an interface identifier for the IPv6 link local address and in octet 12 to octet 15 contains an IPv4 address.



[bookmark: _Toc501356276][bookmark: _Toc501367365][bookmark: _Toc501369378][bookmark: _Toc501373824][bookmark: _Toc501376625][bookmark: _Toc501377752][bookmark: _Toc501378309][bookmark: _Toc501395478][bookmark: _Toc501396035][bookmark: _Toc501442945][bookmark: _Toc501575298][bookmark: _Toc501576606][bookmark: _Toc505611954][bookmark: _Toc508712914][bookmark: _Toc508802506][bookmark: _Toc508871813]* * * Change * * *
9.8.4.6	PDU session type
The purpose of the PDU session type information element is to indicate type of the PDU session.
The PDU session type information element is coded as shown in figure 9.8.4.6.1 and table 9.8.4.6.1.
The PDU session type is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU session type IEI
	PDU session type value
	octet 1


Figure 9.8.4.6.1: PDU session type information element
Table 9.8.4.6.1: PDU session type information element
	PDU session type value (octet 1, bit 1 to bit 4)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	IP

	0
	0
	01
	10
	IPpv4

	0
	0
	1
	01
	IPpv6

	0
	0
	1
	1
	IPv4v6

	0
	1
	0
	0
	Unstructured

	0
	1
	0
	1
	Ethernet

	
All other values are reserved.



[bookmark: _Toc484956916][bookmark: _Toc485044357][bookmark: _Toc485218003][bookmark: _Toc485220176][bookmark: _Toc485220531][bookmark: _Toc492387985][bookmark: _Toc492388575][bookmark: _Toc492394459][bookmark: _Toc492395048][bookmark: _Toc492455880][bookmark: _Toc492456470][bookmark: _Toc492466290][bookmark: _Toc492466880][bookmark: _Toc500935808][bookmark: _Toc501367366][bookmark: _Toc501369379][bookmark: _Toc501373825][bookmark: _Toc501376626][bookmark: _Toc501377753][bookmark: _Toc501378310][bookmark: _Toc501395479][bookmark: _Toc501396036][bookmark: _Toc501442946][bookmark: _Toc501575299][bookmark: _Toc501576607][bookmark: _Toc505611955][bookmark: _Toc508712915][bookmark: _Toc508802507][bookmark: _Toc508871814][bookmark: _Toc492387879][bookmark: _Toc492388469][bookmark: _Toc492394354][bookmark: _Toc492394943][bookmark: _Toc492455775][bookmark: _Toc492456365][bookmark: _Toc492466185][bookmark: _Toc492466775][bookmark: _Toc500935670][bookmark: _Toc501356277][bookmark: _Toc492387877][bookmark: _Toc492388467][bookmark: _Toc492394352][bookmark: _Toc492394941][bookmark: _Toc492455773][bookmark: _Toc492456363][bookmark: _Toc492466183][bookmark: _Toc492466773][bookmark: _Toc500935668]* * * Change * * *
9.8.4.7	QoS rules
[bookmark: _Toc484956917][bookmark: _Toc485044358][bookmark: _Toc485218004][bookmark: _Toc485220177][bookmark: _Toc485220532]The purpose of the QoS rules information element is to indicate a set of QoS rules, where each QoS rule is a set of parameters as described in subclause 6.2.5.1.1.2, that are used by the UE:
a)	for classification and marking of uplink user traffic; and
b)	for identification of a QoS flow which the network is to use for a particular downlink user traffic.
[bookmark: _Hlk493750505]NOTE:	The UE needs to be aware of a QoS flow which the network is to use for a particular downlink user traffic e.g. to determine whether a resource is available for downlink media of a media stream of an SDP media description provided by the UE in an IMS session.
The QoS rules may contain a set of packet filters consisting of zero or more packet filters for UL direction, zero or more packet filters for DL direction, zero or more packet filters for both UL and DL directions or any combinations of these. The set of packet filters determine the traffic mapping to QoS flows. The QoS rules may contain a EPS bearer identity (EBI), mapped EPS QoS parameters, mapped extended EPS QoS parameters and mapped traffic flow template if the QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.2 of 3GPP TS 23.501 [5].
The QoS rules information element is a type 6 information element with a minimum length of 7 octets. The maximum length for the information element is 65538 octets.
[bookmark: _Hlk483983523]The QoS rules information element is coded as shown in figure 9.8.4.7.1, figure 9.8.4.7.2, figure 9.8.4.7.3, figure 9.8.4.7.4, figure 9.8.4.7.5 and table 9.8.4.7.1.
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	QoS rules IEI
	octet 1

	
	Length of QoS rules IE
	octet 2

	
	
	octet 3

	
	
QoS rule 1

	octet 4

octet u

	
	
QoS rule 2

	octet u+1

octet v

	
	
…

	octet v+1

octet w

	
	
QoS rule n

	octet w+1

octet x


Figure 9.8.4.7.1: QoS rules information element

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	QoS rule identifier
	octet 4

	
	Length of QoS rule
	octet 5

	
	
	octet 6

	
	Rule operation code
	DQR bit
	Number of packet filters
	octet 7

	
	
Packet filter list
	octet 8*

octet z

	
	0
Spare
	E
	Number of parameters
	octet z+1

	
	
Parameters list
	octet z+1

octet u

	
	QoS rule precedence
	octet u+1*

	
	QoS flow identifier
	octet u+2*


Figure 9.8.4.7.2: QoS rule 

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	0
	0
	0
	0
	Packet filter identifier 1
	octet 8

	
	Spare
	
	

	
	0
	0
	0
	0
	Packet filter identifier 2
	octet 9

	
	Spare
	
	

	
	…
	

	
	0
	0
	0
	0
	Packet filter identifier N
	octet n+3

	
	Spare
	
	


Figure 9.8.4.7.3: Packet filter list when the rule operation is "modify existing QoS rule and delete packet filters" (z=N+3)

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	0
	0
	Packet filter direction 1
	Packet filter identifier 1
	octet 8

	
	Spare
	
	
	

	
	Length of packet filter contents 1
	octet 9

	
	Packet filter contents 1
	octet 10
octet m

	
	0
	0
	Packet filter direction 2
	Packet filter identifier 2
	octet m+1

	
	Spare
	
	
	

	
	Length of packet filter contents 2
	octet m+2

	
	Packet filter contents 2
	octet m+3
octet n

	
	…
	octet n+1
octet y

	
	0
	0
	Packet filter direction N 
	Packet filter identifier N
	octet y+1

	
	Spare
	
	
	

	
	Length of packet filter contents N
	octet y+2

	
	Packet filter contents N
	octet y+3
octet z


Figure 9.8.4.7.4: Packet filter list when the rule operation is "create new QoS rule", or "modify existing QoS rule and add packet filters" or "modify existing QoS rule and replace packet filters"

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Parameter identifier 1
	octet z+2

	
	Length of Parameter contents 1
	octet z+3

	
	Parameter contents 1
	octet z+4
octet k

	
	Parameter identifier 2
	octet k+1

	
	Length of Parameter contents 2
	octet k+2

	
	Parameter contents 2
	octet k+3
octet p

	
	…
	octet p+1
octet q

	
	Parameter identifier N
	octet q+1

	
	Length of Parameter contents N
	octet q+2

	
	Parameter contents N
	octet q+3
octet v


Figure 9.8.4.7.5: Parameters list
Table 9.8.4.7.1: QoS rules information element
	QoS rule identifier (octet 4)
The QoS rule identifier field is used to identify the QoS rule. 

QoS rule precedence (octet u+1)
The QoS rule precedence field is used to specify the precedence of the QoS rule among all QoS rules (both the signalled QoS rules as described in subclause 6.2.5.1.1.2 and the derived QoS rules as described in subclause 6.2.5.1.1.3) associated with the PDU session of the QoS flow. This field includes the binary coded value of the QoS rule precedence in the range from 0 to 255 (decimal). The higher the value of the QoS rule precedence field, the lower the precedence of that QoS rule is.
The value 80 (decimal) is reserved.

QoS flow identifier (octet u+2)
The QoS flow identifier field is used to identify the QoS flow. 

DQR bit (bit 5 of octet 7)
The DQR bit indicates whether the QoS rule is the default QoS rule and it is encoded as follows:
Bit
5
0	the QoS rule is not the default QoS rule.
1	the QoS rule is the default QoS rule.

Rule operation code (bits 8 to 6 of octet 7)
Bits
8 7 6
0 0 0 Reserved
0 0 1 Create new QoS rule
0 1 0 Delete existing QoS rule
0 1 1 Modify existing QoS rule and add packet filters
1 0 0 Modify existing QoS rule and replace packet filters
1 0 1 Modify existing QoS rule and delete packet filters
1 1 0 Modify existing QoS rule without modifying packet filters
1 1 1 Reserved


E bit (bit 7 of octet z+1)
For the "create new QoS rule" operation, the E bit is encoded as follows:
Bit
7
0	parameters list is not included
1	parameters list is included
For the "modify existing QoS rule and add packet filters" operation, the "modify existing QoS rule and replace packet filters", the "modify existing QoS rule and delete packet filters" operation and the "modify existing QoS rule without modifying packet filters" operation, the E bit is encoded as follows:
Bit
7
0	previously provided parameters list extension
1	previously provided parameters list replacement

If the E bit is set to "parameters list is not included", the number of parameters field has zero value. If the E bit is set to "parameters list is included", the number of parameters field has non-zero value. If the E bit is set to "previously provided parameters list extension" or "previously provided parameters list replacement", the number of parameters field can have zero or non-zero value.

Number of packet filters (bits 4 to 1 of octet 7)
The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 7 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing QoS rule" operation and for the "modify existing QoS rule without modifying packet filters" operation, the number of packet filters shall be coded as 0. For the "create new QoS rule" operation and the "modify existing QoS rule and replace packet filters" operation, the number of packet filters shall be greater than or equal to 0 and less than or equal to 15. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 15. 

Packet filter list (octets 8 to z)
The packet filter list contains a variable number of packet filters.

For the "delete existing QoS rule" operation, the length of QoS rule field is set to one.

For the "delete existing QoS rule" operation and the "modify existing QoS rule without modifying packet filters" operation, the packet filter list shall be empty.

For the "modify existing QoS rule and delete packet filters" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "create new QoS rule" operation and for the "modify existing QoS rule and replace packet filters" operation, the packet filter list shall contain 0 or a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "modify existing QoS rule and add packet filters" operation, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

Each packet filter is of variable length and consists of 
	a packet filter direction (2 bits); 
-	a packet filter identifier (4 bits); 
-	the length of the packet filter contents (1 octet); and
-	the packet filter contents itself (variable amount of octets).

The packet filter direction field is used to indicate for what traffic direction the filter applies.
Bits
6 5
0 0	reserved
0 1	downlink only
1 0	uplink only
1 1	bidirectional (see NOTE 1)

The packet filter identifier field is used to identify each packet filter in a QoS rule. The least significant 4 bits are used.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPpv4 remote address type" and "IPv6 remote address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "IPv4 local address type" and "IPv6 local address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the UE and the term remote refers to an external network entity.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 1 0 0 0 0	IPv4 remote address type
0 0 0 1 0 0 0 1	IPv4 local address type 
0 0 1 0 0 0 0 1	IPv6 remote address/prefix length type
0 0 1 0 0 0 1 1	IPv6 local address/prefix length type
0 0 1 1 0 0 0 0	Protocol identifier/Next header type
0 1 0 0 0 0 0 0	Single local port type
0 1 0 0 0 0 0 1	Local port range type
0 1 0 1 0 0 0 0	Single remote port type 
0 1 0 1 0 0 0 1	Remote port range type
0 1 1 0 0 0 0 0	Security parameter index type
0 1 1 1 0 0 0 0	Type of service/Traffic class type
1 0 0 0 0 0 0 0	Flow label type
1 0 0 0 0 0 0 1	Destination MAC address type
1 0 0 0 0 0 1 0	Source MAC address type
1 0 0 0 0 0 1 1	802.1Q C-TAG VID type
1 0 0 0 0 1 0 0	802.1Q S-TAG VID type
1 0 0 0 0 1 0 1	802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0	802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1	Ethertype type
All other values are reserved.

The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.501 [5].

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.


For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".

For "protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or Ipv6 next header.

For "single local port type" and "single remote port type", the packet filter component value field shall be encoded as two octets which specify a port number.

For "local port range type" and "remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "security parameter index", the packet filter component value field shall be encoded as four octets which specify the IPSec security parameter index.

For "type of service/traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.

For "flow label type", the packet filter component value field shall be encoded as three octets which specify the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.

For "destination MAC address type" and "source MAC address type", the packet filter component value field shall be encoded as 6 octets which specify a MAC address.

For "802.1Q C-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q S-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q C-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "802.1Q S-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "ethertype type", the packet filter component value field shall be encoded as two octets which specify an ethertype.

Number of parameters (bits 6 to 1 of octet z+1)
The number of parameters field contains the binary coding for the number of parameters in the parameters list field. The number of parameters field is encoded in bits 6 through 1 of octet z+1 where bit 6 is the most significant and bit 1 is the least significant bit. 

Parameters list (octets z+2 to v)

The parameters list contains a variable number of parameters.

Each parameter included in the parameters list is of variable length and consists of:
-	a parameter identifier (1 octet); 
-	the length of the parameter contents (1 octet); and
-	the parameter contents itself (variable amount of octets).

The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:
-	01H (5QI);
-	02H (GFBR uplink);
-	03H (GFBR downlink);
-	04H (MFBR uplink);
-	05H (MFBR downlink);
-	06H (Averaging window);
-	07H (EPS bearer identity);
-	08H (Mapped EPS QoS parameters);
-	09H (Mapped extended EPS QoS parameters); and
-	10H (Traffic flow template).

If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.
The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.

When the parameter identifier indicates 5QI, the parameter contents field contains the binary representation of 5G QoS identifier (5QI) that is one octet in length.

5QI:
Bits
8 7 6 5 4 3 2 1
In network to UE direction:
0 0 0 0 0 0 0 0		Reserved
0 0 0 0 0 0 0 1		5QI 1
0 0 0 0 0 0 1 0		5QI 2
0 0 0 0 0 0 1 1		5QI 3
0 0 0 0 0 1 0 0		5QI 4
0 0 0 0 0 1 0 1		5QI 5
0 0 0 0 0 1 1 0		5QI 6
0 0 0 0 0 1 1 1		5QI 7
0 0 0 0 1 0 0 0		5QI 8
0 0 0 0 1 0 0 1		5QI 9
0 0 0 0 1 0 1 0
		to				Spare
0 1 0 0 0 0 0 0
0 1 0 0 0 0 0 1		5QI 65
0 1 0 0 0 0 1 0		5QI 66
0 1 0 0 0 0 1 1
		to				Spare
0 1 0 0 0 1 0 0
0 1 0 0 0 1 0 1		5QI 69
0 1 0 0 0 1 1 0		5QI 70
0 1 0 0 0 1 1 1
		to				Spare
0 1 0 0 1 0 1 0
0 1 0 0 1 0 1 1		5QI 75
0 1 0 0 1 1 0 0
		to				Spare
0 1 0 0 1 1 1 0
0 1 0 0 1 1 1 1		5QI 79
0 1 0 1 0 0 0 0
		to				Spare
0 1 1 1 1 1 1 1
1 0 0 0 0 0 0 0
		to				Operator-specific 5Qis
1 1 1 1 1 1 1 0
1 1 1 1 1 1 1 1		Reserved

The network shall consider all other values not explicitly defined in this version of the protocol as unsupported.

If the UE receives a 5QI value (excluding the reserved 5QI values) that it does not understand, the UE shall choose a 5QI value from the set of 5QI values defined in this version of the protocol (see 3GPP TS 23.501 [5]) and associated with:
	-	GBR QoS flows, if the QoS flow includes a GFBR uplink parameter and a GFBR dowlink parameter; and
	-	non-GBR QoS flows, if the QoS flow does not include a GFBR uplink parameter or does not include a GFBR downlink parameter.

The UE shall use this chosen 5QI value for internal operations only. The UE shall use the received 5QI value in subsequent NAS signalling procedures.

When the parameter identifier indicates "GFBR uplink", the parameter contents field contains one octet indicating the unit of the guaranteed flow bit rate for uplink followed by two octets containing the value of the guaranteed flow bit rate for uplink.
Unit of the guaranteed flow bit rate for uplink (octet 1)
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 0 0	value is not used
0 0 0 0 0 0 0 0 1	value is incremented in multiples of 1 Kbps
0 0 0 0 0 0 0 1 0	value is incremented in multiples of 4 Kbps
0 0 0 0 0 0 0 1 1	value is incremented in multiples of 16 Kbps
0 0 0 0 0 0 1 0 0	value is incremented in multiples of 64 Kbps
0 0 0 0 0 0 1 0 1	value is incremented in multiples of 256 Kbps
0 0 0 0 0 0 1 1 0	value is incremented in multiples of 1 Mbps
0 0 0 0 0 0 1 1 1	value is incremented in multiples of 4 Mbps
0 0 0 0 0 1 0 0 0	value is incremented in multiples of 16 Mbps
0 0 0 0 0 1 0 0 1	value is incremented in multiples of 64 Mbps
0 0 0 0 0 1 0 1 0	value is incremented in multiples of 256 Mbps
0 0 0 0 0 1 0 1 1	value is incremented in multiples of 1 Gbps
0 0 0 0 0 1 1 0 0	value is incremented in multiples of 4 Gbps
0 0 0 0 0 1 1 0 1	value is incremented in multiples of 16 Gbps
0 0 0 0 0 1 1 1 0	value is incremented in multiples of 64 Gbps
0 0 0 0 0 1 1 1 1	value is incremented in multiples of 256 Gbps
0 0 0 0 1 0 0 0 0	value is incremented in multiples of 1 Tbps
0 0 0 0 1 0 0 0 1	value is incremented in multiples of 4 Tbps
0 0 0 0 1 0 0 1 0	value is incremented in multiples of 16 Tbps
0 0 0 0 1 0 0 1 1	value is incremented in multiples of 64 Tbps
0 0 0 0 1 0 1 0 0	value is incremented in multiples of 256 Tbps
0 0 0 0 1 0 1 0 1	value is incremented in multiples of 1 Pbps
0 0 0 0 1 0 1 1 0	value is incremented in multiples of 4 Pbps
0 0 0 0 1 0 1 1 1	value is incremented in multiples of 16 Pbps
0 0 0 0 1 1 0 0 0	value is incremented in multiples of 64 Pbps
0 0 0 0 1 1 0 0 1	value is incremented in multiples of 256 Pbps
Other values shall be interpreted as multiples of 256 Pbps in this version of the protocol.

Value of the guaranteed flow bit rate for uplink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the guaranteed flow bit rate for uplink in units defined by the unit of the guaranteed flow bit rate for uplink.

When the parameter identifier indicates "GFBR downlink", the parameter contents field contains one octet indicating the unit of the guaranteed flow bit rate for downlink followed by two octets containing the value of the guaranteed flow bit rate for downlink.

Unit of the guaranteed flow bit rate for downlink (octet 1)
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the guaranteed flow bit rate for downlink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the guaranteed flow bit rate for downlink in units defined by the unit of the guaranteed flow bit rate for downlink.

When the parameter identifier indicates "MFBR uplink", the parameter contents field contains the one octet indicating the unit of the maximum flow bit rate for uplink followed by two octets containing the value of maximum flow bit rate for uplink.

Unit of the maximum flow bit rate for uplink (octet 1)
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the maximum flow bit rate for uplink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the maximum flow bit rate for uplink in units defined by the unit of the maximum flow bit rate for uplink.

When the parameter identifier indicates "MFBR downlink", the parameter contents field contains one octet indicating the unit of the maximum flow bit rate for downlink followed by two octets containing the value of the maximum flow bit rate for downlink.

Unit of the maximum flow bit rate for downlink (octet 1)
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the maximum flow bit rate for downlink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the maximum flow bit rate for downlink in units defined by the unit of the maximum flow bit rate for downlink.

When the parameter identifier indicates "averaging window", the parameter contents field contains the binary representation of the averaging window for both uplink and downlink in milliseconds and the parameter contents field is two octets in length.

When the parameter identifier indicates EPS bearer identity, the length of EPS bearer identity is one octet and parameter contents field is coded as specified in subclause 9.3.2 of 3GPP TS 24.301 [12] (see NOTE 2).

When the parameter identifier indicates mapped EPS QoS parameters, the length and parameter contents field are coded as specified in subclause 9.9.4.3 of 3GPP TS 24.301 [10].

When the parameter identifier indicates mapped extended EPS QoS parameters, the length and parameter contents field are coded as specified in subclause 9.9.4.30 of 3GPP TS 24.301 [12].

When the parameter identifier indicates traffic flow template, the length and parameter contents field are coded from octet 2 as shown figure 10.5.144 and table 10.5.162 of 3GPP TS 24.008 [9].

	NOTE 1:	A packet filter with the "bidirectional" packet filter direction is used both as a packet filter with the "downlink only" packet filter direction and a packet filter with the "uplink only" packet filter direction.
NOTE 2:	The total number of EPS bearer identities included in all QoS rules of a UE cannot exceed eleven.
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