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1. Introduction
Abnormal cases in the UE and on the network side for the PDU session release procedure are proposed.
2. Reason for Change
For network-request PDU session release procedure (see TS 24.501 subclause 6.3.3), and UE-requested PDU session release procedure (see TS 24.501 subclause 6.4.3), the following abnormal cases are identified:
· Collision of network(/UE)-requested PDU session release procedure and UE(/network)-requested PDU session modification procedure;
-	Collision of UE-requested PDU session release procedure and network-requested PDU session release procedure; and
-	No PDU session context active for the received PDU session ID, e.g. due to out of sync of the PDU session status in the UE and in the network.
And the handling in the UE and on the network side for the above abnormal cases are proposed, with a new 5GSM clause "Invalid PDU session ID" added accordingly.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501 V1.0.0.


* * * First Change * * * *
[bookmark: _Toc508877120]6.3.3.5	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	Expiry of timer T3592.
	The SMF shall, on the first expiry of the timer T3592, retransmit the PDU SESSION RELEASE COMMAND message and shall reset and start timer T3592. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3592, the SMF shall abort the procedure.
b)	Collision of network-requested PDU session release procedure and UE-requested PDU session modification procedure:
	When the SMF receives a PDU SESSION MODIFICATION REQUEST message during the PDU session release procedure, and the PDU session indicated in PDU SESSION MODIFICATION REQUEST message is the PDU session that the SMF wants to release, the SMF shall ignore the PDU SESSION MODIFICATION REQUEST message and proceed with the PDU session release procedure.
c)	Collision of network-requested PDU session release procedure and UE-requested PDU session release procedure:
	If the SMF receives a PDU SESSION RELEASE REQUEST message after sending a PDU SESSION RELEASE COMMAND message to the UE, and the PDU session ID in the PDU SESSION RELEASE REQUEST message is the same as the PDU session ID in the PDU SESSION RELEASE COMMAND message, the SMF shall ignore the PDU SESSION RELEASE REQUEST message and proceed with the network-requested PDU session release procedure.
Editors' note:	Further abnormal cases are FFS.
[bookmark: _Toc508877121]6.3.3.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	No PDU session context active for the received PDU session ID:
	If the PDU session ID in the PDU SESSION RELEASE COMMAND message does not belong to any PDU session in state PDU SESSION ACTIVE in the UE, the UE shall include the 5GSM cause #xx "Invalid PDU session ID" in the extended protocol configuration options IE of the PDU SESSION RELEASE COMPLETE message, and transport the message and the received PDU session ID using the NAS transport procedure as specified in subclause 5.4.5.
Editors' note:	Abnormal cases are FFS.
* * * Next Change * * * *
[bookmark: _Toc508877144][bookmark: _Toc508877145]6.4.3.4	UE-requested PDU session release procedure not accepted by the network
Upon receipt of a PDU SESSION RELEASE REQUEST message, if the SMF does not accept the request to release the PDU session, the SMF shall create an PDU SESSION RELEASE REJECT message.
The SMF shall set the 5GSM cause IE of the PDU SESSION RELEASE REJECT message to indicate the reason for rejecting the PDU session release.
The 5GSM cause IE typically indicates one of the following SM cause values:
#xx:	Invalid PDU session ID.
Editor's note:	5GSM causes are FFS.
The SMF shall send the PDU SESSION RELEASE REJECT message.
Upon receipt of a PDU SESSION RELEASE REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3582, shall release the allocated PTI value, and shall consider that the PDU session is not released.
6.4.3.5	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Expiry of timer T3582.
[bookmark: _Hlk499768006]	The UE shall, on the first expiry of the timer T3582, retransmit the PDU SESSION RELEASE REQUEST message and shall reset and start timer T3582. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3582, the UE shall abort the procedure, shall release the allocated PTI, and shall perform the registration procedure for mobility and periodic registration update with a REGISTRATION REQUEST message including the PDU session status IE.
b)	Collision of UE-requested PDU session release procedure and network-requested PDU session modification procedure:
	When the UE receives a PDU SESSION MODIFICATION COMMAND message during the PDU session release procedure, and the PDU session indicated in PDU SESSION MODIFICATION COMMAND message is the PDU session that the UE wants to release, the UE shall ignore the PDU SESSION MODIFICATION COMMAND message and proceed with the PDU session release procedure.
c)	Collision of UE-requested PDU session release procedure and network-requested PDU session release procedure:
	When the UE receives a PDU SESSION RELEASE COMMAND message with the PTI IE set to "No procedure transaction identity assigned" during the UE-requested PDU session release procedure, and the PDU session indicated in the PDU SESSION RELEASE COMMAND message is the same as the PDU session that the UE requests to release, the UE shall proceed with both procedures.
Editors' note:	Further abnormal cases are FFS.
[bookmark: _Toc508877146]6.4.3.6	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	No PDU session context active for the received PDU session ID:
	If the PDU session ID in the PDU SESSION RELEASE REQUEST message does not belong to any PDU session in state PDU SESSION ACTIVE in the SMF, the SMF shall send the PDU SESSION RELEASE REJECT message to the UE with the 5GSM cause #xx "Invalid PDU session ID".
Editors' note:	Abnormal cases are FFS.
[bookmark: _GoBack]* * * Next Change * * * *
[bookmark: _Toc508877469]Annex B (informative):
Cause values for 5GS session management
[bookmark: _Toc508877470]B.1	Causes related to nature of request
Cause #26 – Insufficient resources
	This 5GSM cause is used by the UE or by the network to indicate that the requested service cannot be provided due to insufficient resources.
Cause #27 – Missing or unknown DNN
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN because the DNN was not included although required or if the DNN could not be resolved.
Cause #29 – User authentication failed
	This 5GSM cause is used by the network to indicate that the requested service was rejected by the external DN due to a failed user authentication.
Cause #31 – Request rejected, unspecified
	This 5GSM cause is used by the network or by the UE to indicate that the requested service or operation or the request for a resource was rejected due to unspecified reasons.
Cause #36 – Regular deactivation
	This 5GSM cause is used to indicate a regular UE or network initiated release of PDU session resources.
Cause #39 – Reactivation requested
	This 5GSM cause is used by the network to request a PDU session reactivation.
Cause #50 – PDU session type IPv4 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type IPv4 is allowed for the requested IP connectivity.
Cause #51 – PDU session type IPv6 only allowed
	This 5GSM cause is used by the network to indicate that only PDU session type IPv6 is allowed for the requested IP connectivity.
Cause #67 – Insufficient resources for specific slice and DNN
	This 5GSM cause is by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice and DNN.
Cause #68 – Not supported SSC mode
	This 5GSM cause is used by the network to indicate that the requested SSC mode is not supported.
Cause #69 –Insufficient resources for specific slice
	This 5GSM cause is used by the network to indicate that the requested service cannot be provided due to insufficient resources for specific slice.
Cause #xx –Invalid PDU session ID
	This 5GSM cause is used by the network or the UE to indicate that the PDU session ID value provided to it is not a valid value or the PDU session context identified by the PDU session ID IE in the request or the command is not active.
* * * End of Changes * * * *

