Page 1



3GPP TSG-CT WG1 Meeting #109
C1-181655
Montreal (Canada), 26 February - 2 March 2018
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	27.007
	CR
	0552
	rev
	1
	Current version:
	15.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	


	

	Title:

	Fix "unsolicited result code" confusion

	
	

	Source to WG:
	BlackBerry UK Ltd.

	Source to TSG:
	C1

	
	

	Work item code:
	TEI15
	
	Date:
	2018-02-02

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Sections 4.0 cautions developers that "future versions of this specification may include additional parameters beyond what is expected in any response to an AT Set Command, Read Command, Test Command, or unsolicited result code". 

The sentence above suggest a response can be received to an "unsolicited result code". It is our understanding that an unsolicited result code can be a response.

	
	

	Summary of change:
	Clarify that the TE does not receive a respinse to an "unsolicited result code".

	
	

	Consequences if not approved:
	Confusing specification

	
	

	Clauses affected:
	4.0

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Very first change *****
4.0
General
This clause summarizes general aspects on AT commands and issues related to them.

TE software implementors must take into account that future versions of this specification may include additional parameters beyond what is expected in any (final or intermediate) response to an AT set command, read command or test command, and beyond what is expected in any unsolicited result code. Implementations must therefore analyse all parameters provided from the TA and discard (ignore) any parameters received following the parameters expected by the TE software.

For further information refer ITU‑T Recommendation V.250 [14].
In the tables for the commands syntaxes, the possible response(s) are outlined as follows:

-
the responses from ITU‑T Recommendation V.250 [14] (like OK and ERROR) are normally not shown; and

-
the final response +CME ERROR is shown when a final result code in subclause 9.2 can be provided.

In certain implementations, AT commands are used as an internal interface within the physical handset, e.g. between the application and the radio interface layer 3 stack implemented on different processors. Certain AT commands transfer information in the clear that can be regarded as sensitive with regards to security or privacy. Care must be exercised in AT commands that:

-
transfer passwords (e.g. +CLCK, +CPWD or +CPBS);

-
transfer identities (e.g. IMSI) or details of a call (e.g. +COLP);

-
transfer the current location of the phone (e.g. +CMOLR);

-
reveal the IMEI (e.g. +CGSN);

-
allow the TE to take unintentionally control over the SIM-MT interface (e.g. +CSIM);

-
enable/disable access to commands protected by security mechanism (e.g. +CSCC); or

-
exchange security related parameters and keys with the UICC (e.g. +CEAP and +CERP).
The above mentioned AT commands and parameters are examples to illustrate the concerns and is not meant to be a comprehensive list.
***** No more changes *****
