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1. Introduction
The latest version of TS 24.501 is V0.3.1.
2. Reason for Change
It has been identified a number of editorials in the latest version of the TS and some minor errors which need to be fixed.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501V0.3.1.


* * * First Change * * * *
[bookmark: _Toc501355741][bookmark: _Toc501366830][bookmark: _Toc501368843][bookmark: _Toc501373289][bookmark: _Toc501376090][bookmark: _Toc501377220][bookmark: _Toc501377777][bookmark: _Toc501394946][bookmark: _Toc501395503][bookmark: _Toc501442414][bookmark: _Toc501574767][bookmark: _Toc501576074][bookmark: _Toc505611340][bookmark: _Toc505868237]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
5GMM-IDLE mode: In this specification, if the term is used standalone, a UE in 5GMM-IDLE mode means the UE can be either in 5GMM-IDLE mode over 3GPP access or in 5GMM-IDLE mode over non-3GPP access.
5GMM-CONNECTED mode: In this specification, if the term is used standalone, a UE in 5GMM-CONNECTED mode means the UE can be either in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED mode over non-3GPP access.
5GMM-IDLE mode over 3GPP access: A UE is in 5GMM-IDLE mode over 3GPP access when no N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-IDLE mode over 3GPP access used in the present document corresponds to the term CM-IDLE state for 3GPP access used in 3GPP TS 23.501 [4].
5GMM-CONNECTED mode over 3GPP access: A UE is in 5GMM-CONNECTED mode over 3GPP access when a N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-CONNECTED mode over 3GPP access used in the present document corresponds to the term CM-CONNECTED state for 3GPP access used in 3GPP TS 23.501 [4].
5GMM-IDLE mode over non-3GPP access: A UE is in 5GMM-IDLE mode over non-3GPP access no N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-IDLE mode over non-3GPP access used in the present document corresponds to the term CM-IDLE state for non-3GPP access used in 3GPP TS 23.501 [4].
5GMM-CONNECTED mode over non-3GPP access: A UE is in 5GMM-CONNECTED mode over non-3GPP access when it has N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-CONNECTED mode over non-3GPP access used in the present document corresponds to the term CM-CONNECTED state for non-3GPP access used in 3GPP TS 23.501 [4].
Access stratum connection: A peer to peer access stratum connection between either the UE and the NG-RAN for 3GPP access or the UE and the N3IWF for non-3GPP access. The access stratum connection for 3GPP access corresponds to an RRC connection via the Uu reference point. The creation of the access stratum connection for non-3GPP access corresponds to the completion of the IKE_SA_INIT exchange (see IETF RFC 7296 [25]) via the NWu reference point.
DNN based congestion control: Type of congestion control at session management level that is applied to reject session management requests from UEs or release PDU sessions when the associated DNN is congested.
General NAS level congestion control: Type of congestion control at mobility management level that is applied at a general overload or congestion situation in the network, e.g. lack of processing resources.
Last visited registered TAI: A TAI which is contained in the registration area that the UE registered to the network and which identifies the tracking area last visited by the UE.
N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.
PDU session for LADN: A PDU session with a DNN associated with a LADN.
Registered for emergency services: A UE is registered for emergency services if it has successfully completed initial registration for emergency services or if it has only one PDU session established which is for emergency services.
Selected core network type information: A type of core network (EPC or 5GCN) selected by the UE NAS layer in case of an E-UTRA cell connected to both EPC and 5GCN.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [4] apply:
5G access network
5G core network
5G QoS flow
5G QoS identifier
5G-GUTI
5G System
5G-S-TMSI
Allowed area
Allowed NSSAI
AMF region
AMF set
Configured NSSAI
Local area data network
Network slice
NG-RAN
Non-allowed area
PDU session
PDU session type
PEI
Requested NSSAI
[bookmark: _Toc479765882]SUPI 
SUCI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [10] apply:
UE configured to use AC11 – 15 in selected PLMN
For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [12] apply:
5G security context
5G NAS security context
Current 5G security context
Full native 5G security context
Native 5G security context
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [16] apply:
NG connection
* * * Next Change * * * *
[bookmark: _Toc500935779][bookmark: _Toc505611354][bookmark: _Toc505868251]4.5.1	General
When the UE wants to access the 5GS, the UE must first perform access control checks to determine if the access is allowed. Access control checks shall be perfomed for the access attempts defined by the following list of events:
a)	the UE is in 5GMM-IDLE mode over 3GPP access and an event that requires a transition to 5GMM-CONNECTED mode occurs; and
b)	the UE is in 5GMM-CONNECTED mode over 3GPP access or 5GMM-CONNECTED mode with RRC inactive indication and one of the following events occurs:
1)	5GMM receives an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication from upper layers;
2)	5GMM receives a request from upper layers to send a mobile originated SMS over NAS;
3)	5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment;
4)	5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification; and
5)	5GMM receives a request to re-establish the user plane for an existing PDU session.
NOTE 1:	5GMM specific procedures initiated by NAS in 5GMM-CONNECTED mode are not subject to access control. E.g. a registration procedure after PS handover will not be prevented by access control.
Editor's note:	 For the case that the UE is in 5GMM-IDLE  mode when 5GMM receives a request from an upper layer to send an UL NAS TRANSPORT message, so that the procedure for the initial NAS message is followed by a NAS transport procedure, resolution of double barring is FFS.
Editor's note:	Whether other events need to be considered in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication, is FFS.
When the NAS detects one of the above events, the NAS needs to perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
NOTE 2:	The NAS is aware of the above events through indications provided by upper layers or when determing the need to start 5GMM procedures through normal NAS behaviour, or both.
To determine the access identities and the access category for a request, the NAS checks the reason for access, types of service requested and profile of the UE including UE configurations, against a set of access identities and access categories defined in 3GPP TS 22.261 [3], namely:
a)	a set of standardized access identities;
b)	a set of standardized access categories; and
c)	a set of operator-defined access categories, if available.
For the purpose of determining the applicable access identities from the set of standardized access identities defined in 3GPP TS 22.261 [3], the NAS shall follow the requirements set out in subclause 4.5.2 and the rules and actions defined in table 4.5.2.1.
For the purpose of determining the applicable access category from the set of standardized access categories and operator-defined access categories defined in 3GPP TS 22.261 [3], the NAS shall follow the requirements set out in subclause 4.5.2 and the rules and actions defined in table 4.5.2.2.
* * * Next Change * * * *
[bookmark: _Toc505611356][bookmark: _Toc505868253][bookmark: _Toc500935776]4.5.3	Operator-defined access categories
Operator-defined access categories can be signalled to the UE using NAS signalling. Each operator-defined category consists of the following parameters:
Editor's note:	The encoding of the operator-defined access categories is FFS.
Editor's note:	Whether the operator-defined access categories are sent to the UE in a CONFIGURATION UPDATE COMMAND message, a DL NAS TRANSPORT message or another NAS message, is FFS.
a)	a precedence value which indicates in which order the UE shall evaluate the operator-defined categories for a match;
b)	an access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE; and
c)	one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:
1)	DNN name;
2)	5QI;
Editor's note:	Whether the 5QI is a suitable access category criteria type is FFS.
3)	OS Id + OS App Id of application triggering the access attempt; or
4)	S-NSSAI.
Editor's note:	Other access category criteria types, in particular whether QFI is a suitable parameter, are FFS.
NOTE:	An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt matches any of the associated access criteria type values.
If the UE is configured with operator-defined access categories for a PLMN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication will only be performed for the events 1) to 5) defined in subclause 4.5.1.
Editor's note:	Whether access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode with RRC inactive indication also needs to be performed when 5GMM receives an indication that an application is started including the OS Id + OS App Id from the upper layers is FFS.
Upon receiving a NAS signalling message with operator-defined access category definitions, the UE shall store the operator-defined access category definitions for the registered PLMN.
* * * Next Change * * * *
[bookmark: _Toc500935781][bookmark: _Toc505611360][bookmark: _Toc505868257]4.5.5	Exception handling and avoiding double barring
There are several services for which the NAS needs to be informed when the service starts and stops,
-	because, while the service is ongoing, the mapping of other access attempts to a specific access category can be affected; and
-	in order to avoid double barring at the start of these services.
These services are:
a)	emergency service;
b)	MMTEL voice;
c)	MMTEL video;
d)	SMSoIP; and
e)	SMS over NAS.
The UE considers an emergency service a) as started when 5GMM receives a request from upper layers to attach for emergency services or to establish a PDU session with request type = "initial emergency request". It considers the emergency service as stopped when this PDU session is released. 
While an emergency service a) is ongoing, any access attempt triggered by the initiation of a registration, de-registration or service request procedure is mapped to access category 2 = emergency.
Once the emergency service service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:
-	any service request procedure related to the PDU session associated with request type = "initial emergency request"; and
-	any service request or registration procedure initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.
NOTE 1:	Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.
Editor's note:	The need for and the derivation of the RRC establishment cause (or its equivalence in 5GS) requires further work by RAN2.
Editor's note:	If MT LCS are used during an emergency service to locate the UE, the 5GMM will transfer LCS messages to the network. It is FFS based on which criteria the UE will determine to skip access control for these messages.
For services b) to e) the 5GMM receives explicit start and stop indications from the upper layers.
[bookmark: _Hlk503356023]Editor's note:	Whether explicit start and stop indications for SMS over NAS need to be defined is FFS.
Once the service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:
-	for services b), c) and d), any service request procedure related to the PDU session established for DNN = "IMS"; and
[bookmark: _Hlk503357135]Editor's note:	It has been observed that some operators use an APN different from "IMS" for SMSoIP. How to handle that case when a DNN different from "IMS" is used, is FFS.
-	for services b), c), d) and e), any service request or registration procedure initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.
While an MMTEL voice or video call, or SMS over IMS is ongoing, any of the above access attempts is mapped to access category 5, 6 or 7 respectively. 
NOTE 2:	Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.
Editor's note:	The need for and the derivation of the RRC establishment cause (or its equivalence in 5GS) requires further work by RAN2.
* * * Next Change * * * *
[bookmark: _Toc500935826][bookmark: _Toc501355759][bookmark: _Toc501366848][bookmark: _Toc501368861][bookmark: _Toc501373307][bookmark: _Toc501376108][bookmark: _Toc501377238][bookmark: _Toc501377795][bookmark: _Toc501394964][bookmark: _Toc501395521][bookmark: _Toc501442432][bookmark: _Toc501574785][bookmark: _Toc501576092][bookmark: _Toc505611367][bookmark: _Toc505868264]4.6.3.1	General
In order to enable PDU transmission in a network slice, the UE may request establishment of a PDU session in a network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN) if there is no established PDU session adequate for the PDU transmission. The S-NSSAI included is part of allowed NSSAI of the serving PLMN, which is an S-NSSAI value valid in the serving PLMN, and in roaming scenarios the mapped configured S-NSSAI for the HPLMN is also included for the PDU session if available. See subclause 6.4.1 for further details. The UE determines whether to establish a new PDU session or use one of the established PDU session(s) based on  the URSP rules which include S-NSSAIs, if any (see subclause 6.2.9x).
* * * Next Change * * * *
[bookmark: _Toc485220129][bookmark: _Toc485220484][bookmark: _Toc492387893][bookmark: _Toc492388483][bookmark: _Toc492394367][bookmark: _Toc492394956][bookmark: _Toc492455788][bookmark: _Toc492456378][bookmark: _Toc492466198][bookmark: _Toc492466788][bookmark: _Toc500845278][bookmark: _Toc505611370][bookmark: _Toc505868267]4.7.2	5GS mobility management aspects
The mobility management procedures defined over 3GPP access are re-used over non-3GPP access with the following exceptions:
a)	the registration status of the UE's 3GPP access and non-3GPP access 5GMM state machine instances are independent and can be different;
b)	single-registration mode and dual-registration mode do not apply for 5GMM over non-3GPP access;
c)	the RPLMN over non-3GPP access can be different from the RPLMN over 3GPP access. The MCC of the RPLMN over 3GPP access and the MCC of the RPLMN over the non-3GPP access can also be different;
d)	the registration for 3GPP access and for non-3GPP access are performed separately. Like for 3GPP access, an access stratum connection exists before the UE can perform the registration procedure for non-3GPP access. As over non-3GPP access the 5GS operates one single common registration area for an entire PLMN, which is associated with one fixed well-known N3GPP TAI, list management of registration areas is not required, and registration updating due to registration area change with the registered PLMN is not performed. Furthermore, the periodic registration update procedure is also not performed. New registration at change of PLMN is required;
e)	the 5GMM over non-3GPP access considers that the N1 NAS signalling connection is established when the lower layers indicate that the access stratum connection is established succcessfully;
f)	the UE-initiated service request procedure via non-3GPP access is supported. Upon indication from the lower layers of non-3GPP access, that the access stratum connecetion is established between the UE and the network, the UE in 5GMM-REGISTERED state and in 5GMM-IDLE mode over non-3GPP access shall initiate the service request procedure via non-3GPP access to re-activate user-plane connections for all PDU sessions associated with non-3GPP access, but not PDU sessions associated with 3GPP access;
g)	network-initiated service request procedure is not performed via non-3GPP access; and
h)	paging procedure is not performed via non-3GPP access.
* * * Next Change * * * *
[bookmark: _Toc505611373][bookmark: _Toc505868270]4.8.1	General
In order to interwork with E-UTRAN connected to EPC, the UE supporting both S1 mode and N1 mode can operate in single-registration mode or dual-registration mode (see 3GPP TS 23.501 [4]). Support of single-registration mode is mandatory for UEs supporting both S1 mode and N1 mode.
During the attach procedure (3GPP TS 24.301 [10]) or initial registration procedure (see subclause 5.5.1.2), the mode for inter-system change is selected if the UE supports both S1 mode and N1 mode, and the network supports inter-system change.
* * * Next Change * * * *
[bookmark: _Toc505611374][bookmark: _Toc505868271]4.8.2	Single-registration modeCoordination between 5GMM and EMM with N26 interface
* * * Next Change * * * *
[bookmark: _Toc492387506][bookmark: _Toc492388098][bookmark: _Toc492393983][bookmark: _Toc492394572][bookmark: _Toc492455404][bookmark: _Toc492455994][bookmark: _Toc492465814][bookmark: _Toc492466404][bookmark: _Toc500935171][bookmark: _Toc501355785][bookmark: _Toc501366874][bookmark: _Toc501368887][bookmark: _Toc501373333][bookmark: _Toc501376134][bookmark: _Toc501377264][bookmark: _Toc501377821][bookmark: _Toc501394990][bookmark: _Toc501395547][bookmark: _Toc501442458][bookmark: _Toc501574811][bookmark: _Toc501576118][bookmark: _Toc505611403][bookmark: _Toc505868300]5.1.3.2.1.3.8	5GMM-DEREGISTERED.eCALL-INACTIVE
Editor's note:	How the UE enters 5GMM-DEREGISTERED.eCALL-INACTIVE subtstate is FFS.
Editor's note:	Other substates of state 5GMM-DEREGISTERED are FFS, e.g. 5GMM-DEREGISTERED.REGISTRATION-NEEDED.
This substate is not applicable to non-3GPP access.
* * * Next Change * * * *
[bookmark: _Toc492387511][bookmark: _Toc492388103][bookmark: _Toc492393988][bookmark: _Toc492394577][bookmark: _Toc492455409][bookmark: _Toc492455999][bookmark: _Toc492465819][bookmark: _Toc492466409][bookmark: _Toc500935176][bookmark: _Toc501355790][bookmark: _Toc501366879][bookmark: _Toc501368892][bookmark: _Toc501373338][bookmark: _Toc501376139][bookmark: _Toc501377269][bookmark: _Toc501377826][bookmark: _Toc501394995][bookmark: _Toc501395552][bookmark: _Toc501442463][bookmark: _Toc501574816][bookmark: _Toc501576123][bookmark: _Toc505611408][bookmark: _Toc505868305]5.1.3.2.1.4.4	5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE
The substate 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE is chosen by the UE if the mobility and periodic registration update procedure failed due to a missing response from the network. No 5GMM procedure except:
a)	mobility and periodic registration update procedure over 3GPP access; and
b)	mobility registration procedure over non-3GPP access
shall be initiated by the UE in this substate. No data shall be sent or received.
NOTE:	Mobility registration procedure over non-3GPP access can be trigger by e.g. the change of UE network capability or renegotiating some parameters.
Editor's note:	Other cases in which this substate is chosend are FFS.
* * * Next Change * * * *
[bookmark: _Toc492387536][bookmark: _Toc492388128][bookmark: _Toc492394013][bookmark: _Toc492394602][bookmark: _Toc492455434][bookmark: _Toc492456024][bookmark: _Toc492465844][bookmark: _Toc492466434][bookmark: _Toc500935202][bookmark: _Toc501355817][bookmark: _Toc501366906][bookmark: _Toc501368919][bookmark: _Toc501373365][bookmark: _Toc501376166][bookmark: _Toc501377296][bookmark: _Toc501377853][bookmark: _Toc501395022][bookmark: _Toc501395579][bookmark: _Toc501442490][bookmark: _Toc501574843][bookmark: _Toc501576150][bookmark: _Toc505611439][bookmark: _Toc505868336]5.2.3.2.1	NORMAL-SERVICE
The UE:
a)	shall initiate the mobility or the periodic registration update procedure (according to conditions given in subclause 5.5.1.3.2) , except that the periodic registration update procedure shall not be initiated over non-3GPP access;
b)	shall initiate the service request procedure (according to conditions given in subclause 5.6.1); and
c)	shall respond to paging.
NOTE:	Paging is not supported over non-3GPP access.
* * * Next Change * * * *
[bookmark: _Toc501355830][bookmark: _Toc501366919][bookmark: _Toc501368932][bookmark: _Toc501373378][bookmark: _Toc501376179][bookmark: _Toc501377309][bookmark: _Toc501377866][bookmark: _Toc501395035][bookmark: _Toc501395592][bookmark: _Toc501442503][bookmark: _Toc501574856][bookmark: _Toc501576163][bookmark: _Toc505611452][bookmark: _Toc505868349][bookmark: _Toc493843951][bookmark: _Toc500844852][bookmark: _Toc505611490][bookmark: _Toc505868387]5.3.4	Registration areas
Within the 5GS, the registration area is managed independently per access type, i.e., 3GPP access or non-3GPP access. The AMF assigns a registration area to the UE during the registration procedure. A registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. Tracking areas cannot overlap each other. Within the 5GS, the concept of "registration to multiple tracking areas" applies:
a)	A tracking area is identified by a TAI which is broadcast in the cells of the tracking area. The TAI is constructed from a TAC and a PLMN identifier. In case of a shared network, one or more TAC and multiple PLMN identifiers are broadcast.
b)	In order to reduce the tracking area update signalling within the 5GS, the AMF can assign several tracking areas to the UE. These tracking areas construct a list of tracking areas which is identified by a TAI list. When generating the TAI list, the AMF shall include only TAIs that are applicable on the access where the TAI list is sent. The AMF shall be able to allocate a TAI List over different NG-RAN access technologies.
c)	The UE considers itself registered to a list of tracking areas and does not need to trigger mobility registration update procedure (i.e. registration procedure with registration type set to "mobility registration update") as long as the UE stays in one of the tracking areas of the list of tracking areas received from the AMF.
Editor's note:	The maximum number of tracking areas which can be allocated per UE needs to be defined which can be as in EPS or different.
d)	The UE will consider the TAI list as valid, until it receives a new TAI list in the next mobility registration update, periodic registration update, or generic UE configuration update procedure, or the UE is commanded by the network to delete the TAI list by a reject message or it is deregistered from the 5GS. If the registration request is accepted or the TAI list is reallocated by the AMF, the AMF shall provide at least one entry in the TAI list. If the new and the old TAI list are identical, the AMF does not need to provide the new TAI list to the UE during mobility registration update or periodic registration update.
e)	The TAI list can be reallocated by the AMF.
f)-	When the UE is deregistered from the 5GS, the TAI list in the UE is invalid.
g)	The AMF allocates one 5G-GUTI, which is common between 3GPP access and non-3GPP access, to the UE.
[bookmark: _Toc217388302]h)	The UE includes the last visited registered TAI, if available, to the AMF.
* * * Next Change * * * *
5.4.2.2	NAS security mode control initiation by the network
The AMF initiates the NAS security mode control procedure by sending a SECURITY MODE COMMAND message to the UE and starting timer T3560 (see example in figure 5.4.2.2).
The AMF shall reset the downlink NAS COUNT counter and use it to integrity protect the initial SECURITY MODE COMMAND message if the security mode control procedure is initiated:
-	to take into use the S security context created after a successful execution of the 5G AKA based primary authentication and key agreement procedure;
-	upon receipt of REGISTRATION REQUEST message including an eKSI, if the AMF wishes to create a mapped 5GS security context (i.e. the type of security context flag is set to "mapped security context" in the NAS key set identifier IE included in the SECURITY MODE COMMAND message).
Editor's note:	The name of NAS key set identifier used in 5GS is FFS.
The AMF shall send the SECURITY MODE COMMAND message unciphered, but shall integrity protect the message with the 5GS integrity key based on KAMF or mapped K'AMF indicated by the ngKSI included in the message. The AMF shall set the security header type of the message to "integrity protected with new 5GS security context".
Editor's note:	Handling at emergency registration and emergency PDU sessions is FFS.
Upon receipt of a REGISTRATION REQUEST message including an eKSI, if the AMF does not have the valid current 5GS security context indicated by the UE, the AMF shall indicate the use of the new mapped 5GS security context to the UE by setting the type of security context flag in the NAS key set identifier IE to "mapped security context" and the KSI value related to the security context of the source system.
Editor's note:	Handling at non-existing 5GS security context indicated by the UE when an emergency PDU session exists is FFS.
While having a current mapped 5GS security context with the UE, if the AMF wants to take the native 5GS security context into use, the AMF shall include the ngKSI that indicates the native 5GS security context in the SECURITY MODE COMMAND message.
The AMF shall include the replayed security capabilities of the UE (including the security capabilities with regard to NAS, RRC and UP (user plane) ciphering as well as NAS and RRC integrity, and other possible target network security capabilities, i.e. E-UTRAN if the UE included them in the message to network), the replayed nonceUE when creating a mapped 5GS security context and if the UE included it in the message to the network, the selected 5GS ciphering and integrity algorithms and the Key Set Identifier (ngKSI).
The AMF shall include both the nonceAMF and the nonceUE when creating a mapped 5GS security context during inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode.
The AMF may initiate a SECURITY MODE COMMAND in order to change the 5GS security algorithms for a current 5GS security context already in use. The AMF re-derives the 5GS NAS keys from KAMF with the new 5GS algorithm identities as input and provides the new 5GS algorithm identities within the SECURITY MODE COMMAND message. The AMF shall set the security header type of the message to "integrity protected with new 5GS security context".
If, during an ongoing registration procedure, the AMF is initiating a SECURITY MODE COMMAND (i.e. after receiving the REGISTRATION REQUEST message, but before sending a response to that message) and the REGISTRATION REQUEST message does not successfully pass the integrity check at the AMF, the AMF shall calculate the HASHAMF of the entire plain REGISTRATION REQUEST message as described in 3GPP TS 33.501 [12] and shall include the HASHAMF in the SECURITY MODE COMMAND message.
Additionally, the AMF may request the UE to include its IMEISV in the SECURITY MODE COMPLETE message.
NOTE 2:	The AS and NAS security capabilities will be the same, i.e. if the UE supports one algorithm for NAS, the same algorithm is also supported for AS.


Figure 5.4.2.2: Security mode control procedure
* * * Next Change * * * *
[bookmark: _Toc500935330][bookmark: _Toc501355903][bookmark: _Toc501366992][bookmark: _Toc501369005][bookmark: _Toc501373451][bookmark: _Toc501376252][bookmark: _Toc501377382][bookmark: _Toc501377939][bookmark: _Toc501395108][bookmark: _Toc501395665][bookmark: _Toc501442576][bookmark: _Toc501574929][bookmark: _Toc501576236][bookmark: _Toc505611534][bookmark: _Toc505868431]5.5.1.2.5	Initial registration not accepted by the network
If the initial registration request cannot be accepted by the network, the AMF shall send a REGISTRATION REJECT message to the UE including an appropriate 5GMM cause value.
If the initial registration request request is rejected due to general NAS level mobility management congestion control, the network shall set the 5GMM cause value to #22 "congestion" and assign a back-off timer T3346.
The UE shall take the following actions depending on the 5GMM cause value received in the REGISTRATION REJECT message.
#3		(Illegal UE);
#6		(Illegal ME);
#8		(5GS services not allowed); or
#22	(Congestion);
	If the T3346 value IE is present in the REGISTRATION REJECT message and the value indicates that this timer is neither zero nor deactivated, the UE shall proceed as described below; otherwise it shall be considered as an abnormal case and the behaviour of the UE for this case is specified in subclause 5.5.1.2.7.
[bookmark: OLE_LINK32]	The UE shall abort the initial registration procedure, set the 5GS update status to 5U2 NOT UPDATED and enter state 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION.
	The UE shall stop timer T3346 if it is running.
	If the REGISTRATION REJECT message is integrity protected, the UE shall start timer T3346 with the value provided in the T3346 value IE.
	If the REGISTRATION REJECT message is not integrity protected, the UE shall start timer T3346 with a random value from the default range specified in 3GPP TS 24.008 [8].
	The UE stays in the current serving cell and applies the normal cell reselection process. The initial registration procedure is started if still needed when timer T3346 expires or is stopped.
#27	(N1 mode not allowed);
	The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9.3.1.x).
Editor's note:	Further details on initial registration not accepted by the network are FFS.
* * * Next Change * * * *
[bookmark: _Toc505611543][bookmark: _Toc505868440]5.5.1.3.5	Mobility and periodic registration update not accepted by the network
If the mobility and periodic registration update request cannot be accepted by the network, the AMF shall send a REGISTRATION REJECT message to the UE including an appropriate 5GMM cause value.
The UE shall take the following actions depending on the 5GMM cause value received in the REGISTRATION REJECT message.
#xx	(N1 mode not allowed);
	The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9).
#3		(Illegal UE);
#6		(Illegal ME); or
#8		(5GS services not allowed) or
#22	(Congestion);
	If the T3346 value IE is present in the REGISTRATION REJECT message and the value indicates that this timer is neither zero nor deactivated, the UE shall proceed as described below, otherwise it shall be considered as an abnormal case and the behaviour of the UE for this case is specified in subclause 5.5.1.3.6.
	The UE shall abort the mobility and periodic registration update procedure. If the rejected request was not for initiating a PDU session for emergency services, the UE shall set the 5GS update status to 5U2 NOT UPDATED and change to state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE.
	The UE shall stop timer T3346 if it is running.
	If the REGISTRATION REJECT message is integrity protected, the UE shall start timer T3346 with the value provided in the T3346 value IE.
	If the REGISTRATION REJECT message is not integrity protected, the UE shall start timer T3346 with a random value from the default range specified in 3GPP TS 24.008 [8].
	The UE stays in the current serving cell and applies the normal cell reselection process. The mobility and periodic registration update procedure is started, if still necessary, when timer T3346 expires or is stopped.
Editor's note:	Further details on mobility and periodic registration update not accepted by the network are FFS.
[bookmark: _Toc484956701][bookmark: _Toc485044142][bookmark: _Toc485217821][bookmark: _Toc485219990][bookmark: _Toc485220344][bookmark: _Toc492387647][bookmark: _Toc492388237][bookmark: _Toc492394122][bookmark: _Toc492394711][bookmark: _Toc492455543][bookmark: _Toc492456133][bookmark: _Toc492465953][bookmark: _Toc492466543][bookmark: _Toc500935340][bookmark: _Toc501355913][bookmark: _Toc501367002][bookmark: _Toc501369015][bookmark: _Toc501373461][bookmark: _Toc501376262][bookmark: _Toc501377392][bookmark: _Toc501377949][bookmark: _Toc501395118][bookmark: _Toc501395675][bookmark: _Toc501442586][bookmark: _Toc501574939][bookmark: _Toc501576246][bookmark: _Toc505611544][bookmark: _Toc505868441]#27	(N1 mode not allowed);
	The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9).
* * * Next Change * * * *
[bookmark: _Toc492387658][bookmark: _Toc492388248][bookmark: _Toc492394133][bookmark: _Toc492394722][bookmark: _Toc492455554][bookmark: _Toc492456144][bookmark: _Toc492465964][bookmark: _Toc492466554][bookmark: _Toc500935352][bookmark: _Toc501355925][bookmark: _Toc501367014][bookmark: _Toc501369027][bookmark: _Toc501373473][bookmark: _Toc501376274][bookmark: _Toc501377404][bookmark: _Toc501377961][bookmark: _Toc501395130][bookmark: _Toc501395687][bookmark: _Toc501442598][bookmark: _Toc501574951][bookmark: _Toc501576258][bookmark: _Toc505611556][bookmark: _Toc505868453]5.5.2.3.2	Network-initiated de-registration procedure completion by the UE
Upon receiving the DEREGISTRATION REQUEST message, and the DEREGISTRATION REQUEST message indicates "re-registration required" and the de-registration request is for 3GPP access, the UE shall release the PDU sessions over 3GPP access, if any, locally without peer-to-peer signalling between the UE and the network. The UE shall stop the timer(s) T3346, if it is running, T35ab, if it is running, T35cd, if it is running.The UE shall ignore the 5GMM cause IE if received. The UE shall send a DEREGISTRATION ACCEPT message to the network and enter the state 5GMM-DEREGISTERED for 3GPP access. The UE shall delete the trejected NSSAI for the current PLMN and the rejected NSSAI for the current PLMN and registration area combination. Furthermore, the UE shall, after the completion of the de-registration procedure, and the release of the existing NAS signalling connection, initiate an initial registration. The UE should also re-establish any previously established PDU sessions.
Editor's note:	It is FFS to use which timer for T35ab.
Editor's note:	It is FFS to use which timer for T35cd.
Upon receiving the DEREGISTRATION REQUEST message and the DEREGISTRATION REQUEST message indicates "re-registration required" and the de-registration request is for both 3GPP access and non-3GPP access when the UE is registered in the same PLMN for both accesses, the UE shall release the PDU sessions over both 3GPP access and non-3GPP access, if any, locally without peer-to-peer signalling between the UE and the network. The UE shall stop the timer(s) T3346, if it is running, T35ab, if it is running, T35cd, if it is running.The UE shall ignore the 5GMM cause IE if received. The UE shall send a DEREGISTRATION ACCEPT message to the network and enter the state 5GMM-DEREGISTERED for both 3GPP access and non-3GPP access. Furthermore, the UE shall, after the completion of the de-registration procedure, and the release of the existing NAS signalling connection, initiate an initial registration. The UE should also re-establish any previously established PDU sessions.
NOTE 1:	When the de-registration type indicates "re-registration required", user interaction is necessary in some cases when the UE cannot re-establish the PDU session (s), if any, automatically.
Upon receiving the DEREGISTRATION REQUEST message and the DEREGISTRATION REQUEST message indicates "re-registration not required" and the de-registration request is for 3GPP access, the UE shall release the PDU sessions over 3GPP access, if any, locally without peer-to-peer signalling between the UE and the network. The UE shall send a DEREGISTRATION ACCEPT message to the network and enter the state 5GMM-DEREGISTERED for 3GPP access.
Upon receiving the DEREGISTRATION REQUEST message and the DEREGISTRATION REQUEST message indicates "re-registration not required" and the de-registration request is for both 3GPP access and non-3GPP access when the UE is registered in the same PLMN for both accesses, the UE shall release the PDU sessions over both 3GPP access and non-3GPP access, if any, locally without peer-to-peer signalling between the UE and the network. The UE shall send a DEREGISTRATION ACCEPT message to the network and enter the state 5GMM-DEREGISTERED for both 3GPP access and non-3GPP access.
If the de-registration type indicates "re-registration required", then the UE shall ignore the 5GMM cause IE if received.
If the de-registration type indicates "re-registration not required", the UE shall take the actions depending on the received 5GMM cause value:
#27xx		(N1 mode not allowed);
	The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9).
* * * Next Change * * * *
[bookmark: _Toc505611566][bookmark: _Toc505868463]5.6.1.5	Service request procedure not accepted by the network
If the service request cannot be accepted, the network shall return a SERVICE REJECT message to the UE including an appropriate 5GMM cause value and stop timer T3517.
If the AMF needs to initiate PDU session status synchronisation or a PDU session status IE was included in the SERVICE REQUEST message, the AMF shall include a PDU session status IE in the SERVICE REJECT message to indicate which PDU sessions are active in the AMF. If the PDU session status IE is included in the SERVICE REJECT message, then the UE shall deactivate all those PDU sessions locally (without peer-to-peer signalling between the network and the UE) which are active on the UE side, but are indicated by the AMF as being inactive.
On receipt of the SERVICE REJECT message, if the message is integrity protected, the UE shall stop timer T3517x if running. If the SERVICE REJECT message was received without integrity protection, then the UE shall discard the message.
If the service request for mobile originated services is rejected due to general NAS level mobility management congestion control, the network shall set the 5GMM cause value to #22 "congestion" and assign a value for back-off timer T3346.
The UE shall take the following actions depending on the 5GMM cause value received in the SERVICE REJECT message.
#xx	(N1 mode not allowed);
	The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9).
#xy	(Restricted service area):
	The UE shall perform the mobility registration update procedure.
Editor's note:	Whether the existing cause value(s) can be used for this purpose is FFS.
#3		(Illegal UE);
#6		(Illegal ME); or
#8		(5GS services not allowed).
Editor's note:	Further details on UE actions upon receipt of the 5GMM cause value are FFS.
#10		(Implicitly de-registered).
Editor's note:	Further details on UE actions upon receipt of the 5GMM cause value are FFS.
#22	(Congestion);
	If the T3346 value IE is present in the SERVICE REJECT message and the value indicates that this timer is neither zero nor deactivated, the UE shall proceed as described below, otherwise it shall be considered as an abnormal case and the behaviour of the UE for this case is specified in subclause 5.6.1.6.
	If the rejected request was not for initiating a PDU session for emergency services, the UE shall abort the service request procedure and enter state 5GMM-REGISTERED, and stop timer T3517 if still running.
	The UE shall stop timer T3346 if it is running.
	If the SERVICE REJECT message is integrity protected, the UE shall start timer T3346 with the value provided in the T3346 value IE.
	If the SERVICE REJECT message is not integrity protected, the UE shall start timer T3346 with a random value from the default range specified in 3GPP TS 24.008 [8].
	For all other cases the UE stays in the current serving cell and applies normal cell reselection process. The service request procedure is started, if still necessary, when timer T3346 expires or is stopped.
#27	(N1 mode not allowed);
	The UE capable of S1 mode shall disable the N1 mode radio capability (see subclause 4.9).
* * * Next Change * * * *
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The following abnormal cases can be identified:
a)	Paging message received with access type set to non-3GPP access while the UE is in 5GMM-CONNECTED mode over non-3GPP access
	The UE shall not respond to paging message.
Editor's note:	Abnormal cases on the UE side are FFS.
* * * Next Change * * * *
6.1.4.1.2	Coordination between 5GSM and ESM without N26 interface in single-registration mode
At intersystem change from S1 mode to N1 mode, after having successfully registered in N1 mode the UE operating in the single-registration mode shall:
a)	if the UE supports the PDU session establishment procedure with request type set to "existing PDU session" to transfer a PDN connection from S1 mode to N1 mode and the UE has received an "interworking without N26 supported" indication from the network, attempt to transfer all active PDN connections, if any, for which interworking to 5GS is supported from S1 mode to N1 mode by initiating the PDU session establishment procedure with request type set to "existing PDU session"; and
Editor's note:	Handling of EPS bearer context states and PDU session states are FFS.
b)	otherwise, establish PDU sessions corresponding to all active PDN connections, if any, by initiating the PDU session establishment procedure with request type set to "initial request".
Editor's note:	Handling of EPS bearer context states and PDU session states are FFS.
* * * Next Change * * * *
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In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE requests to establish a new non-emergency PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to one of the following values: the IP version capability as specified in subclause 6.2.4.2, "Ethernet" or "Unstructured".
NOTE:	When the UE initiates the UE-requested PDU session establishment procedure to transfer an existing non-IP PDN connection in the EPS to the 5GS, the UE can use locally available information associated with the PDN connection to select the PDU session type between "Ethernet" and "Unstructured".
If the UE requests to establish a new non-emergency PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [21].
If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session. The UE may perform the UE-requested PDU session establishment procedure to transfer an existing emergency PDU session or an existing PDN connection for emergency bearer services.
Upon intersystem change from S1 mode to N1 mode, when the interworking with N26 interface is not supported, if the UE wants to establish a PDU session corresponding to an existing PDN connection to EPS, the UE shall:
-	set the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message and in the UL NAS TRANSPORT message to the stored PDU session ID corresponding to the PDN connection; and
-	set the S-NSSAI in the UL NAS TRANSPORT message to the stored S-NSSAI associated with the PDU session ID.
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID of the PDU session being established;
c)	if the request type is set to:
1)	"initial request" and the UE determined to establish a new PDU session based on a URSP rule including an S-NSSAI in the URSP (see subclause 6.2.9x), an S-NSSAI and, if available in roaming scenarios, a mapped configured S-NSSAI from the configured NSSAI for the HPLMN;
2)	"existing PDU session", an S-NSSAI, which is an S-NSSAI associated with the PDU session and, if available in roaming scenarios, a mapped configured S-NSSAI from the configured NSSAI for the HPLMN;
d)	the requested DNN, if the request type is not set to "initial emergency request" and the UE requests a connectivity to a DNN other than the default DNN;
e)	the request type which is set to:
1)	"initial request", if the UE requests to establish a new non-emergency PDU session;
2)	"existing PDU session", if the UE requests:
i)	handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or
ii)	transfer of an existing PDN connection for non-emergency bearer services in the EPS to the 5GS;
3)	"initial emergency request", if the UE requests to establish a new emergency PDU session; and
4)	"existing emergency PDU session", if the UE requests:
i)	handover of an existing emergency PDU session between 3GPP access and non-3GPP access; or
ii)	transfer of an existing PDN connection for emergency bearer services in the EPS to the 5GS; and
f)	the old PDU session ID which is the PDU session ID of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested";
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3580 (see example in figure 6.4.1.2.1).


Figure 6.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, optionally a DNN, the request type, and optionally an old PDU session ID, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session" and the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:
a)	if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [12] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and
b)	if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #29 "user authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [12] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.
If the SMF receives the old PDU session ID from the AMF and a PDU session exists for the old PDU session ID, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [5] is accepted by the UE.
* * * Next Change * * * *
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Editor's note:	Further abnormal cases in the network side are FFS.
The following abnormal cases can be identified:
a)	If the received request type is "initial emergency request" and there is already another emergency PDU session for the UE, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GESM cause #31 "request rejected, unspecified" or release the existing emergency PDU session locally without notification to the UE and proceed the new PDU SESSION ESTABLISHMENT REQUEST message
b)	The information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data
	If the PDU session being established is a non-emergency PDU session, the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data and the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data, the SMF shall reject the PDU session establishment request including the 5GSM cause #29 "user authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
* * * Next Change * * * *
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Editor's note:	Further abnormal cases are FFS.
The following abnormal cases can be identified:
a)	If the PDU session is an emergency PDU session, the SMF shall reject the PDU SESSION MODIFICATION REQUEST message with 5GESM cause #31 "request rejected, unspecified"
* * * Next Change * * * *
[bookmark: _Toc493844323][bookmark: _Toc505611810][bookmark: _Toc505868706]8.2.24.1	Message definition
The SECURITY MODE COMMAND message is sent by the AMF to the UE to establish NAS signalling security. See table 8.2.24.1.1.
Message type:	SECURITY MODE COMMAND
Significance:		dual
Direction:			network to UE
Table 8.26.24.1.1: SECURITY MODE COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Security mode command message identity
	Message type
9.7
	M
	V
	1

	
	Selected NAS security algorithms
	NAS security algorithms
9.8.3.24
	M
	V
	1

	
	NAS key set identifier
	NAS key set identifier
9.8.3.22
	M
	V
	1

	
	Replayed UE security capabilities
	UE security capability
9.8.3.48
	M
	LV
	3-5

	Xa
	Allowed NSSAI
	NSSAI
9.8.3.28
	O
	TBD
	TBD

	E-
	IMEISV request
	IMEISV request
9.8.3.18
	O
	TV
	1

	55
	Replayed nonceUE
	Nonce
9.8.3.27
	O
	TV
	5

	56
	NonceAMF
	Nonce
9.8.3.27
	O
	TV
	5

	4F
	HashAMF
	HashAMF
9.8.3.17
	O
	TV
	9

	78
	EAP message
	EAP message
9.8.3.14
	O
	TLV-E
	7



[bookmark: _Toc505611811][bookmark: _Toc505868707]* * * Next Change * * * *
8.2.24.2	Allowed NSSAI
The AMF may include this information element to indicate Aallowed NSSAI.
Editor’s note:	In 3GPP TS 33.501 v0.6.0 inclusion of the Allowed NSSAI is indicated to be mandatory in the SECURITY MODE COMMAND message. Whether this is correct or if inclusion is optional is FFS.
* * * Next Change * * * *
[bookmark: _Toc493844329][bookmark: _Toc505611817][bookmark: _Toc505868714]8.2.25.1	Message definition
The SECURITY MODE COMPLETE message is sent by the UE to the AMF in response to a SECURITY MODE COMMAND message. See table 8.2.25.1.1.
Message type:	SECURITY MODE COMPLETE
Significance:		dual
Direction:			UE to network
Table 8.2.25.1.1: SECURITY MODE COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Security mode complete message identity
	Message type
9.6
	M
	V
	1

	
	Allowed NSSAI
	NSSAI
9.8.3.28
	M
	TBD
	TBD

	2C
	IMEISV
	5G mobile identity
9.8.3.3
	O
	TLV
	TBD

	7D
	NAS message container
	NAS message container
9.8.3.23
	O
	TLV-E
	3-n



* * * Next Change * * * *
[bookmark: _Toc505611821][bookmark: _Toc505868718]8.6.26.1	Message definition
The SECURITY MODE REJECT message is sent by the UE to the AMF to indicate that the corresponding security mode command has been rejected. See table 8.2.26.1.1.
Message type:	SECURITY MODE REJECT
Significance:		dual
Direction:			UE to network
Table 8.2.26.1.1: SECURITY MODE REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Security mode reject message identity
	Message type
9.6
	M
	V
	1

	
	5GEMM cause
	5GMM cause
9.8.3.2
	M
	V
	1



* * * Next Change * * * *
[bookmark: _Toc492546473][bookmark: _Toc500845257][bookmark: _Toc505611885][bookmark: _Toc505868782][bookmark: _Hlk495673662]8.3.15.1	Message definition
The 5GSM STATUS message is sent by the SMF or the UE to pass information on the status of the indicated PDU session and report certain error conditions. See table 8.3.15.1.1.
Message type:	5GSM STATUS
Significance:		dual
Direction:			both
Table 8.3.15.1.1: 5GSM STATUS message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	5GSM STATUS message identity
	Message type
9.7
	M
	V
	1

	
	5GSM cause
	5GSM cause
9.8.4.1
	M
	V
	1



* * * Next Change * * * *
[bookmark: _Toc505611915][bookmark: _Toc505868812]9.8.3.15	EPS NAS message container
The purpose of the EPS NAS message container information element is to transport an EPS NAS message as specified in 3GPP TS 24.301 [10].
The EPS NAS message container information element is coded as shown in figure 9.8.3.15.1 and table 9.8.3.15.1.
The EPS NAS message container is a type 6 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	EPS NAS message container IEI
	octet 1

	
Length of EPS NAS message container contents
	octet 2

octet 3

	
EPS NAS message container
	octet 4

octet x


Figure 9.8.3.15.1: EPS NAS message container information element
Table 9.8.3.15.1: EPS NAS message container information element
	EPS NAS message container (octet 4 to x)

	An EPS NAS message as specified in 3GPP TS 24.301 [10].



* * * Next Change * * * *
[bookmark: _Toc500935517][bookmark: _Toc501356286][bookmark: _Toc501367379][bookmark: _Toc501369392][bookmark: _Toc501373838][bookmark: _Toc501376639][bookmark: _Toc501377766][bookmark: _Toc501378323][bookmark: _Toc501395492][bookmark: _Toc501396049][bookmark: _Toc501442959][bookmark: _Toc501575312][bookmark: _Toc501576620][bookmark: _Toc505611968][bookmark: _Toc505868866]A.2	Cause related to subscription options
Cause #5 – PEI not accepted
	This cause is sent to the UE if the network does not accept an initial registration procedure for emergency services using a PEI.
Cause #8 – 5GS services not allowed
	This 5GMM cause is sent to the UE when it is not allowed to operate 5GS services.
Cause #11 – PLMN not allowed
	This 5GMM cause is sent to the UE if it requests service, or if the network initiates a de-registration request, in a PLMN where the UE, by subscription or due to operator determined barring, is not allowed to operate.
Cause #12 – Tracking area not allowed
	This 5GMM cause is sent to the UE if it requests service, or if the network initiates a de-registration request, in a tracking area where the HPLMN determines that the UE, by subscription, is not allowed to operate.
NOTE 1:	If 5GMM cause #12 is sent to a roaming subscriber the subscriber is denied service even if other PLMNs are available on which registration was possible.
Cause #13 – Roaming not allowed in this tracking area
	This 5GMM cause is sent to a UE which requests service, or if the network initiates a de-registration request, in a tracking area of a PLMN which by subscription offers roaming to that UE but not in that tracking area.
Cause #27xx – N1 mode not allowed
	This 5GMM cause is sent to the UE if it requests service, or if the network initiates a de-registration request, in a PLMN where the UE by subscription, is not allowed to operate in N1 mode.
* * * End of Changes * * * *
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. Introduction

 

The latest version of TS 24.501 is V0.3.1.

 

2. Reason for Change

 

It has been identified a number of editorials in the latest version of the TS and some minor errors which need to be 

fixed.

 

4

. 

Proposal

 

It is proposed to 

agree

 

th

e following changes to 3GPP TS 

24.501V0.3.1.

 

 

 

* * * First Change * * * *

 

3.1

 

Definitions

 

For the purposes of the present document, the terms and definitions given in 

3GPP

 

T

R

 

21.905

 

[1] and the following 

apply. A term defined in 

the present document takes precedence over the definition of the same term, if any, in 

3GPP

 

TR

 

21.905

 

[1].

 

5G

MM

-

IDLE mode:

 

In this specification, if the term is used standalone, a UE in 

5G

MM

-

IDLE mode 

means the UE 

can be either in 

5G

MM

-

IDLE mode 

over 3GPP 

access or in 

5G

MM

-

IDLE mode 

over non

-

3GPP access

.

 

5GMM

-

CONNECTED mode

:

 

In this specification, if the term is used standalone, a UE in 

5GMM

-

CONNECTED

 

mode

 

means the UE can be either in 

5GMM

-

CONNECTED mode

 

over 3GPP access or in 

5GMM

-

CONNECTED 

mode 

over 

non

-

3GPP access

.

 

5G

MM

-

IDLE mode

 

over 3GPP access

:

 

A UE is in 

5G

MM

-

IDLE mode 

over 3GPP access

 

when no 

N1 

NAS 

signalling connection between 

the 

UE and network 

over 3GPP access 

exists

. The term 

5G

MM

-

IDLE mode 

over 3GPP 

access 

used in the present do

cument corr

esponds to the term 

CM

-

IDLE state for

 

3GPP access 

used in 

3GPP

 

TS

 

23.

5

01

 

[

4

].

 

5GMM

-

CONNECTED mode

 

over 3GPP access

:

 

A UE is in 

5GMM

-

CONNECTED mode

 

over 3GPP access when a 

N1 

NAS signalling connection between 

the 

UE and network 

over 3GPP access

 

exists

. The 

term 

5GMM

-

CONNECTED

 

mode 

over 3GPP access 

used in the present do

cument corresponds to the term 

CM

-

CONNECTED

 

state for

 

3GPP 

access 

used in 3GPP

 

TS

 

23.

5

01

 

[

4

].

 

5GMM

-

IDLE mode over non

-

3GPP access

:

 

A UE is in 5GMM

-

IDLE mode over non

-

3GPP access no N1 NAS 

signalling connection between the 

UE and network 

over non

-

3GPP access 

exists

. The term 5GMM

-

IDLE mode over 

non

-

3GPP access used in the present document corresponds to the term CM

-

IDLE state for non

-

3GPP access used in 

3GPP

 

TS

 

23.501

 

[4].

 

5GMM

-

CONNECTED mode over non

-

3GPP access

:

 

A UE is in 5GMM

-

CONNECTED mode over non

-

3GPP 

access when it has N1 NAS signalling connection between the 

UE and network 

over non

-

3GPP access 

exists

. The term 

