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***** Next change *****
13.2.5
Authorized MCData user initiated communication release without prior indication
13.2.5.1
General
An authorized MCData user at any point of time during an ongoing MCData communication decides to release communication. An authorized MCData user should be part of the ongoing MCData communication. The procedure in this subclause describes the case where an authorized MCData user decides to release the communication without providing prior indication to originator MCData user. The procedures described in this subclause are applicable to MCData SDS and MCData FD established using media plane.

13.2.5.2
Authorized MCData client procedures
13.2.5.2.1
Sending communication release request
Upon receiving request from an authorized MCData user to release the communication without prior indication to originating MCData user, the MCData client:

1)
shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [5] and IETF RFC 6086 [21];

2)
shall include the Info-Package header field set to g.3gpp.mcdata-com-release;

3)
shall include in the SIP INFO request, a COMMUNICATION RELEASE message in an application/vnd.3gpp.mcdata-signalling MIME body as specified in subclause E.1:

a)
shall set a Content-Disposition header field to "Info-Package" value;
4)
shall insert in the SIP INFO request an application/vnd.3gpp.mcdata-info+xml MIME body with
a)
the <mcdata-client-id> element set to the MCData client ID of the authorized MCData client;
5)
may add reason header with reason-text value as appropriate; and
6)
shall send a SIP request towards participating MCData function within the SIP dialog of the MCData communication, according to 3GPP TS 24.229 [5].

When generating a COMMUNICATION RELEASE message, the controlling MCData function:

1)
shall generate a COMMUNICATION RELEASE message as defined in subclause 15.1.10. In the COMMUNICATION RELEASE message, the controlling MCData function:
a)
shall set Comm Release Information type IE to "AUTH USER RELEASE REQ".
Upon receiving a SIP 200 (OK) response from participating MCData function to the SIP INFO request, the MCData client should inform the authorized MCData user about acceptance of communication release request by MCData server.

Upon receiving a SIP 403 (Forbidden) response from participating MCData function to the SIP INFO request, the MCData client should inform the authorized MCData user about rejection of communication release request by MCData server.

13.2.5.3
Participating MCData function procedures
13.2.5.3.1
Receiving SIP INFO request from the authorized MCData client
Upon receiving a SIP INFO request with the Info-Package header field set to g.3gpp.mcdata-com-release package, from MCData client within the SIP dialog of the MCData communication, the participating MCData function should follow the procedure described in subclause 13.2.4.3.2. 

Upon receiving a SIP 403 (Forbidden) response from controlling MCData function to the SIP INFO request, the participating MCData function:
1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [5]; and

2)
shall send a SIP 403 (Forbidden) response to the SIP INFO request received from the MCData client according to 3GPP TS 24.229 [5].
13.2.5.4
Controlling MCData function procedures
13.2.5.4.1
Receiving request to release the communication from authorized MCData user

Upon receiving a SIP INFO request within the SIP dialog of a MCData communication, with the Info-Package header field set to g.3gpp.mcdata-com-release package and containing an application/vnd.3gpp.mcdata-signalling MIME body associated with the Info-Package, the controlling MCData function:
1)
shall decode the contents of the application/vnd.3gpp.mcdata-signalling MIME body;

2)
if the application/vnd.3gpp.mcdata-signalling MIME body contains a COMMUNICATION RELEASE message as specified in subclause 15.1.10, with the Comm release information type IE set to "AUTH USER RELEASE REQ", then:
a)
shall validate whether MCData user from which communication release request is received is authorized or not based on configuration;

3)
if MCData user validation is not successful,

a)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [5];
b)
shall send SIP 403 (Forbidden) response towards participating MCData function according to 3GPP TS 24.229 [5];

c)
shall skip further steps;

4)
if MCData user validation is successful,
a)
shall generate a SIP 200 (OK) response according to 3GPP TS 24.229 [5];
b)
shall send SIP 200 (OK) response towards MCData server according to 3GPP TS 24.229 [5];
5)
shall follow the procedure as described in subclause 13.2.3.2.4 to terminate the ongoing communication;
***** Next change *****
15.2.20
Comm release Information type

The purpose of the comm release information type information element is to identify the type of communication release information that the sender wants to inform to the receiver.

The value part of the comm release information type information element is coded as shown in Table 15.2.20-1.

The comm release information type information element is a type 3 information element with a length of 1 octet

Table 15.2.20-1: Comm release Information type

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	INTENT TO RELEASE

	0
	0
	0
	0
	0
	0
	1
	0
	
	EXTENSION REQUEST

	0
	0
	0
	0
	0
	0
	1
	1
	
	EXTENSION RESPONSE

	0
	0
	0
	0
	0
	1
	0
	0
	
	AUTH USER RELEASE REQ

	
	
	
	
	
	
	
	
	
	

	All other values are reserved.


