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1. Introduction
RAN2 has provided a reply to CT1's LS C1-180708 in C1-18xxxx/R2-18yyyyy. This pCR thus provide updates to CT1's UAC requirements based on that RAN2 reply.
2. Reason for Change
IN CT1#108, CT1 in C1-180708 asked RAN2 a series of questions on RAN2 and RRC related aspects of unified access control. In RAN2's reply, in C1-18xxxx/R2-18yyyyy, RAN2 has provided answers to the following questions:-
Question 2:
CT1 assumes that the call type will not be needed for NG-RAN access. Can RAN2 please confirm?

Question 3:
As access barring checks are against an access category, CT1 believes that any barring timer when access is not allowed, will be on per access category basis. Can RAN2 confirm?

Question 4:
CT1 documented that barring test is done in a layer lower than the NAS layer and CT1 has left open documenting where or in which of those lower layers, the barring timer(s) is(are) run. CT1 seeks RAN2's view, or can that be left to implementation without specifying which layer run the barring timer(s)?

Question 5:
CT1 seeks RAN2 confirmation that when barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.

This pCR proposes to update the parts of 24.501 that relates to those RAN2 answers.
3. Conclusions

The RAN2 answers to question 3, 4 and 5 needs to be captured in 24.501
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501, v0.3.1
* * * First Change * * * *

4.5.4
Access control and checking


* * * Next Change * * * *

4.5.4.1
Access control and checking in 5GMM-IDLE mode
When the UE is in 5GMM-IDLE mode, upon receiving a request from the upper layers for an access attempt, the NAS shall categorize the access attempt into access identities and an access category following subclause 4.5.2, table 4.5.2.1 and table 4.5.2.2, and subclause 4.5.3, and provide the applicable access identities and the access category to the lower layers for the purpose of access control checking.

NOTE1:
The access barring check is performed by the lower layers.
Editor's note:
Whether the applicable access identities also need to be provided to the lower layers based on other triggers is FFS.
If the lower layers indicate that the access attempt is allowed, the NAS shall initiate the procedure to send the initial NAS message for the access attempt.

If the lower layers indicate that the access attempt is barred, the NAS shall not initiate the procedure to send the initial NAS message for the access attempt. Additionally, if the event which triggered the access attempt was an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication, the NAS shall notify the upper layers that the access attempt is barred. Upon receiving an indication from the lower layers that access is granted, the NAS may initiate the procedure to send the initial NAS message, if still needed.

NOTE2:
Barring timers, on a per access category basis, is run by the lower layers. At expiry of barring timers, the indication of alleviation of access barring is indicated to the NAS on a per access category basis
* * * End of Change * * * *

