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In 24.282, there are two methods for sending a standalone Short Data Service message from an MCData client:

- one over Signalling Control Plane

- one over Media Plane

The first one consists in the sending of a SIP MESSAGE request to the participating function. The SIP MESSAGE is then forwarded through the Controlling and the terminating participating functions to the targeted client(s).

The second one consist in establishing a SIP session between the originating client and the participating function and then use MSRP to send the message to the participating function. The SIP session establishment is propagated, through the controlling function and the terminating participating functions, to the targeted client(s). So is the message, within MSRP transactions over the established sessions.
Obviously, the first procedure is much more efficient, especially for short text messages for instance (1 round trip for the signalling control plane method vs 4 for the media plane method).

According to Stage 2 specifications, the decision to use one procedure or the other shall depend on the size of the message, to be check against the esoteric “allowed limits over MCData-SDS-1 using SIP reference points” which in fact is not specifying anything.
In 24.282, the decision to use one procedure or the other depends on the size of the generated SIP MESSAGE.

The reason for using this criteria, which is not the criteria specified in stage 2, is to ensure that the SIP MESSAGE request can be transported over UDP, i.e. fits within one MTU, as specified in FRC 3261. 

Therefore the process in the originating shall be :

1) Generate the SIP MESSAGE

2) Check the size of the generated request

3) If smaller than 1300 bytes, send over signalling control plane

4) If larger than 1300 bytes, forget the generated SIP MESSAGE and start the procedure over media plane

This is creating several problems and/or inconsistencies:

A. The originating participating functions checks the size of the received SIP MESSAGE. If this size is larger than 1300 bytes, then it rejects the request (403 Forbidden). This can happen for instance if a proxy adds a “via” in the header of the request. Then the originating client shall restart the transaction using the other procedure. This is not very efficient.
B. If the initial SIP MESSAGE request was below 1300 bytes, it does not necessarily implies that all subsequently forwarded SIP MESSAGE request will still be smaller than 1300 bytes (e.g. because of .addition of <mcdata-calling-user-id> in the mcdatainfo) Meaning that such subsequent request may have to be sent over a congestion controlled transport protocol as specified in RFC 3261 section 18.1.1. So the constraint given to the originating user is not applied to the other nodes. This is not consistent.
C. The headers and information that shall be included in the SIP MESSAGE request are such that it is almost impossible for that request to be smaller than 1300 bytes. The example below shows a SIP MESSAGE built according to the specification for a text message “Test”. It is built with optimistic (i.e. shorter than in real system) values (e.g. URIs). The size of the request is already above 1300 bytes. Encryption of bodies would also add significant overhead. So the procedure for SDS over signalling control plane can never be used.

Example of SIP MESSAGE :
MESSAGE sip:participating.example.com SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;branch=z9hG4bKehuefdam
Max-Forwards:70
P-Access-Network-Info:3GPP-E-UTRAN-TDD;utran-cell-id-3gpp=234151D0FCE11
P-Preferred-Identity:sip:user1_public1@home1.net
From:<sip:user1_public1@home1.net>;tag=31415
To:<sip:participating.example.com>
Call-ID:UYqc6z.SgnB94e6-4zFtRbs-HntUiEzk
CSeq: 60681 MESSAGE
Accept-Contact:*;+ g.3gpp.mcdata.sds;require;explicit,+ g.3gpp.icsi-ref="urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";require;explicit
P-Preferred-Service:urn:urn-7:3gpp-service.ims.icsi.mcdata.sds
Content-Type: multipart/mixed;boundary=1yrzVL5.Izg8rdwW

Content-Length:xxx
--1yrzVL5.Izg8rdwW

Content-Type: application/vnd.3gpp.mcdata-payload
Content-Length:6
11Test
--1yrzVL5.Izg8rdwW

Content-Type: application/vnd.3gpp.mcdata-signalling

Content-Length:38
1012340123456789ABCDEF0123456789ABCDEF

--1yrzVL5.Izg8rdwW

Content-Type: application/vnd.3gpp.mcdata-info+xml
Content-Length:xxx
<?xml version="1.0" encoding="UTF-8"?>
<mcdata-info xmlns="urn:3gpp:ns:mcdataInfo:1.0">

<mcdata-Params>

<request-type>one-to-one-sds</request-type>

</mcdata-Params>
</mcdatainfo>
--1yrzVL5.Izg8rdwW
Content-Type: application/resource-lists+xml

Content-Length:xxx
<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists">

<entry uri="sip:user2@home1.net"/>

</resource-lists>
--1yrzVL5.Izg8rdwW--
Length = 1452 bytes
This is leading to a very inefficient system, just because one wanted to avoid sending that SIP MESSAGE request over TCP. 

Moreover, in all MC services, there will be many SIP requests (INVITE, REGISTER, SUBSCRIBE,…) sent over TCP because they cannot fit in one MTU. So applying this constraint only to standalone SDS is weird. Even SIP MESSAGE request used for location services don’t have that constraint.

So in addition to being inefficient, this rule is inconsistent.

To mitigate that situation, Airbus’ proposal is to use the size of the message to be transported (the user payload, before encryption, e.g. 200 bytes but it should be a configurable value) as the criteria for selecting the procedure to be used. Then if the size of the request is larger than 1300 bytes, it will be transported over TCP, just like any other SIP request/answer as specified in RFC 3261.
A CR to add this size limit to the MCData service configuration parameters will be presented in the next SA6 meeting. This SA6 CR could be supported by an LS sent from CT1 to SA6 indicating the problem and proposing to make that size limit configurable. A draft of this proposed LS is available in C1-181139.
If this proposal is agreed, CRs on 24.282 and 24.484 to implement that change will be provided in the next meeting.
