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1. Introduction
In untrusted non-3GPP access case, the signalling IPsec SA (first child SA) is used to transfer NAS signalling traffic. All these NAS messages will be conveyed as ESP-encapsulated packets between the UE and the N3IWF.
According to S2-179155 which has been agreed and incorporated in TS 23.502, the NAS message will be encapsulated with ESP and no GRE encapsulation is needed. The UE and the N3IWF can identify the ESP packet carrying the NAS message by ESP SPI which is associated to the signalling IPsec SA.
Since NAS protocol has no registered IANA protocol number, the value of next header field in the ESP packet is FFS.
2. Reason for Change
How the NAS messages are transported between the UE and N3IWF need to be specified in stage 3.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.502 v0.2.1.
* * * First Change * * * *
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* * * Next Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GCN
5G Core Network

5GS
5G System
5G-AN
5G Access Network

AMF
Access and Mobility Management Function

AUSF
Authentication Server Function

DNS
Domain Name System
ESP
Encapsulating Security Payload
FQDN
Fully Qualified Domain Name

N3IWF
Non-3GPP InterWorking Function
SPI
Security Parameters Index
* * * Next Change * * * *

8.2
Transport of NAS messages on control plane


After the completion of IKE SA and signalling IPsec SA establishment as specified in subclause 7.3, all the NAS messages shall be encapsulated by ESP protocol in transport mode as specified in RFC 4303 [x] between the UE and the N3IWF.
In the ESP packet,
a)
the ESP Security Parameter Index is corresponding to the signalling IPsec SA; and
b)
the value of next header field shall be set xxx.
Editor's note:
The value of next header field is FFS.
* * * End of Change * * * *

