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1. Reason for Change
According to subclause 4.12.3 (Deregistration procedure for untrusted non-3gpp access) of TS 23.502, the N3IWF needs to initiate an INFORMATIONAL exchange to remove the IKE SA of the UE.

2. Proposal

It is proposed to agree the following changes to TR 24.890 v0.2.1.
* * * First Change * * * *

10.7.5
IKE SA deletion for deregistration via untrusted non-3GPP access
Editor's note:
This subclause specifies IKE SA deletion procedure for deregistration via untrusted non-3GPP access.
10.7.5.1
General

The purpose of the IKE SA deletion procedure for deregistration via untrusted non-3GPP access is to delete the IKE SA of the UE. This procedure shall be initiated by the N3IWF.
10.7.5.2
IKE SA deletion procedure initiation
The N3IWF shall initiate the IKE SA deletion procedure by sending an INFORMATIONAL request message including a Delete payload to the UE as specified in RFC 7296 [13].
The Protocol ID shall be set to "1" and no subsequent SPI in the Delete payload. This indicates that the IKE security association, and all IPsec ESP security associations that were negotiated within it between N3IWF and UE shall be deleted.
10.7.5.3
IKE SA deletion procedure accepted by the UE
If the UE accepts the INFORMATIONAL request message for deletion of the IKE SA, the UE shall send an empty INFORMATIONAL response to the N3IWF as specified in RFC 7296 [13].
10.7.5.5
Abnormal cases in the UE
Editor's note:
The abnormal cases in the UE for this specific procedure (not specified in RFC 7296 [13]) are FFS.
10.7.5.6
Abnormal cases in the N3IWF
Editor's note:
The abnormal cases in the N3IWF for this specific procedure (not specified in RFC 7296 [13]) are FFS.
* * * End of Change * * * *

