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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
Void.

[2]
Void.

[2a]
3GPP TR 21.905 "Vocabulary for 3GPP Specifications"

[3]
3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".

[4]
3GPP TS 22.003: "Teleservices supported by a Public Land Mobile Network (PLMN)".

[5]
3GPP TS 42.009, Release 4: "Security aspects".

[5a]
3GPP TS 33.102: "3G security; Security architecture".

[6]
Void.

[7]
3GPP TS 42.017, Release 4: "Subscriber Identity Modules (SIM); Functional characteristics".

[8]
3GPP TS 22.101: "Service aspects; Service principles".

[8a]
3GPP TS 22.001: "Principles of circuit telecommunication services supported by a Public Land Mobile Network (PLMN)".

[8b]
3GPP TS 23.038: "Alphabets and language-specific information".

[9]
Void.

[9a]
3GPP TS 23.108: "Mobile radio interface layer 3 specification core network protocols; Stage 2 (structured procedures)".

[10]
3GPP TS 23.003: "Numbering, addressing and identification".

[11]
Void.

[12]
3GPP TS 23.014: "Support of Dual Tone Multi-Frequency (DTMF) signalling".

[12a]
ETSI ES 201 235-2, v1.2.1: "Specification of Dual Tone Multi-Frequency (DTMF); Transmitters and Receivers; Part 2: Transmitters".

[13]
3GPP TS 43.020: "Security-related network functions".

[14]
3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".

[15]
3GPP TS 24.002: "GSM-UMTS Public Land Mobile Network (PLMN) access reference configuration".

[16]
3GPP TS 44.003: "Mobile Station - Base Station System (MS - BSS) interface; Channel structures and access capabilities".

[17]
Void.

[18]
3GPP TS 44.005: "Data Link (DL) layer; General aspects".

[19]
3GPP TS 44.006: "Mobile Station - Base Station System (MS - BSS) interface; Data Link (DL) layer specification".

[19a]
3GPP TS 25.321: "Medium Access Control (MAC) protocol specification".

[19b]
3GPP TS 25.322: "Radio Link Control (RLC) protocol specification".

[19c]
3GPP TS 25.413: "UTRAN Iu interface Radio Access Network Application Part (RANAP) signalling".

[20]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".

[21]
3GPP TS 24.010: "Mobile radio interface layer 3; Supplementary services specification; General aspects".

[22]
3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".

[23]
3GPP TS 24.012: "Short Message Service Cell Broadcast (SMSCB) support on the mobile radio interface".

[23a]
3GPP TS 44.071: "Location Services (LCS); Mobile radio interface layer 3 specification."

[23b]
3GPP TS 44.031 "Location Services LCS); Mobile Station (MS) - Serving Mobile Location Centre (SMLC); Radio Resource LCS Protocol (RRLP)".

[23c]
3GPP TS 25.331: "Radio Resource Control (RRC) protocol specification"

[24]
3GPP TS 24.080: "Mobile radio Layer 3 supplementary service specification; Formats and coding".

[25]
3GPP TS 24.081: "Line identification supplementary services; Stage 3".

[26]
Void.

[27]
3GPP TS 24.083: "Call Waiting (CW) and Call Hold (HOLD) supplementary services; Stage 3".

[28]
3GPP TS 24.084: "MultiParty (MPTY) supplementary services; Stage 3".

[29]
Void.

[30]
Void.

[31]
Void.

[32]
3GPP TS 45.002: "Multiplexing and multiple access on the radio path".

[33]
3GPP TS 45.005: "Radio transmission and reception".

[34]
3GPP TS 45.008: "Radio subsystem link control".

[35]
Void.

[36]
3GPP TS 27.001: "General on Terminal Adaptation Functions (TAF) for Mobile Stations (MS)".

[36a]
3GPP TS 27.060: "Mobile Station (MS) supporting Packet Switched Services ".

[37]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[38]
3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".

[39]
3GPP TS 51.010: "Mobile Station (MS) conformance specification".

[40]
Void.

[41]
ISO/IEC 646 (1991): "Information technology - ISO 7-bit coded character set for information interchange".

[42]
ISO/IEC 6429: "Information technology - Control functions for coded character sets".

[43]
ISO 8348 (1987): "Information technology -- Open Systems Interconnection -- Network Service Definition".

[44]
ITU-T Recommendation E.163: "Numbering plan for the international telephone service".

[45]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[46]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".

[47]
ITU-T Recommendation F.69 (1993): "The international telex service - Service and operational provisions of telex destination codes and telex network identification codes".

[48]
ITU-T Recommendation I.330: "ISDN numbering and addressing principles".

[49]
ITU-T Recommendation Q.920 (1993): "ISDN user-network interface data link layer - General aspects".

[50]
ITU-T Recommendation Q.930 (1993): "ISDN user-network interface layer 3 - General aspects".

[51]
ITU-T Recommendation I.500 (1993): "General structure of the ISDN interworking recommendations".

[52]
ITU-T Recommendation T.50: "International Reference Alphabet (IRA) (Formerly International Alphabet No. 5 or IA5) - Information technology - 7-bit coded character set for information interchange".

[53]
ITU Recommendation Q.931: "ISDN user-network interface layer 3 specification for basic control".

[54]
ITU-T Recommendation V.21: "300 bits per second duplex modem standardized for use in the general switched telephone network".

[55]
ITU-T Recommendation V.22: "1200 bits per second duplex modem standardized for use in the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[56]
ITU-T Recommendation V.22bis: "2400 bits per second duplex modem using the frequency division technique standardized for use on the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[57]
Void.

[58]
ITU-T Recommendation V.26ter: "2400 bits per second duplex modem using the echo cancellation technique standardized for use on the general switched telephone network and on point-to-point 2-wire leased telephone-type circuits".

[59]
ITU-T Recommendation V.32: "A family of 2-wire, duplex modems operating at data signalling rates of up to 9600 bit/s for use on the general switched telephone network and on leased telephone-type circuits".

[60]
ITU-T Recommendation V.110: "Support by an ISDN of data terminal equipments with V-Series type interfaces".

[61]
ITU-T Recommendation V.120: "Support by an ISDN of data terminal equipment with V-Series type interfaces with provision for statistical multiplexing".

[62]
ITU-T Recommendation X.21: "Interface between Data Terminal Equipment (DTE) and Data Circuit-terminating Equipment (DCE) for synchronous operation on public data networks".

[63]
Void.

[64]
Void.

[65]
ITU-T Recommendation X.30: "Support of X.21, X.21 bis and X.20 bis based Data Terminal Equipments (DTEs) by an Integrated Services Digital Network (ISDN)".

[66]
ITU-T Recommendation X.31: "Support of packet mode terminal equipment by an ISDN".

[67]
Void.

[68]
Void.

[69]
ITU-T Recommendation X.121: "International numbering plan for public data networks".

[70]
ETSI ETS 300 102-1: "Integrated Services Digital Network (ISDN); User-network interface layer 3; Specifications for basic call control".

[71]
Void.

[72]
ISO/IEC 10646: "Information technology -- Universal Multiple-Octet Coded Character Set (UCS)".

[73]
3GPP TS 22.060: "General Packet Radio Service (GPRS); Service Description; Stage 1".

[74]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[75]
Void.

[75a]
3GPP TS 43.318: "Generic Access Network (GAN); Stage 2".

[76]
3GPP TS 44.060: "General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station System (BSS) interface; Radio Link Control/Medium Access Control (RLC/MAC) protocol".

[76b]
3GPP TS 44.318: "Generic Access Network (GAN); Mobile GAN interface layer 3 specification; Stage 3".

[77]
Void.

[78]
3GPP TS 44.065: "Mobile Station (MS) - Serving GPRS Support Node (SGSN); Subnetwork Dependent Convergence Protocol (SNDCP)".

[78a]
3GPP TS 44.064: "Mobile Station - Serving GPRS Support Node (MS-SGSN) Logical Link Control (LLC) Layer Specification".

[79]
ITU Recommendation I.460: "Multiplexing, rate adaption and support of existing interfaces".

[80]
3GPP TS 26.111: "Codec for Circuit Switched Multimedia Telephony Service; Modifications to H.324".

[81]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[82]
3GPP TS 43.022: "Functions related to Mobile Station (MS) in idle mode and group receive mode".

[83]
3GPP TS 26.103: "Speech Codec List for GSM and UMTS".

[84]
3GPP TS 44.018: "Mobile radio interface layer 3 specification, Radio Resource Control Protocol".

[85]
3GPP TS 48.008: "Mobile-services Switching Centre – Base Station System (MSC – BSS) interface; layer 3 specification".

[86]
3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".

[87]
3GPP TS 43.055: "Dual Transfer Mode (DTM); Stage 2".

[88]
3GPP TS 23.067: "enhanced Multi-Level Precedence and Pre-emption service (eMLPP); Stage 2".

[88a]
3GPP TS 23.093: "Technical realization of Completion of Calls to Busy Subscriber (CCBS); Stage 2".

[89]
3GPP TS 22.042: "Network Identity and Time Zone (NITZ), Stage 1".

[90]
3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".

[91]
3GPP TS 44.056: "GSM Cordless Telephony System (CTS), (Phase 1) CTS Radio Interface Layer 3 Specification".

[92]
3GPP TS 23.226: "Global Text Telephony; Stage 2"

[93]
3GPP TS 26.226: "Cellular Text Telephone Modem (CTM), General Description"

[94]
3GPP TS 23.236: "Intra Domain Connection of RAN Nodes to Multiple CN Nodes"

[95]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP"

[96]
3GPP TS 23.205: "Bearer-independent circuit-switched core network; Stage 2".

[97]
3GPP TS 23.172: "UDI/RDI Fallback and Service Modification; Stage 2".

[98]
3GPP TS 25.304: "UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected Mode"

[99]
IETF RFC 4291 (February 2006): "Internet Protocol Version 6 (IPv6) Addressing Architecture".

[100]
3GPP TS 29.207, Release 6: "Policy control over Go interface".

[101]
3GPP TS 21.111: "USIM and IC card requirements".

[102]
IETF RFC 1661 (July 1994): "The Point-to-Point Protocol (PPP)".

[103]
IETF RFC 3232 (January 2002): "Assigned Numbers: RFC 1700 is Replaced by an On-line Database".

[104]
3GPP TS 23.034: "High Speed Circuit Switched Data (HSCSD) – Stage 2".

[105]
3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".

[106]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and Functional Description".

[107]
IETF RFC 3376 (October 2002): "Internet Group Management Protocol, Version 3".

[108]
IETF RFC 2710 (October 1999): "Multicast Listener Discovery (MLD) for IPv6".

[109]
3GPP TS 23.251: "Network Sharing; Architecture and Functional Description".

[110]
3GPP TS 25.346: "Introduction of the Multimedia Broadcast Multicast Service (MBMS) in the Radio Access Network"
[111]
Void
[112]
3GPP TS 31.102: "Characteristics of the USIM Application".

[113]
3GPP TS 43.129: "Packet-switched handover for GERAN A/Gb mode; Stage 2".
[114]
3GPP TS 23.009: "Handover procedures".

[115]
3GPP TR 23.903: "Redial solution for voice-video switching". 

[116]
3GPP TS 24.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services, stage 3" 
[117]
ITU-T Recommendation H.324 Amendment 1: "New Annex K "Media Oriented Negotiation Acceleration Procedure" and associated changes to Annex".
[118]
ITU-T Recommendation H.324 Amendment 2: "New Annex L on text conversation and associated changes; corrections and clarifications to Annex K".

[119]
ITU-T Recommendation H.245: "Control protocol for multimedia communication"

[120]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[121]
3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) procedures in idle mode".

[122]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".

[123]
3GPP TS 33.401: "3GPP System Architecture Evolution; Security architecture".

[124]
3GPP TS 24.303: "Mobility management based on Dual-Stack Mobile IPv6; Stage 3".

[125]
3GPP TS 24.327: "Mobility between 3GPP WLAN Interworking and 3GPP systems; GPRS and 3GPP I-WLAN aspects; Stage 3".
[126]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[127]
3GPP TS 23.002: "Network architecture".

[128]
3GPP TS 25.301: "Radio interface protocol architecture".
[129]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[130]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
[131]
3GPP TS 23.221: "Architectural requirements".
[132]
3GPP TS 23.090: "Unstructured Supplementary Service Data (USSD); Stage 2".

[133]
3GPP TS 23.272: "Circuit Switched Fallback in Evolved Packet System; Stage 2".

[133A]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".

[134]
3GPP TS 24.167: "3GPP IMS Management Object (MO); Stage 3".
[135]
3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".
[136]
3GPP TS 24.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 3".
[137]
IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".
[138]
3GPP TS 22.011: "Service accessibility".
[139]
IETF RFC 3633 (December 2003): "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6".
[140]
3GPP TS 23.012: "Location management procedures".
[141]
3GPP TS 24.022: "Radio Link Protocol (RLP) for circuit switched bearer and teleservices".

[142]
ITU-T Recommendation X.1: "International user classes of service in, and categories of access to, public data networks and Integrated Services Digital Networks (ISDNs)".
[143]
ITU-T Recommendation X.25: "Interface between Data Terminal Equipment (DTE) and Data Circuit-terminating Equipment (DCE) for terminals operating in the packet mode and connected to public data networks by dedicated circuit".
[144]
ITU-T Recommendation X.213: "Information technology – Open Systems Interconnection – Network service definition".
[145]
ITU-T Recommendation I.334: "Principles relating ISDN numbers/sub-addresses to the OSI reference model network layer addresses".

[146]
ITU-T Recommendation H.223: "Multiplexing protocol for low bit rate multimedia communication".

[147]
ITU-T Recommendation V.34: "A modem operating at data signalling rates of up to 33 600 bit/s for use on the general switched telephone network and on leased point-to-point 2-wire telephone-type circuits".

[148]
IETF RFC 3810 (June 2004): "Multicast Listener Discovery Version 2 (MLDv2) for IPv6".
[149]
3GPP TS 29.018: "General Packet Radio Service (GPRS); Serving GPRS Support Node (SGSN) - Visitors Location Register (VLR); Gs interface layer 3 specification".

[150]
3GPP TS 29.272: "Evolved Packet System (EPS); Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[151]
3GPP TS 45.008: "Radio subsystem link control".
[152]
3GPP TS 29.010: "Information element mapping between Mobile Station - Base Station System (MS - BSS) and Base Station System - Mobile-services Switching Centre (BSS - MSC); Signalling Procedures and the Mobile Application Part (MAP)". 
[153]
3GPP TS 36.306: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) radio access capabilities".
[154]
3GPP TS 24.105: "Application specific Congestion control for Data Communication (ACDC) Management Object (MO)".
[155]
3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".

[156]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3".
[157]
3GPP TS 45.001: "Physical layer on the radio path; General description".
[158]
3GPP TS 24.161: " Network-Based IP Flow Mobility (NBIFOM); Stage 3".
[159]
3GPP TS 43.064: "Overall description of the GPRS Radio Interface; Stage 2".
[160]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".
[161]
3GPP TS 26.267: "eCall Data Transfer; In-band modem solution; General description".
[162]
3GPP TS 24.250: "Protocol for Reliable Data Service between UE and SCEF; Stage 3".
[163]
3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem; Centralized Services (ICS); Stage 3".
[164]
3GPP TS 29.292: "Interworking between the IP Multimedia (IM) Core Network (CN) Subsystem (IMS) and MSC Server for IMS Centralized Services (ICS)".

* * * next change * * * 
4.1.1.1.1
Integrity Checking of Signalling Messages in the Mobile Station (Iu mode only)

In Iu mode only, integrity protected signalling is mandatory with one exception regarding emergency calls (see subclause 4.1.1.1.1a). In Iu mode only, all layer 3 protocols shall use integrity protected signalling once the security mode procedure has been successfully activated in the network and the MS. Integrity protection of all layer 3 signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (see 3GPP TS 25.331 [23c]).

The supervision that integrity protection is activated shall be the responsibility of the MM and GMM layer in the MS (see 3GPP TS 33.102 [5a]). In order to do this, the lower layers shall provide the MM and GMM layer with an indication on when the integrity protection is activated in the MS (i.e. one indication to the MM layer when a security mode control procedure for the CS domain is processed successfully and one indication to the GMM layer when a security mode control procedure for the PS domain is processed successfully). 

The CS and PS domains in the network and the MM and GMM layers in the MS, are not aware of whether integrity protection has been started in the lower layers by the other domain. It is mandatory for the network to initiate one security mode control procedure for the CS domain and one for the PS domain.

Except the messages listed below, no layer 3 signalling messages shall be processed by the receiving MM and GMM entities or forwarded to the CM entities, unless the network has activated the integrity protection for that domain.
-
MM messages:

-
AUTHENTICATION REQUEST

-
AUTHENTICATION REJECT

-
IDENTITY REQUEST

-
LOCATION UPDATING ACCEPT (at periodic location update with no change of location area or temporary identity, and, any Per MS T3212 value is not changed)

-
LOCATION UPDATING REJECT (if the cause is not #25)
-
CM SERVICE ACCEPT, if the following two conditions apply:

-
no other MM connection is established; and

-
the CM SERVICE ACCEPT is the response to a CM SERVICE REQUEST with CM SERVICE TYPE IE set to ‘emergency call establishment’

-
CM SERVICE REJECT (if the cause is not #25)
-
ABORT

-
GMM messages:

-
AUTHENTICATION & CIPHERING REQUEST

-
AUTHENTICATION & CIPHERING REJECT

-
IDENTITY REQUEST

-
ATTACH REJECT (if the cause is not #25)
-
ROUTING AREA UPDATE ACCEPT, if any of the following conditions applies:

-
the MS performs periodic routing area updating with:
-
no change in routing area or temporary identities;

-
no change in T3312 extended value;

-
no change in Network feature support value; and

-
extended DRX parameters IE not included.

-
the GMM entity in the MS has received an ATTACH ACCEPT message with neither ciphering nor integrity protection applied in response to an ATTACH REQUEST message with attach type set to "emergency attach"; or

-
the MS has performed intersystem change from S1 mode to Iu mode with a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode.
-
ROUTING AREA UPDATE REJECT (if the cause is not #25)
-
SERVICE REJECT (if the cause is not #25)
-
DETACH ACCEPT (for non power-off) 

-
ATTACH ACCEPT, if the ATTACH ACCEPT is the response to an ATTACH REQUEST with attach type set to "emergency attach".

-
SERVICE ACCEPT, if any of the following conditions applies:

-
the GMM entity in the MS has received an ATTACH ACCEPT message with neither ciphering nor integrity protection applied in response to an ATTACH REQUEST message, with attach type set to "emergency attach"; or
-
the MS has performed intersystem change from S1 mode to Iu mode with a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode.

-
CC messages:

-
all CC messages, if the following two conditions apply:

-
no other MM connection is established; and

-
the MM entity in the MS has received a CM SERVICE ACCEPT message with no ciphering or integrity protection applied as response to a CM SERVICE REQUEST message, with CM SERVICE TYPE set to ‘Emergency call establishment’ sent to the network.; or

-
the MM connection was established locally due to the SRVCC handover of a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode or for which integrity protection has not been activated while in Iu mode.

-
SM messages:

-
all SM messages, if any of the following conditions applies:

-
the GMM entity in the MS has received an ATTACH ACCEPT message with neither ciphering nor integrity protection applied in response to an ATTACH REQUEST message, with attach type set to "emergency attach"; or

-
the MS has performed intersystem change from S1 mode to Iu mode with a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode.
Once integrity protection is activated, the receiving layer 3 entity in the MS shall not process any layer 3 signalling messages unless they have been successfully integrity checked by the lower layers. If any signalling messages, having not successfully passed the integrity check, are received, then the lower layers in the MS shall discard that message (see 3GPP TS 25.331 [23c]). If any layer 3 signalling message is received, in either PS or CS domains, as not integrity protected even though the integrity protection has been activated in the MS by that domain in the network, then the lower layers shall discard this message (see 3GPP TS 25.331 [23c]).

Integrity checking on the network side is performed by the RNC and is described in 3GPP TS 25.331 [23c].

* * * next change * * * 
4.1.1.3
Core Network System Information for MM (Iu mode only)

In the network broadcast system information some of the system information is used by MM. 

At reception of new system information, the RRC layer in the MS delivers the contents of the CN common system information and the CS domain specific system information to the MM layer in the MS. 

The Core Network system information is included in specific information elements within some RRC messages sent to MS (see 3GPP TS 25.331 [23c]). In the Core Network system information the Common system information part and the CS domain specific system information part contains settings of parameters controlling MM functionality. No MM messages contain the Core Network System Information.

* * * next change * * * 
4.1.1.4.1
General

In the network broadcast system information some of the system information is used by GMM. 

At reception of new system information, the RRC layer in the MS delivers the contents of the CN common system information and the PS domain specific system information to the GMM layer in the MS. 

The Core Network system information is included in specific information elements within some RRC messages sent to MS (see 3GPP TS 25.331 [23c]). In the Core Network system information the Common system information part and the PS domain specific system information part contains settings of parameters controlling GMM functionality. No GMM messages contain the Core Network System Information.
* * * next change * * * 
4.3.2.5
Authentication not accepted by the network

If the authentication response (RES or SRES) is not valid, the network response depends upon the type of identity used by the mobile station in the first message, that is:
-
the TMSI was used; or
-
the IMSI was used.

If the TMSI has been used, the network may decide to initiate the identification procedure. If the IMSI given by the mobile station then differs from the one the network had associated with the TMSI, the authentication should be restarted with the correct parameters. If the IMSI provided by the MS is the expected one (i.e. authentication has really failed), the network should send an AUTHENTICATION REJECT message to the mobile station.

If the IMSI has been used, or the network decides not to try the identification procedure, an AUTHENTICATION REJECT message should be transferred to the mobile station. 
After having sent this message, all MM connections in progress (if any) are released and the network should initiate the RR connection release procedure described in subclause 3.5.of 3GPP TS 44.018 [84] (A/Gb mode only), or in 3GPP TS 25.331 [23c] (UTRAN Iu mode only).

Upon receipt of an AUTHENTICATION REJECT message, 
a)
if the message has been successfully integrity checked by the lower layers, the mobile station shall set the update status in the SIM/USIM to U3 ROAMING NOT ALLOWED, delete from the SIM/USIM the stored TMSI, LAI and ciphering key sequence number. The SIM/USIM shall be considered as invalid until switching off or the SIM/USIM is removed. If the MS maintains a counter for "SIM/USIM considered invalid for non-GPRS services", then the MS shall set this counter to MS implementation-specific maximum value.
b)
if the message is received without integrity protection, then the MS shall start timer T3247 with a random value uniformly drawn from the range between 30 minutes and 60 minutes, if the timer is not running (see subclause 4.1.1.6A). Additionally, the MS shall:

-
if the MS maintains a counter for "SIM/USIM considered invalid for non-GPRS services" events and the counter has a value less than an MS implementation-specific maximum value, proceed as specified in subclause 4.1.1.6A, list item 1.a) for the case a LOCATION UPDATING REJECT message is received without integrity protection; and
-
otherwise proceed as specified under list item a) above for the case that the message has been successfully checked by the lower layers.

List item b) above is also applicable, if the message is received in A/Gb mode.

If the AUTHENTICATION REJECT message is received in the state IMSI DETACH INITIATED the mobile station shall follow subclause 4.3.4.3.

If the AUTHENTICATION REJECT message is received in any other state the mobile station shall abort any MM specific, MM connection establishment or call re-establishment procedure, stop any of the timers T3210, T3230, T3214 or T3216 (if they were running), release all MM connections (if any), start timer T3240 and enter the state WAIT FOR NETWORK COMMAND, expecting the release of the RR connection. If the RR connection is not released within a given time controlled by the timer T3240, the mobile station shall abort the RR connection. In both cases, either after a RR connection release triggered from the network side or after a RR connection abort requested by the MS-side, the MS enters state MM IDLE, substate NO IMSI.

* * * next change * * * 
4.3.2.6
Abnormal cases

(a)
RR connection failure:


Upon detection of a RR connection failure before the AUTHENTICATION RESPONSE message is received, the network shall release all MM connections (if any) and abort any ongoing MM specific procedure.

(b)
Expiry of timer T3260:


The authentication procedure is supervised on the network side by the timer T3260. At expiry of this timer the network may release the RR connection. In this case the network shall abort the authentication procedure and any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release procedure described in subclause 3.5 of 3GPP TS 44.018 [84] (A/Gb mode only), or in 3GPP TS 25.331 [23c] (UTRAN Iu mode only). 

(c) Authentication failure (reject cause "MAC failure" or "GSM authentication unacceptable"):


The MS shall send an AUTHENTICATION FAILURE message, with reject cause "MAC failure" or "GSM authentication unacceptable" according to subclause 4.3.2.5.1, to the network and start timer T3214. Furthermore, the MS shall stop any of the retransmission timers that are running (e.g. T3210, T3220 or T3230). Upon the first receipt of an AUTHENTICATION FAILURE message from the MS with reject cause "MAC failure" or "GSM authentication unacceptable", the network may initiate the identification procedure described in subclause 4.3.3. This is to allow the network to obtain the IMSI from the MS. The network may then check that the TMSI originally used in the authentication challenge corresponded to the correct IMSI. Upon receipt of the IDENTITY REQUEST message from the network, the MS shall send the IDENTITY RESPONSE message.

NOTE:
Upon receipt of an AUTHENTICATION FAILURE message from the MS with reject cause "MAC failure" or "GSM authentication unacceptable", the network may also terminate the authentication procedure (see subclause 4.3.2.5).


If the TMSI/IMSI mapping in the network was incorrect, the network should respond by sending a new AUTHENTICATION REQUEST message to the MS. Upon receiving the new AUTHENTICATION REQUEST message from the network, the MS shall stop the timer T3214, if running, and then process the challenge information as normal. If theTMSI/IMSI mapping in the network was correct, the network should terminate the authentication procedure by sending an AUTHENTICATION REJECT message.

If the network is validated successfully (an AUTHENTICATION REQUEST message that contains a valid SQN and MAC is received), the MS shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and stopped when the MS received the first failed AUTHENTICATION REQUEST message.


If the MS receives the second AUTHENTICATION REQUEST message while T3214 is running, and the MAC value cannot be resolved or the message contains a GSM authentication challenge, the MS shall follow the procedure specified in this subclause (c), starting again from the beginning. If the SQN is invalid, the MS shall proceed as specified in (d).


It can be assumed that the source of the authentication challenge is not genuine (authentication not accepted by the MS) if any of the following occur:

-
the timer T3214 expires;
-
the MS detects any combination of the authentication failures: "MAC failure", "invalid SQN", and "GSM authentication unacceptable", during three consecutive authentication challenges. The authentication challenges shall be considered as consecutive only, if the authentication challenges causing the second and third authentication failure are received by the MS, while the timer T3214 or T3216 started after the previous authentication failure is running.


The MS shall stop timer T3214, if the timer is running and the MS detects an RR connection failure or the network releases the RR connection.


When it has been deemed by the MS that the source of the authentication challenge is not genuine (i.e. authentication not accepted by the MS), the MS shall behave as described in subclause 4.3.2.6.1.
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Figure 4.2/3GPP TS 24.008: Authentication Failure Procedure 
(reject cause "MAC failure" or "GSM authentication unacceptable")

(d) Authentication failure (reject cause "synch failure"):


The MS shall send an AUTHENTICATION FAILURE message, with reject cause "synch failure", to the network and start the timer T3216. Furthermore, the MS shall stop any of the retransmission timers that are running (e.g. T3210, T3220 or T3230). Upon the first receipt of an AUTHENTICATION FAILURE message from the MS with the reject cause "synch failure", the network shall use the returned AUTS parameter from the authentication failure parameter IE in the AUTHENTICATION FAILURE message, to re-synchronise. The re-synchronisation procedure requires the VLR/MSC to delete all unused authentication vectors for that IMSI and obtain new vectors from the HLR. When re-synchronisation is complete, the network shall initiate the authentication procedure. Upon receipt of the AUTHENTICATION REQUEST message, the MS shall stop the timer T3216, if running.

NOTE:
Upon receipt of two consecutive AUTHENTICATION FAILURE messages from the MS with reject cause "synch failure", the network may terminate the authentication procedure by sending an AUTHENTICATION REJECT message.


If the network is validated successfully (a new AUTHENTICATION REQUEST message is received which contains a valid SQN and MAC) while T3216 is running, the MS shall send the AUTHENTICATION RESPONSE message to the network and shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and stopped when the MS received the first failed AUTHENTICATION REQUEST message.

If the MS receives the second AUTHENTICATION REQUEST message while T3216 is running, and the MAC value cannot be resolved or the message contains a GSM authentication challenge, the MS shall proceed as specified in (c); if the SQN is invalid, the MS shall follow the procedure specified in this subclause (d), starting again fom the beginning.

The MS shall deem that the network has failed the authentication check and behave as described in subclause 4.3.2.6.1, if any of the following occurs:

-
the timer T3216 expires;

-
the MS detects any combination of the authentication failures: "MAC failure", "invalid SQN", and "GSM authentication unacceptable", during three consecutive authentication challenges. The authentication challenges shall be considered as consecutive only, if the authentication challenges causing the second and third authentication failure are received by the MS, while the timer T3214 or T3216 started after the previous authentication failure is running.


The MS shall stop timer T3216, if the timer is running and the MS detects an RR connection failure or the network releases the RR connection.


When it has been deemed by the MS that the source of the authentication challenge is not genuine (i.e. authentication not accepted by the MS), the MS shall behave as described in subclause 4.3.2.6.1.
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Figure 4.2a/3GPP TS 24.008: Authentication Failure Procedure (reject cause "Synch failure")


Upon receipt of an AUTHENTICATION REJECT message, the mobile station shall perform the actions as specified in subclause 4.3.2.5. If an MS has an MM connection for an emergency call established or is establishing an MM connection for an emergency call when timer T3214 or T3216 expires, the MS shall not deem that the network has failed the authentication check and not behave as described in subclause 4.3.2.6.1.
* * * next change * * * 
4.3.2.7a
Use of established security contexts

In A/Gb mode, in the case of an established GSM security context, the GSM ciphering key shall be loaded from the SIM/USIM and taken into use by the ME when any valid CIPHERING MODE COMMAND is received during an RR connection (the definition of a valid CIPHERING MODE COMMAND message is given in 3GPP TS 44.018 [84] subclause 3.4.7.2).

In A/Gb mode, in the case of an established UMTS security context, the GSM ciphering key shall be loaded from the USIM and taken into use by the MS when a valid CIPHERING MODE COMMAND is received during an RR connection (the definition of a valid CIPHERING MODE COMMAND message is given in 3GPP TS 44.018 [84] subclause 3.4.7.2) which indicates an A5 ciphering algorithm that requires a 64-bit ciphering key. The network shall derive a GSM ciphering key from the UMTS ciphering key and the UMTS integrity key by using the conversion function named "c3" defined in 3GPP TS 33.102 [5a].

In A/Gb mode, in the case of an established UMTS security context, the UMTS ciphering key and the UMTS integrity key shall be loaded from the USIM in order for the ME to derive the GSM Kc128 (see 3GPP TS 33.102 [5a]) and shall be taken into use by the ME when a valid CIPHERING MODE COMMAND is received during an RR connection (the definition of a valid CIPHERING MODE COMMAND message is given in 3GPP TS 44.018 [84] subclause 3.4.7.2) which indicates an A5 ciphering algorithm that requires a 128-bit ciphering key. The network shall derive a GSM Kc128 from the UMTS ciphering key and the UMTS integrity as defined in 3GPP TS 33.102 [5a].

In Iu mode, in the case of an established GSM security context, the ME shall derive a UMTS ciphering key and a UMTS integrity key from the GSM ciphering key by using the conversion functions named "c4" and "c5" defined in 3GPP TS 33.102 [5a]. The GSM ciphering key shall be loaded from the SIM/USIM and the derived UMTS ciphering key and UMTS integrity key shall be taken into use by the MS when a valid SECURITY MODE COMMAND indicating CS domain is received during an RR connection (the definition of a valid SECURITY MODE COMMAND message is given in 3GPP TS 25.331 [23c]). The network shall derive a UMTS ciphering key and a UMTS integrity key from the GSM ciphering key by using the conversion functions named "c4" and "c5" defined in 3GPP TS 33.102 [5a].

In Iu mode, in the case of an established UMTS security context, the UMTS ciphering key and UMTS integrity key shall be loaded from the USIM and taken into use by the MS when a valid SECURITY MODE COMMAND indicating CS domain is received during a RR connection (the definition of a valid SECURITY MODE COMMAND message is given in 3GPP TS 25.331 [23c]).

In Iu mode and A/Gb mode, if the MS received a valid SECURITY MODE COMMAND indicating CS domain in Iu mode or a valid CIPHERING MODE COMMAND in A/Gb mode before the network initiates a new Authentication procedure and establishes a new GSM/UMTS security context, the new keys are taken into use in the MS when a new valid SECURITY MODE COMMAND indicating CS domain in Iu mode, or a new valid CIPHERING MODE COMMAND in A/Gb mode, is received during the RR connection. In case of Iu mode to Iu mode handover, A/Gb mode to A/Gb mode handover, or inter-system change to A/Gb mode, the MS and the network shall continue to use the key from the old key set until a new valid SECURITY MODE COMMAND indicating CS domain in Iu mode, or a new valid CIPHERING MODE COMMAND in A/Gb mode, is received during the RR connection. In case of inter-system change to Iu mode, the MS and the network shall continue to use the keys from the old key set until the second valid SECURITY MODE COMMAND indicating CS domain is received during the RR connection.

NOTE 1:
If the MS received a valid SECURITY MODE COMMAND indicating CS domain in Iu mode or a valid CIPHERING MODE COMMAND in A/Gb mode before the inter-system change to Iu mode occurs, the first SECURITY MODE COMMAND message after the inter-system change, which indicates CS domain and includes only an Integrity protection mode IE, is initiated by the UTRAN without receipt of a corresponding RANAP security mode control procedure from the MSC/VLR. The only purpose of this SECURITY MODE COMMAND message is to activate the integrity protection, but not to load a new key set from the SIM/USIM (see 3GPP TS 25.331 [23c]).

NOTE 2:
If the MS did not receive any valid SECURITY MODE COMMAND indicating CS domain in Iu mode or any valid CIPHERING MODE COMMAND in A/Gb mode before the inter-system change to Iu mode occurs, the first SECURITY MODE COMMAND message after the inter-system change, which indicates CS domain, is initiated by the UTRAN on receipt of a RANAP security mode control procedure from the MSC/VLR. The purpose of this SECURITY MODE COMMAND message is to load a key set from the SIM/USIM and to activate either integrity protection or ciphering and integrity protection (see 3GPP TS 25.331 [23c]).

* * * next change * * * 
4.3.3.4
Abnormal cases on the network side
The following abnormal cases can be identified:

a)
RR connection failure:


Upon detection of a RR connection failure before the IDENTITY RESPONSE message is received, the network shall release all MM connections (if any) and abort any ongoing MM specific procedure.

b)
Expiry of timer T3270:


The identification procedure is supervised by the network by the timer T3270. At expiry of the timer T3270 the network may release the RR connection. In this case, the network shall abort the identification procedure and any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release procedure as described in 3GPP TS 44.018 [84] subclause 3.5, or in 3GPP TS 25.331 [23c] (UTRAN Iu mode only).
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Figure 4.3/3GPP TS 24.008: Identification sequence

* * * next change * * * 
4.3.4.2
IMSI detach procedure in the network

When receiving an IMSI DETACH INDICATION message, the network may set an inactive indication for the IMSI. No response is returned to the mobile station. After reception of the IMSI DETACH INDICATION message the network shall release locally any ongoing MM connections, and start the normal RR connection release procedure (see 3GPP TS 44.018 [84] subclause 3.5 (A/Gb mode only), or in 3GPP TS 25.331 [23c] (UTRAN Iu mode only)).

Only applicable for a network supporting VGCS: If an IMSI DETACH INDICATION message is received from the talking mobile station in a group call while the network is in service state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE), the network shall release locally the ongoing MM connection and then go to the service state GROUP CALL ACTIVE.

* * * next change * * * 
4.4.4.4
Security mode setting by the network

In A/Gb mode, the security mode setting procedure (see 3GPP TS 44.018 [84] subclause 3.4.7) may be initiated by the network, e.g., if a new TMSI has to be allocated.

In Iu mode, the security mode control procedure (see 3GPP TS 25.331 [23c]) may be initiated by the network, e.g., if a new TMSI has to be allocated.

* * * next change * * * 
4.4.4.9
Abnormal cases on the mobile station side

The different abnormal cases that can be identified are the following:

a)
Access barred because of access class control

The location updating procedure is not started. The mobile station stays in the current serving cell and applies normal cell reselection process. The procedure is started as soon as possible and if still necessary (when the barred state is ended or because of a cell change).
b)
The answer to random access is an IMMEDIATE ASSIGNMENT REJECT message (A/Gb mode only)

The location updating is not started. The mobile station stays in the chosen cell and applies normal cell selection process. The waiting timer T3122 is reset when a cell change occurs. The procedure is started as soon as possible after T3122 timeout if still necessary.

c)
Random access failure (A/Gb mode only)

Timer T3213 is started. When it expires the procedure is attempted again if still necessary.

NOTE 1:
As specified in 3GPP TS 45.008 [34], a cell reselection then takes place, with return to the cell inhibited for 5 seconds if there is at least one other suitable cell. Typically the selection process will take the mobile station back to the cell where the random access failed after 5 seconds.

If at the expiry of timer T3213 a new cell has not been selected due to the lack of valid information (see 3GPP TS 45.008 [34]), the mobile station may as an option delay the repeated attempt for up to 8 seconds to allow cell re-selection to take place. In this case the procedure is attempted as soon as a new cell has been selected or the mobile station has concluded that no other cell can be selected.

If random access failure occurs for two successive random access attempts for location updating the mobile station proceeds as specified below.

d)
RR connection failure

The procedure is aborted and the mobile station proceeds as specified below.

e)
T3210 timeout

The procedure is aborted, the RR connection is aborted and the MS proceeds as specified below.

f)
RR release without "Extended Wait Time" received from lower layers before the normal end of procedure

The procedure is aborted and the mobile station proceeds as specified below, except in the following implementation option case f.1.

f.1)
RR release in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", "User inactivity" or "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [23c])


The location updating procedure shall be initiated again, if the following conditions apply: 


i)
The original location updating procedure was initiated over an existing RRC connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the CS signalling connection (e.g. CS authentication procedures, see subclause 4.3.2), were received after the LOCATION UPDATING REQUEST message was transmitted. 

NOTE 2: 
The RRC connection release cause that triggers the re-initiation of the location updating procedure is implementation specific.
g)
Location updating reject, other causes than those treated in subclause 4.4.4.7, and cases of MM cause values #22 and #25, if considered as abnormal cases according to subclause 4.4.4.7

Upon reception of the cause codes #22, # 95, # 96, # 97, # 99 and # 111 the MS should set the location update attempt counter to 4. The MS waits for release of the RR connection as specified in subclause 4.4.4.8.

The MS shall proceed as described below.
h)
RR connection establishment failure without "Extended Wait Time" received from lower layers (Iu mode only)

The procedure is aborted and the mobile station proceeds as specified below.

NOTE 3:
Case h) covers all cases when the signalling connection cannot be established, including random access failure and access reject. As the RRC protocol has error specific retransmission mechanisms (see 3GPP TS 25.331 [23c]), there is no need to distinguish between the different error cases within MM.
i)
"Extended wait time" for CS domain from the lower layers


The MS shall abort the location updating procedure and stop timer T3210 if still running.


If the LOCATION UPDATING REQUEST message contained the low priority indicator set to "MS is configured for NAS signalling low priority", the MS shall start timer T3246 with the "Extended wait time" value and reset the location update attempt counter.


In other cases the MS shall ignore the "Extended wait time".


Additionally, the MS shall set the MM update status to U2 NOT UPDATED and change to state MM IDLE sub-state ATTEMPTING TO UPDATE. The MS stays in the current serving cell and applies normal cell reselection process. The location updating procedure is started, if still necessary, when timer T3246 expires or is stopped, and the MS proceeds as specified below.
j)
Timer T3246 is running


The location updating procedure shall not be initiated unless the MS is establishing an emergency call or the MS is an MS configured to use AC11 – 15 in selected PLMN. The MS stays in the current serving cell and applies normal cell reselection process. The location updating procedure is started, if still necessary, when timer T3246 expires or is stopped.
In cases d) to i) (except in the case f.1 and except in the case i) when timer T3246 is started) above, and, for repeated failures as defined in c) above, the mobile station proceeds as follows. Timer T3210 is stopped if still running. The RR Connection is aborted in case of timer T3210 timeout. The location update attempt counter is incremented. The next actions depend on the Location Area Identities (stored and received from the BCCH of the current serving cell) and the value of the location update attempt counter.

–
the update status is UPDATED, and the stored LAI is equal to the one received on the BCCH from the current serving cell and the location update attempt counter is smaller than 4:


The mobile station shall keep the update status to UPDATED, the MM IDLE sub-state after the RR connection release is NORMAL SERVICE. The mobile station shall memorize the location updating type used in the location updating procedure. It shall start timer T3211  when the RR connection is released. When timer T3211 or T3246 expires the location updating procedure is triggered again with the memorized location updating type;

–
either the update status is different from UPDATED, or the stored LAI is different from the one received on the BCCH from the current serving cell, or the location update attempt counter is greater or equal to 4:


When the RR connection is released the mobile station shall delete any LAI, TMSI, ciphering key sequence number stored in the SIM/USIM, and set the update status to NOT UPDATED. A mobile station which is not a GPRS MS shall also delete the list of equivalent PLMNs. The mobile station shall enter the MM IDLE sub-state ATTEMPTING TO UPDATE (see subclause 4.2.2.2 for the subsequent actions) or optionally the MM IDLE sub-state PLMN SEARCH (see subclause 4.2.1.2) in order to perform a PLMN selection according to 3GPP TS 23.122 [14]. If the location update attempt counter is smaller than 4, the mobile station shall memorize that timer T3211  is to be started when the RR connection is released, otherwise it shall memorize that timer T3212  is to be started when the RR connection is released.

* * * next change * * * 
4.5.1.1
MM connection establishment initiated by the mobile station

Upon request of a CM entity to establish an MM connection the MM sublayer first decides whether to accept, delay, or reject this request:

-
An MM connection establishment may only be initiated by the mobile station when the following conditions are fulfilled:

-
Its update status is UPDATED.

-
The MM sublayer is in one of the states MM IDLE, RR CONNECTION RELEASE NOT ALLOWED or MM connection active but not in MM connection active (Group call).


An exception from this general rule exists for emergency calls (see subclause 4.5.1.5). A further exception is defined in the following clause.

-
If an MM specific procedure is running at the time the request from the CM sublayer is received, and the LOCATION UPDATING REQUEST message has been sent, the request will either be rejected or delayed, depending on implementation, until the MM specific procedure is finished and, provided that the network has not sent a "follow-on proceed" indication, the RR connection is released. If the LOCATION UPDATING REQUEST message has not been sent, the mobile station may include a "follow-on request" indicator in the message. The mobile station shall then delay the request until the MM specific procedure is completed, when it may be given the opportunity by the network to use the RR connection: see subclause 4.4.4.6.

In order to establish an MM connection, the mobile station proceeds as follows:

a)
If no RR connection exists, the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR RR CONNECTION (MM CONNECTION). This request contains an establishment cause and a CM SERVICE REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to the CM entity that requested the MM connection establishment, and enters MM sublayer state WAIT FOR OUTGOING MM CONNECTION.

b)
If an RR connection is available, the MM sublayer of the mobile station sends a CM SERVICE REQUEST message to the network, starts timer T3230, stops and resets timer T3241, gives an indication to the CM entity that requested the MM connection establishment, and enters:

-
MM sublayer state WAIT FOR OUTGOING MM CONNECTION, if no MM connection is active;

-
MM sublayer state WAIT FOR ADDITIONAL OUTGOING MM CONNECTION, if at least one MM connection is active;

-
If an RR connection exists but the mobile station is in the state WAIT FOR NETWORK COMMAND then any requests from the CM layer that are received will either be rejected or delayed until this state is left.

c)
Only applicable for mobile stations supporting VGCS talking:


If a mobile station which is in the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE), receives a request from the GCC sublayer to perform an uplink access, the MM sublayer requests the RR sublayer to perform an uplink access procedure and enters MM sublayer state WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE).


When a successful uplink access is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).


When an uplink access reject is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE).


In the network, if an uplink access procedure is performed, the RR sublayer in the network provides an indication to the MM sublayer together with the mobile subscriber identity received in the TALKER INDICATION message. The network shall then enter the MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).

d)
When the MS is IMSI attached for CS services via EMM combined procedures, as described in 3GPP TS 24.301 [120], and the MS is camping on an E-UTRAN cell, and if T3246 is not running, the MM sublayer requests EMM to initiate a service request procedure for CS fallback. The MM connection establishment is delayed until the MS changes to a GERAN or UTRAN cell.

If the MS enters a GERAN or UTRAN cell, then the MS shall initiate the MM connection establishment and send a CM SERVICE REQUEST message. The MS shall include the Additional update parameters information element indicating "CS fallback mobile originating call". If the MS determines that it is in a different location area than the stored location area, the MS shall first initiate a normal location updating procedure regardless of Network Mode of Operation. If the location area of the current cell is not available, the MS may initiate a normal location updating procedure directly. The MM connection establishment is delayed until successful completion of the normal location updating procedure. Additionally the MS performs routing area updating as specified in subclause 4.7.5. If the normal location updating procedure is initiated, the MS shall indicate the "follow-on request pending", shall include the Additional update parameters information element indicating"CS fallback mobile originating call", and shall not include the MS network feature support information element in the LOCATION UPDATING REQUEST message.
In case a, b and d, the CM SERVICE REQUEST message contains the:

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number; and

-
CM service type identifying the requested type of transaction (e.g. mobile originating call establishment, emergency call establishment, short message service, supplementary service activation, location services).

A MS supporting eMLPP may optionally include a priority level in the CM SERVICE REQUEST message.
For MM connection establishment involving a shared GERAN network in A/Gb mode, if the MS is a GERAN network sharing supporting MS, the chosen PLMN identity shall be indicated to the GERAN in the CM SERVICE REQUEST message using the Skip Indicator IE as specified in subclause 10.3.1.
A collision may occur when a CM layer message is received by the mobile station in MM sublayer state WAIT FOR OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION. In this case the MM sublayer in the MS shall establish a new MM connection for the incoming CM message as specified in subclause 4.5.1.3.

Upon receiving a CM SERVICE REQUEST message, the network shall analyse its content. The type of semantic analysis may depend on other on going MM connection(s). Depending on the type of request and the current status of the RR connection, the network may start any of the MM common procedures and RR procedures.

In A/Gb mode, the network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked for instance if a TMSI provided by the mobile station is not recognized.

The network may invoke the authentication procedure (see subclause 4.3.2) depending on the CM service type.

In A/Gb mode, the network decides also if the ciphering mode setting procedure shall be invoked (see subclause 3.4.7 in 3GPP TS 44.018 [84]).

In Iu mode, the network decides also if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c]).

NOTE 1:
If the CM_SERVICE_REQUEST message contains a priority level the network may use this to perform queuing and pre-emption as defined in 3GPP TS 23.067 [88].

In A/Gb mode, the MS shall consider the MM connection establishment to be completed when:

-
receiving an indication from the RR sublayer that the ciphering mode setting procedure is completed in MM sublayer state WAIT FOR OUTGOING MM CONNECTION, or
-
receiving a CM SERVICE ACCEPT message.

In Iu mode, the MS shall consider the MM connection establishment to be completed when

-
receiving an indication from the RR sublayer that the security mode control procedure is completed in MM sublayer state WAIT FOR OUTGOING MM CONNECTION; or
-
receiving a CM SERVICE ACCEPT message.
The procedures in subclause 4.1.1.1.1 shall always have precedence over this subclause.

In Iu mode, during a MM connection establishment for all services, except for emergency call (see subclause 4.1.1.1.1), the security mode control procedure with activation of integrity protection shall be invoked by the network unless integrity protection is already started (see subclause 4.1.1.1.1).

The MM connection establishment is completed, timer T3230 shall be stopped, the CM entity that requested the MM connection shall be informed, and MM sublayer state MM CONNECTION ACTIVE is entered. The MM connection is considered to be active.

If the service request cannot be accepted, the network returns a CM SERVICE REJECT message to the mobile station.

The reject cause information element (see subclause 10.5.3.6 and annex G) indicates the reason for rejection. The following cause values may apply:

#4:
IMSI unknown in VLR

#6:
Illegal ME

#17:
Network failure

#22:
Congestion
#25
Not authorized for this CSG
#32:
Service option not supported

#33:
Requested service option not subscribed

#34:
Service option temporarily out of order

If the service request is rejected due to general NAS level mobility management congestion control, the network shall set the MM cause value to #22 "congestion" and assign a back-off timer T3246 (see 3GPP TS 23.012 [140]).
If no other MM connection is active, the network may start the RR connection release (see subclause 3.5 of 3GPP TS 44.018 [84] (A/Gb mode only), or in 3GPP TS 25.331 [23c] (UTRAN Iu mode only)) when the CM SERVICE REJECT message is sent.

If a CM SERVICE REJECT message is received by the mobile station, timer T3230 shall be stopped, the requesting CM sublayer entity informed. Then the mobile station shall proceed as follows:

-
If the cause value is not #4 or #6 or #25 received from a CSG cell and the MS is in UTRAN Iu mode, the MM sublayer returns to the previous state (the state where the request was received). Other MM connections shall not be affected by the CM SERVICE REJECT message.

-
If cause value #4 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to NOT UPDATED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating). Whether the CM request shall be memorized during the location updating procedure, is a choice of implementation.

-
If cause value #6 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The mobile station shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed. If the message has been successfully integrity checked by the lower layers and the MS maintains a counter for "SIM/USIM considered invalid for non-GPRS services", then the MS shall set this counter to MS implementation-specific maximum value.
-
If cause value #22 is received, the T3246 value IE is present in the CM SERVICE REJECT message and the value indicates that this timer is neither zero nor deactivated, the MS shall check whether the CM SERVICE REJECT message with cause #22 is integrity protected and shall stop timer T3246 if it is running. If the message is integrity protected, the MS shall start timer T3246 with the value provided in the T3246 value IE. Otherwise, the MS shall start timer T3246 with a random value from the default range specified in table 11.1.The MS stays in the current serving cell and applies normal cell reselection process. The service request procedure may be started by CM layer, if it is still necessary, when timer T3246 expires or is stopped.


If cause value #22 is received, the T3246 value IE is not present in the CM SERVICE REJECT message or if the T3246 value IE the value indicates that this timer is zero or deactivated, the same actions as on timer expiry in subclause 4.5.1.2 shall be taken by the mobile station.
-
If cause value #25 is received from a CSG cell and the MS is in UTRAN Iu mode, the MS shall check whether the CM SERVICE REJECT message with cause #25 is integrity protected. If the message is not integrity protected, the MS shall discard the message. Otherwise, the MS shall abort any MM connection, remove the entry corresponding to the CSG ID and associated PLMN identity of the cell where the MS has sent the CM SERVICE REQUEST message from the Allowed CSG list if the CSG ID and associated PLMN identity are contained in the Allowed CSG list, and enter the MM sublayer state WAIT FOR NETWORK COMMAND. If the CSG ID and associated PLMN identity of the cell where the MS has sent the CM SERVICE REQUEST message is contained in the Operator CSG list, the MS shall proceed as specified in 3GPP TS 23.122 [14] subclause 3.1A. Subsequently, after the RR connection is released or aborted, the MS applies normal cell reselection process.

If cause value #25 is received and the cell is not a CSG cell or the MS is not in UTRAN Iu mode, the MS shall discard the CM SERVICE REJECT message.
* * * next change * * * 
4.5.1.2
Abnormal cases

Mobile station side:

a)
RR connection failure without "Extended Wait Time" received from lower layers or IMSI deactivation


If an RR connection failure occurs, except in the following implementation option case a.1, or the IMSI is deactivated during the establishment of an MM connection, the MM connection establishment is aborted, timers T3230 is stopped, and an indication is given to the CM entity that requested the MM connection establishment. This shall be treated as a rejection for establishment of the new MM connection, and the MM sublayer shall release all active MM connections.

a.1)
RR connection failure in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", "User inactivity" or "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [23c]).

The MM connection establishment procedure shall be initiated again, if the following conditions apply:

i)
The original MM connection establishment was initiated over an existing RRC connection; and

ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the CS signalling connection (e.g. CS authentication procedures, see subclause 4.3.2), were received after the CM SERVICE REQUEST message was transmitted.

NOTE 1:
The RRC connection release cause that triggers the re-initiation of the MM connection establishment procedure is implementation specific.

b)
T3230 expiry


If T3230 expires (i.e. no response is given but a RR connection is available) the MM connection establishment is aborted and the requesting CM sublayer is informed. If no other MM connection exists then the mobile station shall proceed as described in subclause 4.5.3.1 for release of the RR connection. Otherwise the mobile station shall return to the MM sublayer state where the request of an MM connection was received, i.e. to MM sublayer state MM connection active. Other ongoing MM connections (if any) shall not be affected.

c)
Reject cause values #95, #96, #97, #99, #100, #111 received


The same actions as on timer expiry shall be taken by the mobile station.

d)
Random access failure or RR connection establishment failure without "Extended Wait Time" received from lower layers

If the mobile station detects a random access failure or RR connection establishment failure during the establishment of an MM connection, it aborts the MM connection establishment and gives an indication to the CM entity that requested the MM connection establishment.

NOTE 2:
Further actions of the mobile station depend on the RR procedures and MM specific procedures during which the abnormal situation has occurred and are described together with those procedures.

e)
Access barred because of access class control


The MM connection establishment shall not be initiated. The MS stays in the current serving cell and applies normal cell reselection process. The MM connection establishment may be initiated by CM layer if it is still necessary, i.e. when access is granted or because of a cell change.

f)
Indication that a CS fallback to GERAN or UTRAN has failed


If EMM indicates that the CS fallback to GERAN or UTRAN failed, the MM sublayer shall abort the MM connection establishment and inform the requesting CM sublayer.
g)
"Extended wait time" for CS domain from the lower layers


The MS shall abort the MM connection establishment and stop timer T3230 if still running.


If the CM SERVICE REQUEST message contained the low priority indicator set to "MS is configured for NAS signalling low priority", the MS shall start timer T3246 with the "Extended wait time" value.


In other cases the MS shall ignore the "Extended wait time".

The MM connection establishment is started, if still necessary, when timer T3246 expires or is stopped.

h)
Timer T3246 is running


The MM connection establishment shall not be initiated unless the MS is establishing an emergency call or the MS is an MS configured to use AC11 – 15 in selected PLMN. The MS stays in the current serving cell and applies normal cell reselection process. The MM connection establishment is started, if still necessary, when timer T3246 expires or is stopped.
Network side:

a)
RR connection failure


The actions to be taken upon RR connection failure within a MM common procedure are described together with that procedure. A RR connection failure occurring outside such MM common procedures, shall trigger the release of all active MM connections if any.

b)
Invalid message or message content


Upon reception of an invalid initial message or a CM SERVICE REQUEST message with invalid content, a CM SERVICE REJECT message shall be returned with one of the following appropriate Reject cause indications:

#  95:
Semantically incorrect message

#  96:
Mandatory information element error

#  97:
Message type non-existent or not implemented

#  99:
Information element non-existent or not implemented

# 100:
Conditional IE error

# 111:
Protocol error, unspecified


When the CM SERVICE REJECT message has been sent, the network may start RR connection release if no other MM connections exist or if the abnormal condition also has influence on the other MM connections.

* * * next change * * * 
4.5.1.3.3
Paging response in Iu mode (Iu mode only)

The network may initiate the paging procedure for CS services when the MS is IMSI attached for CS services. To initiate the procedure, the MM entity requests the RR sublayer to initiate paging (see 3GPP TS 25.331 [23c] and 3GPP TS 25.413 [19c]) for CS services.

At reception of a paging message, the RR sublayer in the MS shall deliver a paging indication to the MM sublayer if the paging was initiated by the MM entity in the network (see 3GPP TS 25.331 [23c]) and the MS shall stop the timer T3246, if running. The MS shall respond with the PAGING RESPONSE message defined in 3GPP TS 44.018 [84], subclause 9.1.25. For reasons of backward compatibility the paging response shall use the RR protocol discriminator.

If the MS receives a paging request for CS services during an ongoing MM procedure, and the MS has already requested the establishment of a radio connection, the MS shall ignore the paging request and the MS and the network shall continue the MM procedure.

* * * next change * * * 
4.5.1.6.1
Call re-establishment, initiation by the mobile station

NOTE:
The network is unable to initiate call re-establishment.

If at least one request to re-establish an MM connection is received from a CM entity as a response to the indication that the MM connection is interrupted (see subclause 4.5.2.3.) the mobile station initiates the call re-establishment procedure. If several CM entities request re-establishment only one re-establishment procedure is initiated. If any CM entity requests re-establishment, then re-establishment of all transactions belonging to all Protocol Discriminators that permit Call Re-establishment shall be attempted.

Upon request of a CM entity to re-establish an MM connection the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR REESTABLISH. This request contains an establishment cause and a CM RE-ESTABLISHMENT REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer, the MM sublayer of the mobile station starts timer T3230, gives an indication to all CM entities that are being re-established, and remains in the MM sublayer state WAIT FOR REESTABLISH.

The CM RE-ESTABLISHMENT REQUEST message contains the

-
mobile identity according to subclause 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number.

NOTE:
Whether or not a CM entity can request re-establishment depends upon the Protocol Discriminator. The specifications for Short Message Service (3GPP TS 24.011 [22]), Call Independent Supplementary Services (3GPP TS 24.010 [21]) and Location Services (3GPP TS 44.071 [23a]) do not currently specify any re-establishment procedures.

For a shared GERAN in A/Gb mode, if the MS is a GERAN network sharing supporting MS, the chosen PLMN identity shall be indicated to the GERAN in the CM RE-ESTABLISHMENT REQUEST message using the Skip Indicator IE as specified in subclause 10.3.1.

Upon receiving a CM RE-ESTABLISHMENT REQUEST message, the network shall analyse its content. Depending on the type of request, the network may start any of the MM common procedures and RR procedures.

The network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see subclause 4.3.3) may be invoked.

The network may invoke the authentication procedure (see subclause 4.3.2).

In A/Gb mode, the network decides if the security mode setting procedure shall be invoked (see 3GPP TS 44.018 [84] subclause 3.4.7).

An indication from the RR sublayer that the security mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. 

In Iu mode, the network decides if the security mode control procedure shall be invoked (see 3GPP TS 25.331 [23c]). An indication from the RR sublayer that the security mode control procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

The MM connection re-establishment is completed, timer T3230 shall be stopped, all CM entities associated with the re-establishment shall be informed, and MM sublayer state MM CONNECTION ACTIVE is re-entered. All the MM connections are considered to be active.

If the network cannot associate the re-establishment request with any existing call for that mobile station, a CM SERVICE REJECT message is returned with the reject cause:

#38
"call cannot be identified"

If call re-establishment cannot be performed for other reasons, a CM SERVICE REJECT is returned, the appropriate reject cause may be any of the following (see annex G):

# 4


"IMSI unknown in VLR";

# 6


"illegal ME";

#17
"network failure";

#22
"congestion";

#25
"not authorized for this CSG";
#32
"service option not supported";

#34
"service option temporarily out of order".

If the service request is rejected due to general NAS level mobility management congestion control, the network shall set the MM cause value to #22 "congestion" and assign a back-off timer T3246 (see 3GPP TS 23.012 [140]).
Whatever the reject cause a mobile station receiving a CM SERVICE REJECT as a response to the CM RE-ESTABLISHMENT REQUEST shall stop T3230, release all MM connections and proceed as described in subclause 4.5.3.1. In addition:

-
if cause value #4 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to NOT UPDATED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating. The CM re-establishment request shall not be memorized during the location updating procedure.

-
if cause value #6 is received, the mobile station deletes any TMSI, LAI and ciphering key sequence number in the SIM/USIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM/USIM according to subclause 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The MS shall consider the SIM/USIM as invalid for non-GPRS services until switch-off or the SIM/USIM is removed.
-
If cause value # 22 is received, the T3246 value IE is present in the CM SERVICE REJECT message and the value indicates that this timer is neither zero nor deactivated, the MS shall abort the re-establishment, release any MM connections, and proceed as specified in subclause 4.5.3.1. The MS shall stop timer T3246 if it is running. If the CM SERVICE REJECT message is integrity protected, the MS shall start timer T3246 with the value provided in the T3246 value IE. If the CM SERVICE REJECT message is not integrity protected, the MS shall start timer T3246 with a random value from the default range specified in table 11.1. The MS stays in the current serving cell and applies the normal cell reselection process. The CM RE-ESTABLISHMENT REQUEST procedure should not be restarted when timer T3246 expires or is stopped.

If cause value #22 is received, the T3246 value IE is not present in the CM SERVICE REJECT message or if the value provided in the T3246 value IE indicates that this timer is zero or deactivated, the MS shall abort the re-establishment, release any MM connections, and proceed as specified in subclause 4.5.3.1.
-
if cause value #25 is received from a CSG cell and the mobile station is in UTRAN Iu mode, the MS shall check whether the CM SERVICE REJECT message with cause #25 is integrity protected. If the message is not integrity protected, the MS shall discard the message. Otherwise, the MS shall remove the entry corresponding to the CSG ID and associated PLMN identity of the cell where the MS has sent the CM SERVICE REQUEST message from the Allowed CSG list if the CSG ID and associated PLMN identity are contained in the Allowed CSG list, and enter the MM sublayer state WAIT FOR NETWORK COMMAND. If the CSG ID and associated PLMN identity of the cell where the MS has sent the CM SERVICE REQUEST message is contained in the Operator CSG list, the MS shall proceed as specified in 3GPP TS 23.122 [14] subclause 3.1A.


If cause value #25 is received and the cell is not a CSG cell or the MS is not in UTRAN Iu mode, the MS shall discard the CM SERVICE REJECT message.
* * * next change * * * 
4.5.1.9
MM connection establishment due to Dual Radio Voice Call Continuity (DRVCC) access transfer
The MM Connection establishment procedures for a dual radio voice call continuity (DRVCC) access transfer follow the procedures described in subclause 4.5.1.1 with the following additions:

Upon request from the upper layers to set up a DRVCC call, the MS shall initiate the MM connection establishment and send a CM SERVICE REQUEST message. The MS shall include the Additional update parameters information element indicating "DRVCC call". If the MS determines that it is in a different location area than the stored location area, the MS shall first initiate a normal location updating procedure regardless of Network Mode of Operation. The MS shall indicate "follow-on request pending", shall include the Additional update parameters information element indicating "DRVCC call", and shall not include the MS network feature support information element in the LOCATION UPDATING REQUEST message.

The network may use the "DRVCC call" indication to decide whether to initiate any of the MM common procedures.
If the MS and the network have an established GSM security context or UMTS security context, the MS and the network may take the key(s) of the established security context into use as specified in subclause 4.3.2.7a.
* * * next change * * * 
4.7.1.9
Release of the PS signalling connection (Iu mode only)

In Iu mode, to allow the network to release the PS signalling connection (see 3GPP TS 25.331 [23c]) the MS:
a)
shall start the timer T3340 if the MS receives any of the reject cause values #11, #12, #13, #15 or #25;
b)
shall start the timer T3340 if the network indicates "no follow-on proceed" in the ROUTING AREA UPDATE ACCEPT or ATTACH ACCEPT message and user plane radio access bearers have not been setup;

c)
shall start the timer T3340 if the MS receives a DETACH ACCEPT message and the MS has set the detach type to "IMSI detach" in the DETACH REQUEST message and user plane radio access bearers have not been set up; or
d)
may start the timer T3340 if the MS receives any of the reject cause values #7 or #8.
Upon expiry of T3340, the MS shall release the established PS signalling connection (see 3GPP TS 25.331 [23c]).

In case b, if the MS has signalling pending, then it shall request a new PS signalling connection for further signalling.
In case b and c,

-
upon an indication from the lower layers that radio accesss bearer(s) is set up, the MS shall stop timer T3340 and may send uplink signalling via the existing PS signalling connection or user data via radio access bearer(s). If the MS is establishing a PDN connection for emergency bearer services or the MS is initiating a service request procedure to send user data for emergency bearer services, the MS shall send the uplink signalling via the existing PS signalling connection;
-
upon receipt of a REQUEST PDP CONTEXT ACTIVATION message, MODIFY PDP CONTEXT REQUEST message, DEACTIVATE PDP CONTEXT REQUEST message, REQUEST SECONDARY PDP CONTEXT ACTIVATION message or REQUEST MBMS CONTEXT ACTIVATION message, the MS shall stop timer T3340 and may send uplink signalling via the existing PS signalling connection. If the MS is establishing a PDN connection for emergency bearer services or the MS is initiating a service request procedure to send user data for emergency bearer services, the MS shall send the uplink signalling via the existing PS signalling connection; or

-
upon receipt of a DETACH REQUEST message, the MS shall stop timer T3340 and respond to the network initiated GPRS detach as specified in subclause 4.7.4.2.
If the MS receives the "Extended wait time" for PS domain from the lower layers when no attach, routing area updating or service request procedure is ongoing, the MS shall ignore the "Extended wait time".
If the MS needs to perform PLMN selection, the MS may release the established PS signalling connection (see 3GPP TS 25.331 [23c]).

* * * next change * * * 
4.7.2.5
RA Update procedure for Signalling Connection Re-establishment (Iu mode only)

When the MS receives an indication from the lower layers that the RRC connection has been released with cause "Directed signalling connection re-establishment", see 3GPP TS 25.331 [23c], then the MS shall enter PMM-IDLE mode and initiate immediately a normal routing area update procedure (the use of normal or combined procedure depends on the network operation mode in the current serving cell) regardless whether the routing area has been changed since the last update or not. This routing area update procedure shall also be performed or continued if the MS has performed an inter-system change towards GSM, irrespective whether the READY timer is running or the MS is in PMM-IDLE or PMM-CONNECTED mode.

* * * next change * * * 
4.7.3.1.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of access class control or ACDC

The GPRS attach procedure shall not be started. The MS stays in the current serving cell and applies normal cell reselection process. The GPRS attach procedure is started as soon as possible, i.e. when access is granted or because of a cell change.

If access is barred because of access class control, ACDC is applicable to the request from the upper layers and the MS supports ACDC, then the GPRS attach procedure shall be started.


If access is barred for a certain ACDC category, a request with a higher ACDC category is received from the upper layers and the MS supports ACDC, then the GPRS attach procedure shall be started.

If an access request for an uncategorized application is barred due to ACDC, a request with a certain ACDC category is received from the upper layers and the MS supports ACDC, then the GPRS attach procedure shall be started.

b)
Lower layer failure without "Extended Wait Time" received from lower layers before the ATTACH ACCEPT or ATTACH REJECT message is received


The procedure shall be aborted and the MS shall proceed as described below, except in the following implementation option cases b.1 and b.2.

b.1)
Release of PS signalling connection in Iu mode before the completion of the GPRS attach procedure


If the release of the PS signalling connection occurs before completion of the GPRS attach procedure, then the GPRS attach procedure shall be initiated again, if the following conditions apply:


i)
The original GPRS attach procedure was initiated over an existing PS signalling connection; and


ii)
 The GPRS attach procedure was not due to timer T3310 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Startum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the ATTACH REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", or "User inactivity" (see 3GPP TS 25.331 [23c])


The GPRS attach procedure shall be initiated again, if the following conditions apply:


i)
The original GPRS attach procedure was initiated over an existing RRC connection; and


ii)
 The GPRS attach procedure was not due to timer T3310 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the ATTACH REQUEST message was transmitted.

NOTE 1: 
The RRC connection release cause that triggers the re-initiation of the GPRS attach procedure is implementation specific.

c)
T3310 time-out


On the first expiry of the timer, the MS shall reset and restart timer T3310 and shall retransmit the ATTACH REQUEST message. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3310, the MS shall abort the GPRS attach procedure and, in Iu mode, release the PS signalling connection (see 3GPP TS 25.331 [23c]). The MS shall proceed as described below.

d)
ATTACH REJECT, other causes than those treated in subclause 4.7.3.1.4, and cases of GMM cause values #22 and #25, if considered as abnormal cases according to subclause 4.7.3.1.4

If the attach request is neither for emergency bearer services nor for initiating a PDN connection for emergency bearer services with attach type not set to "emergency attach", upon reception of the cause codes # 95, # 96, # 97, # 99 and # 111 the MS should set the GPRS attach attempt counter to 5.

The MS shall proceed as described below.

e)
Change of cell within the same RA (A/Gb mode only)


If a cell change occurs within the same RA when the MS is in state GMM-REGISTERED-INITIATED, then the cell update procedure shall be performed before completion of the attach procedure.

f)
Change of cell into a new routing area 


If a cell change into a new routing area occurs before an ATTACH ACCEPT or ATTACH REJECT message has been received, the GPRS attach procedure shall be aborted and re-initiated immediately. If a routing area border is crossed when the ATTACH ACCEPT message is received but before an ATTACH COMPLETE message is sent, the GPRS attach procedure shall be aborted and the routing area updating procedure shall be initiated. If a P-TMSI was allocated during the GPRS attach procedure, this P-TMSI shall be used in the routing area updating procedure. If a P-TMSI signature was allocated together with the P-TMSI during the GPRS attach procedure, this P-TMSI signature shall be used in the routing area updating procedure. 

g)
Mobile originated detach required


If the MS is in state GMM-REGISTERED-INITIATED, the GPRS attach procedure shall be aborted and the GPRS detach procedure shall be performed (see subclause 4.7.4.1).

h)
Detach procedure collision


If the MS receives a DETACH REQUEST message from the network in state GMM-REGISTERED-INITIATED with detach type "re-attach not required" and no cause code, or "re-attach not required"' and the cause code is not #2 "IMSI unknown in HLR", the GPRS detach procedure shall be progressed and the GPRS attach procedure shall be aborted. Otherwise the GPRS attach procedure shall be progressed and the DETACH REQUEST message shall be ignored.
i)
"Extended wait time" for PS domain from the lower layers


If the ATTACH REQUEST message contained the low priority indicator set to "MS is configured for NAS signalling low priority", the MS shall start timer T3346 with the "Extended wait time" value and reset the attach attempt counter.


In other cases the MS shall ignore the "Extended wait time".

The MS shall abort the attach procedure, stay in the current serving cell, change the state to GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH and apply the normal cell reselection process.

j)
Timer T3346 is running


The MS shall not start the GPRS attach procedure unless the MS needs to attach for emergency bearer services or the MS is an MS configured to use AC11 – 15 in selected PLMN or the MS needs to attach without the NAS signalling low priority indication and if the timer T3346 was started due to rejection of a NAS request message (e.g. ATTACH REQUEST, ROUTING AREA UPDATE REQUEST or SERVICE REQUEST) which contained the  low priority indicator set to "MS is configured for NAS signalling low priority". The MS stays in the current serving cell and applies normal cell reselection process. 
NOTE 2:
It is considered an abnormal case if the MS needs to initiate an attach procedure while timer T3346 is running independent on whether timer T3346 was started due to an abnormal case or a non successful case.
In cases b, c, d, i and j, the MS shall proceed as follows:

-
Timer T3310 shall be stopped if still running.
-
For the cases b, c, d, and i when the "Extended wait time" is ignored, if the attach request is neither for emergency bearer services nor for initiating a PDN connection for emergency bearer services with attach type not set to "emergency attach", the GPRS attach attempt counter shall be incremented.

-
If the GPRS attach attempt counter is less than 5:

-
for the cases i and j, the GPRS attach procedure is started, if still necessary, when timer T3346 expires or is stopped.
-
for the cases b, c, d, and i when the "Extended wait time" is ignored, if the attach request is neither for emergency bearer services nor for initiating a PDN connection for emergency bearer services with attach type not set to "emergency attach", timer T3311 is started and the state is changed to GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH.

-
If the GPRS attach attempt counter is greater than or equal to 5:

-
the MS shall delete any RAI, P-TMSI, P-TMSI signature, list of equivalent PLMNs, and GPRS ciphering key sequence number, shall set the GPRS update status to GU2 NOT UPDATED, shall start timer T3302. The state is changed to GMM-DEREGISTERED. ATTEMPTING-TO-ATTACH or optionally to GMM-DEREGISTERED.PLMN-SEARCH (see subclause 4.2.4.1.2) in order to perform a PLMN selection according to 3GPP TS 23.122 [14].

-
If S1 mode is supported by the MS, the MS shall in addition handle the EMM parameters EMM state, EPS update status, GUTI, last visited registered TAI, TAI list and KSI as specified in 3GPP TS 24.301 [120] for the abnormal case when a normal attach procedure fails and the attach attempt counter is equal to 5.
* * * next change * * * 
4.7.4.1.4
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
T3321 time-out


On the first expiry of the timer, the MS shall retransmit the DETACH REQUEST message and shall reset and restart timer T3321. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3321, the GPRS detach procedure shall be aborted, the MS shall change to state:

-
MM-NULL if "IMSI detach" was requested; 

-
GMM-REGISTERED.NORMAL-SERVICE if "IMSI Detach" was requested;

-
GMM-DEREGISTERED if "GPRS detach" was requested;

-
GMM-DEREGISTERED and MM-NULL if "GPRS/IMSI" detach was requested.

b)
Lower layer failure before reception of DETACH ACCEPT message


The detach procedure is aborted and the MS shall change to one of the following states, except in the following implementation option cases b.1, b.2 and b3: 

-
MM-NULL if "IMSI detach" was requested;

-
GMM-REGISTERED.NORMAL-SERVICE if "IMSI Detach" was requested;

-
GMM-DEREGISTERED if "GPRS detach" was requested;

-
GMM-DEREGISTERED and MM-NULL if "IMSI/GPRS" detach was requested.

b.1)
Release of PS signalling connection before the completion of the GPRS detach procedure


The release of the PS signalling connection before completion of the GPRS detach procedure shall result in the GPRS detach procedure being initiated again, if the following conditions apply:


i)
The original GPRS detach procedure was initiated over an existing PS signalling connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the DETACH REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with cause different than "Directed signalling connection re-establishment", for example, "Normal", or"User inactivity" (see 3GPP TS 25.331 [23c])


The GPRS detach procedure shall be initiated again, if the following conditions apply:


i)
The original GPRS detach procedure was initiated over an exisiting RRC connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the DETACH REQUEST message was transmitted.

NOTE: 
The RRC connection release cause different than "Directed signalling connection re-establishment" that triggers the re-initiation of the GPRS detach procedure is implementation specific. 

b.3)
RR release in Iu mode (i.e. RRC connection release) with cause "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [23c])


The routing area updating procedure shall be initiated followed by completion of the GPRS detach procedure if the following conditions apply:


i)
The original GPRS detach procedure was not due to SIM removal; and


ii)
The original GPRS detach procedure was not due to a rerun of the procedure due to "Directed signalling connection reestablishment".

c)
Detach procedure collision


GPRS detach containing cause "power off":

-
If the MS receives a DETACH REQUEST message before the MS initiated GPRS detach procedure has been completed, this message shall be ignored and the MS initiated GPRS detach procedure shall continue.


GPRS detach containing other causes than "power off":

-
If the MS receives a DETACH REQUEST message before the MS initiated GPRS detach procedure has been completed, the MS shall treat the message as specified in subclause 4.7.4.2.2 with the following modifications:
-
If the DETACH REQUEST message received by the MS contains detach type "re-attach required", and the MS initiated detach procedure is with detach type "GPRS detach" or "Combined GPRS/IMSI detach", the MS need not initiate the GPRS attach or combined GPRS attach procedure.
-
If the DETACH REQUEST message received by the MS contains detach type "IMSI detach", and the MS initiated detach procedure is with detach type "IMSI detach", the MS in operation mode A or B in network operation mode I need not re-attach to non-GPRS services.
-
If the DETACH REQUEST message received by the MS contains detach type "IMSI detach", and the MS initiated detach procedure is with detach type "GPRS detach" or "combined GPRS/IMSI detach", the MS shall progress both procedures. The MS in operation mode A or B in network operation mode I need not re-attach to non-GPRS services.
d)
Detach and GMM common procedure collision


GPRS detach containing cause "power off":

-
If the MS receives a message used in a GMM common procedure before the GPRS detach procedure has been completed, this message shall be ignored and the GPRS detach procedure shall continue.

GPRS detach containing other causes than "power off" and containing detach type "IMSI detach":

-
If the MS receives a message used in a GMM common procedure before the GPRS detach procedure has been completed, both the GMM common procedure and the GPRS detach procedure shall continue.

GPRS detach containing other causes than "power off" and containing other detach types than "IMSI detach":

-
If the MS receives a P-TMSI REALLOCATION COMMAND, a GMM STATUS, or a GMM INFORMATION message before the GPRS detach procedure has been completed, this message shall be ignored and the GPRS detach procedure shall continue. 

-
If the MS receives an AUTHENTICATION AND CIPHERING REQUEST or IDENTITY REQUEST message, before the GPRS detach procedure has been completed, the MS shall respond to it as described in subclauses 4.7.7 and 4.7.8 respectively.

e)
Change of cell within the same RA (A/Gb mode only)


If a cell change occurs within the same RA before a DETACH ACCEPT message has been received, then the cell update procedure shall be performed before completion of the detach procedure.

f)
Change of cell into a new routing area


If a cell change into a new routing area occurs before a DETACH ACCEPT message has been received, the GPRS detach procedure shall be aborted and re-initiated after successfully performing a routing area updating procedure. If the detach procedure is performed due to the removal of the SIM/USIM or the MS is to be switched off, the MS shall abort the detach procedure and enter the state GMM-DEREGISTERED.

g)
Access barred because of access class control


The signalling procedure for GPRS detach shall not be started. The MS starts the signalling procedure as soon as possible and if still necessary, i.e. when the barred state is removed or because of a cell change, or performs a local detach immediately or after an implementation dependent time. 
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Figure 4.7.4/1 3GPP TS 24.008: MS initiated GPRS detach procedure

* * * next change * * * 
4.7.5.1.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of access class control or ACDC

The routing area updating procedure shall not be started. The MS stays in the current serving cell and applies the normal cell reselection process. The procedure is started as soon as possible and if still necessary, i.e. when the barred state is removed or because of a cell change.

If access is barred because of access class control, the upper layers request PS signalling connection, ACDC is applicable to the request and the MS supports ACDC, then the routing area updating procedure shall be started according to subclause 4.7.5.1.1.


If access is barred for a certain ACDC category, and if the upper layers request PS signalling connection for a higher ACDC category and the MS supports ACDC, then the routing area updating procedure shall be started according to subclause 4.7.5.1.1.

If an access request for an uncategorized application is barred due to ACDC , and if the upper layers request PS signalling connection for a certain ACDC category and the MS supports ACDC, then the routing area updating procedure shall be started according to subclause 4.7.5.1.1.

b)
Lower layer failure without "Extended Wait Time" received from lower layers before the ROUTING AREA UPDATE ACCEPT or ROUTING AREA UPDATE REJECT message is received


The procedure shall be aborted and the MS shall proceed as described below, except in the following implementation option cases b.1 and b.2.

b.1)
Release of PS signalling connection before the completion of the routing area updating procedure


The routing area updating procedure shall be initiated again, if the following conditions apply:


i)
The original routing area update procedure was initiated over an existing PS signalling connection; and


ii)
 The routing area update procedure was not due to timer T3330 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection were (e.g. PS authentication procedure, see subclause 4.7.7) received after the ROUTING AREA UPDATE REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with, for example, cause "Normal", or "User inactivity" or "Direct signalling connection re-establishment" (see 3GPP TS 25.331 [23c])


The routing area updating procedure shall be initiated again, if the following conditions apply:


i)
The original routing area update procedure was initiated over an existing RRC connection; and


ii)
 The routing area update procedure was not due to timer T3330 expiry; and


iii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection (e.g. PS authentication procedure, see subclause 4.7.7) were received after the ROUTING AREA UPDATE REQUEST message was transmitted.

NOTE 1: 
The RRC connection release cause that triggers the re-initiation of the routing area update procedure is implementation specific. 

c)
T3330 time-out


The procedure is restarted four times, i.e. on the fifth expiry of timer T3330, the MS shall abort the procedure and, in Iu mode, release the PS signalling connection (see 3GPP TS 25.331 [23c]). The MS shall proceed as described below.

d)
ROUTING AREA UPDATE REJECT, other causes than those treated in subclause 4.7.5.1.4, and cases of GMM cause values #22 and #25, if considered as abnormal cases according to subclause 4.7.5.1.4

If the routing area updating request is not for initiating a PDN connection for emergency bearer services, upon reception of the cause codes # 95, # 96, # 97, # 99 and # 111 the MS should set the routing area updating attempt counter to 5.

The MS shall proceed as described below.

e)
If a routing area border is crossed, when the MS is in state GMM-ROUTING-AREA-UPDATE-INITIATED, the routing area updating procedure shall be aborted and re-initiated immediately. The MS shall set the GPRS update status to GU2 NOT UPDATED.

f)
In A/Gb mode, if a cell change occurs within the same RA, when the MS is in state GMM-ROUTING-AREA-UPDATE-INITIATED, the cell update procedure is performed, before completion of the routing area updating procedure.

g)
Routing area updating and detach procedure collision


GPRS detach containing detach type "re-attach required" or "re-attach not required":


If the MS receives a DETACH REQUEST message before the routing area updating procedure has been completed, the routing area updating procedure shall be aborted and the GPRS detach procedure shall be progressed. If the DETACH REQUEST message contains detach type "re-attach not required" and GMM cause #2 "IMSI unknown in HLR", the MS will follow the procedure as described below for the detach type "IMSI detach".

GPRS detach containing detach type "IMSI detach":


If the MS receives a DETACH REQUEST message before the routing area updating procedure has been completed, the routing area updating procedure shall be progressed, i.e. the DETACH REQUEST message shall be ignored.

The MS shall proceed as described below.
h)
Routing area updating and P-TMSI reallocation procedure collision


If the MS receives a P-TMSI REALLOCATION C0MMAND message before the routing area updating procedure has been completed, the P-TMSI reallocation procedure shall be aborted and the routing area updating procedure shall be progressed.
i)
"Extended wait time" for PS domain from the lower layers

If the ROUTING AREA UPDATE REQUEST message contained the low priority indicator set to "MS is configured for NAS signalling low priority", the MS shall start timer T3346 with the "Extended wait time" value and reset the routing area updating attempt counter.


In other cases the MS shall ignore the "Extended wait time".

The MS shall abort the routing area updating procedure, stay in the current serving cell, set the GPRS update status to GU2 NOT UPDATED, change the state to GMM-REGISTERED.ATTEMPTING-TO-UPDATE and apply the normal cell reselection process.


If the MS had used eDRX before initiating routing area updating procedure, then the MS shall continue to use the eDRX with the extended DRX parameters IE received during the last attach or routing area updating procedure.

The MS shall proceed as described below.

j)
Timer T3346 is running


The MS shall not start the routing area updating procedure unless:

-
the MS is an MS configured to use AC11 – 15 in selected PLMN;

-
the MS is in PMM-CONNECTED mode (Iu mode);

-
the MS receives a paging;

-
the MS has a PDN connection for emergency bearer services established;

-
the MS is establishing a PDN connection for emergency bearer services; or
-
the MS has a PDN connection established without the NAS signalling low priority indication or is establishing a PDN connection without the NAS signalling low priority indication and if the timer T3346 was started due to rejection of a NAS request message (e.g. ATTACH REQUEST, ROUTING AREA UPDATE REQUEST or SERVICE REQUEST) which contained the low priority indicator set to "MS is configured for NAS signalling low priority".
The MS stays in the current serving cell and applies the normal cell reselection process.
NOTE 2:
It is considered an abnormal case if the MS needs to initiate an routing area updating procedure while timer T3346 is running independent on whether timer T3346 was started due to an abnormal case or a non successful case.

If the stored RAI is different to the RAI of the current serving cell or the TIN indicates "GUTI", the MS shall set the GPRS update status to GU2 NOT UPDATED and change to state GMM-REGISTERED.ATTEMPTING-TO-UPDATE.


The MS shall proceed as described below.

k)
Mobile originated detach required


GPRS detach due to removal of the USIM or due to switch off:


If the MS is in the state GMM-ROUTING-AREA-UPDATE-INITIATED, the routing area updating procedure shall be aborted and the GPRS detach procedure shall be performed (see subclause 4.7.4.1).


GPRS detach not due to removal of the USIM and not due to switch off:


The MS shall initiate the MS initiated detach procedure after successful completion of the routing area updating procedure.
In cases b, c, d, e, g with detach type "re-attach required" or "re-attach not required" with GMM cause other than #2 "IMSI unknown in HLR", and i, the MS shall stop any ongoing transmission of user data.

In cases b, c, d, i and j the MS shall proceed as follows:


Timer T3330 shall be stopped if still running.

For the cases b, c, d, and i when the "Extended wait time" is ignored, if the routing area updating request is not for initiating a PDN connection for emergency bearer services, the routing area updating attempt counter shall be incremented.


If the routing area updating attempt counter is less than 5, and the stored RAI is equal to the RAI of the current serving cell and the GPRS update status is equal to GU1 UPDATED and the TIN does not indicate "GUTI":

-
the MS shall keep the GPRS update status to GU1 UPDATED and changes state to GMM-REGISTERED.NORMAL-SERVICE. The MS shall start timer T3311.
-
If in addition the ROUTING AREA UPDATE REQUEST message indicated "periodic updating", none of the other reasons for initiating the routing area updating procedure listed in subclause 4.7.5.1 was applicable, and the ROUTING AREA UPDATE REQUEST message did not include a Requested READY timer value IE, T3324 value IE, T3312 extended value IE or Extended DRX parameters IE, 

-
in Iu mode, the timer T3311 may be stopped when the MS enters PMM-CONNECTED mode;

-
in A/Gb mode, the timer T3311 may be stopped when the READY timer is started.

-
If timer T3311 expires the routing area updating procedure is triggered again.


If the routing area updating attempt counter is less than 5, and the stored RAI is different to the RAI of the current serving cell or the GPRS update status is different to GU1 UPDATED or the TIN indicates "GUTI":

-
for the cases i and j, the routing area updating procedure is started, if still necessary, when timer T3346 expires or is stopped.
-
for the cases b, c, d, and i when the "Extended wait time" is ignored, if the routing area updating request is not for initiating a PDN connection for emergency bearer services, the MS shall start timer T3311, shall set the GPRS update status to GU2 NOT UPDATED and changes state to GMM-REGISTERED.ATTEMPTING-TO-UPDATE.
-
If S1 mode is supported by the MS, the MS shall in addition handle the EPS update status as specified in 3GPP TS 24.301 [120] for the abnormal case when a normal or periodic tracking area updating procedure fails and the tracking area updating attempt counter is less than 5 and the EPS update status is different from EU1 UPDATED.

If the routing area updating attempt counter is greater than or equal to 5:

-
the MS shall start timer T3302, and shall set the GPRS update status to GU2 NOT UPDATED. An MS which is a GPRS MS in MS operation modes C shall also delete the list of equivalent PLMNs. The MS shall also enter the state GMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally the GMM-REGISTERED.PLMN-SEARCH state (see subclause 4.2.5.1.8) in order to perform a PLMN selection according to 3GPP TS 23.122 [14].
-

If S1 mode is supported by the MS, the MS shall in addition handle the EPS update status as specified in 3GPP TS 24.301 [120] for the abnormal case when a normal or periodic tracking area updating procedure fails and the tracking area updating attempt counter is equal to 5.
-
If the MS does not enter the state GMM-REGISTERED.PLMN-SEARCH, then

-
a GPRS MS operating in MS operation mode A in network operation mode I shall proceed with appropriate MM specific procedures. If the MS operating in MS operation mode A is in an ongoing circuit-switched transaction, it shall initiate the appropriate MM specific procedure after the circuit-switched transaction has been released. The MM sublayer of the MS operating in MS operation mode A shall act as in network operation mode II as long as the combined GMM procedures are not successful and no new RA is entered;

-
if the update type is "periodic updating", a GPRS MS operating in MS operation mode B in network operation mode I shall proceed with appropriate MM specific procedures. The MM sublayer shall act as in network operation mode II as long as the combined GMM procedures are not successful and no new RA is entered; and

-
a GPRS MS operating in MS operation mode A or B in network operation mode II which is configured to use CS fallback and SMS over SGs, or SMS over SGs only, and which did not perform a successful generic location updating procedure since the last intersystem change from S1 mode to A/Gb or Iu mode shall proceed with appropriate MM specific procedures.

* * * next change * * * 
4.7.7c
Change of the ciphering algorithm at PS Handover

For PS handover to A/Gb mode (see subclause 10.5.1.14 and 3GPP TS 44.060 [76]) the network shall either assign a GSM ciphering algorithm to be used in the target cell or deactivate ciphering in the target cell. The MS shall start to use the new GSM ciphering algorithm or deactivate ciphering upon an indication from the lower layers that the PS handover procedure has been successfully completed (see 3GPP TS 44.060 [76])

After PS handover to Iu mode (see 3GPP TS 25.331 [23c]) the network shall activate integrity protection and shall either assign a ciphering algorithm to be used in the target cell or deactivate ciphering in the target cell, using the security mode control procedure (3GPP TS 25.331 [23c]).

If the GSM ciphering algorithm is changed at PS handover and the routing area updating procedure triggered by the PS handover procedure is not accepted by the network, the MS shall delete any GPRS ciphering key sequence number and proceed as specified in subclauses 4.7.5.1.4 and 4.7.5.2.4. If the routing area updating procedure fails, because the radio resources assigned in the new cell are released before the MS receives a ROUTING AREA UPDATE ACCEPT message, the MS shall delete any GPRS ciphering key sequence number and proceed as specified in subclauses 4.7.5.1.5 item b and 4.7.5.2.5, respectively.

* * * next change * * * 
4.7.13.5
Abnormal cases in the MS

The following abnormal cases can be identified:

a)
Access barred because of access class control or ACDC

The Service request procedure shall not be started. The MS stays in the current serving cell and applies normal cell reselection process. The Service request procedure may be started by CM layer if it is still necessary, i.e. when access is granted or because of a cell change.

If access is barred because of access class control, the service request is initiated due to a request from upper layers for PS signalling connection, ACDC is applicable to the request and the MS supports ACDC, then the service request procedure shall be started.


If access is barred for a certain ACDC category, and if the service request is initiated due to a request from upper layers for PS signalling connection for a higher ACDC category and the MS supports ACDC, then the service request procedure shall be started.

If an access request for an uncategorized application is barred due to ACDC , and if the service request is initiated due to a request from upper layers for PS signalling connection for a certain ACDC category and the MS supports ACDC, then the service request procedure shall be started.
b)
Lower layer failure without "Extended Wait Time" received from lower layers before the security mode control procedure is completed, SERVICE ACCEPT or SERVICE REJECT message is received


The procedure shall be aborted except in the following implementation option cases b.1, b.2 and b.3.

b.1)
Release of PS signalling connection in Iu mode (i.e. RRC connection release) before the completion of the service request procedure


The service request procedure shall be initiated again, if the following conditions apply:


i)
The original service request procedure was initiated over an existing PS signalling connection; and


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection were received after the SERVICE REQUEST message was transmitted.

b.2)
RR release in Iu mode (i.e. RRC connection release) with cause different than "Directed signalling connection re-establishment", for example, "Normal", or "User inactivity" (see 3GPP TS 25.331 [23c])


The service request procedure shall be initiated again, if the following conditions apply:


i)
The original service request procedure was initiated over an existing RRC connection and,


ii)
No SECURITY MODE COMMAND message and no Non-Access Stratum (NAS) messages relating to the PS signalling connection were received after the SERVICE REQUEST messge was transmitted.

NOTE: 
The RRC connection release cause different than "Directed signalling connection re-establishment" that triggers the re-initiation of the service request procedure is implementation specific. 

b.3)
RR release in Iu mode (i.e. RRC connection release) with cause "Directed signalling connection re-establishment" (see 3GPP TS 25.331 [23c])


The routing area updating procedure shall be initiated followed by a rerun of the service request procedure if the following condition applies:


i)
The service request procedure was not due to a rerun of the procedure due to "Directed signalling connection re-establishment".

c)
T3317 expired


The MS shall enter GMM-REGISTERED state.

If the MS is in PMM-IDLE mode then the MS shall increment the service request attempt counter, abort the procedure and release locally any resources allocated for the service request procedure. If the service request procedure is initiated to establish a PDN connection for emergency bearer services or the MS has a PDN connection for emergency bearer services established or the MS is an MS configured to use AC11 – 15 in selected PLMN, the service request counter shall not be incremented. If the service request attempt counter is greater than or equal to 5, the MS shall start timer T3325. The MS shall not attempt service request until expiry of timer T3325 unless:

-
the service request is in response to paging from the network;
-
the MS is an MS configured to use AC11 – 15 in selected PLMN;
-
the service request is initiated to establish a PDN connection for emergency bearer services;

-
the MS has a PDN connection for emergency bearer services established; or

-
the MS is registered in a new PLMN.
If the MS is in PMM-CONNECTED mode, then the procedure shall be aborted.

d)
SERVICE REJECT received, other causes than those treated in subclause 4.7.13.4, and cases of GMM cause values #22 and #25, if considered as abnormal cases according to subclause 4.7.13.4

The procedure shall be aborted.

e)
Routing area update procedure is triggered 


If a cell change into a new routing area occurs and the necessity of routing area update procedure is determined before the security mode control procedure is completed, a SERVICE ACCEPT or SERVICE REJECT message has been received, the Service request procedure shall be aborted and the routing area updating procedure is started immediately. Follow-on request pending may be indicated in the ROUTING AREA UPDATE REQUEST for the service, which was the trigger of the aborted Service request procedure, to restart the pending service itself or the Service request procedure after the completion of the routing area updating procedure. If the Service type of the aborted SERVICE REQUEST was indicating "data", then the routing area update procedure may be followed by a re-initiated Service request procedure indicating "data", if it is still necessary. If the Service type was indicating "MBMS multicast service reception", or "MBMS broadcast service reception" the Service request procedure shall be aborted.
f)
Power off


If the MS is in state GMM-SERVICE-REQUEST-INITIATED at power off, the GPRS detach procedure shall be performed. 

g)
Detach procedure collision

GPRS detach containing detach type "re-attach required" or "re-attach not required":

If the MS receives a DETACH REQUEST message from the network in state GMM-SERVICE-REQUEST-INITIATED, the GPRS detach procedure shall be progressed and the Service request procedure shall be aborted. If the GMM cause IE, in the DETACH REQUEST message, indicated a "re-attach required", the GPRS attach procedure shall be performed. If the DETACH REQUEST message contains detach type "re-attach not required" and GMM cause #2 "IMSI unknown in HLR", the MS will follow the procedure as described below for the detach type "IMSI detach".

GPRS detach containing detach type "IMSI detach":

If the MS receives a DETACH REQUEST message from the network in state GMM-SERVICE-REQUEST-INITIATED, the network and the MS shall progress both procedures.
h)
"Extended wait time" for PS domain from the lower layers


The MS shall abort the service request procedure, enter state GMM-REGISTERED, and stop timer T3317 if still running.


If the SERVICE REQUEST message contained the low priority indicator set to "MS is configured for NAS signalling low priority", the MS shall start timer T3346 with the "Extended wait time" value.


In other cases the MS shall ignore the "Extended wait time".

The MS stays in the current serving cell and applies normal cell reselection process. The service request procedure is started, if still necessary, when timer T3346 expires or is stopped.
m)
Timer T3346 is running

The MS shall not start the service request procedure unless:
-
the MS receives a paging; or
-
the MS is an MS configured to use AC11 – 15 in selected PLMN; or
-
the MS has a PDN connection for emergency bearer services established; or
-
the MS is establishing a PDN connection for emergency bearer services; or
-
the MS has a PDN connection established without the NAS signalling low priority indication or is establishing a PDN connection without the NAS signalling low priority indication, the timer T3302 and the timer T3311 are not running and the timer T3346 was started due to rejection of a NAS request message (e.g. ATTACH REQUEST, ROUTING AREA UPDATE REQUEST or SERVICE REQUEST) which contained the low priority indicator set to "MS is configured for NAS signalling low priority".

The MS stays in the current serving cell and applies normal cell reselection process. The service request procedure is started, if still necessary, when timer T3346 expires or is stopped.
* * * next change * * * 
5.1.1
General

This subclause describes the call control (CC) protocol, which is one of the protocols of the Connection Management (CM) sublayer (see 3GPP TS 24.007 [20]).

Every mobile station must support the call control protocol. If a mobile station does not support any bearer capability at all then it shall respond to a SETUP message with a RELEASE COMPLETE message as specified in subclause 5.2.2.2.

In Iu mode only, integrity protected signalling (see subclause 4.1.1.1.1 of the present document and in general, see 3GPP TS 33.102 [5a]) is mandatory. In Iu mode only, all protocols shall use integrity protected signalling. Integrity protection of all CC signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (see 3GPP TS 25.331 [23c]).

In the call control protocol, more than one CC entity are defined. Each CC entity is independent from each other and shall communicate with the correspondent peer entity using its own MM connection. Different CC entities use different transaction identifiers.

With a few exceptions the present document describes the call control protocol only with regard to two peer entities. The call control entities are described as communicating finite state machines which exchange messages across the radio interface and communicate internally with other protocol (sub)layers. This description is only normative as far as the consequential externally observable behaviour is concerned.

Certain sequences of actions of the two peer entities compose "elementary procedures" which are used as a basis for the description in this subclause. These elementary procedures may be grouped into the following classes:

-
call establishment procedures;

-
call clearing procedures;

-
call information phase procedures;

-
miscellaneous procedures.

The terms "mobile originating" or "mobile originated" (MO) are used to describe a call initiated by the mobile station. The terms "mobile terminating" or "mobile terminated" (MT) are used to describe a call initiated by the network.

Figure 5.1a/3GPP TS 24.008 gives an overview of the main states and transitions on the mobile station side. 

The MS side extension figure 5.1a.1/3GPP TS 24.008 shows how for the Network Initiated MO call the MS reaches state U1.0 from state U0 $(CCBS)$.
Figure 5.1a.2/3GPP TS 24.008 illustrates the additional state transitions possible in the MS due to SRVCC handovers from PS to CS.
Figure 5.1a.3/3GPP TS 24.008 illustrates the additional state transitions possible in the MS due to SRVCC handovers from CS to PS.
Figure 5.1b/3GPP TS 24.008 gives an overview of the main states and transitions on the network side. 

The Network side extension figure 5.1b.1/3GPP TS 24.008 shows for Network Initiated MO Calls the Network reaches state N1.0 from state N0 $(CCBS)$.Figure 5.1b.2/3GPP TS 24.008 illustrates the additional state transitions possible in the network due to SRVCC handovers from PS to CS.
Figure 5.1b.3/3GPP TS 24.008 illustrates the additional state transitions possible in the network due to SRVCC handovers from CS to PS.
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Figure 5.1a/3GPP TS 24.008: Overview call control protocol/MS side
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Figure 5.1a.2/3GPP TS 24.008: Overview call control protocol/MS side, extension for SRVCC from PS to CS
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Figure 5.1a.3/3GPP TS 24.008: Overview call control protocol/MS side, extension for SRVCC from CS to PS
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Figure 5.1b/3GPP TS 24.008 Overview call control protocol/Network side
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Figure 5.1b.2/3GPP TS 24.008: Overview call control protocol/Network side, extension for SRVCC from PS to CS
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Figure 5.1b.3/3GPP TS 24.008: Overview call control protocol/Network side, extension for SRVCC from CS to PS
* * * next change * * * 
5.2.1.2
Receipt of a setup message

In the "null" or "recall present" states, upon receipt of a setup message (a SETUP message or an EMERGENCY SETUP message, see subclause 5.2.1.1), the call control entity of the network enters the "call initiated" state. It shall then analyse the call information contained in the setup message. 

In Iu mode, network shall include the SI received in the SETUP message into the RABid and send it back to the mobile station. For RABid see 3GPP TS 25.413 [19c]. If the network receives the SETUP message with no SI, the network shall set the SI value to 1.

i)
If, following the receipt of the setup message, the call control entity of the network determines that the call information received from the mobile station is invalid (e.g. invalid number), then the network shall initiate call clearing as defined in subclause 5.4 with one of the following cause values:

# 1


"unassigned (unallocated) number",

# 3


"no route to destination",

# 22
"number changed",

# 28
"invalid number format (incomplete number)".

ii)
If, following the receipt of the setup message, the call control entity of the network determines that a requested service is not authorized or is not available, it shall initiate call clearing in accordance with subclause 5.4.2 with one of the following cause values:

# 8


"operator determined barring",

# 57
"bearer capability not authorized",

# 58
"bearer capability not presently available",

# 63
"service or option not available, unspecified", or 

# 65
"bearer service not implemented".

iii)
Otherwise, the call control entity of the network shall either:

-
send a CALL PROCEEDING message to its peer entity to indicate that the call is being processed; and enter the "mobile originating call proceeding" state;

-
or: send an ALERTING message to its peer entity to indicate that alerting has been started at the called user side; and enter the "call received" state;

-
or: send a CONNECT message to its peer entity to indicate that the call has been accepted at the called user side; and enter the "connect request" state.


The call control entity of the network may insert bearer capability information element(s) in the CALL PROCEEDING message to select options presented by the mobile station in the Bearer Capability information element(s) of the SETUP message. The bearer capability information element(s) shall contain the same parameters as received in the SETUP except those presenting a choice. Where choices were offered, appropriate parameters indicating the results of those choices shall be included.


The CALL_PROCEEDING message shall also contain the priority of the call in the case where the network supports eMLPP. Mobile stations supporting eMLPP shall indicate this priority level to higher sublayers and store this information for the duration of the call for further action. Mobile stations not supporting eMLPP shall ignore this information element if provided in a CALL PROCEEDING message. 

NOTE:
If the network supports only R98 or older versions of this protocol and the priority is not included in the CALL PROCEEDING message, this does not imply that the network does not support eMLPP.

-
The CALL_PROCEEDING message shall contain the multicall supported information in the network call control capabilities in the case where the network supports multicall and there are no other ongoing calls to the MS. Mobile stations supporting multicall shall store this information until the call control state for all calls returns to null. Mobile stations not supporting multicall shall ignore this information if provided in a CALL PROCEEDING message. If the multicall supported information is not sent in the CALL_PROCEEDING message, the mobile station supporting multicall shall regard that the network doesn't support multicall.

The call control entity of the network having entered the "mobile originating call proceeding" state, the network may initiate the assignment of a traffic channel according to subclause 5.2.1.9 (early assignment).

For speech calls, if the SETUP message or EMERGENCY SETUP message contains a Supported Codec List information element, the network shall use this list to select the codec for UTRAN. If no Supported Codec List information element is received, then for UTRAN the network shall select the default UMTS speech codec according to subclause 5.2.1.11.

Codecs for GERAN shall be selected from the codecs indicated in the Supported Codec List information element or in the Bearer Capability information element. If neither a Supported Codec List information element nor a Bearer Capability information element is received, then for GERAN the network shall select GSM full rate speech version 1.

Codec information that does not apply to the currently serving radio access shall be used by the network if an inter-system change occurs.
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Figure 5.2/3GPP TS 24.008 Mobile originated call initiation and possible subsequent responses.

* * * next change * * * 
5.2.1.11
Speech Codec Selection

For speech calls, a mobile station implementing this version of the protocol shall indicate all codecs that it supports for UTRAN in the Supported Codec List information element. Codecs for GERAN shall be indicated in the Bearer Capability information element, if this information element is included. Additionally, if the mobile station supports codecs for GERAN and UTRAN, it shall indicate the codecs for GERAN also in the Supported Codec List information element.

If the network does not receive a Supported Codec List information element then for speech calls in UTRAN it shall select the default UMTS speech codec.

For speech calls in GERAN, if the network does not receive a Supported Codec List information element nor a Bearer Capability information element, the network shall select GSM full rate speech version 1.

The network shall determine the default UMTS speech codec by the following:
i)
If no GSM Speech Version codepoints are received in the Supported Codec List IE or in octet 3a etc. of the Bearer Capabilities IE then a "UMTS only" terminal is assumed and the default UMTS speech codec shall be UMTS_AMR.
ii)
If at least one GSM Speech Version codepoint is received in the Supported Codec List IE or in octet 3a etc. of the Bearer Capabilities IE then the ME supports GSM and UMTS and the default UMTS speech codec shall be UMTS_AMR_2.

NOTE 1:
In case (ii), if the call is set up in A/Gb or GERAN Iu mode by a R99 ME, call control in the core network may treat the ME as a "GSM only" ME. The default UMTS speech codec will only become relevant when an intersystem handover to UTRAN Iu mode is initiated by the radio access network, and can be determined when this procedure is started.

If the Supported Codec List IE is received, then the network shall use this list to select the codec for Iu mode and indicate the selected codec to the ME via RANAP and RRC protocol in the NAS Synchronisation Indicator IE. See 3GPP TS 25.413 [19c] and 3GPP TS 25.331 [23c].

The NAS Synchronisation Indicator IE shall be coded as the 4 least significant bits of the selected codec type (CoID) defined in 3GPP TS 26.103 [83], subclause 6.3.

The network shall determine the preference for the selected codec type; codec type prioritisation is not provided by the ME.

The ME shall activate the codec type received in the NAS Synchronisation Indicator IE.

If the mobile station does not receive the NAS Synchronisation Indicator IE (RRC protocol)

-
during setup of a speech call;

-
during inter-system handover of a speech call from A/Gb or GERAN Iu mode to UTRAN Iu mode;

-
during an in-call modification from data to speech; or

-
during a SRVCC handover to UTRAN Iu mode,
then it shall select the UMTS_AMR_2 speech codec.

NOTE 2:
If the network does not support UMTS_AMR_2, it may activate the UMTS_AMR codec and indicate to the mobile station that it shall select UMTS_AMR_2. According to 3GPP TS 26.103 [83], subclause 5.4, no interworking problem will occur in this case.

If the mobile station has selected a speech codec for UTRAN Iu mode, it shall keep this codec until

-
a new codec is requested by the network by sending a NAS Synchronisation Indicator IE (RRC protocol);

-
a new codec is requested by the network during inter-system handover from UTRAN Iu mode to A/Gb or GERAN Iu mode; or

-
an in-call modification from speech to data is performed.

For adaptive multirate codec types no indication of subsets of modes is supported in this protocol, from the mobile station or to the mobile station. It is a pre-condition that the support of such codec types by the mobile station implicitly includes all modes defined for that codec type.

* * * next change * * * 
5.2.2.3.2
Receipt of CALL CONFIRMED and ALERTING by the network

The call control entity of the network in the "call present" state, shall, upon receipt of a CALL CONFIRMED message: stop timer T303, start timer T310 and enter the "mobile terminating call confirmed" state.

In Iu mode, network shall include the SI received in the CALL CONFIRMED message into the RABid and send it back to the mobile station. For RABid see 3GPP TS 25.413 [19c]. If the network receives the CALL CONFIRMED message with no SI, the network shall set the SI value to 1.

For speech calls, if the CALL CONFIRMED message contains a Supported Codec List information element, the network shall use this list to select the codec for UTRAN. If no Supported Codec List information element is received, then for UTRAN the network shall select the default UMTS speech codec according to subclause 5.2.1.11.

Codecs for GERAN shall be selected from the codecs indicated in the Supported Codec List information element or in the Bearer Capability information element. If neither a Supported Codec List information element nor a Bearer Capability information element is received, then for GERAN the network shall select GSM full rate speech version 1.

Codec information that does not apply to the currently serving radio access shall be used by the network if an inter-system change occurs.

The call control entity of the mobile station having entered the "mobile terminating call confirmed" state, if the call is accepted at the called user side, the mobile station proceeds as described in subclause 5.2.2.5. Otherwise, if the signal information element was present in the SETUP message user alerting is initiated at the mobile station side; if the signal information element was not present in the SETUP message, user alerting is initiated when an appropriate channel is available.

Here, initiation of user alerting means:

-
the generation of an appropriate tone or indication at the mobile station; and

-
sending of an ALERTING message by the call control entity of the MS to its peer entity in the network and entering the "call received" state.

The call control entity of the network in the "mobile terminated call confirmed" state shall, upon receipt of an ALERTING message: send a corresponding ALERTING indication to the calling user; stop timer T310; start timer T301, and enter the "call received" state.

In the "mobile terminating call confirmed" state or the "call received" state, if the user of a mobile station is User Determined User Busy then a DISCONNECT message shall be sent with cause #17 "user busy". In the "mobile terminating call confirmed" state, if the user of a mobile station wishes to reject the call then a DISCONNECT message shall be sent with cause #21 "call rejected".

* * * next change * * * 
6.1.1
General

The main function of the session management (SM) is to support PDP context handling of the user terminal. Furthermore, the SM supports the MBMS context handling within the MS and the network, which allows the MS to receive data from a specific MBMS source. 

The SM comprises procedures for 
-
identified PDP context activation, deactivation and modification; and
-
identified MBMS context activation and deactivation.

SM procedures for identified access can only be performed if a GMM context has been established between the MS and the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM context by use of the GMM procedures as described in chapter 4. After GMM context establishment, SM uses services offered by GMM (see 3GPP TS 24.007 [20]). Ongoing SM procedures are suspended during GMM procedure execution.

The SM procedures for identified MBMS context activation and deactivation can only be performed, if in addition to the GMM context the MS has a PDP context activated.

In Iu mode only, integrity protected signalling (see subclause 4.1.1.1.1 of the present document and in general, see 3GPP TS 33.102 [5a]) is mandatory. In Iu mode only, all protocols shall use integrity protected signalling. Integrity protection of all SM signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (see 3GPP TS 25.331 [23c]).

For the session management protocol, the extended TI mechanism may be used (see 3GPP TS 24.007 [20]).
* * * end of change * * * 
_1056094456.doc


MS







Network







AUTHENTICATION REQUEST







Start T3260







AUTH FAILURE (cause=’MAC failure’ or ‘GSM authentication unacceptable’)







Stop T3260







IDENTITY REQUEST







IDENTITY RESPONSE (IMSI)







AUTHENTICATION REQUEST







AUTHENTICATION RESPONSE







Start T3214























Stop T3214







Start T3270







Stop T3270







Start T3260







Stop T3260












 (
U3 
MOBILE ORIGINATING CALL PROCEEDING
)

image1.emf

   


U4


CALL 


DELIVERED


U10


ACTIVE


U0


NULL


U7


CALL 


RECEIVED





 (
 
 
N
4
CALL 
DELIVERED
N
10
ACTIVE
N
0
NULL
N
7
CALL 
RECEIVED
N3 
MOBILE ORIGINATING CALL PROCEEDING
)


_1387872496.vsd
M


N


C


C


-


R


E


L


-


C


N


F


M


M


C


C


-


R


E


L


-


R


E


Q


U


1


9


 


R


E


L


E


A


S


E


 


 


 


R


E


Q


U


E


S


T


D


R


 


(


R


E


L


)


 


 


 


 


D


R


 


(


R


E


L


)


M


N


C


C


-


D


I


S


C


-


I


N


D


U


1


1


 


D


I


S


C


O


N


N


E


C


T


 


 


 


 


R


E


Q


U


E


S


T


U


1


2


 


D


I


S


C


O


N


N


E


C


T


 


 


 


I


N


D


I


C


A


T


I


O


N


M


N


C


C


-


S


E


T


U


P


-


I


N


D


 


 


 


 


 


 


U


6


C


A


L


L


 


P


R


E


S


E


N


T


D


R


 


(


C


A


L


L


 


C


O


N


F


)


U


9


 


 


M


T


 


C


A


L


L


C


O


N


F


I


R


M


E


D


D


R


 


(


A


L


E


R


T


)


M


N


C


C


-


S


Y


N


C


-


I


N


D


 


 


 


 


(


r


e


s


.


a


s


s


)


U


7


 


 


C


A


L


L


R


E


C


E


I


V


E


D


D


R


 


(


C


O


N


N


)


D


R


 


(


C


O


N


N


)


M


N


C


C


-


D


I


S


C


-


I


N


D


U


8


 


 


C


O


N


N


E


C


T


 


 


R


E


Q


U


E


S


T


M


N


C


C


-


S


E


T


U


P


C


O


M


P


L


.


 


I


N


D


D


R


 


(


D


I


S


C


)


 


 


S


T


A


T


E


S


U


3


,


4


,


7


,


8


,


9


,


1


0


M


M


C


C


-


E


S


T


-


R


E


Q


D


R


 


(


R


E


L


.


 


C


O


M


)


M


N


C


C


-


R


E


L


-


I


N


D


M


M


C


C


-


R


E


L


-


R


E


Q


D


R


 


(


S


E


T


U


P


)


 


 


 


U


1


C


A


L


L


 


I


N


I


T


M


N


C


C


-


C


A


L


L


.


P


R


O


C


.


I


N


D


.


M


N


C


C


-


P


R


O


G


R


E


S


S


.


 


I


N


D


U


3


 


 


M


O


 


C


A


L


L


P


R


O


C


E


E


D


I


N


G


M


N


C


C


-


S


Y


N


C


.


 


I


N


D


(


r


e


s


.


 


a


s


s


)


M


N


C


C


-


A


L


E


R


T


-


I


N


D


U


4


 


 


C


A


L


L


D


E


L


I


V


E


R


E


D


M


N


C


C


-


S


E


T


U


P


-


C


N


F


D


R


 


(


C


O


N


N


 


A


C


K


)


M


N


C


C


-


S


E


T


U


P


-


C


N


F


D


R


 


(


C


O


N


N


 


A


C


K


)


U


1


0


A


C


T


I


V


E


M


N


C


C


-


S


E


T


U


P


.


R


E


Q


.


M


M


C


C


.


 


E


S


T


.


 


I


N


D


 


(


S


E


T


U


P


)


M


N


C


C


-


C


A


L


L


.


C


O


N


F


.


R


E


Q


.


M


N


C


C


-


A


L


E


R


T


.


R


E


Q


.


 


 


 


 


 


 


 


 


 


 


 


 


 


(


*


)


M


M


C


C


.


S


Y


N


C


.


I


N


D


.


(


r


e


s


.


a


s


s


.


)


M


N


C


C


.


 


S


E


T


U


P


.


 


R


S


P


.


M


N


C


C


.


 


S


E


T


U


P


.


 


R


S


P


D


I


 


(


C


O


N


N


 


A


C


K


)


D


I


 


(


D


I


S


C


)


M


N


C


C


.


 


R


E


L


.


R


E


Q


.


M


N


C


C


.


 


D


I


S


C


.


R


E


Q


.


D


I


 


(


D


I


S


C


)


D


I


 


(


R


E


L


 


C


O


M


)


D


I


 


(


C


A


L


L


 


P


R


O


C


)


D


I


 


(


P


R


O


G


R


E


S


S


)


D


I


 


(


C


O


N


N


)


D


I


 


(


A


L


E


R


T


)


D


I


 


(


C


O


N


N


)


M


M


C


C


.


S


Y


N


C


.


I


N


D


(


*


)


(


r


e


s


.


 


a


s


s


)


(


*


)


 


e


a


r


l


y


 


a


s


s


i


g


n


m


e


n


t


 


U


0


N


U


L


L


U


0


.


1


 


 


M


M


 


C


O


N


-


N


E


C


T


I


O


N


 


P


E


N


D


I


N


G


D


I


 


(


C


O


N


N


)


D


I


 


(


A


L


E


R


T


)


M


N


C


C


.


E


S


T


.


C


N


F


N


O


T


E


:


D


R


(


M


E


S


S


A


G


E


)


 


=


 


M


M


C


C


_


D


A


T


A


_


R


E


Q


(


M


E


S


S


A


G


E


)


D


I


 


(


M


E


S


S


A


G


E


)


 


=


 


M


M


C


C


_


D


A


T


A


_


I


N


D


 


(


M


E


S


S


A


G


E


)


D


I


 


(


R


E


L


)


 



_1023626338.doc


[image: image1.wmf]MS


Network


AUTHENTICATION REQUEST


Start T3360


AUTH FAILURE (


cause=’Synch failure’)


Stop T3360


AUTHENTICATION REQUEST


AUTHENTICATION RESPONSE


Start T3216


Stop T3216


Perform


Re-synch


with HLR


MS


Network


AUTHENTICATION REQUEST


Start T3260


AUTH FAILURE (


cause=’Synch failure’)


Stop T3260


AUTHENTICATION REQUEST


AUTHENTICATION RESPONSE


Start T3216


Stop T3216


Perform


Re-synch


with HLR




_1023626261.doc




MS









Network









AUTHENTICATION REQUEST









Start T3260









AUTH FAILURE (cause=’Synch failure’)









Stop T3260









AUTHENTICATION REQUEST









AUTHENTICATION RESPONSE



















Start T3216









Stop T3216



















Perform




Re-synch with HLR
















_1023626333.doc




[image: image1.wmf]MS



Network



AUTHENTICATION REQUEST



Start T3360



AUTH FAILURE (



cause=’Synch failure’)



Stop T3360



AUTHENTICATION REQUEST



AUTHENTICATION RESPONSE



Start T3216



Stop T3216



Perform



Re-synch



with HLR





























MS









Network









AUTHENTICATION REQUEST









Start T3260









AUTH FAILURE (cause=’Synch failure’)









Stop T3260









AUTHENTICATION REQUEST









AUTHENTICATION RESPONSE



















Start T3216









Stop T3216



















Perform




Re-synch with HLR














_1018242274.doc






[image: image1.wmf]MS




Network




AUTHENTICATION REQUEST




Start T3360




AUTH FAILURE (




cause=’Synch failure’)




Stop T3360




AUTHENTICATION REQUEST




AUTHENTICATION RESPONSE




Start T3216




Stop T3216




Perform




Re-synch




with HLR








_1018243061.doc








MS













Network













AUTHENTICATION REQUEST













Start T3360













AUTH FAILURE (cause=’Synch failure’)













Stop T3360













AUTHENTICATION REQUEST













AUTHENTICATION RESPONSE



























Start T3216













Stop T3216



























Perform






Re-synch with HLR





























_1018243061.doc




MS









Network









AUTHENTICATION REQUEST









Start T3360









AUTH FAILURE (cause=’Synch failure’)









Stop T3360









AUTHENTICATION REQUEST









AUTHENTICATION RESPONSE



















Start T3216









Stop T3216



















Perform




Re-synch with HLR

















