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1
Introduction
A number of LSs and relevant papers were treated in CT1 since February with respect to unified access barring, yet no decision was made except that a default set of access categories would be useful to ensure that all UEs making access attempts to any 3GPP network (inbound roamers or home subscribers) can be controlled for expected basic services [1]. In order to foster progress on this topic, we demonstrate our views on some of the key issues arisen so far.
In [2], it is stated that "NG-RAN should support overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms", implying that UE-based access barring is one implementation of access control functionality. Therefore, throughout the paper we prioritize using the term "access barring" than "access control" whenever appropriate.
2
Discussion

2.1
Stage 1 requirements
In the 4G era, new requirements were added in the circumstance where an access barring mechanism already had existed. For example, when requirements on SSAC and AC for CSFB were added in release 9, 3GPP already had ACB. Thus, it was hard to construct access barring mechanisms in a unified way. Now because we are building a new generation system with a set of requirements available since the earlier generation, it is natural to establish access barring mechanisms satisfying the requirements in a unified way: we are supportive to RAN2’s aim to introduce one unified access barring mechanism for NR to address all the use cases and scenarios.

However, we do not agree that the unified access barring mechanism should be applicable for all RRC states including RRC_CONNECTED. The stage 2 statement [2] is not supported by any stage 1 requirement (we believe that SA1 can clarify this in the LS replying to CT1’s LS [3]) and as CT1 expressed in [3], there are technical difficulties in achieving connected mode access barring except for MMTel services and SMSoNAS.

2.2
Unified approach

By unified access barring, we believe that the unification can be considered in two areas: a single layer (RRC) making a barring decision; and a unified set of parameters as input for the barring decision.

2.2.1
Barring decision in a single layer?
It would be nice if the RRC layer can solely handle access barring decision from a viewpoint of unified approach, but the requirements on the SSAC (it shall be possible to support a capability called Services Specific Access Control (SSAC) to apply independent access control for telephony services (MMTEL) for mobile originating session requests from idle-mode and connected-mode [4]) cannot be fulfilled only by the RRC layer because the RRC layer is transparent to the IMS signalling in the connected mode. In light of these, we propose that the IMS client should take the responsibility of barring check for MO IMS multimedia services for connected UEs.
We believe that the same should be applied for UEs in the idle mode as well. Otherwise if the RRC layer takes the role of barring decision for MO MMTel services of idle UEs, the IMS client should be aware of the RRC mode of a UE so that it can make a barring decision only for UEs in the connected mode. Other impacts, e.g. indication to the IMS client of the barring results, are also foreseen.
On the other hand, access attempts for non-IMS multimedia services of idle UEs should be examined by the RRC layer.

Our proposal is summarized in Figure 1. Red switches stand for barring check. Note that each line is not necessarily matched to a single flow in the layers shown, e.g. the RRC layer can put NAS messages with different access categories into a single SRB.
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Figure 1: Barring check for MO IMS multimedia service attempts is made by the IMS client and barring for non-MO IMS multimedia service attempts of idle UEs is decided in the RRC layer.
2.2.2
Unified set of parameters for the barring decision

Access category and access classes
Inferring from the CT1 agreement captured in [1], default/standardized set of access categories should be defined. Candidates for the input factors for default access category decision should be derived from the service requirements. According to [4], the candidates should be:

· Access classes (15 values);
· MO/MT (2 values);
· Service types (8 values);
· MMTel voice, MMTel video, SMSoIP;
· SMSoNAS;
· Emergency;
· Delay tolerant service;
· Other signalling; and
· Other user data; and

· PLMN types, i.e. EHPLMN, most preferred VPLMN, else (3 values).
Note that application/OS IDs are not taken into account as the input parameters for the standardized access category. We believe that requirements for ACDC should be achieved via operator-specific access categories. Furthermore, note that we categorized delay tolerance as a feature of a service rather than a feature of a UE. We believe viewing delay tolerance as a feature of a service is better-aligned with network slicing concept in 5G and in addition, this does not exclude the case where a UE itself is tolerant to delay since if a UE requiring only delay tolerant services would be a delay tolerant UE.
The candidates shown above lead us to have 15 * 2 * 8 * 3 = 720 default access categories. The number of combinations can become smaller if we closely look into the requirements, e.g. PLMN types should be only considered in case of delay tolerant services. On the other hand, a UE can be assigned of multiple access classes in range 11-15. If we really want to let access category reflect access class, the number of possible values would be huge:
· UEs without access class in range 11-15: 10

· UEs with one access class in range 11-15: 10 * 5C1
· UEs with two access classes in range 11-15: 10 * 5C2
· UEs with three access classes in range 11-15: 10 * 5C3
· UEs with four access classes in range 11-15: 10 * 5C4
· UEs with five access classes in range 11-15: 10 * 5C5
There exists a room to reduce a number of default access categories if we consider the fact that the access classes are known to the RRC layer in the 4G era. If NAS layer decides an access category without taking into account access class and we let the RRC layer make a barring decision considering the access category and the access class(es) of the UE, then number of default access categories should be reduced by a considerable amount. Note that this mechanism does not prohibit access class from being taken as an input factor for the barring decision. Furthermore, this mechanism is very well-aligned with the current requirements: [4] defines barring configuration for access classes in addition to other criteria, e.g.
-
EPS shall provide a capability to assign a service probability factor [13] and mean duration of access control for each of MMTEL voice and MMTEL video:

-
assign a barring rate (percentage) commonly applicable for Access Classes 0-9
-
assign a flag barring status (barred /unbarred) for each Access Class in the range 11-15.

…

-
EAB information shall also include extended barring information for Access Classes 0-9. 
…

For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred.
From those requirements, it is inevitable that SIB includes different barring configuration for access classes in addition to access categories encompassing other criteria, e.g. service type. 
Finally, the access class(es) of the UE is semi-static. It should not be treated as one characteristic of the access attempt, which is dynamically varying.

Therefore, we propose that access classes should not be an input factor for the access category. With this proposal, the RRC layer can make a barring decision with access category and the access class(es) of a UE.
Here are the initial set of default access categories that we think should be defined:

· MO resulting from MT

· MO MMTel voice

· MO MMTel video

· MO SMSoIP

· MO SMSoNAS

· MO emergency

· MO delay tolerant service in EHPLMN

· MO delay tolerant service in most preferred VPLMN

· MO delay tolerant service in other PLMN;

· MO signalling; and
· MO user data
We are open to define more default access categories as necessary. See figure 2 depicting our proposal.
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Figure 2: Access category decision made in the NAS layer; and barring decision made in the RRC layer taking into account access category and/or access class(es) (non-SSAC aspects).
For the non-default access category decision, additional factors can be taken as the input for the access category decision function.
As we proposed earlier (that the IMS client should take care of the SSAC requirements), the same mechanism or a mechanism with minimal changes compared to the EPS can be applied for SSAC in the IMS client. The RRC layer can bypass the access attempts with access categories MO MMTel voice/video and MO SMSoIP.
Network slicing scenario
We view that service types (e.g. delay tolerant service) can be regarded as an example of access category decision taking network slicing scenario (SST = MIoT) into consideration. We are open to define more default access categories such as MO URLLC.
However, we do not support that SD should be one factor for the default access category decision. SD could be an input for operator-specific access category.
3
Conclusion

We proposed that the IMS client should take the responsibility of barring decision for MO IMS multimedia services; and for other services, the RRC layer should. Furthermore, we proposed several default access categories without taking into account access classes. Finally, we demonstrated that network slicing scenario can be reflected in the access category decision by defining a default access category corresponding to an SST.
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