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	Reason for change:
	According to 23.402, during initial attach in WLAN for Emergency Service on GTP S2a procedure, for unauthenticated UEs, the AAA server requests the IMEI from the UE if the AAA server is configured for supporting unauthenticated emergency attach. 
-
If the UE did not include the IMEI in the identity and the 3GPP AAA server is configured for supporting Unauthenticated Emergency Attach (per cases c and d as defined in TS 23.401 [4] clause 4.3.12), the 3GPP AAA Server shall request the UE to provide its IMEI(SV). In that case the UE shall signal its IMEI(SV) to the 3GPP AAA Server. The 3GPP AAA Server forwards IMEI(SV) received from the UE to the TWAN (over STa);

Also in recent SA3#86 meeting, SA3 made additional agreement to use EAP-Request/3GPP-LimitedService-Init-Info message for the network to request IMEI from the UE for unauthenticated IMSIs (LS C1-170890/S3-170483 and CR S3-170238). 
Related stage 3 procedures for trusted access need to be updated.


	
	

	Summary of change:
	For unauthenticated IMSIs, the AAA server requests the IMEI from the UE if the AAA server is configured for supporting Unauthenticated Emergency Attach.
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	*** Next Change ***


6.4.2.1A
Identity Management - emergency session

When initiating emergency session via trusted non-3GPP access, if the UE does not contan UICC, the UE shall provide its IMEI in an EAP Response/Identity message based on emergency NAI format specified in 3GPP TS 23.003 [3].
If the UE contains UICC but IMSI is not known in the network and the UE receives EAP-Request/3GPP-LimitedService-Init-Info message from the network requesting IMEI, the UE provides IMEI as specified in subclause 6.4.2.7.

	*** Next Change ***


6.4.3.1A
Identity Management - emergency session

Upon receiving a request from the UE for emergency session establishment, if
-
IMSI is provided to the network but IMSI authentication cannot proceed or IMSI authentication has failed or the 3GPP AAA server cannot determine if authentication is successful; and 
-
the 3GPP AAA server is configured to accept unauthenticated emergency session over WLAN, 
the 3GPP AAA server requests IMEI from the UE as specified in subclause 6.4.3.6 using the EAP-Request/3GPP-LimitedService-Init-Info message. 
	*** Next Change ***


6.4.2.7
Mobile Equipment Identity Signalling

If the UE receives:
-
an EAP-Request/AKA'-Challenge message; or

-
an EAP-Request/3GPP-LimitedService-Init-Info message;

containing the AT_DEVICE_IDENTITY attribute and the Identity Type field of the received AT_DEVICE_IDENTITY attribute is set to either 'IMEI' or 'IMEISV' and the Identity Value field is empty, then if the UE's Mobile Equipment Identity IMEI or IMEISV is available, the UE shall include IMEI or IMEISV in the AT_DEVICE_IDENTITY attribute in:

-
the EAP-Response/AKA'-Challenge message; or

-
the EAP-Response/3GPP-LimitedService-Init-Info message;

as follows:

-
if IMEISV are available, the UE shall include IMEISV in the AT_DEVICE_IDENTITY attribute. The Identity Type field of the AT_DEVICE_IDENTITY attribute shall be set to 'IMEISV': and
-
if IMEI is available and IMEISV is not available, the UE shall include IMEI in the AT_DEVICE_IDENTITY attribute. The Identity Type field of the AT_DEVICE_IDENTITY attribute shall be set to 'IMEI'.
The AT_DEVICE_IDENTITY attribute shall be sent as an encrypted attribute and included in the value field of the AT_ENCR_DATA attribute  as described in IETF RFC 4187 [33].
The detailed coding of the AT_DEVICE_IDENTITY attribute is described in subclause 8.2.8.1.
	*** Next Change ***


6.4.3.6
Mobile Equipment Identity Signalling

If the network supports Mobile Equipment Identity signalling over trusted WLAN, the 3GPP AAA server shall include the AT_DEVICE_IDENTITY attribute in:

-
the EAP-Request/AKA'-Challenge message; or

-
the EAP-Request/3GPP-LimitedService-Init-Info message;
with the Identity Type field set to either 'IMEI' or 'IMEISV' and an empty Identity Value field to request the UE to provide the Mobile Equipment Identity indicated in the Identity Type.
Upon receiving:

-
the EAP-Response/AKA'-Challenge message; or

-
the EAP-Response/3GPP-LimitedService-Init-Info message;
from the UE, if the AT_DEVICE_IDENTITY attribute is included and Identity Type field is set to either 'IMEI' or 'IMEISV', then the 3GPP AAA server shall forward the received Mobile Equipment Identity to the TWAN as specified in 3GPP TS 29.273 [17].

	*** End Change ***


