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1. Introduction
This P-CR proposes some re-organisation of the SDS procedures to avoid duplication and adds in the client procedures for group SDS via the signalling plane.
2. Reason for Change
It has become apparent that the group SDS procedures via the signalling plane, media plane and session-based will have some commonalities with one-to-one messaging. To avoid what happened in MCPTT (where due to time pressures, there was duplication in many procedures), it is proposed to group the one-to-one and group SDS procedures into one subclause.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 version 0.1.0
* * * First Change * * * *
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* * * Next Change * * * *
5.1
Introduction

This clause associates the functional entities with the MCData roles described in the stage 2 architecture document (see 3GPP TS 23.282 [2]).

* * * Next Change * * * *

<Proposed change in revision marks>

9.2.1.1
Sending an SDS message

NOTE:
In the following procedures, the size of a standalone Short Data Service (SDS) message refers to the overall size of message which includes the SIP header fields, application signalling and application payload.

When the MCData user wishes to send:

-
a one-to-one standalone Short Data Service (SDS) message to another MCData user; or

-
a group standalone Short Data Service (SDS) message to a pre-configured group or to particular members of the pre-configured group;

the MCData client:
1)
shall follow the procedures in subclause 11.1 for transmission control; and 

2)
if the procedures in subclause 11.1 are successful:

a)
if the size of the standalone SDS message is less than or equal to 1300 bytes, shall follow the procedures specified in subclause 9.2.2.2.1; or

b)
if size of the standalone SDS message is greater than 1300 bytes, shall follow the procedures specified in subclause 9.2.3.1.1.






When the MCData user wishes to:

-
initiate a Short Data Service (SDS) session with another MCData user; or

-
initiate a group Short Data Service (SDS) session to a pre-configured group or to particular members of the pre-configured group;

the MCData client:
1)
shall follow the procedures in subclause 11.1 for transmission control; and 

2)
if the procedures in subclause 11.1 are successful, shall follow the procedures specified in subclause 9.2.4.1.1.




* * * Next Change * * * *

<Proposed change in revision marks>

9.2.2
Standalone SDS using signalling control plane

9.2.2.1
General

The procedures in the subclauses of the parent subclause are used by a MCData functional entity to send or receive:

-
a one-to-one standalone SDS message using the signalling control plane; or

-
a group standalone SDS message using the signalling control plane.
9.2.2.2
MCData client procedures
9.2.2.2.1
MCData client originating procedures

Editor's Note: Security related aspects (e.g. encryption of payload and signalling data and delivery of the encryption key) will need to be added to this subclause or reference to another subclause.

The MCData client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6] with the clarifications given below.

The MCData client:
1)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP MESSAGE request;

4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [5];

5)
shall set the Request-URI to the public service identity identifying the participating MCData function serving the MCData user;
Editor's Note: Need to decide how to specify the parameters that are required by the MCData server to route the message.The MCData client needs to provide the called party MCData ID. The controlling function will use the MCData ID of the called-party to determine the PSI of the terminating participating function to route the message to. Such data could be included in a XML MIME type (as in MCPTT) or could be included as part of a new protocol. Additionally, security related aspects need to be considered.

6)
if a one-to-one standalone SDS message is to be sent:

a)
shall insert in the SIP MESSAGE request an application/resource-lists+xml MIME body with the MCData ID of the target MCData user, according to rules and procedures of IETF RFC 4826 [rfc4826]; and
b)
shall insert in the SIP MESSAGE request an application/vnd.3gpp.mcdata-info+xml MIME body with a <request-type> element set to a value of "one-to-one-sds";
7)
if a group standalone SDS message is to be sent:

a)
shall insert in the SIP MESSAGE request an application/vnd.3gpp.mcdata-info+xml MIME body with:

i)
the <request-type> element set to a value of "group-sds";
ii)
the <mcdata-request-uri> element set to the MCData group identity; and
iii)
the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and
b)
if the MCData user wishes to target specific members of the MCData group identified by the MCData group identity included in the <mcdata-request-uri> element above, shall insert in the SIP MESSAGE request a resource-lists MIME body with the MCData IDs of the target MCData users of that MCData group, according to rules and procedures of IETF RFC 4826 [rfc4826];
8)
shall generate a standalone SDS message as specified in subclause 6.2.4; and

Editor's Note: The above subclause will explains how the MCData signalling control data and payload are encoded in the standalone SDS message.

9)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5].

Editor's Note: Procedures need to be added for when the originating client receives a disposition notification for the data transfer.

9.2.2.2.2
MCData client terminating procedures

Editor's Note: Security related aspects (e.g. delivery of the encryption key for payload encryption and for signalling data protection) will need to be added to this subclause.

Upon receipt of a "SIP MESSAGE request for standalone SDS for terminating MCData client", the MCData client:

1)
may reject the SIP MESSAGE request if there are not enough resources to handle the SIP MESSAGE request;

2)
if the SIP MESSAGE request is rejected in step 1), shall respond toward participating MCData function with a SIP 480 (Temporarily unavailable) response and skip the rest of the steps of this subclause;

3)
shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5];

4)
shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5]; and
5)
shall handle the received message as specified in subclause 9.2.1.2.
* * * Next Change * * * *

9.2.3
Standlone SDS using media plane

9.2.3.1
MCData client procedures
9.2.3.2
Participating MCData function procedures

9.2.3.3
Controlling MCData function procedures

9.2.4
SDS session

9.2.4.1
MCData client procedures
9.2.4.2
Participating MCData function procedures

9.2.4.3
Controlling MCData function procedures
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