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Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

An MCPTT user is affiliated to an MCPTT group: The MCPTT user is listed as a member of the MCPTT group in the MCPTT group document, the MCPTT server owning the MCPTT group has authorised the MCPTT user's interest in the MCPTT group and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group.

An MCPTT user is affiliated to an MCPTT group at an MCPTT client: The MCPTT user is affiliated to the MCPTT group, the MCPTT client has a registered IP address for an IMPU related to the MCPTT ID, and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group at the MCPTT client.

Affiliation status: Applies for an MCPTT user to an MCPTT group and has one of the following states:

a)
the "not-affiliated" state indicating that the MCPTT user is not interested in the MCPTT group and the MCPTT user is not affiliated to the MCPTT group;

b)
the "affiliating" state indicating that the MCPTT user is interested in the MCPTT group but the MCPTT user is not affiliated to the MCPTT group yet;

c)
the "affiliated" state indicating that the MCPTT user is affiliated to the MCPTT group and there was no indication that MCPTT user is no longer interested in the MCPTT group; and

d)
the "deaffiliating" state indicating that the MCPTT user is no longer interested in the MCPTT group but the MCPTT user is still affiliated to the MCPTT group.

Group identity: An MCPTT group identity or a temporary MCPTT group identity.
In-progress emergency private call state: the state of two participants when an MCPTT emergency private call is in progress.
In-progress imminent peril group state: the state of a group when an MCPTT imminent peril group call is in progress.

MCPTT client ID: is a globally unique identification of a specific MCPTT client instance. MCPTT client ID is a UUID URN as specified in IETF RFC 4122 [67].
MCPTT emergency alert state: MCPTT client internal perspective of the state of an MCPTT emergency alert.

MCPTT emergency group state: MCPTT client internal perspective of the in-progress emergency state of an MCPTT group maintained by the controlling MCPTT function.

MCPTT emergency group call state: MCPTT client internal perspective of the state of an MCPTT emergency group call.
MCPTT emergency private call state: MCPTT client internal perspective of the state of an MCPTT emergency private call.
MCPTT emergency private priority state: MCPTT client internal perspective of the in-progress emergency private call state of the two participants of an MCPTT emergency private call maintained by the controlling MCPTT function.
MCPTT imminent peril group call state: MCPTT client internal perspective of the state of an MCPTT imminent peril group call.
MCPTT imminent peril group state: MCPTT client internal perspective of the state of an MCPTT imminent peril group.
MCPTT private emergency alert state: MCPTT client internal perspective of the state of an MCPTT private emergency alert targeted to an MCPTT user.
MCPTT speech: Conversational audio media used in mission critical push to talk systems as defined by 3GPP TS 22.179 [2] and 3GPP TS 23.179 [3].

Media-floor control entity: A media control resource shared by participants in an MCPTT session, controlled by a state machine to ensure that only one participant can access the media resource at the same time.

Temporary MCPTT group identity: A group identity representing a temporary grouping of MCPTT group identities formed by the group regrouping operation as specified in 3GPP TS 24.381 [31].

Trusted mutual aid: A business relationship whereby the Partner MCPTT system is willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.

Untrusted mutual aid: A business relationship whereby the Partner MCPTT system is not willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:

In-progress emergency

MCPTT emergency alert

MCPTT emergency group call

MCPTT emergency state

Partner MCPTT system

Primary MCPTT system

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [5] apply:

MBMS subchannel
For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.379 [3] apply:

Pre-selected MCPTT user profile
Selected MCPTT user profile
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.280 [X] apply:

Active MC service user profile
Pre‑selected MC service user profile

For the purpose of the present document, the following terms and definitions given in 3GPP TS 33.179 [46] apply:

Client Server Key (CSK)
Multicast Floor Control Key (MKFC)

MBMS subchannel control key (MSCCK)

MBMS subchannel control key identifier (MSCCK-ID)
Private Call Key (PCK)
Signalling Protection Key (SPK)

XML Protection Key (XPK)
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CSK


Client-Server Key 
ECGI


E-UTRAN Cell Global Identification
IPEG


In-Progress Emergency Group
IPEPC


In-Progress Emergency Private Call
IPIG


In-Progress Imminent peril Group
MBMS


Multimedia Broadcast and Multicast Service
MBSFN


Multimedia Broadcast multicast service Single Frequency Network
MCPTT


Mission Critical Push To Talk

MCPTT group ID

MCPTT group IDentity

MCS


Mission Critical Service

MEA


MCPTT Emergency Alert

MEG


MCPTT Emergency Group

MEGC


MCPTT Emergency Group Call
MEPC


MCPTT Emergency Private Call
MEPP


MCPTT Emergency Private Priority
MES


MCPTT Emergency State
MIME


Multipurpose Internet Mail Extensions

MIG


MCPTT Imminent peril Group

MIGC


MCPTT Imminent peril Group Call
MONP


MCPTT Off-Network Protocol
MPEA


MCPTT Private Emergency Alert
NAT


Network Address Translation
PLMN


Public Land Mobile Network
QCI


QoS Class Identifier

RTP


Real-time Transport Protocol

SAI


Service Area Identifier
SDP


Session Description Protocol

SIP


Session Initiation Protocol
SPK


Signalling Protection Key

SSRC


Synchronization SouRCe
TGI


Temporary MCPTT Group Identity

TMGI


Temporary Mobile Group Identity

UE


User Equipment

URI


Uniform Resource Identifier
XPK


XML Protection Key
***** Next change *****
7.2.2
SIP PUBLISH request for service authorisation and MCPTT service settings
If based on implementation the MCPTT client decides to use SIP PUBLISH for MCPTT server settings to also perform service authorization and

1)
has successfully finished the user authentication procedure as described in 3GPP TS 24.382 [49]; and

2)
has available an access-token;

then the MCPTT client:

1)
shall perform the procedures in subclause 7.2.1A;

2)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1 and integrity protection is disabled, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures;

3)
if either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled as specified in subclause 6.6.3.3.1 shall include an application/mikey MIME body with the CSK as MIKEY-SAKKE I_MESSAGE as specified in 3GPP TS 33.179 [46] in the body of the SIP PUBLISH request;

4)
if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request an application/vnd.3gpp.mcptt-info+xml MIME body with:
a)
the <mcptt-access-token> element set to the received access-token encrypted using the CSK, as specified in subclause 6.6.2.3.3; and
b)
the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as specified in subclause 6.6.2.3.3;
5)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with:

a)
the <mcptt-access-token> element set to the value of the access token received during the user authentication procedures in the body of the SIP PUBLISH request; and
b)
the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client;
6)
shall include an application/poc-settings+xml MIME body containing: 
a)
the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package set to the current answer mode setting ("auto-answer" or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and
b)
the <selected-user-profile-index> element as defined in subclause 7.4.2.1.1 set to the value contained in the "user-profile-index" attribute of the selected MCS user profile as defined in 3GPP TS 24.484 [50]; and
7)
if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body and application/poc-settings+xml MIME body by following the procedures in subclause 6.6.3.3.3.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
 7.2.3
Sending SIP PUBLISH for MCPTT service settings only
To set, update, remove or refresh the MCPTT service settings, the MCPTT client shall generate a SIP PUBLISH request according 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 4354 [55]. In the SIP PUBLISH request, the MCPTT client:

1)
shall perform the procedures in subclause 7.2.1A;

2)
if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body with:
a)
the <mcptt-request-uri> element set to the targeted MCPTT ID encrypted using the CSK, as specified in subclause 6.6.2.3.3; and
b)
the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as specified in subclause 6.6.2.3.3;
3)
if confidentiality protection is disabled as specified in subclause 6.6.2.3.1, shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in Annex F.1 with:

a)
the <mcptt-request-uri> set to the cleartext targeted MCPTT ID; and
b)
the <mcptt-client-id> element set to the value of the MCPTT client ID of the originating MCPTT client;
4)
shall include an application/poc-settings+xml MIME body containing: 
a)
the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package set to the current answer mode setting ("auto-answer" or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and
b)
the <selected-user-profile-index> element as defined in subclause 7.4.2.1.1 set to the value contained in the "user-profile-index" attribute of the selected MCS user profile as defined in 3GPP TS 24.484 [50]; and
5)
if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the application/vnd.3gpp.mcptt-info+xml MIME body and application/poc-settings+xml MIME body by following the procedures in subclause 6.6.3.3.3.
The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
On receiving the SIP 200 (OK) response to the SIP PUBLISH request the MCPTT client may indicate to the MCPTT User the successful communication of the MCPTT service settings to the MCPTT server.
7.2.4
Determination of MC service settings
In order to discover MC service settings of another MC client of the same MC user or to verify the currently active MC service settings of this MC client, the MC client shall generate an initial SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], and IETF RFC 4354 [55]. 

In the SUBSCRIBE request, the MC client:
1)
shall set the Request-URI to the public service identity identifying the originating participating MCS function serving the MC user;
2)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MC client shall include the <mcptt-request-uri> element set to the MC ID of the MC user;
3)
shall include the ICSI value for the MCS (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4)
shall set the Event header field to the 'poc-settings' value;

5)
shall include an Accept header field containing the "application/poc-settings+xml" MIME type;

6)
if the MC client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and
NOTE 1:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
7)
if the MC client wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero.

In order to re-subscribe or de-subscribe, the MC client shall generate an in-dialog SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], IETF RFC 4354 [55]. In the SUBSCRIBE request, the MC client:
1)
shall set the Event header field to the 'poc-settings' value;

2)
shall include an Accept header field containing the "application/poc-settings+xml" MIME type;

3)
if the MC client wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295; and
NOTE 2:
4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
4)
if the MC client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero.

Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26] and IETF RFC 4354 [55], that contains an application/poc-settings+xml MIME body the MC client shall cache: 

1)
the <am-settings> element of the poc-settings+xml MIME body for each MCPTT client identified by the "id" attribute according to IETF RFC 4354 [55] as the current Answer-mode indication of that MPCTT client; and

2)
the <selected-user-profile-index> element of the poc-settings+xml MIME body for each MC client identified by the "id" attribute according to IETF RFC 4354 [55] as the Active MC service user profile of that MC client.
***** Next change *****
7.3.3
SIP PUBLISH request for service authorisation and service settings
The MCPTT server shall support obtaining service authorization specific information from a SIP PUBLISH request for MCPTT server settings.

Upon receiving a SIP PUBLISH request containing:

1)
an Event header field set to the "poc-settings" value;
2)
an application/poc-settings+xml MIME body; and

3)
an application/vnd.3gpp.mcptt-info+xml MIME body containing an <mcptt-access-token> element and an <mcptt-client-id> element;
the MCPTT server:

1)
shall identify the IMS public user identity from the P-Asserted-Identity header field;

2)
shall perform the procedures in subclause 7.3.1A;
3)
if the procedures in subclause 7.3.1A were not successful shall send a SIP 403 (Forbidden) response towards the MCPTT server with the warning text set to: "140 unable to decrypt XML content " in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause;
4)
shall perform service authorization for the identified MCPTT ID as described in 3GPP TS 33.179 [46];

5)
if service authorization was successful 
shall bind the MCPTT ID to the IMS public user identity;
NOTE 1:
The MCPTT server will store the binding MCPTT ID, IMS public user identity and an identifier addressing the MCPTT server in an external database.




6)
if service authorization was not successful, shall send a SIP 403 (Forbidden) response towards the MCPTT server with the warning text set to: "101 service authorisation failed" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause;
7)
shall process the SIP PUBLISH request according to rules and procedures of IETF RFC 3903 [37] and if processing of the SIP request was not successful, do not continue with the rest of the steps;
8)
shall cache the received MCPTT service settings until the MCPTT service settings expiration timer expires;

9)
shall send a SIP 200 (OK) response according 3GPP TS 24.229 [4]; and
10)
shall use the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package as the current Answer-Mode Indication of the MCPTT client.
11)
shall download the MCS user profile from the MC service user database as defined in 3GPP TS 29.283 [73] if not already stored at the MC server and use the <selected-user-profile-index> element of the poc-settings event package if included to identify the active MCS user profile for the MC client;

NOTE 2:
If the <selected-user-profile-index> element of the poc-settings event package is included then only that MCS user profile is needed to be downloaded from the MC service user database.
12)
if there is no <selected-user-profile-index> element included in the poc-settings event package then if multiple MCS user profiles are stored at the MCS server or downloaded for the MC user from the MC service user database, shall determine the pre-selected MCS user profile to be used as the Active MC service user profile by identifying the MCS user profile (see the particular MCS user profile document in 3GPP TS 24.484 [50]) in the collection of MCS user profiles that contains a <Pre-selected-indication> element; and
NOTE 3:
If only one MCS user profile is stored at the MC server or only one MCS user profile is downloaded from the MC service user database, then by default this MC user profile is the pre-selected MC user profile.
13)
if an <ImplicitAffiliations> element is contained in the <OnNetwork> element of the MCS user profile document with one or more <entry> elements containing an MC group ID (see the MCS user profile document for the particular MCS in 3GPP TS 24.484 [50]) for the served MC ID, shall perform implicit affiliation for the MCS as specified in subclause 9.2.2.2.15 
7.3.4
Receiving SIP PUBLISH request for MCPTT service settings only
Upon receiving a SIP PUBLISH request containing:

1)
an Event header field set to the "poc-settings" value;
2)
an application/poc-settings+xml MIME body; and

3)
an application/vnd.3gpp.mcptt-info+xml MIME body containing an <mcptt-request-uri> element and an <mcptt-client-id> element;
The MCPTT server:

1)
shall identify the IMS public user identity from the P-Asserted-Identity header field;

2)
shall perform the procedures in subclause 7.3.1A;

3)
if the procedures in subclause 7.3.1A were not successful, shall send a SIP 403 (Forbidden) response towards the MCPTT server with the warning text set to: "140 unable to decrypt XML content" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause;
4)
shall verify that a binding between the IMS public user identity in the Request-URI and the MCPTT ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml exists at the MCPTT server;
5)
if a binding exists between the IMS public user identity and the MCPTT ID in the request and the validity period of the binding has not expired
 shall download the MCPTT user profile from the MCPTT user database as defined in 3GPP TS 29.283 [73] if not already stored at the MCPTT server;




6)
if a binding does not exist between the IMS public user identity and the MCPTT ID in the request or the binding exists, but the validity period of the binding has expired, shall reject the SIP PUBLISH request with a SIP 404 (Not Found) response and not continue with any of the remaining steps;
7)
shall process the SIP PUBLISH request according to rules and procedures of IETF RFC 3903 [37] and if processing of the SIP request was not successful, do not continue with the rest of the steps;
8)
shall cache the received MCPTT service settings until the MCPTT service settings expiration timer expires;
9)
shall send a SIP 200 (OK) response according 3GPP TS 24.229 [4]; and
10)
shall use the Answer-Mode Indication setting in the <am-settings> element of the poc-settings event package as the current Answer-Mode Indication of the MCPTT client.
11)
shall download the MCS user profile from the MC service user database as defined in 3GPP TS 29.283 [73] if not already stored at the MC server and use the <selected-user-profile-index> element of the poc-settings event package if included to identify the Active MC service user profile for the MC client;

NOTE 1:
If the <selected-user-profile-index> element of the poc-settings event package is included then only that MCS user profile is needed to be downloaded from the MC service user database.
12)
if there is no <selected-user-profile-index> element included in the poc-settings event package then if multiple MCS user profiles are stored at the MCS server or downloaded for the MC user from the MC service user database, shall determine the pre-selected MCS user profile to be used as the Active MC service user profile by identifying the MCS user profile (see the particular MCS user profile document in 3GPP TS 24.484 [50]) in the collection of MCS user profiles that contains a <Pre-selected-indication> element; and
NOTE 2:
If only one MCS user profile is stored at the MC server or only one MCS user profile is downloaded from the MC service user database, then by default this MCS user profile is the pre-selected MCS user profile.
13)
if an <ImplicitAffiliations> element is contained in the <OnNetwork> element of the MCS user profile document with one or more <entry> elements containing an MC group ID (see the MCS user profile document for the particular MCS in 3GPP TS 24.484 [50]) for the served MC ID, shall perform implicit affiliation for the MCS as specified in subclause 9.2.2.2.15
***** Next change *****
7.3.6
Subscription to and notification of MC service settings 
7.3.6.1
Receiving subscription to MC service settings
Upon receiving a SIP SUBSCRIBE request such that:

1)
Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the participating MCS function of the served MC user;
2)
the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the<mcptt-request-uri> element which identifies an MC ID served by the MCS server;
3)
the ICSI value of the MCS (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and

3)
the Event header field of the SIP SUBSCRIBE request contains the 'poc-settings' event type.
the MCS server:

1)
shall identify the served MC ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;

2)
if the Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the participating MCS function serving the MC user, shall identify the originating MC ID from public user identity in the P-Asserted-Identity header field of the SIP SUBSCRIBE request;

3)
if the originating MC ID is different than the served MC ID, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps; and

4)
shall generate a 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26] and IETF RFC 4354 [55].

For the duration of the subscription, the MCS server shall notify subscriber about changes of the MC service settings of the subscribed MC user, as described in subclause 7.3.6.2.
7.3.6.2
Sending notification of change of MC service settings
In order to notify the subscriber about changes of the MC service settings of the subscribed MC client of the subscribed MC user, the MCS server:

1)
shall generate an application/poc-settings+xml MIME body containing:
a)
the <am-settings> element of the poc-settings event package set to the current answer mode setting of the MC client according to IETF RFC 4354 [55]; and
b)
the <selected-user-profile-index> element as defined in subclause 7.4.2.1.1 identifying the active MCS user profile; and
2)
send a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26] and IETF RFC 4354 [55] with the constucted application/poc-settings+xml MIME body.
7.4
Coding

7.4.1
Extension of MIME types

7.4.1.1
General
The parent subclause of this subclause defines extensions of MIME type defined in other documents.
7.4.1.2
Extension of application/poc-settings+xml MIME type
7.4.1.2.1
Introduction
The parent subclause of this subclase describes extension of the application/poc-settings+xml MIME body specified in IETF RFC 4354 [55]. The extension is used to indicate the selected MCS user profile at an MCclient.

7.4.1.2.2
Syntax
The application/poc-settings+xml MIME body indicating the selected MCS user profile at an MC client is constructed according to IETF RFC 4354 [55] and:
1)
contains a <poc-settings> root element according to IETF RFC 4354 [55];

2)
contains one or more <entity> child element according to IETF RFC 4354 [55] of the <poc-settings> element;
3)
contains one <selected-user-profile-index> child element defined in the XML schema defined in table 7.4.1.2.2-2, of the <entity> element;

NOTE:
The <selected-user-profile-index> element is validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <entity> element.

The application/poc-settings+xml MIME body refers to namespaces using prefixes specified in table 7.4.1.2.2-1.

Table 7.4.1.2.2-1: Assignment of prefixes to namespace names in the application/poc-settings+xml MIME body
	Prefix
	Namespace

	PoC1Set
	urn:oma:params:xml:ns:poc:poc-settings

	mcptt10Set
	urn:3gpp:ns:mcpttSettings:1.0


Table 7.4.1.2.2-2: XML schema with elements and attributes extending the application/poc-settings+xml MIME body
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  targetNamespace="urn:3gpp:ns:mcpttSettings:1.0"

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  xmlns:mcptt10Set="urn:3gpp:ns:mcpttSettings:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- MCPTT specific "entity" child elements -->

  <xs:element name="user-profile-index" type="mcptt10Set:user-profile-indexType/>

  <xs:complexType name="selected-user-profile-indexType">

    <xs:sequence>

        <xs:complexType>

           <xs:attribute name="active" type="xs:nonNegativeInteger" use="required" />

        </xs:complexType>

      <xs:any namespace="##any" processContents="lax" minOccurs="unbounded0" maxOccurs="1"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

</xs:schema>
An example application/poc-settings+xml MIME body showing the MC service settings for two MC clients as might be included in the body of a SIP NOTIFY request is shown in table 7.4.1.2.2-3.
Table 7.4.1.2.2-3: Example application/poc-settings+xml MIME body showing the MC service settings for two MC clients as might be included in the body of a SIP NOTIFY request
   <?xml version="1.0" encoding="UTF-8"?>

   <poc-settings xmlns="urn:oma:params:xml:ns:poc:poc-settings">

     <entity id="urn:uuuid:do39s8zksn2d98x">

        <am-settings>

          <answer-mode>automatic</answer-mode>

        </am-settings>

        <selected-user-profile-index>1</selected-user-profile-index>

     </entity>

     <entity id="urn:uuuid:ksn2d98xdo39s8z">

        <am-settings>

          <answer-mode>manual/answer-mode>

        </am-settings>

        <selected-user-profile-index>2</selected-user-profile-index>

     </entity>

   </poc-settings>

***** End of changes *****
