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1.
General

In CT1#101bis, CT1 received the LS C1-170300/S2-166835 [1], where the attached 23.167CR0311r3 [2] had this following Stage 2 requirement to the non-3GPP access side on management of local emergency numbers provided over the non-3GPP access.
-
The list of downloaded emergency numbers shall be deleted at country change. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.
In CT1#101bis, some questions were raised about that requirement of storing up to ten local emergency numbers and a reply LS to SA2 were drafted (in C1-170317) was drafted but was postponed as it was pointed out that this requirement on the non-3GPP access side is mirroring what exist on the 3GPP side as specified in 24.008 and 24.301. The postponement at CT1#101bis was needed to allow further investigation and analysis of the overall handling and management of these local emergency numbers provided over the non-3GPP access and how it would interact – if any – with those local emergency numbers received over the 3GPP accesses.

2.
Discussion

2.1
History & Analysis

At CN1#27 (Bangkok, Nov, 2002) CN1 agreed N1-022492 [3] which amongst others introduced the Emergency Number List IE to ATTACH ACCEPT and RAU ACCEPT allowing the NW the possibility to provide to the MS a list of local emergency numbers over the PS domain. These local emergency numbers were to be valid so long as MS is "within the same MCC as in the cell on which this IE is received", but that those local emergency numbers are "deleted at switch off and removal of the SIM".

One of the facets of [3], is the definition of the Emergency Number List IE allows for emergency numbers that are not just 3 digits or 4 digits. For instance, an operator in the UK might indicate 0800 111 999 - specifically for the National Gas emergency service. However, if one keeps to an emergency number that is 3 digits or 4 digits, the Emergency Number List introduced by [3], allows up to 12 local emergency numbers to be provided at each ATTACH ACCEPT and/or RAU ACCEPT.

NOTE:
It is clear and indisputable that the "Emergency Number"s contained in Emergency Number List IE, are numbers, digits in BCD format, as shown in table 10.5.118/3GPP TS 24.008, in 24.008 subclause 10.5.4.7, see reference section below.
[3] also require that upon receiving the Emergency Number List IE, the MS will "filter" out any duplicate emergency numbers it has in the SIM and in the ME after which the "mobile station shall be able to store up to ten local emergency numbers". Moreover, it was specified that each time the MS receives the Emergency Number List, the MS – after filtering out what is in SIM and ME – just store the latest received numbers overwriting any previously locally stored emergency number. Thus in that way, while a maximum of storing ten local emergency number was put in place, there is no need to specify a minimum as the explicit requirement that MS shall be able to store the provided Emergency Number List makes a minimum storage capacity unnecessary.
Further revisions to N1-022492 were submitted and discussed at CN#18 (New Orleans, December 2002) and the outcome was that NP-020674 [4] was approved at CN#18. The difference between [3] and [4] was principally that the Emergency Number List could also be provided by the NW in the LAU ACCEPT in [4]. So with [4] the local emergency number list could be provided in either CS domain or PS domain but it is managed as only one same local emergency numbers list in the MS.

Then in Rel-8, when SAE was designed, the requirements of the local emergency numbers list were "imported' to 24.301 where this list can be provided in ATTACH ACCEPT and TAU ACCEPT and the handling made clear in 24.301, subclause 5.3.7 :-

The Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The user equipment shall be able to store up to ten local emergency numbers received from the network.
From then on, one observes that this local emergency numbers list can be provided in GSM, in UMTS, in LTE over GERAN or UTRAN or E-UTRAN access and to keep consistency and a handle on the management of this list, 24.301 subclause 5.3.7 further states the following :-

There is only one Local Emergency Numbers List in the UE, and it can be updated with EMM procedures if the UE is in S1 mode and with GMM and MM procedures if the UE is in A/Gb or Iu mode.
2.2
Emergency numbers requirements from 23.167CR0311r3 – an analysis

As pointed out, 23.167CR0311r3 [2] had this following Stage 2 requirement to the non-3GPP access side on management of local emergency numbers provided over the non-3GPP access.

-
The list of downloaded emergency numbers shall be deleted at country change. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.
In that same CR [2], it is written that :-

For the specific case where the UE has selected to make an emergency call over WLAN access to EPC (hence the UE has detected that the target URI or dialled digits correspond to an emergency sessions),
From the above extracted requirements, one can make the following deductions :-

Deduction 1:
The possibility for the network/operator to provided local emergency numbers to the mobile is now extended to the non-3GPP access.


Deduction 2:
Information of the local emergency contacts that can be downloaded to the mobile over non-3GPP access, are strictly numbers i.e the local emergency numbers provided by NW through non-3GPP access are numerical digits.


Deduction 3:
Stage 2 accepts to keep in line with existing storage requirements for local emergency numbers.
i.e. store up to ten local emergency numbers.
Also in line with equivalent/corresponding 24.008 and 24.301 requirements on this topic, see above analysis of 3GPP access side, no mention of minimum storage capacity is needed.

However many questions remain, not least:-


Question 1: 
Is the local emergency number list provided over non-3GPP access to be maintain as a different list of local emergency numbers – separate from the local emergency numbers list provided over 3GPP accesses - or is the mobile to maintain just one local emergency numbers list ?


Question 2:
If there is to be separate lists of local emergency numbers, will there be a priority to each of these lists if that emergency number appears on both of the lists.


Question 3:
If there is to be separate lists of local emergency numbers, does choosing an emergency number that appears on one of the list, but not the other, signifies a chosen radio technology to attempt that emergency call?


Question 4:
If only one list of local emergency numbers is to be maintained, would it be sufficient to keep the last provided local emergency numbers – as CT1 currently does in 24.008 and 24.301 – else CT1 could be faced with having to specify matching, filtering and merging to come to a consolidated list.


Question 5:
The physical location of where the UE accesses the non-3GPP access and the PLMN the UE then connects to could be in different countries.
e.g. the UE could be connected to its HPLMN through an ePDG of a visited country.
e.g. The UE performs/updates registration in 3GPP to PLMN1 = MCC1 + MNC1. After that UE attaches itself over non-3GPP access and to PLMN2 = MCC2+MNC2.

5a : 
Are we sure, do we need to be sure, that the MCC where UE links up to the non-3GPP access and the MCC of the selected PLMN are the same?
5b:
Is it possible that MCC1 and MCC2 are different?

5c: 
In such situations, what are the criteria that decides the validity of the provided Local Emergency Numbers List? 

Question 6:
How does the NW determine the location or country the UE is in to provide the pertinent Local Emergency Numbers List to the UE?


3.
Way forward & proposals

From a normal human user's perspective, overwhelmingly, that user would not want to know or care about what radio access technology a call is made over. Especially when making an emergency call, few users are hardly going to stop and ask themselves whether to choose WLAN or 3GP accesses for that emergency call.

Postulating about human user behaviour, one would suggest that what would assist and be useful to a human user when attempting to make an emergency call, is for the MMI to display a list of emergency numbers and if possible indicate the type of emergency associated with each displayed emergency number. Going one step further that MMI display might even be a text string indicating the kind of emergency eg. "Ambulance", "Fire brigade", "Coast Guard", "Child Focus" etc.

So to reduce undue anxieties to the human user and also negate the uncertainties of Question1, 2 and 3, we would like to make:-
Proposal 1: 
The UE only maintains one list of local emergency numbers.

With that we would also like to make:-

Proposal 2: 
The management of that one list of local emergency numbers is in keeping with what is specified in 24.301 subclause 5.3.7.
i.e. the last received list of local emergency numbers will be maintained till a new list of local emergency numbers is provided by the network. When UE receives a list of local emergency numbers, that list will replace the last received list in its entirety.
Proposal3:
The format of the local emergency numbers provided by the NW over non-3GPP access is to be the same format as that defined in 24.008 subclause 10.5.3.13

Proposals 2 and 3 should then also take care of Question 4.
Intel have submitted CRs for the above proposals in the following Tdocs:-
- C1-170626 – CR to 24.302 – "Managing Local Emergency Numbers List over the non-3GPP access"
- C1-170627 – CR to 24.301 – "Inclusion of Local Emergency Numbers List over non-3GPP access"

For question 5 and question 6, we feel further investigations are needed and we welcome further views and discussions. For the time being, editor's notes have been put in place in Intel's CRs to cover these issues.
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Herewith, N1-022492 [3] and NP-020674 [4] are attached for pre-use
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Herewith an extract from 24.008, subclause 10.5.3.13, detailing the Emergency Number List IE
<snip>

10.5.3.13
Emergency Number List

The purpose of this information element is to encode emergency number(s) for use within the country where the IE is received.

The Emergency Number List information element is coded as shown in figure 10.5.84c/3GPP TS 24.008.

The Emergency Number List IE is a type 4 information element with a minimum length of 5 octets and a maximum length of 50 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Emergency Number List IEI
	octet 1

	Length of Emergency Number List IE contents
	octet 2

	Length of 1st Emergency Number information (Note 1)
	octet 3

	Spare
	Emergency Service Category Value
	octet 4

	0
	0
	0
	
	

	Number digit 2
	Number digit 1
	octet 5

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet 6*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	
	octet j-1*

	
	
	

	Length of 2nd Emergency Number information (Note 1)
	octet j*

	Spare
	Emergency Service Category Value
	octet j+1*

	0
	0
	0
	
	

	Number digit 2
	Number digit 1
	octet j+2*

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet j+3*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	:
	octet j+k*

	
	
	

	.

.

.
	.

.

.

	Length of xth Emergency Number information (Note 1)
	octet n*

	Spare
	Emergency Service Category Value
	octet n+1*

	0
	0
	0
	
	

	Number digit 2
	Number digit 1
	octet n+2*

	
	
	(Note 2)

	Number digit 4
	Number digit 3
	octet n+3*

	
	
	

	:
	:
	:

	
	
	

	(Note 3)
	:
	octet n+m*

	
	
	


NOTE 1:
The length contains the number of octets used to encode the Emergency Service Category Value and the Number digits.

NOTE 2:
The number digit(s) in octet 5 precedes the digit(s) in octet 6 etc. The number digit, which would be entered first, is located in octet 5, bits 1 to 4. The contents of the number digits are coded as shown in table 10.5.118/3GPP TS 24.008.

NOTE 3:
If the emergeny number contains an odd number of digits, bits 5 to 8 of the last octet of the respective emergency number shall be filled with an end mark coded as "1111".

Figure 10.5.84c/3GPP TS 24.008 Emergency Number List information element

Table 10.5.97aa/3GPP TS 24.008: Emergency Number List information element
	Emergency Service Category Value (octet 4, j+1, n+1, etc.; bit 1 to 5)

	Bits 1 to 5 are coded as bits 1 to 5 of octet 3 of the Service Category information element as specified in subclause 10.5.4.33.
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**********   1st proposed change   **********

4.7.3.1.3
GPRS attach accepted by the network


If the GPRS attach request is accepted by the network, an ATTACH ACCEPT message is sent to the MS. 


The P-TMSI reallocation may be part of the GPRS attach procedure. When the ATTACH REQUEST includes the IMSI, the SGSN shall allocate the P-TMSI. The P-TMSI that shall be allocated is then included in the ATTACH ACCEPT message together with the routing area identifier. The network shall, in this case, change to state GMM-COMMON-PROCEDURE-INITIATED and shall start timer T3350 as described in subclause 4.7.6. Furthermore, the network may assign a P-TMSI signature for the GMM context which is then also included in the ATTACH ACCEPT message. If the LAI or PLMN identity that has been transmitted in the ATTACH ACCEPT message is a member of any of the "forbidden" lists, any such entry shall be deleted. Additionally, the network shall include the radio priority level to be used by the MS for mobile originated SMS transfer in the ATTACH ACCEPT message. 


In GSM, the Cell Notification information element shall be included in the ATTACH ACCEPT message by the network which indicates that the Cell Notification is supported by the network.


In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on request pending in ATTACH REQUEST. The network may also prolong the PS signalling connection without any indication from the mobile terminal.


The MS, receiving an ATTACH ACCEPT message, stores the received routing area identification and, if supported by the SIM, the currently selected access technology, stops timer T3310, reset the GPRS attach attempt counter, reset the routing area updating attempt counter, enters state GMM-REGISTERED and sets the GPRS update status to GU1 UPDATED. 


If the message contains a P-TMSI, the MS shall use this P-TMSI as the new temporary identity for GPRS services. In this case, an ATTACH COMPLETE message is returned to the network. The MS shall delete its old P-TMSI and shall store the new one. If no P-TMSI has been included by the network in the ATTACH ACCEPT message, the old P-TMSI, if any available, shall be kept.


If the message contains a P-TMSI signature, the MS shall use this P-TMSI signature as the new temporary signature for the GMM context. The MS shall delete its old P-TMSI signature, if any is available, and shall store the new one. If the message contains no P-TMSI signature, the old P-TMSI signature, if available, shall be deleted.


The network may also send a list of "equivalent PLMNs" in the ATTACH ACCEPT message. Each entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that any PLMN code that is already in the "forbidden PLMN" list shall be removed from the "equivalent PLMNs" list before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the ATTACH ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after switch on.


After that in UMTS, if the mobile station has indicated follow-on request pending and has a CM application request pending, it shall send an appropriate message (for example ACTIVATE PDP CONTEXT REQUEST) to the network.


In GSM, if the ATTACH ACCEPT message contains the Cell Notification information element, then the MS shall start to use the LLC NULL frame to perform cell updates. The network receiving an ATTACH COMPLETE message stops timer T3350, changes to GMM-REGISTERED state and considers the P-TMSI sent in the ATTACH ACCEPT message as valid.

The network may also send a list of local emergency numbers in the ATTACH ACCEPT, by including the Emergency Number List IE. The mobile station shall store the list, as provided by the network, except that any emergency number  that is already stored in the SIM shall be removed from the list before it is stored by the mobile station. If there are no emergency numbers stored on the SIM, then before storing the received list the mobile station shall remove from it any emergency number stored permanently in the ME for use in this case (see 3GPP TS 22.101 [8]). The list stored in the mobile station shall be replaced on each receipt of a new Emergency Number List IE. 

The emergeny number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no list is contained in the ATTACH ACCEPT message, then the stored list in the mobile station shall be kept, except if the mobile station has successfully registered to a PLMN with an MCC different from that of the last registered PLMN. 

The mobile station shall use the stored list of emergency numbers received from the network in addition to the emergency numbers stored on the SIM or ME to detect that the number dialled is an emergency number. 

NOTE: 
The mobile station may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.


The list of emergency numbers shall be deleted at switch off and removal of the SIM. The mobile station shall be able to store up to ten local emergency numbers received from the network.


**********   2nd proposed change   **********

4.7.5.1.3
Normal and periodic routing area updating procedure accepted by the network


If the routing area updating request has been accepted by the network, a ROUTING AREA UPDATE ACCEPT message shall be sent to the MS. The network may assign a new P-TMSI and/or a new P-TMSI signature for the MS. If a new P-TMSI and/or P-TMSI signature have been assigned to the MS, it/they shall be included in the ROUTING AREA UPDATE ACCEPT message together with the routing area identification. 


In GSM the Cell Notification information element shall be included in the ROUTING AREA UPDATE ACCEPT message in order to indicate the ability of the network to support the Cell Notification. 


The network shall change to state GMM-COMMON-PROCEDURE-INITIATED and shall start the supervision timer T3350 as described in subclause 4.7.6.


If the LAI or PLMN identity contained in the ROUTING AREA UPDATE ACCEPT message is a member of any of the "forbidden" lists then any such entry shall be deleted.


In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on request pending in ROUTING AREA UPDATE REQUEST. The network may also prolong the PS signalling connection without any indication from the mobile terminal. 


If the PDP context status information element is included in ROUTING AREA UPDATE REQUEST message, then the network shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and the network), which are not in SM state PDP-INACTIVE on network side but are indicated by the MS as being in state PDP-INACTIVE.


Upon receipt of a ROUTING AREA UPDATE ACCEPT message, the MS stores the received routing area identification and, if supported by the SIM, the currently selected access technology, stops timer T3330, shall reset the routing area updating attempt counter and sets the GPRS update status to GU1 UPDATED. If the message contains a P-TMSI, the MS shall use this P-TMSI as new temporary identity for GPRS services and shall store the new P-TMSI. If no P-TMSI was included by the network in the ROUTING AREA UPDATING ACCEPT message, the old P-TMSI shall be kept. Furthermore, the MS shall store the P-TMSI signature if received in the ROUTING AREA UPDATING ACCEPT message. If no P-TMSI signature was included in the message, the old P-TMSI signature, if available, shall be deleted.

If the PDP context status information element is included in ROUTING AREA UPDATE ACCEPT message, then the MS shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and network), which are not in SM state PDP-INACTIVE in the MS but are indicated by the network as being in state PDP-INACTIVE.


In GSM, if the ROUTING AREA UPDATE ACCEPT message contains the Cell Notification information element, then the MS shall start to use the LLC NULL frame to perform cell updates.


The network may also send a list of "equivalent PLMNs" in the ROUTING AREA UPDATE ACCEPT message. Each entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that any PLMN code that is already in the "forbidden PLMN" list shall be removed from the "equivalent PLMNs" list before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the ROUTING AREA UPDATE ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after switch on.


A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA UPDATE ACCEPT message contained:


-
a P-TMSI; and/or


-
Receive N‑PDU Numbers (see 3GPP TS 44.065 [78] and 3GPP TS 25.322).


In this case the Receive N‑PDU Numbers values valid in the MS, shall be included in the ROUTING AREA UPDATE COMPLETE message.


NOTE:
In UMTS, after a routing area updating procedure, the mobile station can initiate Service Request procedure to request the resource reservation for the active PDP contexts if the resources have been released by the network or send upper layer message (e.g. ACTIVATE PDP CONTEXT REQUEST) to the network via the existing PS signaling connection.


After that in UMTS, if the mobile station has indicated follow-on request pending and has a CM application request pending, it shall send an appropriate message (for example ACTIVATE PDP CONTEXT REQUEST) to the network.

The network may also send a list of local emergency numbers in the ROUTING AREA UPDATE ACCEPT, by including the Emergency Number List IE. The mobile station shall store the list, as provided by the network, except that any emergency number  that is already stored in the SIM shall be removed from the list before it is stored by the mobile station. If there are no emergency numbers stored on the SIM, then before storing the received list the mobile station shall remove from it any emergency number stored permanently in the ME for use in this case (see 3GPP TS 22.101 [8]). The list stored in the mobile station shall be replaced on each receipt of a new Emergency Number List IE. 


The emergeny number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no list is contained in the ROUTING AREA UPDATE ACCEPT message, then the stored list in the mobile station shall be kept, except if the mobile station has successfully registered to a PLMN with an MCC different from that of the last registered PLMN. 


The mobile station shall use the stored list of emergency numbers received from the network in addition to the emergency numbers stored on the SIM or ME to detect that the number dialled is an emergency number. 


NOTE: 
The mobile station may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.


The list of emergency numbers shall be deleted at switch off and removal of the SIM. The mobile station shall be able to store up to ten local emergency numbers received from the network.


**********   3rd proposed change   **********

9.4.2
Attach accept


This message is sent by the network to the MS to indicate that the corresponding attach request has been accepted. See table 9.4.2/3GPP TS 24.008.


Message type:
ATTACH ACCEPT


Significance:

dual


Direction:


network to MS


Table 9.4.2/3GPP TS 24.008: ATTACH ACCEPT message content


		IEI

		Information Element

		Type/Reference

		Presence

		Format

		Length



		

		Protocol discriminator

		Protocol discriminator


10.2

		M

		V

		1/2



		

		Skip indicator

		Skip indicator


10.3.1

		M

		V

		1/2



		

		Attach accept message identity

		Message type


10.4

		M

		V

		1



		

		Attach result

		Attach result


10.5.5.1

		M

		V

		1/2



		

		Force to standby

		Force to standby 


10.5.5.7

		M

		V

		1/2



		

		Periodic RA update timer

		GPRS Timer


10.5.7.3

		M

		V

		1



		

		Radio priority for SMS

		Radio priority


10.5.7.2

		M

		V

		1/2



		

		Radio priority for TOM8

		Radio priority 2


10.5.7.5

		M

		V

		1/2



		

		Routing area identification

		Routing area identification


10.5.5.15

		M

		V

		6



		19

		P-TMSI signature

		P-TMSI signature


10.5.5.8

		O

		TV

		4



		17

		Negotiated READY timer
value

		GPRS Timer


10.5.7.3

		O

		TV

		2



		18

		Allocated P-TMSI

		Mobile identity


10.5.1.4

		O

		TLV

		7



		23

		MS identity

		Mobile identity


10.5.1.4

		O

		TLV

		7-10



		25

		GMM cause

		GMM cause 


10.5.5.14

		O

		TV

		2



		2A

		T3302 value

		GPRS Timer 2


10.5.7.4

		O

		TLV

		3



		8C

		Cell Notification

		Cell Notification


10.5.5.21

		O

		T

		1



		4A

		Equivalent PLMNs

		PLMN List


10.5.1.13

		O

		TLV

		5-17



		B-

		Network feature support

		Network feature support


10.5.5.23

		O

		TV

		1



		34

		Emergency Number List

		Emergency Number List

10.5.3.13

		O

		TLV

		5-50





9.4.2.1
P-TMSI signature


This IE may be included to assign an identity to the MS's GMM context.


9.4.2.2
Negotiated READY timer


This IE may be included to indicate a value for the READY timer.


9.4.2.3
Allocated P-TMSI


This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined GPRS attach.


9.4.2.4
MS identity


This IE may be included to assign or unassign a TMSI to an MS in case of a combined GPRS attach.


9.4.2.5
GMM cause


This IE shall be included when IMSI attach for non-GPRS services was not successful during a combined GPRS attach procedure.


9.4.2.6
T3302 value


This IE may be included to indicate a value for the T3302 timer.


9.4.2.7
Cell Notification (GSM only)


In GSM, this IE shall be included by the SGSN in order to indicate the ability to support the Cell Notification.


9.4.2.8
Equivalent PLMNs


The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.


9.4.2.9
Network feature support


This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.2.10
Emergency Number List


This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

**********   4th proposed change   **********

9.4.15
Routing area update accept


This message is sent by the network to the MS to provide the MS with GPRS mobility management related data in response to a routing area update request message. See table 9.4.15/3GPP TS 24.008.


Message type:
routing area update accept

Significance:

dual


Direction:


network to MS


Table 9.4.15/3GPP TS 24.008: ROUTING AREA UPDATE ACCEPT message content


		IEI

		Information Element

		Type/Reference

		Presence

		Format

		Length



		

		Protocol discriminator

		Protocol discriminator


10.2

		M

		V

		1/2



		

		Skip indicator

		Skip indicator


10.3.1

		M

		V

		1/2



		

		Routing area update accept message identity

		Message type


10.4

		M

		V

		1



		

		Force to standby

		Force to standby 


10.5.5.7

		M

		V

		1/2



		

		Update result

		Update result


10.5.5.17

		M

		V

		1/2



		

		Periodic RA update timer

		GPRS Timer


10.5.7.3

		M

		V

		1



		

		Routing area identification

		Routing area identification


10.5.5.15

		M

		V

		6



		19

		P-TMSI signature

		P-TMSI signature


10.5.5.8

		O

		TV

		4



		18

		Allocated P-TMSI

		Mobile identity


10.5.1.4

		O

		TLV

		7



		23

		MS identity 

		Mobile identity


10.5.1.4

		O

		TLV

		7-10



		26

		List of Receive N‑PDU Numbers

		Receive N‑PDU Number list


10.5.5.11

		O

		TLV

		4 - 19



		17

		Negotiated READY timer value

		GPRS Timer


10.5.7.3

		O

		TV

		2



		25

		GMM cause

		GMM cause 


10.5.5.14

		O

		TV

		2



		2A

		T3302 value

		GPRS Timer 2


10.5.7.4

		O

		TLV

		3



		8C

		Cell Notification

		Cell Notification


10.5.5.21

		O

		T

		1



		4A

		Equivalent PLMNs

		PLMN List


10.5.1.13

		O

		TLV

		5-17



		32

		PDP context status

		PDP context status


10.5.7.1

		O

		TLV

		4



		B-

		Network feature support

		Network feature support


10.5.5.23

		O

		TV

		1



		34

		Emergency Number List

		Emergency Number List

10.5.3.13

		O

		TLV

		5-50





9.4.15.1
P-TMSI signature


This IE may be included to assign an identity to the MS's GMM context.


9.4.15.2
Allocated P-TMSI


This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined routing area updating procedure.


9.4.15.3
MS identity


This IE may be included to assign or unassign a TMSI to a MS in case of a combined routing area updating procedure.


9.4.15.4
List of Receive N‑PDU Numbers


This IE shall be included in case of an inter SGSN routing area updating, if there are PDP contexts that have been activated in acknowledged transfer mode.


9.4.15.5
Negotiated READY timer value


This IE may be included to indicate a value for the READY timer.


9.4.15.6
GMM cause


This IE shall be included if IMSI attach was not successful for non-GPRS services during a combined GPRS routing area updating procedure.


9.4.15.7
T3302 value


This IE may be included to indicate a value for the T3302 timer.


9.4.15.8
Cell Notification (GSM only)


In GSM, this IE shall be included if by the SGSN in order to indicate the ability to support the Cell Notification.


9.4.15.9
Equivalent PLMNs


The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.


9.4.15.10
PDP context status


This IE shall be included by the NW.


9.4.15.11
Network feature support


This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.15.12
Emergency Number List


This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

**********   5th proposed change   **********

10.5.3.13
Emergency Number List


The purpose of this information element is to encode emergency number(s) for use within the country (as indicated by MCC) where the IE is received.


The Emergency Number List information element is coded as shown in figure 10.5.97b/3GPP TS 24.008.


The Emergency Number List IE is a type 4 information element with a minimum length of 5 octets and a maximum length of 50 octets.


		8

		7

		6

		5

		4

		3

		2

		1

		



		Emergency Number List IEI

		octet 1



		Length of Emergency Number List IE contents

		octet 2



		Length of 1st Emergency Number

		octet 3



		spare

		Emergency Service Category Value (see Table 10.5.135d/3GPP TS 24.008)

		octet 4



		0

		0

		0

		

		



		Number digit 2

		Number digit 1

		octet 5



		

		

		note 1)



		Number digit 4

		Number digit 3

		octet 6*



		

		

		



		:

		:

		:



		

		

		



		note 2)

		

		octet j-1*



		

		

		



		Length of 2nd Emergency Number

		octet j*



		spare

		Emergency Service Category Value (see Table 10.5.135d/3GPP TS 24.008)

		Octet j+1*



		0

		0

		0

		

		



		Number digit 2

		Number digit 1

		octet j+2*



		

		

		note 1)



		Number digit 4

		Number digit 3

		octet j+3*



		

		

		



		:

		:

		:



		

		

		



		note 2)

		:

		octet n*



		

		

		





Figure 10.5.97b/3GPP TS 24.008 Emergency Number List information element


NOTE 1: 
The number digit(s) in octet 5 precedes the digit(s) in octet 6 etc. The number digit, which would be entered first, is located in octet 5, bits 1 to 4. The contents of the number digits are coded as shown in table 10.5.118/3GPP TS 24.008.


NOTE 2: 
If the emergeny number contains an odd number of digits, bits 5 to 8 of the last octet of the respective emergency number shall be filled with an end mark coded as "1111".

**********   Added for information   **********


10.5.4.7
Called party BCD number


The purpose of the called party BCD number information element is to identify the called party.


The called party BCD number information element is coded as shown in figure 10.5.91/3GPP TS 24.008 and table 10.5.118/3GPP TS 24.008.


The called party BCD number is a type 4 information element with a minimum length of 3 octets and a maximum length of 43 octets. For PCS 1900 the maximum length is 19 octets.


		8

		7

		6

		5

		4

		3

		2

		1

		



		

		Called party BCD number IEI

		octet 1



		Length of called party BCD number contents

		octet 2



		1


ext

		type of


number

		Numbering plan


Identification

		octet 3



		Number digit 2

		Number digit 1

		octet 4*



		Number digit 4

		Number digit 3

		octet 5*



		

		

		
:



		

		2)

		

		

		

		

		

		

		
:





Figure 10.5.91/3GPP TS 24.008 Called party BCD number information element


NOTE 1:
The number digit(s) in octet 4 precedes the digit(s) in octet 5 etc. The number digit which would be entered first is located in octet 4, bits 1 to 4.


NOTE 2:
If the called party BCD number contains an odd number of digits, bits 5 to 8 of the last octet shall be filled with an end mark coded as "1111".


Since the information element must contain the complete called party BCD number there is no need for an additional complete indication.


Table 10.5.118/3GPP TS 24.008: Called party BCD number


		Type of number (octet 3)  (Note 1)



		



		Bits



		7

		6

		5

		

		



		0

		0

		0

		

		unknown (Note 2)



		0

		0

		1

		

		international number (Note 3, Note 5)



		0

		1

		0

		

		national number (Note 3)



		0

		1

		1

		

		network specific number (Note 4)



		1

		0

		0

		

		dedicated access, short code



		1

		0

		1

		

		Reserved



		1

		1

		0

		

		Reserved



		1

		1

		1

		

		reserved for extension



		





NOTE 1:
For the definition of "number" see ITU-T Recommendation I.330 and 3GPP TS 23.003.


NOTE 2:
The type of number "unknown" is used when the user or the network has no knowledge of the type of number, e.g. international number, national number, etc. In this case the number digits field is organized according to the network dialling plan, e.g. prefix or escape digits might be present.


NOTE 3:
Prefix or escape digits shall not be included.


NOTE 4:
The type of number "network specific number" is used to indicate administration/service number specific to the serving network, e.g. used to access an operator.


NOTE 5:
The international format shall be accepted by the MSC when the call is destined to a destination in the same country as the MSC.


Table 10.5.118/3GPP TS 24.008: Called party BCD number (continued)


		Numbering plan identification (octet 3)



		



		Number plan (applies for type of number = 000, 001, 010 and 100)



		Bits



		4

		3

		2

		1

		



		0

		0

		0

		0

		Unknown



		0

		0

		0

		1

		ISDN/telephony numbering plan (Rec. E.164/E.163)



		0

		0

		1

		1

		data numbering plan (Recommendation X.121)



		0

		1

		0

		0

		telex numbering plan (Recommendation F.69)



		1

		0

		0

		0

		national numbering plan



		1

		0

		0

		1

		private numbering plan



		1

		0

		1

		1

		reserved for CTS (see GSM 04.56)



		1

		1

		1

		1

		reserved for extension



		



		All other values are reserved.






When an MS is the recipient of number information from the network, any incompatibility between the number digits and the number plan identification shall be ignored and a STATUS message shall not be sent to the network.



In the case of numbering plan "unknown", the number digits field is organized according to the network dialling plan; e.g. prefix or escape digits might be present.


Table 10.5.118/3GPP TS 24.008: Called party BCD number (continued)


		Number digits (octets 4, etc.)



		Bits

		

		Number digit value



		4

		3

		2

		1

		Or

		



		8

		7

		6

		5

		

		



		0

		0

		0

		0

		

		0



		0

		0

		0

		1

		

		1



		0

		0

		1

		0

		

		2



		0

		0

		1

		1

		

		3



		0

		1

		0

		0

		

		4



		0

		1

		0

		1

		

		5



		0

		1

		1

		0

		

		6



		0

		1

		1

		1

		

		7



		1

		0

		0

		0

		

		8



		1

		0

		0

		1

		

		9



		

		

		

		

		

		



		1

		0

		1

		0

		

		*



		1

		0

		1

		1

		

		#



		1

		1

		0

		0

		

		A



		1

		1

		0

		1

		

		B



		1

		1

		1

		0

		

		C



		1

		1

		1

		1

		

		used as an endmark in the case of an odd number of number digits



		





**********   Added for information   **********


10.5.4.33
Service category


The purpose of the Service category information element is to provide the network with information about services invoked by the user equipment.


The Service category information element is coded as shown in figure 10.5.118d/3GPP TS 24.008 and table 10.5.135d/3GPP TS 24.008


The Service category is a type 4 information element with a minimum length of 3 octets.


		8

		7

		6

		5

		4

		3

		2

		1

		



		

		Service Category IEI

		Octet 1



		Length of Service Category

		Octet 2



		spare

		Emergency Service Category Value

		octet 3



		0

		0

		0

		

		





Figure 10.5.118d/3GPP TS 24.008 Service Category information element


Table 10.5.135d/3GPP TS 24.008: Service Category information element


Emergency Service Category Value (octet 3)


The meaning of the Emergency Category Value is derived from the following settings (Please see 3GPP TS 22.101 clause 8):


Bit 1
Police


Bit 2
Ambulance


Bit 3
Fire Brigade


Bit 4
Marine Guard

Bit 5
Mountain Rescue


Bits 6,7,8 are spare and set to "0"


Mobile station may set one or more bits to "1"


If more than one bit is set to "1", routing to a combined Emergency centre (e.g. ambulance and fire brigade in Japan) is required. If the MSC can not match the received service category to any of the emergency centres, it shall route the call to an operator defined default emergency centre.


If no bit is set to "1", the MSC shall route the Emergency call to an operator defined default emergency centre
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**********   1st proposed change   **********

4.4.4.6
Location updating accepted by the network


If the location updating is accepted by the network a LOCATION UPDATING ACCEPT message is transferred to the mobile station.


In case the identity confidentiality service is active (see subclauses 4.3.1 and 4.4.4.4), the TMSI reallocation may be part of the location updating procedure. The TMSI allocated is then contained in the LOCATION UPDATING ACCEPT message together with the location area identifier LAI. The network shall in this case start the supervision timer T3250 as described in subclause 4.3.1.


If the network wishes to prolong the RR connection to allow the mobile station to initiate MM connection establishment (for example if the mobile station has indicated in the LOCATION UPDATING REQUEST that it has a follow-on request pending) the network shall send "follow on proceed" in the LOCATION UPDATING ACCEPT and start timer T3255.


The mobile station receiving a LOCATION UPDATING ACCEPT message shall store the received location area identification LAI and, if supported by the SIM, the currently selected access technology, stop timer T3210, reset the attempt counter and set the update status in the SIM to UPDATED. If the message contains an IMSI, the mobile station is not allocated any TMSI, and shall delete any TMSI in the SIM accordingly. If the message contains a TMSI, the mobile station is allocated this TMSI, and shall store this TMSI in the SIM and a TMSI REALLOCATION COMPLETE shall be returned to the network. If neither IMSI nor TMSI is received in the LOCATION UPDATING ACCEPT message, the old TMSI if any available shall be kept.


If the LAI or PLMN identity contained in the LOCATION UPDATING ACCEPT message is a member of any of the "forbidden lists" then any such entries shall be deleted.


The network may also send a list of "equivalent PLMNs" in the LOCATION UPDATING ACCEPT message. Each entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that any PLMN code that is already in the "forbidden PLMN list" shall be removed from the "equivalent PLMNs" list before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the LOCATION UPDATING ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after switch on.


After that, the mobile station shall act according to the presence of the "Follow-on proceed" information element in the LOCATION UPDATING ACCEPT; if this element is present and the mobile station has a CM application request pending, it shall send a CM SERVICE REQUEST to the network and proceed as in subclause 4.5.1.1. Otherwise, it shall start timer T3240 and enter state WAIT FOR NETWORK COMMAND.


Furthermore, the network may grant authorisation for the mobile station to use GSM-Cordless Telephony System (CTS) in the Location Area and its immediate neighbourhood. The mobile should memorise this permission in non-volatile memory. If the "CTS permission" IE is not present in the message, the mobile is not authorised to use GSM-CTS, and shall accordingly delete any memorised permission.


NOTE:
the interaction between CTS and GPRS procedures are not yet defined.


The network may also send a list of local emergency numbers in the LOCATION UPDATING ACCEPT, by including the Emergency Number List IE. The mobile equipment shall store the list, as provided by the network, except that any emergency number  that is already stored in the SIM shall be removed from the list before it is stored by the mobile equipment. If there are no emergency numbers stored on the SIM, then before storing the received list the mobile equipment shall remove from it any emergency number stored permanently in the ME for use in this case (see 3GPP TS 22.101 [8]). The list stored in the mobile equipment shall be replaced on each receipt of a new Emergency Number List IE. 


The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no list is contained in the LOCATION UPDATING ACCEPT message, then the stored list in the mobile equipment shall be kept, except if the mobile equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN. 


The mobile equipment shall use the stored list of emergency numbers received from the network in addition to the emergency numbers stored on the SIM or ME to detect that the number dialled is an emergency number. 


NOTE: 
The mobile equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.


The list of emergency numbers shall be deleted at switch off and removal of the SIM. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.

**********   2nd proposed change   **********

4.7.3.1.3
GPRS attach accepted by the network


If the GPRS attach request is accepted by the network, an ATTACH ACCEPT message is sent to the MS. 


The P-TMSI reallocation may be part of the GPRS attach procedure. When the ATTACH REQUEST includes the IMSI, the SGSN shall allocate the P-TMSI. The P-TMSI that shall be allocated is then included in the ATTACH ACCEPT message together with the routing area identifier. The network shall, in this case, change to state GMM-COMMON-PROCEDURE-INITIATED and shall start timer T3350 as described in subclause 4.7.6. Furthermore, the network may assign a P-TMSI signature for the GMM context which is then also included in the ATTACH ACCEPT message. If the LAI or PLMN identity that has been transmitted in the ATTACH ACCEPT message is a member of any of the "forbidden" lists, any such entry shall be deleted. Additionally, the network shall include the radio priority level to be used by the MS for mobile originated SMS transfer in the ATTACH ACCEPT message. 


In GSM, the Cell Notification information element shall be included in the ATTACH ACCEPT message by the network which indicates that the Cell Notification is supported by the network.


In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on request pending in ATTACH REQUEST. The network may also prolong the PS signalling connection without any indication from the mobile terminal.


The MS, receiving an ATTACH ACCEPT message, stores the received routing area identification and, if supported by the SIM, the currently selected access technology, stops timer T3310, reset the GPRS attach attempt counter, reset the routing area updating attempt counter, enters state GMM-REGISTERED and sets the GPRS update status to GU1 UPDATED. 


If the message contains a P-TMSI, the MS shall use this P-TMSI as the new temporary identity for GPRS services. In this case, an ATTACH COMPLETE message is returned to the network. The MS shall delete its old P-TMSI and shall store the new one. If no P-TMSI has been included by the network in the ATTACH ACCEPT message, the old P-TMSI, if any available, shall be kept.


If the message contains a P-TMSI signature, the MS shall use this P-TMSI signature as the new temporary signature for the GMM context. The MS shall delete its old P-TMSI signature, if any is available, and shall store the new one. If the message contains no P-TMSI signature, the old P-TMSI signature, if available, shall be deleted.


The network may also send a list of "equivalent PLMNs" in the ATTACH ACCEPT message. Each entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that any PLMN code that is already in the "forbidden PLMN" list shall be removed from the "equivalent PLMNs" list before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the ATTACH ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after switch on.


After that in UMTS, if the mobile station has indicated follow-on request pending and has a CM application request pending, it shall send an appropriate message (for example ACTIVATE PDP CONTEXT REQUEST) to the network.


In GSM, if the ATTACH ACCEPT message contains the Cell Notification information element, then the MS shall start to use the LLC NULL frame to perform cell updates. The network receiving an ATTACH COMPLETE message stops timer T3350, changes to GMM-REGISTERED state and considers the P-TMSI sent in the ATTACH ACCEPT message as valid.

The network may also send a list of local emergency numbers in the ATTACH ACCEPT, by including the Emergency Number List IE. The mobile equipment shall store the list, as provided by the network, except that any emergency number  that is already stored in the SIM shall be removed from the list before it is stored by the mobile equipment. If there are no emergency numbers stored on the SIM, then before storing the received list the mobile equipment shall remove from it any emergency number stored permanently in the ME for use in this case (see 3GPP TS 22.101 [8]). The list stored in the mobile equipment shall be replaced on each receipt of a new Emergency Number List IE. 

The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no list is contained in the ATTACH ACCEPT message, then the stored list in the mobile equipment shall be kept, except if the mobile equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN. 

The mobile equipment shall use the stored list of emergency numbers received from the network in addition to the emergency numbers stored on the SIM or ME to detect that the number dialled is an emergency number. 

NOTE: 
The mobile equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.


The list of emergency numbers shall be deleted at switch off and removal of the SIM. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.


**********   3rd proposed change   **********

4.7.5.1.3
Normal and periodic routing area updating procedure accepted by the network


If the routing area updating request has been accepted by the network, a ROUTING AREA UPDATE ACCEPT message shall be sent to the MS. The network may assign a new P-TMSI and/or a new P-TMSI signature for the MS. If a new P-TMSI and/or P-TMSI signature have been assigned to the MS, it/they shall be included in the ROUTING AREA UPDATE ACCEPT message together with the routing area identification. 


In GSM the Cell Notification information element shall be included in the ROUTING AREA UPDATE ACCEPT message in order to indicate the ability of the network to support the Cell Notification. 


The network shall change to state GMM-COMMON-PROCEDURE-INITIATED and shall start the supervision timer T3350 as described in subclause 4.7.6.


If the LAI or PLMN identity contained in the ROUTING AREA UPDATE ACCEPT message is a member of any of the "forbidden" lists then any such entry shall be deleted.


In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on request pending in ROUTING AREA UPDATE REQUEST. The network may also prolong the PS signalling connection without any indication from the mobile terminal. 


If the PDP context status information element is included in ROUTING AREA UPDATE REQUEST message, then the network shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and the network), which are not in SM state PDP-INACTIVE on network side but are indicated by the MS as being in state PDP-INACTIVE.


Upon receipt of a ROUTING AREA UPDATE ACCEPT message, the MS stores the received routing area identification and, if supported by the SIM, the currently selected access technology, stops timer T3330, shall reset the routing area updating attempt counter and sets the GPRS update status to GU1 UPDATED. If the message contains a P-TMSI, the MS shall use this P-TMSI as new temporary identity for GPRS services and shall store the new P-TMSI. If no P-TMSI was included by the network in the ROUTING AREA UPDATING ACCEPT message, the old P-TMSI shall be kept. Furthermore, the MS shall store the P-TMSI signature if received in the ROUTING AREA UPDATING ACCEPT message. If no P-TMSI signature was included in the message, the old P-TMSI signature, if available, shall be deleted.

If the PDP context status information element is included in ROUTING AREA UPDATE ACCEPT message, then the MS shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and network), which are not in SM state PDP-INACTIVE in the MS but are indicated by the network as being in state PDP-INACTIVE.


In GSM, if the ROUTING AREA UPDATE ACCEPT message contains the Cell Notification information element, then the MS shall start to use the LLC NULL frame to perform cell updates.


The network may also send a list of "equivalent PLMNs" in the ROUTING AREA UPDATE ACCEPT message. Each entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that any PLMN code that is already in the "forbidden PLMN" list shall be removed from the "equivalent PLMNs" list before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the ROUTING AREA UPDATE ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after switch on.


A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA UPDATE ACCEPT message contained:


-
a P-TMSI; and/or


-
Receive N‑PDU Numbers (see 3GPP TS 44.065 [78] and 3GPP TS 25.322).


In this case the Receive N‑PDU Numbers values valid in the MS, shall be included in the ROUTING AREA UPDATE COMPLETE message.


NOTE:
In UMTS, after a routing area updating procedure, the mobile station can initiate Service Request procedure to request the resource reservation for the active PDP contexts if the resources have been released by the network or send upper layer message (e.g. ACTIVATE PDP CONTEXT REQUEST) to the network via the existing PS signaling connection.


After that in UMTS, if the mobile station has indicated follow-on request pending and has a CM application request pending, it shall send an appropriate message (for example ACTIVATE PDP CONTEXT REQUEST) to the network.

The network may also send a list of local emergency numbers in the ROUTING AREA UPDATE ACCEPT, by including the Emergency Number List IE. The mobile equipment shall store the list, as provided by the network, except that any emergency number  that is already stored in the SIM shall be removed from the list before it is stored by the mobile equipment. If there are no emergency numbers stored on the SIM, then before storing the received list the mobile equipment shall remove from it any emergency number stored permanently in the ME for use in this case (see 3GPP TS 22.101 [8]). The list stored in the mobile equipment shall be replaced on each receipt of a new Emergency Number List IE. 


The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no list is contained in the ROUTING AREA UPDATE ACCEPT message, then the stored list in the mobile equipment shall be kept, except if the mobile equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN. 


The mobile equipment shall use the stored list of emergency numbers received from the network in addition to the emergency numbers stored on the SIM or ME to detect that the number dialled is an emergency number. 


NOTE: 
The mobile equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.


The list of emergency numbers shall be deleted at switch off and removal of the SIM. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.


**********   4th proposed change   **********

9.2.13
Location updating accept


This message is sent by the network to the mobile station to indicate that updating or IMSI attach in the network has been completed. See table 9.2.15/3GPP TS 24.008.


Message type:
LOCATION UPDATING ACCEPT


Significance:

dual


Direction:


network to mobile station


Table 9.2.15/3GPP TS 24.008: LOCATION UPDATING ACCEPT message content


		IEI

		Information element

		Type/Reference

		Presence

		Format

		Length



		

		Mobility management

		Protocol discriminator

		M

		V

		1/2



		

		protocol discriminator

		10.2

		

		

		



		

		Skip Indicator

		Skip Indicator

		M

		V

		1/2



		

		

		10.3.1

		

		

		



		

		Location Updating

		Message type

		M

		V

		1



		

		Accept message type

		10.4

		

		

		



		

		Location area

		Location area

		M

		V

		5



		

		identification

		identification

		

		

		



		

		

		10.5.1.3

		

		

		



		17

		Mobile identity

		Mobile identity

		O

		 TLV

		3-10



		

		

		10.5.1.4

		

		

		



		A1

		Follow on proceed

		Follow on proceed

		O

		T

		1



		

		

		10.5.3.7

		

		

		



		A2

		CTS permission

		CTS permission

		O

		T

		1



		

		

		10.5.3.10

		

		

		



		4A

		Equivalent PLMNs

		PLMN list

		O

		TLV

		5-17



		

		

		10.5.1.13

		

		

		



		34

		Emergency Number List

		Emergency Number List

		O

		TLV

		5-50



		

		

		10.5.3.13

		

		

		





9.2.13.1
Follow on proceed


The follow on proceed information element appears if the network wishes to indicate that the mobile station may attempt an MM connection establishment using the same RR connection.


9.2.13.2
CTS permission


The CTS permission information element appears if the network wishes to allow the mobile station to use GSM-Cordless Telephony System in the Location Area.


9.2.13.3
Equivalent PLMNs


The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.


9.2.13.4
Emergency Number List


This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

**********   5th proposed change   **********

9.4.2
Attach accept


This message is sent by the network to the MS to indicate that the corresponding attach request has been accepted. See table 9.4.2/3GPP TS 24.008.


Message type:
ATTACH ACCEPT


Significance:

dual


Direction:


network to MS


Table 9.4.2/3GPP TS 24.008: ATTACH ACCEPT message content


		IEI

		Information Element

		Type/Reference

		Presence

		Format

		Length



		

		Protocol discriminator

		Protocol discriminator


10.2

		M

		V

		1/2



		

		Skip indicator

		Skip indicator


10.3.1

		M

		V

		1/2



		

		Attach accept message identity

		Message type


10.4

		M

		V

		1



		

		Attach result

		Attach result


10.5.5.1

		M

		V

		1/2



		

		Force to standby

		Force to standby 


10.5.5.7

		M

		V

		1/2



		

		Periodic RA update timer

		GPRS Timer


10.5.7.3

		M

		V

		1



		

		Radio priority for SMS

		Radio priority


10.5.7.2

		M

		V

		1/2



		

		Radio priority for TOM8

		Radio priority 2


10.5.7.5

		M

		V

		1/2



		

		Routing area identification

		Routing area identification


10.5.5.15

		M

		V

		6



		19

		P-TMSI signature

		P-TMSI signature


10.5.5.8

		O

		TV

		4



		17

		Negotiated READY timer
value

		GPRS Timer


10.5.7.3

		O

		TV

		2



		18

		Allocated P-TMSI

		Mobile identity


10.5.1.4

		O

		TLV

		7



		23

		MS identity

		Mobile identity


10.5.1.4

		O

		TLV

		7-10



		25

		GMM cause

		GMM cause 


10.5.5.14

		O

		TV

		2



		2A

		T3302 value

		GPRS Timer 2


10.5.7.4

		O

		TLV

		3



		8C

		Cell Notification

		Cell Notification


10.5.5.21

		O

		T

		1



		4A

		Equivalent PLMNs

		PLMN List


10.5.1.13

		O

		TLV

		5-17



		B-

		Network feature support

		Network feature support


10.5.5.23

		O

		TV

		1



		34

		Emergency Number List

		Emergency Number List

10.5.3.13

		O

		TLV

		5-50





9.4.2.1
P-TMSI signature


This IE may be included to assign an identity to the MS's GMM context.


9.4.2.2
Negotiated READY timer


This IE may be included to indicate a value for the READY timer.


9.4.2.3
Allocated P-TMSI


This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined GPRS attach.


9.4.2.4
MS identity


This IE may be included to assign or unassign a TMSI to an MS in case of a combined GPRS attach.


9.4.2.5
GMM cause


This IE shall be included when IMSI attach for non-GPRS services was not successful during a combined GPRS attach procedure.


9.4.2.6
T3302 value


This IE may be included to indicate a value for the T3302 timer.


9.4.2.7
Cell Notification (GSM only)


In GSM, this IE shall be included by the SGSN in order to indicate the ability to support the Cell Notification.


9.4.2.8
Equivalent PLMNs


The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.


9.4.2.9
Network feature support


This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.2.10
Emergency Number List


This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

**********   6th proposed change   **********

9.4.15
Routing area update accept


This message is sent by the network to the MS to provide the MS with GPRS mobility management related data in response to a routing area update request message. See table 9.4.15/3GPP TS 24.008.


Message type:
routing area update accept

Significance:

dual


Direction:


network to MS


Table 9.4.15/3GPP TS 24.008: ROUTING AREA UPDATE ACCEPT message content


		IEI

		Information Element

		Type/Reference

		Presence

		Format

		Length



		

		Protocol discriminator

		Protocol discriminator


10.2

		M

		V

		1/2



		

		Skip indicator

		Skip indicator


10.3.1

		M

		V

		1/2



		

		Routing area update accept message identity

		Message type


10.4

		M

		V

		1



		

		Force to standby

		Force to standby 


10.5.5.7

		M

		V

		1/2



		

		Update result

		Update result


10.5.5.17

		M

		V

		1/2



		

		Periodic RA update timer

		GPRS Timer


10.5.7.3

		M

		V

		1



		

		Routing area identification

		Routing area identification


10.5.5.15

		M

		V

		6



		19

		P-TMSI signature

		P-TMSI signature


10.5.5.8

		O

		TV

		4



		18

		Allocated P-TMSI

		Mobile identity


10.5.1.4

		O

		TLV

		7



		23

		MS identity 

		Mobile identity


10.5.1.4

		O

		TLV

		7-10



		26

		List of Receive N‑PDU Numbers

		Receive N‑PDU Number list


10.5.5.11

		O

		TLV

		4 - 19



		17

		Negotiated READY timer value

		GPRS Timer


10.5.7.3

		O

		TV

		2



		25

		GMM cause

		GMM cause 


10.5.5.14

		O

		TV

		2



		2A

		T3302 value

		GPRS Timer 2


10.5.7.4

		O

		TLV

		3



		8C

		Cell Notification

		Cell Notification


10.5.5.21

		O

		T

		1



		4A

		Equivalent PLMNs

		PLMN List


10.5.1.13

		O

		TLV

		5-17



		32

		PDP context status

		PDP context status


10.5.7.1

		O

		TLV

		4



		B-

		Network feature support

		Network feature support


10.5.5.23

		O

		TV

		1



		34

		Emergency Number List

		Emergency Number List

10.5.3.13

		O

		TLV

		5-50





9.4.15.1
P-TMSI signature


This IE may be included to assign an identity to the MS's GMM context.


9.4.15.2
Allocated P-TMSI


This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined routing area updating procedure.


9.4.15.3
MS identity


This IE may be included to assign or unassign a TMSI to a MS in case of a combined routing area updating procedure.


9.4.15.4
List of Receive N‑PDU Numbers


This IE shall be included in case of an inter SGSN routing area updating, if there are PDP contexts that have been activated in acknowledged transfer mode.


9.4.15.5
Negotiated READY timer value


This IE may be included to indicate a value for the READY timer.


9.4.15.6
GMM cause


This IE shall be included if IMSI attach was not successful for non-GPRS services during a combined GPRS routing area updating procedure.


9.4.15.7
T3302 value


This IE may be included to indicate a value for the T3302 timer.


9.4.15.8
Cell Notification (GSM only)


In GSM, this IE shall be included if by the SGSN in order to indicate the ability to support the Cell Notification.


9.4.15.9
Equivalent PLMNs


The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.


9.4.15.10
PDP context status


This IE shall be included by the NW.


9.4.15.11
Network feature support


This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.15.12
Emergency Number List


This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

**********   7th proposed change   **********

10.5.3.13
Emergency Number List


The purpose of this information element is to encode emergency number(s) for use within the country (as indicated by MCC) where the IE is received.


The Emergency Number List information element is coded as shown in figure 10.5.97b/3GPP TS 24.008.


The Emergency Number List IE is a type 4 information element with a minimum length of 5 octets and a maximum length of 50 octets.


		8

		7

		6

		5

		4

		3

		2

		1

		



		Emergency Number List IEI

		octet 1



		Length of Emergency Number List IE contents

		octet 2



		Length of 1st Emergency Number

		octet 3



		spare

		Emergency Service Category Value (see Table 10.5.135d/3GPP TS 24.008)

		octet 4



		0

		0

		0

		

		



		Number digit 2

		Number digit 1

		octet 5



		

		

		note 1)



		Number digit 4

		Number digit 3

		octet 6*



		

		

		



		:

		:

		:



		

		

		



		note 2)

		

		octet j-1*



		

		

		



		Length of 2nd Emergency Number

		octet j*



		spare

		Emergency Service Category Value (see Table 10.5.135d/3GPP TS 24.008)

		Octet j+1*



		0

		0

		0

		

		



		Number digit 2

		Number digit 1

		octet j+2*



		

		

		note 1)



		Number digit 4

		Number digit 3

		octet j+3*



		

		

		



		:

		:

		:



		

		

		



		note 2)

		:

		octet n*



		

		

		





Figure 10.5.97b/3GPP TS 24.008 Emergency Number List information element


NOTE 1: 
The number digit(s) in octet 5 precedes the digit(s) in octet 6 etc. The number digit, which would be entered first, is located in octet 5, bits 1 to 4. The contents of the number digits are coded as shown in table 10.5.118/3GPP TS 24.008.


NOTE 2: 
If the emergeny number contains an odd number of digits, bits 5 to 8 of the last octet of the respective emergency number shall be filled with an end mark coded as "1111".

**********   Added for information   **********


10.5.4.7
Called party BCD number


The purpose of the called party BCD number information element is to identify the called party.


The called party BCD number information element is coded as shown in figure 10.5.91/3GPP TS 24.008 and table 10.5.118/3GPP TS 24.008.


The called party BCD number is a type 4 information element with a minimum length of 3 octets and a maximum length of 43 octets. For PCS 1900 the maximum length is 19 octets.


		8

		7

		6

		5

		4

		3

		2

		1

		



		

		Called party BCD number IEI

		octet 1



		Length of called party BCD number contents

		octet 2



		1


ext

		type of


number

		Numbering plan


Identification

		octet 3



		Number digit 2

		Number digit 1

		octet 4*



		Number digit 4

		Number digit 3

		octet 5*



		

		

		
:



		

		2)

		

		

		

		

		

		

		
:





Figure 10.5.91/3GPP TS 24.008 Called party BCD number information element


NOTE 1:
The number digit(s) in octet 4 precedes the digit(s) in octet 5 etc. The number digit which would be entered first is located in octet 4, bits 1 to 4.


NOTE 2:
If the called party BCD number contains an odd number of digits, bits 5 to 8 of the last octet shall be filled with an end mark coded as "1111".


Since the information element must contain the complete called party BCD number there is no need for an additional complete indication.


Table 10.5.118/3GPP TS 24.008: Called party BCD number


		Type of number (octet 3)  (Note 1)



		



		Bits



		7

		6

		5

		

		



		0

		0

		0

		

		unknown (Note 2)



		0

		0

		1

		

		international number (Note 3, Note 5)



		0

		1

		0

		

		national number (Note 3)



		0

		1

		1

		

		network specific number (Note 4)



		1

		0

		0

		

		dedicated access, short code



		1

		0

		1

		

		Reserved



		1

		1

		0

		

		Reserved



		1

		1

		1

		

		reserved for extension



		





NOTE 1:
For the definition of "number" see ITU-T Recommendation I.330 and 3GPP TS 23.003.


NOTE 2:
The type of number "unknown" is used when the user or the network has no knowledge of the type of number, e.g. international number, national number, etc. In this case the number digits field is organized according to the network dialling plan, e.g. prefix or escape digits might be present.


NOTE 3:
Prefix or escape digits shall not be included.


NOTE 4:
The type of number "network specific number" is used to indicate administration/service number specific to the serving network, e.g. used to access an operator.


NOTE 5:
The international format shall be accepted by the MSC when the call is destined to a destination in the same country as the MSC.


Table 10.5.118/3GPP TS 24.008: Called party BCD number (continued)


		Numbering plan identification (octet 3)



		



		Number plan (applies for type of number = 000, 001, 010 and 100)



		Bits



		4

		3

		2

		1

		



		0

		0

		0

		0

		Unknown



		0

		0

		0

		1

		ISDN/telephony numbering plan (Rec. E.164/E.163)



		0

		0

		1

		1

		data numbering plan (Recommendation X.121)



		0

		1

		0

		0

		telex numbering plan (Recommendation F.69)



		1

		0

		0

		0

		national numbering plan



		1

		0

		0

		1

		private numbering plan



		1

		0

		1

		1

		reserved for CTS (see GSM 04.56)



		1

		1

		1

		1

		reserved for extension



		



		All other values are reserved.






When an MS is the recipient of number information from the network, any incompatibility between the number digits and the number plan identification shall be ignored and a STATUS message shall not be sent to the network.



In the case of numbering plan "unknown", the number digits field is organized according to the network dialling plan; e.g. prefix or escape digits might be present.


Table 10.5.118/3GPP TS 24.008: Called party BCD number (continued)


		Number digits (octets 4, etc.)



		Bits

		

		Number digit value



		4

		3

		2

		1

		Or

		



		8

		7

		6

		5

		

		



		0

		0

		0

		0

		

		0



		0

		0

		0

		1

		

		1



		0

		0

		1

		0

		

		2



		0

		0

		1

		1

		

		3



		0

		1

		0

		0

		

		4



		0

		1

		0

		1

		

		5



		0

		1

		1

		0

		

		6



		0

		1

		1

		1

		

		7



		1

		0

		0

		0

		

		8



		1

		0

		0

		1

		

		9



		

		

		

		

		

		



		1

		0

		1

		0

		

		*



		1

		0

		1

		1

		

		#



		1

		1

		0

		0

		

		A



		1

		1

		0

		1

		

		B



		1

		1

		1

		0

		

		C



		1

		1

		1

		1

		

		used as an endmark in the case of an odd number of number digits



		





**********   Added for information   **********


10.5.4.33
Service category


The purpose of the Service category information element is to provide the network with information about services invoked by the user equipment.


The Service category information element is coded as shown in figure 10.5.118d/3GPP TS 24.008 and table 10.5.135d/3GPP TS 24.008


The Service category is a type 4 information element with a minimum length of 3 octets.


		8

		7

		6

		5

		4

		3

		2

		1

		



		

		Service Category IEI

		Octet 1



		Length of Service Category

		Octet 2



		spare

		Emergency Service Category Value

		octet 3



		0

		0

		0

		

		





Figure 10.5.118d/3GPP TS 24.008 Service Category information element


Table 10.5.135d/3GPP TS 24.008: Service Category information element


Emergency Service Category Value (octet 3)


The meaning of the Emergency Category Value is derived from the following settings (Please see 3GPP TS 22.101 clause 8):


Bit 1
Police


Bit 2
Ambulance


Bit 3
Fire Brigade


Bit 4
Marine Guard

Bit 5
Mountain Rescue


Bits 6,7,8 are spare and set to "0"


Mobile station may set one or more bits to "1"


If more than one bit is set to "1", routing to a combined Emergency centre (e.g. ambulance and fire brigade in Japan) is required. If the MSC can not match the received service category to any of the emergency centres, it shall route the call to an operator defined default emergency centre.


If no bit is set to "1", the MSC shall route the Emergency call to an operator defined default emergency centre
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