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	Reason for change:
	BACKGROUND

TS 23.167 contains the following requirement:

[..]
-
Procedure for determining the list of emergency numbers:

[..]

-
The UE may also determine that the dialled digits/types correspond to an emergency call based on the list of Emergency Call Numbers retrieved via [..] Access Network Query Protocol (ANQP) procedures defined in IEEE Std 802.11‑2012 [47] from the associated WLAN AP.

NOTE 1:
[..].

NOTE 2:
When using S2a, ANQP procedures are considered as trustable. However, when using S2b, ANQP procedures are not trustable and should be used with care.

PROBLEM

3GPP currently does not take into account emergency types that can be derived from information received via ANQP procedures.

IEEE Std 802.11-2012 have defined the Emergency Call Number ANQP-element in clause 8.4.4.5. This element contains a variable length information:

8.4.4.5 Emergency Call Number ANQP-element

[..]

The Emergency Call Number field is a variable-length UTF-8 formatted field containing information, used to reach emergency services, from the network (e.g., dialed digits, emergency service URN label [B41]). 
As the formatting is not defined (the information is consumed and parsed by a higher layer), it is porposed to define the formatting in a new Annex.
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4.3A
WLAN

WLAN is an access network developed under the auspices of IEEE Computer Society. WLAN is compliant with IEEE 802.11-2012 [57], which define air interface aspects.

For the purposes of the current specification, IEEE 802.11-2012 [57] defines Access Network Query Protocol (ANQP). A UE may receive from an AP ANQP-elements in response to an ANQP query. The ANQP query response is received in a generic advertisement service response frame or a protected frame.
Where needed, the current specification further describes the structure and contents of payload of ANQP-elements specified in IEEE 802.11-2012 [57] (see annex H and annex I).

***** Next change *****
6.1A
Handling of the Local Emergency Numbers List

6.1A.1
General

The Local Emergency Numbers List contains additional emergency numbers. A list with emergency numbers can be downloaded by the network to the UE via ANQP response. There is only one Local Emergency Numbers List in the UE.

Editor's note: [WI: SEW2-CT, CR#0599] the procedures for downloading additional emergency numbers via DNS are FFS.
The UE shall use the stored Local Emergency Numbers List in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number.

NOTE 1:
The user equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.

NOTE 2:
3GPP TS 24.301 [10] and 3GPP TS 24.008 [46] specify that a UE can receive a list with emergency call numbers via a 3GPP access, and replace the contents of the stored list of emergency numbers.

By including the Emergency Call Number ANQP-element in a response to an ANQP query that includes the ANQP-element "Emergency Call Number", the network may send a list with emergency numbers for a Local Emergency Numbers List. The UE shall store these emergency numbers after mapping the Emergency Call Number ANQP-elements (see subclause 6.1A.2). The Local Emergency Numbers List stored in the UE shall be replaced on each receipt of a list with emergency numbers.

The emergency number(s) received are valid only in networks in the same country where the UE received this list. If no Emergency Call Number ANQP-element is received, then the stored Local Emergency Numbers List in the UE shall be kept.

The Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The UE shall be able to store up to ten local emergency numbers received from the network.
6.1A.2
Mapping Emergency Call Number field's contents to the Local Emergency Numbers List
When the Local Emergency Numbers List is encoded as defined in TS 24.008 [46], subclause 10.5.3.13, the Emergency Call Number field's contents conforming to the ABNF for the urn:3gpp:sos-anqp namespace (see Annex I) needs to be mapped. The maps the contents when they are considered valid (see subclause 6.4.1).
The Emergency Numbers List contains 4 bit encoded number digits and 5 bit encoded Emergency Service Category Value. In addition to the rules in TS 24.008 [46], the following mapping applies:

-
each UTF-8 (see RFC 3629 [34]) digit in the emergency-number ABNF portion of the URN (see subclause I.2.2) is converted into a corresponding 4-bit number digit; and
-
if a label is present in the URN, the label maps as follows. The label equal to:

"sos":
does not set bits of the 5 bit encoded Emergency Service Category Value;

"sos.police":
sets bit 1 (police) of the 5 bit encoded Emergency Service Category Value;

"sos.ambulance":
sets bit 2 (ambulance) of the 5 bit encoded Emergency Service Category Value;

"sos.fire":
sets bit 3 (fire brigade) of the 5 bit encoded Emergency Service Category Value;

"sos.marine":
sets bit 4 (marine guard) of the 5 bit encoded Emergency Service Category Value;

"sos.mountain":
sets bit 5 (mountain rescue) of the 5 bit encoded Emergency Service Category Value.
***** Next change *****
6.4.1
General

For access to the EPC via a trusted non-3GPP access network, a connection shall be established between the UE and the trusted non-3GPP access network using signalling procedures specific to the trusted non-3GPP access network, which are out of scope of this present document.

A UE may receive from an AP ANQP-elements in a protected frame in response to an ANQP query. When the ANQP-elements include an Emergency Call Number field, the contents (see Annex I) are considered valid after authentication and authorization for accessing EPC via the trusted non-3GPP access network successfully completed.
Editor's note: [WI: SEW2-CT, CR#0599] whether the security provided by ANQP responses in managed frames from an AP using S2a is adequate, is FFS.
Access authentication signalling for access to the EPC shall be executed between the UE and 3GPP AAA server to ensure mutual authentication of the user and the EPC, with the exception of UEs without IMSI (see subclauses 4.4.1 and 6.6.3.2). Such authentication is based on IETF protocols as specified in 3GPP TS 33.402 [15].

EAP-AKA' is used for access authentication in the trusted access network, according to 3GPP TS 33.402 [15], subclause 6.2. According to 3GPP TS 33.402 [15], subclause 6.1, EAP-AKA' can be skipped if conditions listed in subclause 9.2.2.1 of 3GPP TS 33.402 [15] are met.

If the access network does not support EAP-AKA or EAP-AKA' and the UE considers the access network as trusted, the UE shall access to the EPC only via S2c and any authentication method (EAP-based or otherwise) can be used for access authentication as long as the criteria set in 3GPP TS 33.402 [15], subclause 9.2.2.1 are met.

When the UE decides to access EPC via S2c using non-3GPP IP access, EAP-AKA authentication is performed between the UE and the PDN-GW as specified in 3GPP TS 24.303 [11] and 3GPP TS 33.402 [15].

The UE may support ERP as described in IETF RFC 6696 [71] and 3GPP TS 33.402 [15].

***** Next change *****
Annex I (normative):
Definition of the Emergency Call Number field's contents
I.1
General

The Emergency Call Number field is a variable-length UTF-8 (see RFC 3629 [34]) formatted field. The purpose of this field is to encode emergency number(s) for use within the country where the field is received.

This subclause describes the formating of the Emergency Call Number field used in the Emergency Call Number ANQP-element specified in IEEE 802.11-2012 [57].
I.2
Formating

I.2.1
General
For the purposes of aiding in detection of emergency call number and assigning the emergency type, the Emergency Call Number field can contain an emergency call number and zero or more emergency call types.
The emergency call number and zero or more emergency call types are encoded as a namespace specific strings for the namespace identifier equal to 3gpp (see RFC 5279 [x]). This specification further defines the namespace identifier equal to sos-anqp and parameters. 
I.2.2
ABNF for the urn:3gpp:sos-anqp namespace and its parameters
Table I.2.2-1 contains the ABNF (RCF 2234 [y]) for the urn:3gpp:sos-anqp namespace and its parameters.
EXAMPLE:
urn:3gpp:sos-anqp:100:sos.fire:sos.police

Table I.2.2-1: Syntax of urn:3gpp:sos-anqp
emergency-information
= "urn:3gpp:sos-anqp:" emergency-number *(":" label )
emergency-number

= DIGIT*DIGIT






; at least one DIGIT
label




= "sos" *("." sub-label)
sub-label




= let-dig [ *let-dig-hyp let-dig ]
let-dig-hyp




= let-dig / "-"

let-dig





= ALPHA / DIGIT

ALPHA





= %x41-5A / %x61-7A





; A-Z / a-z
Editor's note: [WI: SEW2-CT, CR#0599] the 3GPP namespace registry will need to register the sos-anqp NID.
NOTE:
While the syntax of tabel I.2.2-1 allows for many different sub-labels following "sos", when originating an emergency IMS session (see TS 24.229 [67]) based on detecting a match with dialed digits, the SIP INVITE will only contain one of the following service URNs "urn:service:sos", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain".
