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Overall description
CT1 has had preliminary discussions on the protocol for MCData communications. The MCData application protocol will be split up as follows:
1)
transport of generic mission critical services signalling elements e.g. MCData Group ID, MCData ID

2)
transport of MCData-specific signalling elements and the MCData-specific user-provided payload.

For 1), CT1 created a solution in Rel-13 to transfer this information in an XML MIME body. SA3 provided the protection mechanisms to protect the content of XML elements and XML attributes in the XML MIME body. CT1 will continue to use this mechanism for Rel-14 for MCData.

For 2), CT1 intends to create a lightweight encoding that allows the client to make better use of the signalling plane for SDS transfer. This encoding would also be used when the client chooses to transfer the data via the media plane. CT1 has discussed two ways in which the encoding could be achieved:

a)
use XML encoding similar to what has been done for the transport of generic mission critical services signalling elements.

b)
taking stock of what has been already specified for MCPTT with the MCPTT Off Network Protocol (MONP) specified in 3GPP TS 24.379, develop a Tag, Length, Value (TLV) protocol.
Method b) is a more efficient method for encoding than method a).

Please note that the MCData server will need to have sight of the content of the MCData-specific signalling elements.
CT1 intends to choose one of the above encoding methods. To assist CT1 in choosing an encoding method, CT1 would like SA3 to analyse methods a) and b) to determine whether an appropriate security mechanism for the protection of the data is achievable, when the data is sent via the signalling plane and via the media plane.

2
Actions
To: SA3
ACTION: 
3GPP TSG CT WG1 asks SA3 to analyse the encoding methods provided above in a) and b) to determine whether an appropriate security mechanism for the protection of the data is achievable when the data is sent via the signalling plane and via the media plane.
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Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 102
13-17 February 2017
Dubrovnik, Croatia

TSG CT WG1 Meeting 102
3- 7 April 2017

Spokane (WS), USA
