
3GPP TSG-CT WG1 Meeting #101bis
C1-170442
Spokane (WS), USA, 16-20 January 2017

rev of C1-170188
Source:
Samsung
Title:
Pseudo-CR on client procedures for Standalone SDS messaging using the signalling control plane
Spec:
3GPP TS 24.282 v0.0.0
Agenda item:
14.3.14
Document for:
Agreement
1. Introduction
This P-CR adds in some structure to the General subclause to add headings for:

-
distinction of requests at the MCData client

-
procedures for how the MCData conversation items are generated.

-
procedures for how the MCData disposition notifications are generated.

This P-CR adds a general procedure to the SDS general subclause for handling of standalone requests.

This P-CR adds the originating and terminating client procedures for short data service using the signalling plane. 
2. Reason for Change
3GPP TS 24.282 in subclause 7.4.2.2 describes the procedures for Standalone Short Data Service using the signalling control plane. These procedures need to be added to Stage 3.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.282 v0.0.0
NOTE:
All of the text in this P-CR is new text, hence no change bars are used.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[ref3428]
IETF RFC 3428 (December 2002): "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[ref6050]
IETF RFC 6050 (November 2010): "A Session Initiation Protocol (SIP) Extension for the Identification of Services".

[ref3841]
IETF RFC 3841 (August 2004): "Caller Preferences for the Session Initiation Protocol (SIP)".
* * * Next Change * * * *
6.2.3
Distinction of requests at the MCData client

Editor's Note: This subclause will contain description of how each request is identified at the MCData client.
6.2.3.1
SIP MESSAGE request

The MCData client needs to distinguish between the following SIP MESSAGE request for originations and terminations:

-
SIP MESSAGE request routed to the MCData client with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds"  in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for standalone SDS for terminating MCData client";

Editor's Note: Other SIP MESSAGEs will need to be, e.g. the case of transmission control for "send data without mandatory download" when the MCData client receives a control indication.
6.2.4
MCData conversation items

6.2.4.1
Generating a Standalone SDS Message 

Editor's Note: This subclause will describe the creation of the content of the Standlone SDS message sent end-to-end between the originating client and terminating client. The message will contain the encoding of the MCData signalling control data (e.g. conversation ID, message ID, disposition request, etc) and also the encoding of the payload. If the standalone message starts a new conversation, then the client generates a new conversation id. If the standalone message is a reply to a message in an existing conversation, then the client includes an in-Reply-To-message-ID with the value of the Message ID that is being responded to.
6.2.5
Disposition Notifications

6.2.5.1
Generating a Delivery Notification 

Editor's Note: This subclause is related to SDS

NOTE:
The triggering of a delivery notification is as a result of the MCData client receiving a message.
6.2.5.2
Generating a Read Report 

Editor's Note: This subclause is related to SDS

NOTE:
The triggering of a read notification is at some later point when the MCData user has read a previously received message.
6.2.5.3
Generating a Download Completed Notification

Editor's Note: This subclause is related to FD
* * * Next Change * * * *
9.2.1.2
Handling of received standalone SDS messages and disposition requests

When a MCData client has received a standalone SDS message, the MCData Client:
1)
may store the message payload in local storage along with the message identifier;

Editor's Note: The above bullet needs to be modified to point to message identifier in the protocol once the protocol has been decided upon.

2)
shall determine whether the payload is for user consumption and:

a)
if the payload is for user consumption, may notify the MCData user; and
b)
if the payload is not for user consumption, may perform actions based upon the content of the payload;

NOTE 1:
The actions taken when the payload contains application data not meant for user consumption or command instructions are based upon the contents of the payload. If thepayload content is addressed to a non-MCData application that is not running, the MCData client starts the local non-MCData application and delivers the payload to that application.

NOTE 2:
User consent is not required before accepting the data.
3)
if the received SIP message contained a disposition request and:

a)
if the disposition request is a request for a delivery notification, shall follow the procedures specified in subclause 6.2.5.1; and

b)
if the disposition request is a request for a read notification, shall follow the procedures specified in subclause 6.2.5.2.
Editor's Note: The above bullets needs to be modified to point to the encoding of the disposition request when the protocol is decided upon.
* * * Next Change * * * *
9.2.2.1.1
MCData client originating procedures

Editor's Note: Security related aspects (e.g. encryption of payload and signalling data and delivery of the encryption key) will need to be added to this subclause or reference to another subclause.

The MCData client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [ref24229] and IETF RFC 3428 [ref3428] with the clarifications given below.
The MCData client:
1)
shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [ref3841];

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [ref3841];
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [ref24229]), in a P-Preferred-Service header field according to IETF RFC 6050 [ref6050] in the SIP MESSAGE request;

4)
may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [ref24229];

5)
shall set the Request-URI to the public service identity identifying the participating MCData function serving the MCData user;
Editor's Note: Need to decide how to specify the parameters that are required by the MCData server to route the message.The MCData client needs to provide the called party MCData ID. The controlling function will use the MCData ID of the called-party to determine the PSI of the terminating participating function to route the message to. Such data could be included in a XML MIME type (as in MCPTT) or could be included as part of a new protocol. Additionally, security related aspects need to be considered.

6)
shall generate a standalone SDS message as specified in subclause 6.2.4; and
Editor's Note: The above subclause will explains how the MCData signalling control data and payload are encoded in the standalone SDS message.
7)
shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [ref24229].
Editor's Note: Procedures need to be added for when the originating client receives a disposition notification for the data transfer.
9.2.2.1.2
MCData client terminating procedures
Editor's Note: Security related aspects (e.g. delivery of the encryption key for payload encryption and for signalling data protection) will need to be added to this subclause.

Upon receipt of a "SIP MESSAGE request for standalone SDS for terminating MCData client", the MCData client:
1)
may reject the SIP MESSAGE request if there are not enough resources to handle the SIP MESSAGE request;
2)
if the SIP MESSAGE request is rejected in step 1), shall respond toward participating MCData function with a SIP 480 (Temporarily unavailable) response and skip the rest of the steps of this subclause;

3)
shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [ref24229];
4)
shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [ref24229]; and
5)
shall handle the received message as specified in subclause 9.2.1.2.
* * * End Changes * * * *
