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	Reason for change:
	According to 23.402, during initial attach in WLAN for Emergency Service on GTP S2a procedure, for unauthenticated UEs, the AAA server requests the IMEI from the UE if the AAA server is configured for supporting unauthenticated emergency attach. Also the AAA server rejects emergency attach request if the AAA server is not configured to support unauthenticated Emergency Attach.
During the EAP-AKA’ Authentication, the identity provided by the UE is defined in clause 4.6.3. 

-
When local policies (related with local regulations) allow unauthenticated emergency sessions, the TWAN forwards the EAP payload received from the UE to the 3GPP AAA Server in the VPLMN serving the specific domain for unauthenticated emergency access;
-
If the UE includes an identity based on IMEI and the  3GPP AAA server is not configured to support Unauthenticated Emergency Attach (i.e for supporting cases c and d as defined in TS 23.401 [4] clause 4.3.12), the 3GPP AAA server shall reject the Emergency Attach Request;
-
If the UE did not include the IMEI in the identity and the 3GPP AAA server is configured for supporting Unauthenticated Emergency Attach (per cases c and d as defined in TS 23.401 [4] clause 4.3.12), the 3GPP AAA Server shall request the UE to provide its IMEI(SV). In that case the UE shall signal its IMEI(SV) to the 3GPP AAA Server. The 3GPP AAA Server forwards IMEI(SV) received from the UE to the TWAN (over STa);

Also according to 33.402, if the local policy allows emergency sessions for unauthenticated UEs, emergency session is allowed to proceed. For UE with unauthenticated IMSI, the 3GPP AAA Server skips EAP-AKA’ authentication procedures and issues another identity request to obtain IMEI from the UE:

5. 3GPP AAA Server receives the message with an indication from the UE that it is an Emergency Attach. If the 3GPP AAA Server supports IMS Emergency sessions over WLAN, it shall proceed as follows:

-
When the received subscriber identity is an IMSI but the IMSI authentication cannot proceed (because IMSI is not present in HSS, for example) or if AAA server cannot determine if authentication is successful, and if local policies allow emergency sessions for unauthenticated UEs with an IMSI, the 3GPP AAA Server shall skip EAP-AKA’ authentication procedures and proceed to execute step 6a to obtain IMEI from the UE.

-
When the received subscriber identity is an IMEI and if local policies allow emergency sessions for all UEs, the 3GPP AAA Server shall proceed to step 10 to generate an MSK
Related stage 3 procedures for trusted access need to be updated.


	
	

	Summary of change:
	- For unauthenticated UEs, the AAA server requests the IMEI from the UE if the AAA server is configured for supporting Unauthenticated Emergency Attach.
- The 3GPP AAA server skips authentication procedures in both cases (unauthenticated IMSI and no IMSI) and generates an MSK based on UE’s IMEI identity.
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	*** Next Change ***


6.4.2.x
Emergency session establishment

6.4.2.x.1
General
When initiating emergency session via trusted non-3GPP access, upon receiving an EAP Request/Identity from the network, the UE shall send its identity in an EAP Response/Identity message based on emergency NAI format specified in TS 23.003 [3]:

-
if the UE has an IMSI, the UE shall send IMSI as its identity; and

-
if the IMSI is not available (i.e. a UE without USIM), the UE shall send IMEI as its identity. 

The UE shall follow proceed with emergency session establishment using the procedures described in subclause 6.4.2.6.

6.4.2.x.2
Emergency session establishment for the unauthenticated UEs

If after sending IMSI as its identity, the UE receives another EAP Request/Identity from the network, the UE shall return an EAP Response/Identity message with IMEI included as its identity (see IETF RFC 3748 [29]). The UE shall use a specific domain in the realm part of the emergency NAI as specified in TS 23.003[3].

	*** Next Change ***


6.4.3.x
Emergency session establishment

6.4.3.x.1
General
After sending an EAP Request/Identity to the UE, if the AAA server receives an EAP Response/Identity message from the UE indicating emergency session via trusted non-3GPP access and the 3GPP AAA Server supports IMS Emergency sessions over WLAN, then
-
if the received subscriber identity is IMSI and the IMSI is known in the HSS, the AAA server shall proceed with EAP-AKA’ authentication procedure as described in subclause 6.4.3.5;
-
if the received subscriber identity is IMSI and if the authentication cannot proceed (e.g. IMSI is not present in HSS) or the AAA server cannot determine if authentication is successful, the AAA server shall skip EAP-AKA’ authentication procedure and proceed with emergency session establishment as described in subclause 6.4.3.x.2.
-
if the received subscriber identity is IMEI, the AAA server shall skip EAP-AKA’ authentication procedure and proceed with emergency session establishment as described in subclause 6.4.3.x.2:

6.4.3.x.2
Emergency session establishment for the unauthenticated UEs

If the AAA server is not configured to accept unauthenticated emergency session over WLAN, the AAA server shall reject the emergency session request and return an EAP Failure message to the UE.
If the AAA server is configured to accept unauthenticated emergency session over WLAN:
a)
if IMSI is not provided to the network and the UE included the IMEI in the identity:

-
the AAA server shall send EAP Success message with the MSK generated using IMEI to the UE to allow the UE to proceed with emergency session establishment; and
b)
if IMSI is provided to the network but IMSI authentication cannot proceed or IMSI authentication has failed or the AAA server cannot determine if authentication is successful:

-
the AAA server shall send EAP Request/Identity message to obtain IMEI from the UE as described in subclause 13.4 in 3GPP TS 33.402 [15]; and

-
upon receiving EAP Response/Identity message with the requested IMEI from the UE, the AAA server shall send EAP Success message with the MSK generated using IMEI to the UE to allow the UE to proceed with emergency session establishment. 
	*** End Change ***


